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1 Based on management’s internal bottoms-up analysis on August 15, 2020. $25B+ market opportunity across use cases
2 Financial metric for the three months ended 6/30/20
3 TTM metric ending 6/30/20
4 Represents year-over-year growth of 6/30/20 vs 6/30/19
5 Financial metric for the six months ended 6/30/30. Unlevered Free Cash Flow is a non-GAAP metric. Please see appendix for a reconciliation of Unlevered Free Cash Flow to its most directly comparable GAAP metric 



1 Cohort grouping as of June 30, 2020
2 Customer ARR as of June 30, 2020
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60% 



SOLUTION: 

Wall-to-wall identity security for 

both the workforce and customer 

use cases. Centralized identity 

services under Ping’s Intelligence 

Identity Platform
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SOLUTION: 

Central authentication authority 

to drive seamless customer 

experience for online and mobile 

food ordering, a necessity in the 

COVID environment

SOLUTION: 

Cloud SSO, MFA and Directory 

to manage the customer journey 

for brand and loyalty programs. 

Leveraging identity to augment 

the customer experience

SOLUTION: 

Expanding with customer MFA to 

deliver a more secure and 

frictionless customer experience 

for digital and remote engagement

LEADING
AUTOMOTIVE 

SERVICES 

PROVIDER

MULTI-
BILLION 
DOLLAR

FORTUNE
100 TOP 10
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1 Verizon, 2017 Data Breach Investigations Report



Kerberos (AD Domain)    HTM L Form (LDAP/AD)    HTML Form (LDAP/AD) HTML Basic (LDAP/AD)  Open Token (Java/.Net)AuthN source chaining
PingID   X.509 Certificates    RADIUS    3rd Party M FA CIDR (IP)    Cluster Node     Connection Set    HTT P Header    HTT P Request    OAuth Scope

Authentication Context    OAuth Client Set    PingFederate SDK Account registration    Social registration    Social account linking    Profile mgmt. Account unlock
Password reset    CAPTCH A IDPàS P IDPà Mult. SPs    Mult. IdPsà S P Mult. IdPsà Mult. SPs    Protocol translation    Linking permission    De-federation P

affiliation    One to one    Many to few Web service client (WSC) Web service provider (WSP)    WS Trust STS    Claims based WIF    Java client SDK    Single partner
connection    Multiple partner connections    Outbound for IdPs    SCIM service provider    Just in time provisioning    Connection templates    Hierarchical plugin configs.    Central

password policies    Forward proxy configuration    Custom HTT P response headers    Custom assertions    Custom authN requests    Manage metadata URLs Admin. console
Admin. RES T API    Customization/Localization AuthN adapters    IdP/S P user facing pages    Registration    Profile management    Email notifications    Heartbeat message    Protocol audit

logging Admin.Audit logging Automated config. migration    Elastic scaling compatible arch. Web & API access management    Extend SSO to all applications    Centralized policy
management    Centralize session management    Increase authorization granularity    PingAccess for AzureAD    Comprehensive single logout    User attributes Time of day    Request I P address

Minimum authN level    Rate limiting    CORS     Persistent connections    Groovy scripts    OAuth scopes    OAuth groovy Scripts    OAuth attributes    OIDC authN custom scopes WebSocket handshake
Gateway or agent deployment AWS deployment automation    Policy migration tools AdministrativeAuthN Logging    Error messages    Logout confirmation    Localization    PingAccess OAuth bearer    3rd

party    Shared names    Shared secrets    Drag & Drop Policy Manager    Request Processing    Header modification    UR L rewriting Virtual hosts    Unprotected resources Attribute cache    Request preservation
Heartbeat    OpenID Connect AuthN token mgmt Configuration import/export    Zero downtime upgrades    PingFederate OAuth AuthZ Server    JW T Header    Graph/RES T callouts    Site authenticators    Rules

Identity mappings    Load balancing strategies    Locale override service Agent (Java, C)    Basic AuthN    MutualTLS Token mediation    Request URI    Cookie domain    Cookie path    Response headers    Response
content    Binary Encoded DER    Base 64 Encoded DER     Unify customer profiles    Manage millions of identities    Manage billions of attributes    Speed time to market w/ RES T APIs    Consolidate legacy directory silos Avoid

costly outages/downtime    Reduced hardware and TCO    Meet data security requirements    Improve processing times    Meet/exceed demanding SL A’s    Full LDA P v3 Implementation    SCIM/RES T API (JSON over HTTP)
Structured and unstructured data    Soft delete and undelete entries    Last access time plug-In    Referential integrity plug-In    Unique attribute plugin-In    Referral redirects    Request controls    Paging Transactions    Join across

entries    SS L StartTLS    Flexible AuthN/AuthZ    SAS L (certificate, Kerberos, more) Access control instructions (ACI)    Data scrambling and obfuscation    Lockdown & read only modes    Client connection based config    Search filter
restriction    Resource limitations Automated JVM optimization    Horizontal scale (entry balancing) Advanced index types    Composite    Filtered    JSON fields    Index usage    Limit/block unindexed search    Monitor index usage and

limits Tuning    Disk access    Memory allocation    Database and entry caching    Partial caching    Cache priming methods    JVM Garbage Collection    Client connection based config.    Entry and attribute encryption    Encrypted exports
and backups    Sensitive attribute configuration    Log file attribute value redaction    Cryptographic log sign, verify    Password hashing    PBKDF2    Scrypt    Bcrypt    Cipher Algorithms AES    Blowfish    DES    DESede    RC4    Configuration

API    JSON unstructured attributes    SCIM 1.1 (JSON over HTTP)    LDA P SDK     Server SDK     Loggers    Key/ Trust managers    Password storage/validation    Extended operations Virtual attributes    Proxy request routing    Multi-master
replication    Replication assurance policies    DNS caching WAN optimization Automated task scheduling    Fine-grained admin. delegation    Backup, restore, import, export    Server restart and shutdown   User impersonation    Modify ACI and/or

schema    Import & export filtering    Server configuration comparison ACI validation    Password policy and quality    Policy configuration    10 OOTB validators    Custom validation (SDK)    Schema editor GUI    Schema import over LDA P Tracking
response time     Performance stats    Monitoring platform support    Data metrics Server Administrative console    SNM P, JMX, LDA P SMS & email    Log configuration    Export to file, JDBC, Syslog…    Compression    Retention policies    Signing/ encrypting

Admin. alerts    Rotation policies    Centralize data access governance    Enforce regulatory compliance    Govern access to profiles or attributes    Delegated account management    Enforce preferences for opt-in/out     Present unified profiles Access Token
Validators    3rd party (SDK)    Policy Information Providers    Built in    SCIM Request    SCIM Resource Type Token    Configurable Policies (JEXL)    Policy Service (PDP)    SCIM Resource Policy Set    Scope Validation Token Validation    Scope Types    OAuth2

Authenticated Identity    Resource    Scope Properties    Name (OAuth2) Type Tags (XACML examined) Aggregation (resource type)    Resource Operations    Resource attributes (SCIM) Attribute Categories Access Subject (client name) Action    Resource (URL)
SCIM Request Access Token Applicable Scope Attribute Use    Standard (XACM L spec)    Custom XACM L JEX L Use Attribute Designators (named) Attribute Selectors (JSON)    Extended data type support    XACM L Function Access    Referenced SCIM Attributes

Use Obligations    Exclude    Filter    Include    Supports multiple backend servers    Native PingDirectory Support    Primary/secondary store adapters Attribute Correlation App Developer Portal-SCIM APIs    Server SDK Extensions Access Loggers Alert Handlers    Error
Loggers    Key Manager Providers    Monitor Providers Trust Manager Providers    OAuth Token Handlers    Manage Extension Plugins    Store Adapters    Connection Handlers    Global Configuration    Log Signing    Key Pairs    Locations Trusted Certificates    I P address reverse

lookups Alarm Manager    Gauges    Gauge Data Sources    LDA P SDK Debug Logger    Log File Rotation Listeners    Log Publishers    Error Trace    Log Retention Policies    Log Rotation Policies    Scripted     Uniqueness Adapter    Consent Monitoring    Customization Authentication UI
Branding    Schema    LDA P Health Checks    Load Balancing    Store Adapters (SDK)    Mobile push (iOS & Android)    Swipe    FaceID (iOS)    Fingerprint    Desktop app + Pin    SMS OT P Voice OT P E-mail OTP Apple watch YubiKey    Nymi band Add trusted device    Manage trusted

devices    Select primary device    Select di fferent device    Select di fferent method    Pair to a new org.    Send event log    Update mobile app    Unpair device/app    Edit profile    Manage notifications Web and Mobile Apps APIs Transaction approvals    VPNs    Cisco    Juniper    Checkpoint    Windows
login     Local and RD P Linux/Unix Servers    SSH Ubuntu    SSH Debian P.A.M.    ForceCommand    PingFederate SSO    Primary/Secondary    PingOne SSO    RADIUS    O ffline MFA SSO: QRàOT P VPN: Mobile OT P Coexistence Adapters    RS A SecurID    Symantec VI P DUO Security    Per App &

Global Policies    Policy Chaining & Ordering    Device Posture Allowed Devices    Disallowed Devices    Minimum OS    Device Lock    Rooted    Jailbroken    Minimum app version    MDM    M obileIron AirWatch    InTune    Device Pairing    From network (I P Address) Authentication    From country    From new
device    O ffline access    Recent authN from I P Recent authentication    OS version    VPN/SSH parameters    Mobile app home screen    Mobile app swipe screen    Enrollment screens    Notifications    New Device    Fraud Suspected    Localization (13 languages)    User Administration    Event type    IP Address    Country

Time since AuthN    Device Model    Device Lock Enabled    Rooted/Jailbroken    MDM Status App Version Evaluation/Result    Federated SSO via SAM L SAM L Single Logout (SLO)    SSO portal (PingOne dock) Attribute mapping Attribute transformation    MFAvia PingID & SafeNet ABAC (single attribute)    Force
authentication    Force MFA Managed workforce accounts    Delegated administration    Identity bridge management Application management    Private application catalog Application integration    SAML enabled Token exchange via API    Multiplexed    IdP Discovery & Default IdP.    Customer connections    Email invitation    Manual

add    Global admin.    Identity repository admin. SaaS admin.    Service user admin.    Support admin     Read-only    Full access    PingOne dock customization Admin PortalAccess    Change password    Monitor activity & reports    Certificate management    Identity bridge    SAM L applications    Expiry email notifications  Policy Migration Tools
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* IoT represents an emerging use case.
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Jabber

1 Ratings based on Glassdoor surveys as of July 5, 2020
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1 Based on management’s internal bottoms-up analysis as of August 15, 2020. $25bn+ market opportunity across use cases
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