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1 Introduction

1.1 Background

As a response to sending out the DMICP ISOP, several queries were received from industry about the possibility of holding One-on-One Q & A sessions. These sessions were seen to offer benefits to both industry and MOD, so individual sessions with each of the 8 companies participating in the ISOP stage were organised for the week following the ISOP Stage Industry Day.

1.2 Document Purpose

The purpose of this document is to record the information and clarifications issued by MOD to Industry at the one-on-one meetings.

This document will be e-mailed to industry and the information contained in it will be published on the DMICP website.

The questions asked by all eight companies are recorded in a separate document that will be circulated within MOD only. This separate document will also contain MOD’s answers to “private” questions, see below.

1.3 Document Structure

The questions asked by industry tended to fall into a number of topic areas and some questions were asked by more than one company. Thus this document does not record the questions asked, only the information supplied by MOD. This information is grouped into topic areas as shown in the Table of Contents.

1.4 Action on MOD

We were asked to notify industry whenever there is a major change to our website. We will endeavour to do so.

1.5 Private Questions

A number of companies asked us not to publish the answers to some of their questions. We have respected this request as they all related to Commercial-in Confidence information.

Answers to these private questions will be sent to the relevant companies separately.

In a few instances more than one company asked the same question and one asked for the answer to be kept private whilst the others didn’t. In such cases the company asking the private question has our response to them kept private, whilst the response given to the other companies is published in this document.

2 Introduction to Every One on One Meeting

David Marsh (and Chris Cook for one meeting) gave a standard introduction to each of the companies attending. 

David explained that although we had read their questions, we had not had time as a team to discuss our answers to them. Therefore they should expect several people to contribute to the answers.

David stated that the answers to their questions would be published on our Internet site for the use of all the competing companies unless we were specifically asked to keep particular answers private.

David suggested that companies submitting a large number of questions prioritise them so that the most important ones could be answered in the time available - 1½ hours.

The MOD team introduced themselves and described their DMICP role.

Company attendees introduced themselves.

3 PQQ feedback

Companies wanting feedback on their performance at the PQQ stage should submit a request to Dave Chapman.

It was pointed out that companies were attending the one-to-one meetings because they had been successful at the PQQ stage. 

The PQQ looked at past performance as an indicator of how companies are likely to perform on DMICP. The current ISOP stage is looking at company’s proposed solutions to the DMICP requirements.

The only item being carried forward from the PQQ responses into the ISOP stage is the references, where we are following up the one we consider to be the most appropriate of those submitted by each company. 

4 The ISOP, its marking and further meetings

The purpose of the ISOP presentations is to assist us with the ISOP marking. We expect to have questions about the written responses we receive and this will give us the opportunity to obtain answers to them.

All eight companies are expected to participate. Meetings will last 1½ hours with a maximum of 30 minutes allocated for the presentations by industry and a minimum of 1 hour for us to ask questions. Presentations will take place on the 1st and 2nd July at Guyers House. Further details will be circulated later.

There will not be any more one-to-one meetings before the ISOPs are due to be returned on the 13th June. We envisage the need for further on-to-ones at the ITN stage and during the demonstration period.

A company’s overall ISOP score will depend on their scores for their:

a) Narrative answers 

Members of our DMICP project team who are MOD employees will mark these

b) Response to individual URD requirements

Our support contractors, QinetiQ, will mark this

c) PQQ reference structured interview (see 4.7 below)

A team of two people from our DMICP project team, one of whom will always be a MOD employee, will mark each reference.

None of the markers is required to read the whole response.

The relative weightings of marks for the sections above are in ISOP issue 2 section 7.2.

We will be taking up the most appropriate of the references that you supplied with your PQQ response. We have a marking scheme for marking the responses that we get. You will not be involved in arranging reference contacts or in the discussion with the reference. We will not tell you which reference we are taking up or the score we allocate for it.

The will be no difference in the marking of a COTS solution and a bespoke solution. However we expect any bespoke solution to be comprehensively justified.

David Marsh and another member of the DMICP project team will read all of all the responses to ensure coherency, although this will not be marked.

David Marsh will make the final selection based on input from the project team.

Customer 1 will participate in the marking of the ISOP. Currently customer 2 will not be involved in the ISOP marking, although they will be sent copies of the responses.

At the ISOP stage we are evaluating both your initial solution and your capability to deliver the final solution once the requirement has been refined.

Page limits have not been defined for your responses to “GFX” and “System or Service” (ISOP sections 15.2.1 and 17.12.1), as they will not be marked.

Page limits have not been defined for your responses to “Applicable Law”, “Terms and Conditions” and “IPR” (ISOP sections 17.2.1, 17.3.1 and 17.4.1) as we expect you to accept or reject the sections. If you reject them you will fail the ISOP stage.

Companies may submit a management summary with their ISOP responses but it won’t be marked and won’t be shown to the markers until they have completed their marking.

ISOP section 17.10.1.1 appears to be a statement [S], but we expect a response to it [Q] as requested in the last sentence of section 17.1.2.

Companies can use the fact that a product of theirs exists and has the required capability, or that they have previously met similar requirements, as evidence that they can meet our URD requirements. We are not looking for great detail at this time. However, we will want to go into more detail in subsequent stages of the project. Companies are reminded that we require a cross reference from each entry in the User Requirements Spreadsheet that they state they can meet to the evidence for the claim in the narrative response. Evidence does not have to be repeated in your ISOP response, thus the cross references for any number of entries in the User Requirements Spreadsheet can point to the same piece of evidence, provided of course that the evidence is relevant. Companies should not group entries in the User Requirements Spreadsheet, return it completed in the same format that it was supplied to you. There is no necessity for you to supply cross-references from the narrative response back to the URD requirements.

The NHS will not be involved in any way with the ISOP evaluation.

Further guidance on ISOP section 6.2.2:

· Companies may use bold and italic fonts in their responses;

· Headings only can be in a font size other than 10 point;

· We will not supply a template for your response;

5 The demonstration period

We were asked if we wanted to see this or that demonstrated during the demonstration period. We expect industry to supply suggestions for the demonstration period. This should be based on the guidance given in section 14.1.1 of the ISOP issue 2, although other suggestions are welcome.

We expect industry to tell us the proposed locations and facilities they need for the demonstration period and how they will engage users in it.

We can provide space at MOD facilities in Minerva House, Swindon if required.

If required, DII can provide fixed infrastructure test facilities for the demonstration period at Copenacre, near Corsham.

We are keen to work alongside industry during the demonstration period so we know what to expect when the full contract is let. This period may be a good opportunity to enact proposed management activity post contract award.

We were asked if we wanted to include the transmission of data across interfaces to other systems as part of the demonstration period. The response was that such interfaces might not be available.

Any demonstrations should ideally use real patients and real patient data, but it is recognised that the limitations of a working medical centre (i.e. the requirement for double data entry) may preclude this. We can provide dummy patient data if required.

We are discussing whether to evaluate the soft issues associated with the demonstration period using SIBET (Soft Issues Bid Evaluation Tool). We would expect the results of the technical aspects of the demonstration period to inform and be reflected in your bid.

We were asked if there would be an opportunity for visits (BFG/exercise involvement). We are always interested in realism, although it will not be possible to provide such access at this time. We wish to encourage such activity during the demonstration stage with the two chosen contractors.

6 Business change, processes and benefits

DMICP is not just IT delivery, we see it as an enabler for business change, process change and procedural change within DMS over the life of the contract. DMICP delivers the technical aspects of a business change program. We are waiting to see the changes that your solutions will bring.

We know that our business won’t stand still, hence our emphasis on partnering with the DMICP supplier to ensure flexibility to satisfy evolving user requirements.

We expect DMICP to provide clinical benefits, facilitate increases in efficiency & effectiveness and reduce restrictions and the amount of manual activity necessary. There is a possibility that it will reduce liability costs.

The new Defence Health Plan should not have any significant effect on the day-to-day working of the DMSD. DMS staff are, in general, well trained, IT literate, enthusiastic and professional enough to seize the initiative presented by DMICP. Staff are used to change as they normally change posts every 2 – 3 years.

The benefits of DMICP that were mentioned at the Industry Day were taken from the Benefits Realisation Strategy paper that will be published in time for the ITN stage. We intend to link benefits to the URD. We are looking to produce a baseline of the current situation from which we can measure benefits realisation, but this will not be available at ITN.
The Business Process Model, to be released at ITN, will be a snapshot of the processes we expect to be extant at IOC. This will allow companies to identify further changes brought about by their DMICP solution. If companies wish to see specific areas covered in it, please tell us so that we can address them now.

So far we have only performed very high level modelling of core and support processes and have not yet included process re-design. We are still evaluating the level of detail we need. The work has not yet been endorsed by the business. Once endorsed, we should be able to release details by September. 

7 The DMICP budget and funding

The budget is for meeting the chosen solution to our requirement, whether that solution be system, service or a combination of the two. If we choose a managed service we may be able to transfer some of the staff budget for application support but it will be small. 

If MOD has to run a data centre this will be performed by DCSA staff who already provide such a service, but the funding for this will have to come from the DMICP budget.

The effect of anticipated benefits has not been included in the DMICP budget. Any financial savings will go to DMSD who may use it for enhancements to the system.

The costing parameters for the project are identified in the MDAL, which was used to support the initial business case. The MDAL is currently being updated and we plan to publish it at the ITN stage.

Personnel, resource, infrastructure and legacy system (including decommissioning) costs are not included in the budget published in the ISOP. The published budget is for implementing a new system or service and is in today’s figures. However, if you propose to continue with a legacy system, e.g. EMIS, then its costs will be borne by DMICP from IOC. DMICP funds whatever is proposed for DMICP.

The budget contains a minimal sum for the migration of current electronic data only, to DMICP.

We have assigned a maximum in excess of £6M including VAT for work undertaken prior to contract award, of which more than half has been allocated for DMICP demonstration contractors. This includes monies for investigating process changes. Most has been allocated to FY 03/04 with a small amount for FY 04/05.

The budget includes the cost of developing methods for exchanging data with other systems, not necessarily directly. We have not allocated a budget for the entity on the other side of the interface to develop a method of exchanging data with us. In the case of the NHS, they have a duty of care to accept our medical records for NHS patients.

The only capital costs included in the budget are for the supply of, e.g. laptops or PDAs, to connect to existing deployed infrastructure for use in the BII environment and application and database servers. Industry should identify all GFE and other capital items that are required by their solution.

The budget profile can be changed annually. Changes would need to be based on proposals we receive from industry. Any changes we request now will affect budgets from FY 04/05 onwards. We can change the total budget, but only after a great deal of scrutiny, through the options process.

We are getting Dstl and the DPA’s PFG to develop an effectiveness model and perform two COEIAs for us; one to support the review note in September 2003 and one for the main gate in Q2/04. A software questionnaire will be issued at the ITN stage to assist in the generation of the COEIA. If either Dstl or PFG requires information from industry to inform the COEIA they will ask for it directly.

It is too early to relate a pricing structure to volume of transactions. If appropriate, industry’s views on this should be presented at ITN. If such a pricing structure was followed, industry would take the risk of a low take-up.

8 Infrastructure

DMICP is an application that sits on infrastructure. We are only interested in the application, other IPTs are supplying the infrastructure.

The only infrastructure to be supplied as part of the DMICP program is terminals and possibly local storage in the deployed arena. Industry should propose the type, application, database server and data storage facilities. DII may or may not provide some or all of these facilities during the life of the programme. However, it should be assumed that initially DII will not supply the above facilities. We currently use standalone ruggedised laptops in the deployed arena and DMICP is funding their replacement – we have no preconceived ideas on what this may be. Whatever is proposed, it must be accredited. We are funding connections to the infrastructure for the deployed element, e.g. interface cards in PCs. 
Although currently more than half of the DMS sites are standalone with no connectivity, companies can assume that by IOC there will be full connectivity, including e-mail and web browsing, to all fixed DMS sites. This connectivity will be provided by a combination of workstations with RLI connectivity and DII(C). 

The timing of IntOC and FOC is based on the availability of appropriate infrastructure.

It is not possible for us to give you a briefing on BII as no one IPT is responsible for all of it, thus getting the overall picture is difficult. Bowman provides a user data service via PC and an encrypted tactical Internet. We don’t know Bowman availability, bandwidth or who will have access to it. Companies should not include the procurement of communications links or infrastructure in the deployed arena (except as noted above) in their proposals. As a last resort the patient in the deployed arena can act as a data carrier. 

Deployed DII will be the mandated infrastructure when it is available. Deployed DII can provide remote access to DII via landlines and / or satellites.

The application must be capable of working in the deployed arena in stand-alone mode when communications links are unavailable. As a corollary to this it must be possible to synchronise deployed and fixed elements when communications are restored.

DII(F) does not support locating individuals on the battlefield, but a tracking solution, OPLOC, may be installed on it. We are some years away from the GPS location of all troops on the battlefield. An early version of OPLOC will report who is in theatre and may be able to locate an individual to a specific unit’s area.

Communications protocols on the infrastructure are not the responsibility of DMICP. Protocols will be defined by DFN & DII and will be IP based. 

9 The NHS, other programmes, interfaces and boundaries

MOD is talking to the NHSIA and will continue to do so. MOD has a concordat with the DH on medical services and a joint board meets quarterly. We will further develop our links with the NHS. We monitor what the NHS does and if it is acceptable to us we will follow it. We do not try to lead the NHS.

Some DMSD staff are ex-NHS. Col. Mike Manson can facilitate access to the NHS if necessary.

When a serviceman joins the MOD we get his record from the NHS. During his service we may need to interact with the NHS, e.g. if it provides secondary care for him, and when he leaves MOD we return all our records of him to the NHS.

Wherever we see interfacing to other systems we try to establish contact and build a relationship. We have done this with DII and JPA but not with logistics, as the way forward is currently undefined. We intend to establish internal contracts with those projects we interface with so that both sides know about and can react to changes in each other’s programmes. We will manage the interface between these other projects and industry from the demonstration period onwards.

The major DMICP interface will be to JPA. JPA will want employability / deployability data, immunisation data and blood group from DMICP. DMICP will want demographic details such as rank, current unit / location etc. from JPA. 

The interface to the NHS is less well defined, but by FOC we want to be able to pass clinical information between DMICP and the NHS as part of our duty of care to our staff. We envisage using standard file formats and interfacing to the national spine. We would also like access to the NHS e-bookings, messaging, pathology and e-discharge letters systems, although we can’t yet say whether any of this would be from within DMICP.

We quote FOC with the NHS in 2010, as we are unclear about their plans. Our desire for incremental delivery is so that we can align ourselves with, e.g. JPA and the NHS as they roll out new capability.

There are huge problems associated with the automatic transfer of medical data across national boundaries without the informed consent of the individuals concerned. Any automatic transfer of data across national boundaries is likely to be of aggregated data only.

Medspec is a proposed NATO standard for interoperating with other nations’ medical IS.

At this time we can’t define all the applications that DMICP will have to interface to, but we can say DMICP will have to interface to JPA and the NHS. We are looking for a standards based approach to interoperability, rather than a preponderance of physical interfaces since we hope that Defence infrastructure like DII and perhaps the Internet will provide the physical interfaces. Protocols that we are interested in include XML schemas and HLA 7. 
It is probable that for some MOD applications we will be able to open both of them on the same terminal, rather than having a direct interface, e.g. logistics where we will need to reorder low stock level items. However, can’t preclude the need to interface to a logistics system when one becomes available.

There is no need to feed information to JCSLogs for casevac. The personnel element of JCS Log is AP3, which is an interim J1 system and will, we presume, be replaced by JPA in due course.

Each Serviceman/woman has a unique Service Number, although this will become known as the employee number when JPA comes along. There is an initiative to ensure that all Service personnel have NHS numbers and these will also be held by JPA in due course.  JPA will provide the content for an MPI since it will hold the details of all Service personnel, although provision will have to be made for POWs, some dependants, CONDOs etc. 

Interfaces to medical equipment are out of scope for DMICP. 

Customer 1 looks at the big picture across a number of projects. At the project level we know those with whom we have to interface and will establish contact with them. 

The NHS interface with RLI has been put on hold, pending roll up in DMICP.

10 Commercial

We intend to issue the first draft of the final contract around the time of the issue of the ITN. Our intention is to follow an iterative process to develop the contract in conjunction with industry.

We are looking for a flexible partnering arrangement, as the project is only predictable up to IOC. After that flexibility is needed so that we can deliver what the customer wants, when they want it. User feedback will be used to improve the service. For these reasons the old style adversarial approach is inappropriate for this contract, we want the right contractor with the right approach to partnering and flexibility for a long-term relationship.

We could use the demonstration period to explore commercial arrangements and the approach to shared risk.

A contract is required for the demonstration period, as we will be contributing to industry’s costs.

If offered, we would consider a pay per use arrangement as this transfers the risk of low take-up of DMICP to industry. If managed properly we should both benefit – high take-up for us and increased revenues for industry.

We were asked if external lawyers would be attending the negotiations. Negotiations will be led by the IPT who will pull in Customers 1 & 2, commercial department and other Subject Matter Experts (SMEs) as required. Thus the use of external lawyers cannot be ruled out, although they would only be engaged when we have down-selected to two contractors.

At the ITN stage we are looking for fully costed proposals, containing firm/fixed prices wherever feasible.  The prices contained within the proposals may, however, be subject to revision following the completion of risk reduction activities, through a BAFO exercise.

If industry provides a service then the ownership of the assets is not important to us, we are open to industry’s suggestions. Note that we have costed to replace our ruggedised laptops on a 3-year cycle.

We are interested in the whole life cost of DMICP, not just up-front costs.

11 Requirements

The URD is our current understanding of our requirement for DMICP and is the definitive document for your ISOP response. The SRD is still under development and doesn’t currently align with the URD. The URD and SRD will be updated and aligned for ITN.

The URD covers requirements within DMICP only. Where DMICP has to interface with other systems, the requirement is for the DMICP side of the interface, not the other system.

DMICP requirements will not be passed to or implemented by other projects.

There are no embedded logistic or command and control requirements in the URD, they are both out of scope as are asset management, staff management and Capital/DRMS.

The URD comes from customer 1. The SRD is our translation of the requirements into a format that industry can bid against and against which we will contract.

The SRD was supplied with the ISOP for information only.

If you have questions about specific user requirements please submit them to Dave Chapman and we will publish the answers on the DMICP website. We hope to answer them within 24 hours but as there could be a delay getting them published on the website we will e-mail them to you as well.

We expect industry to respond to requirements labelled “to be cancelled” as cancellation has not yet been confirmed by stakeholders. We do not expect industry to respond to requirements labelled “cancelled”.

The only graphics requirement in the URD is for dental radiographs, Non-dental X-rays are not a requirement, although textual reports of their contents are.

Integrated Care Pathways (ICPs) are an NHS initiative and an essential tool to support clinical governance. Our requirement is for the supplied solution to be able to incorporate ICP tools (e.g. templates, protocols, audits etc) that can be tailored to guide a user through a specified course of actions. 

There is no progress on re-writing UR 282 in terms of business continuity.

SRD paragraph 2.4.2.3, our policy is to create an iHR infrastructure, which our commercial partners will help define. 

There is no specific requirement for smartcards, as no one project has convinced the IAB that they are essential. The introduction of smartcards would have implications beyond DMICP, although companies could suggest them as an optional extra. DGInfo is looking at the use of smartcards in the MOD. If smartcards are introduced they will probably be funded by DII(F). There are no plans for DMICP to lead on the use of smartcards.

URD298 – The users need a deployed standalone system set up in 15 minutes. This means out of the box, switched on and in use, it does not include the download of data. Performance envelopes need redefining.

URD279 – 99% availability. This is in the context of a 10-minute consultation. This figure is under review. We realise that this ties in with business benefit and that cost increases as availability increases.

The current Key Requirements are those that were used for Initial Gate. 

We expect the next version of the URD to better define effectiveness envelopes and performance, redefine the Key Requirements, prioritise the requirements, clarify interfaces, resolve those requirements labelled “to be cancelled” and better define “authorised users”. It will not contain any major new requirements unless they were accidentally omitted from the current version.

The minimum capability we require at IOC is no less than we can currently do.

The concept of IOC, IntOC and FOC are artificial and were created for initial gate and to match the deliveries from other projects. The capabilities we require to be delivered at IOC, IntOC and FOC are fluid and open to discussion with industry (but see above). We would like capability early and if industry can improve on our timescales for capability delivery they should do so. One reason for suggesting incremental delivery is so that we can interface to other systems as they become operational.

DMICP is not a Facilities Management system.

We expect to start discussing requirements with industry when we have down-selected to 2 companies, there are too many to engage with now.

We would like to maintain one SRD whether industry proposes a system, a service or a combination of the two, although this may not be possible.

Until recently the method of transferring data when a serviceman or woman was transferred was to print the records out and let him take them to his new posting. A new electronic record was then created for him at the new base and the printed record was typed into it. Now records can be transferred electronically via floppy disk although this is not yet fully implemented. We want to migrate the current electronic primary care records of every serviceman and woman to DMICP at IOC. These records are currently held on EMIS systems.

The recording of dispensable items held locally is within scope, e.g. quantity and re-order point, all other logistics functions are out of scope.

Our vision for the iHR is that it is a complete record of all primary and some secondary care activity. How it is stored is solution dependent, but note we require easy access to all of it.

Role 3 comprises Field Hospitals and Primary Casualty Receiving Ships.

12 Security

We envisage DMICP being able to send data to systems classified above UK Restricted but there is no requirement for DMICP to receive data from such systems. UK Restricted means that the UK owns the data.

Most of the data in the iHR will be medical data which is private and which we will treat as UK Restricted for data protection purposes. The “fit to fight” part of the record is UK Restricted, hence the overall marking of “Restricted – Medical”.

We will not be sending UK Restricted data to the NHS, just private medical data of the type that they already hold. We are attempting to clarify how this transfer will be effected, e.g. via GSI or NHSNet, and the level of encryption involved. We don’t expect to be connected network to network with the NHS. Our expected approach will be based on common messaging and data standards.

Because the DMICP system is almost entirely UK Restricted, we don’t envisage CL2 causing insoluble problems.

Risk 11 in our Extract of Risks supplied as part of the information pack states “The security requirements are too restrictive and cannot be met”. We will use Infosec Standard 1 to determine the assurance level of applications. It is unlikely that COTS products will be certified to the calculated level, so we may have to modify them ourselves – hence the risk. During the demonstration period we will use CLAS consultants to perform any necessary product assessments.

Windows XP has not been certified against the Common Criteria, however MOD has permitted it to be used for DII on workstations only, on condition that they are clamped down to DII specifications as advised by Microsoft and Fujitsu. DII currently uses XP with security enhancements for PCs, servers run Windows 2000.

Certain types of computation / calculation based on aggregated data could give a classified result higher than RESTRICTED and this may have to be performed outside of the DMICP system.

We believe that all current and planned infrastructure that DMICP will use is at least UK Restricted. We will not permit DMICP to operate on any infrastructure that has not been accredited for processing and storing RESTRICTED data.

We expect the security implementation to conform to normal clinical governance rules, but we don’t want records so well locked down that they can’t be accessed in an emergency. If someone overrides access controls he should be told he is doing so, the override should be logged and an alert raised.

In the deployed arena anyone from anywhere could arrive requiring medical attention, thus a particular medical officer needs access to the records of all potential patients. In the non-deployed arena the same medical officer will normally only require access to the records of those patients that he is responsible for, although he is still expected to treat, and thus will need access to the records of, anyone who visits him.

We would expect the system to identify and provide an alert for inappropriate user behaviour patterns.

We will investigate when we can release details of the security features that will be provided by DII. 

We expect there to be encryption across the RLI, although we are still awaiting information from the Accreditor about this.

Industry needs to define a feasible security architecture, it doesn’t need to replicate security features provided elsewhere.

Individuals without any security clearance are allowed to see limited UK Restricted data but if they are working on the security aspects of the project they will need to have undergone at least the basic check first.

We believe that biometric methods of identification are currently not robust enough, so are unlikely to be accepted. This is an infrastructure issue, not a DMICP one. There are specific issues with biometrics in the theatre of war where gloves (NBC/flash or surgical) and NBC or flash masks may be required to be worn – there is also potentially the issue of contamination of the device itself with dust and other debris.

We need to be able to change users securely on a terminal without logging out.

Industry can host data centres without being a List X company, but the system will have to be accredited by a MOD accreditor. 

80% of patients don’t care if their complete health record is seen by any health care professional, the other 20% want restrictions. Special forces personnel are not identified as such and under some circumstances this data may need to be hidden.

Companies may propose a fast track security evaluation for the incremental rollouts and a full evaluation at FOC.

The security aspects of the system outside of the military constraints would need to satisfy the accepted rules and best practice relating to current legislation (Data Protection Act 98, Medical Records Act etc.) and guidelines.

13 Secondary care

MDHUs are MOD facilities attached to NHS hospitals and should be treated as being part of the NHS.

The 5 Directly Managed Units (DMUs) are MOD medical facilities that provide some elements of secondary care and rehabilitation. They are:

· Gibraltar

· Cyprus

· Belfast

· Hedley Court rehabilitation unit

· Catterick psychiatric hospital – this is likely to be closed before DMICP IOC.

Haslar is owned by MOD but most of its departments come under the NHS. We still run pathology and radiology and their results go to a data warehouse where they can be accessed by NHS Portsmouth or our DMUs.

The hospital in the Falkland Islands is a civilian facility.

EMIS is an interim replacement for WHIS in our DMUs, it replaces 70 – 80% of WHIS functionality. In such use it does not address clinical data.

We consider pathology and radiology to be part of secondary care.

The MOD is moving away from providing secondary care and passing the responsibility for its provision to the NHS.

We don’t envisage putting a full secondary care system into field hospitals.

95% of MOD’s medical activities are primary care and that is what DMICP is focusing on. The remaining 5% relates to DMUs. 

We don’t see the need for a separate secondary care iHR, we want to include secondary care interventions in the DMICP iHR.

14 Solution

Although MOD currently uses the EMIS system, we are not tied to it for DMICP. It is up to industry to decide what is the best solution for us. One reason for DMICP is that the current version of EMIS, as numerous standalone systems, doesn’t provide all the functionality we require, although we couldn’t manage without it or a successor, and user acceptance is reasonably high. It is a tool and we want the most suitable tool to meet our requirements. If you decide to replace our EMIS systems you should propose the timescale, it doesn’t have to be done for IOC.

It’s good if medical officers can avoid carrying reference books in the deployed arena. Thus a clinical support system for the deployed element would be a bonus. 

Early delivery of capability is good so long as it is coherent with later deliveries, but note that in the deployed arena it is dependent on the availability of, e.g. Deployed DII or Bowman.

We have no objections to LANs being deployed in RAPs before the communications bearers are available, provided that no retraining is required. If industry designs an early solution for use prior to communication facilities being available they should not then alter their solution when facilities are available.

It is up to industry to propose quick wins, although anything that will reduce the current large amount of manual effort associated with medical surveillance and epidemiology would be welcomed.

15 General

You should by now have received a copy of the Defence Health Plan. Please contact us via Dave Chapman if you have not received it.

MOD are moving to the concept of a single point of contact rather than individual service points of contact for help desks etc. From a policy point of view we see benefit if all 3 service systems are managed and supported in the same way.

We have no preference for a system, a service or a combination of the two. We expect industry to recommend and justify their preferred solution. DCSA tends to be leaning towards the provision of managed services.

The IPT, customer 1 and customer 2 will shortly be giving a series of roadshows to DMICP users. It will be based on the presentations given at the ISOP industry day but without the commercial aspects. 

The scenarios in section 11.5 of the ISOP are based on the infrastructure planned to be available at FOC.

The legacy system Meditel, used only in Germany, is being replaced by EMIS and will have disappeared by IOC.

The legacy system Crescendo has been turned off.

We are following the Acquisition Management System (AMS), so will require the sort of documentation that it mentions. We’re asking for elements of it at ISOP and will develop this further at ITN.

We will discuss your assumptions at the ITN stage. We have asked you to document your assumptions in your ISOP response.

We can see the need to download patient records, or a good summary of them, to laptops etc. before we deploy from a fixed base, as we can’t guarantee communication links when we arrive in the deployed area. Also we can’t say in advance who we will be treating, so we need the ability to take with us and update the records of everyone in theatre. There will be personnel changes during the course of the deployment so we need the ability to download additional records and update records on the fixed infrastructure whilst we are deployed. This needs to occur within a reasonable timeframe. In the first Gulf War medical interventions on the battlefield were not recorded and the data was lost, thus for DMICP we require all clinical interventions to be recorded, no matter where they occur. A store and forward system appears suitable, as is the transmission of changes to the record rather than the complete record.

It is paramount that all clinical activity in the deployed arena is recorded, even though war casualties are a small percentage of the overall number of interventions.

We have identified the state of legacy data as a possible risk. We are reasonably happy with the status of current (EMIS) data, but there could be an issue with the consolidation of the existing discrete records. Overall we currently think this is low risk.

The main problem we have with our current systems is that they are manually intensive on the management information side. The clinical side is very good.

TOMD is a standalone medical application used by the 3 services.  On most warships it is hosted on the Navystar system.

We try to keep the time from wounding to definitive treatment to less than 6 hours.

Our current EMIS systems use Clinical Terms (READ) codes, although not consistently enough to be useful.

Some of the documents in the Information Pack are labelled Restricted. This is deliberate and they should be treated accordingly. See section 16 for full details.

We have had a lack of take up of some legacy systems due to limited user acceptability.

The ITN stage is scheduled to finish on 18/9/03 although this is liable to change.

We have approximately 400 EMIS licences belonging to a number of owners. DMSD is standardising the use of EMIS across all users by, for instance, cascading down common standards and screens etc. There is no requirement for customised versions for the different services.

Customer 1 and Customer 2 are SMEs. Customer 2 wants to work with the supplier and assist in the decisions about delivery of capability.

If there are conflicts between the documents we have provided you, please bring them to our attention for resolution.

In current deployments we take ruggedised, standalone laptops, TOMDs, with us, which are typically deployed for 6 – 9 months. Normally a TOMD system covers 1 battalion of approximately 600 people. We can get the records of approximately 100 people onto a floppy disk during data transfer between PHCIS and TOMD. 

90 – 95% of the interventions in the deployed arena are for disease and non-battle injuries (DNBI).

We can’t state the volume of data we expect to be held on deployed systems, it depends on your solution and the availability of connectivity and bandwidth. It is unlikely that the required connectivity and bandwidth will always be available so some local storage capability will be required.

There is currently no ILS manager in the CBA IPT. We realise that Def. Stan. 00-60 needs to be tailored and we would expect to start this activity in conjunction with industry after the ITN stage. We may ask for industry’s ideas about ILS at the ITN stage.

We are looking at improving the SG’s balanced scorecard in line with the DHP.

A typical parliamentary question could be:

· How many servicemen have been immunised against anthrax and how many are there in theatre?

Industry should refer to Hansard for more examples and their answers.

So far we have done nothing within the project concerning safety, apart from mentioning it in the URD. We have not yet identified who will perform a SIL assessment.

The only guidance we can give at this time on standards is to use the NHS guidelines that replace RFA99. 

We expect industry to identify the GFE they require for the demonstration period and the final contract separately.

Any requirements for GFE for the DMICP project will be funded by it.

16 Instructions to Companies for handling RESTRICTED documents relating to the Defence Medical Information Capability Programme (DMICP)

RESTRICTED documents relating to DMICP shall only be seen on a need to know basis.

When not working on it, RESTRICTED material shall be locked in an appropriate container unless:

a) The user intends to return to it after a short interval and
b) It is in a room to which the door and windows have been locked and
c) The user remains in the work area.

Access to the container (via key or combination) shall be restricted to authorised staff.

RESTRICTED documents shall not be photocopied, scanned, or entered onto an IT system without the express permission of the Authority

Where it is necessary to remove RESTRICTED material from the company site (to attend a meeting, for example), it should be carried in a locked container such as a briefcase.  The container is to bear a label securely attached to the outside giving instructions to the finder.  Only one side should normally be visible, the reverse being obscured by a protective cover.  The visible side of the label is to read:  `If found please see instructions on the reverse side of this label'.  The reverse side is to read: `Anyone finding this [container] is asked to telephone 01371-854444 or hand it in at the nearest police station or railway or other transport authority with a request that they should take that action'.

The telephone number given is that of the Security Control Room in Main Building, MOD.

While carrying RESTRICTED documents, the container shall remain at all times in the user’s personal possession.  RESTRICTED documents shall not be read in any public place or public vehicle.

RESTRICTED documents shall not be sent or taken outside Great Britain without the express permission of the Authority.

All RESTRICTED material shall be returned to the Authority on completion of the bidding process or contract (whichever is later).

Any compromise or loss of RESTRICTED materiel is to be notified to the Authority within 1 working day.

For the purposes of this document, ‘the Authority’ shall be represented by Paul Cooper (on 01225 813754) or Jim Tait (on 01225 813326).

17 Glossary

AMS
Acquisition Management System

BAFO
Best And Final Offer

BFG
British Forces Germany

BII
Battlefield Information Infrastructure

Casevac
Casualty evacuation

CLAS
CESG Listed Adviser Scheme. For more information see: 


http://www.cesg.gov.uk/site/clas/index.cfm?menuSelected=0&displayPage=0
CESG
Communications Electronics Security Group

COEIA
Combined Operational Effectiveness and Investment Appraisal

CONDO
Contractors ON Deployed Operations

COTS
Commercial Off The Shelf

DCSA
Defence Communication Services Agency

DFN
Defence Fixed Network

DH
Department of Health

DHP
Defence Health Programme

DII
Defence Information Infrastructure

DII(C)
DII (Convergence)

DII(F)
DII (Future)

DMICP
Defence Medical Information Capability Programme

DMS
Defence Medical Services

DMSD
Defence Medical Services Department

DMU
Directly Managed Unit

DNBI
Disease, Non Battle Injured

DPA
Defence Procurement Agency

Dstl
Defence science and technology laboratory

FM
Facilities Management

FOC
Full Operational Capability – nominally 2010

FY
Fiscal Year

GFE
Government Furnished Equipment

GPS
Global Positioning System

GSI
Government Secure Internet

IAB
Investment Approvals Board

ICP
Integrated Care Pathway

iHR
integrated Health Record

ILS
Integrated Logistics System

IntOC
Interim Operational Capability – nominally 2008

IOC
Initial Operational Capability – nominally 2005

IP
Internet Protocol

IPT
Integrated Project Team

ISOP
Invitation to Submit Outline Proposals

IT
Information Technology

ITN
Invitation to Negotiate

JPA
Joint Personnel Administration

LAN
Local Area Network

MDAL
Master Data and Assumptions List

MDHU
Ministry of Defence Hospital Unit

MOD
Ministry Of Defence

MPI
Master Patient Index

NATO
North Atlantic Treaty Organisation

NBC
Nuclear, Biological and Chemical

NHS
National Health Service

NHSIA
NHS Information Authority

OPLOC
OPerational LOCation

PC
Personal Computer

PDA
Personal Digital Assistant

PFG
Pricing and Forecasting Group

PHCIS
Primary Health Care Information System

POW
Prisoner Of War

PQQ
Pre Qualification Questionnaire

Q & A
Question and Answer

RAP
Regimental Aid Post

RLI
Restricted LAN Interconnect

RN
Royal Navy

SG
Surgeon General

SIBET
Soft Issues Bid Evaluation Tool

SIL
Safety Integrity Level

SME
Subject Matter Expert

SRD
System Requirements Document

TOMD
Theatre Operational Medical Data capture

UK
United Kingdom

UR
User Requirement

URD
User Requirements Document

VAT
Value Added Tax

WHIS
Whole Hospital Information System
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