IN A GENERAL COURT-MARTIAL
IN THE SECOND JUDICIAL CIRCUIT, U.S. ARMY TRIAL JUDICIARY
FORT BRAGG, NORTH CAROLINA

UNITED STATES

)
)
v, )
: } Government Request for Judicial Notice
- BERGDAHL, ROBERT BOWDRIE )

(BOWE) )
SGT, U.S. Army )
HHC, Special Troops Battalion )
U.S. Army Forces Command )
Fort Bragg, North Carolina 28310 }

8 January 2016

RELIEF SOUGHT

The Government requests that the Court take judicial notice pursuant to Military
Rule of Evidence [hereinafter “M.R.E.”] 202 of the foliowing domestic law: Executive
Order 13526, Classified National Security Information; Army Regulation 27-10, Military
Justice, Chapter 6; and Army Regulation 27-26, Rules of Professional Conduct for
Lawyers, Appendix B, Rule 1.13. The Government does not request oral argument.

BURDEN OF PERSUASION AND BURDEN OF PROOF

The Government as the moving party bears the burden of persuasion on any
factual issue. The burden of proof is a preponderance of the evidence. Rule for Courts-
Martial 905(c).

FACTS

On 30 June 2009, the Accused, an Infantryman (MOS 11B) deployed to Pakiika
Province, Afghanistan, as part of Task Force Yukon, Combined Joint Task Force-
82/Regional Command-East, deserted from his place of duty at Observation Post Mest.
The Accused was captured by enemy forces shortly after he departed. Over the
following months, Task Force Yukon and other elements of the United States Armed
Forces engaged in extensive search and recovery operations to recover the Accused. -
The Accused was released back to the custody of the United States on 31 May 2014.

Court-martial charges were preferred against the Accused on 25 March 2015.
The case was referred to a General Court-Martial on 14 December 2015, The Accused
is charged with one specification of desertion with intent to avoid hazardous duty or to
shirk important service in violation of Article 85, Uniform Code of Military Justice
[hereinafter “UCMJ"], and one specification of misbehavior before the enemy-
endangering the safety of the unit in violation of Article 99, UCMJ.
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An Article 39(a) session in this case is scheduled for 12 January 2016. Both the
Government motions to be argued during that session, and Defense responses to those
motions, racknowiedge that classified information will be at issue in this case.

WITNESSES/EVIDENCE

i

The Government encloses the following documents:

1. Executive Order 13526, Classified National Security Information

2. Army Regulation 27-10, Military Justice, Chapter 6

3. Army Regulation 27-26, Rules of Professional Conduct for Lawyers, Appendix
B, Rule 1.13 :

LEGAL AUTHORITY AND ARGUMENT

“The military judge may take judicial notice of domestic law.” M.R.E. 202. The
enclosed Executive Order and Army Regulations are not subject to reasonable dispute
because they can be accurately and readily determined from a source whose accuracy
cannhot reasonably be questioned. '

CONCLUSION

The Government respectfully requests that the Court take judicial notice of
Executive Order 135286, Classified National Security Information; Army Regulation 27-
10, Military Justice, Chapter 6; and Army Regulation 27-26, Rules of Professional

Conduct for Lawyers, Appendix B, Rule 1.13.

MICHAEL PETRUSICA
CPT, JA
Trial Counsel




| certify that | have served or caused to be served a true copy of the above
Government Request for Judicial Notice to Defense Counsel via emait on 8 January

2016.

MICHAEL PETRUSIC
CPT, JA
Trial Counsel




U'S GOVERNMENT
INFORMATION
GPO,

EO 13526 Title 3—The President

Executive Order 13526 of December 28, 2009
Classified National Security Information

This order prescribes a uniform systemn for classifying, safeguarding, and
declassifying national security information, including information relating
to defense against transnational terrorism. Our democratic principles re-
quire that the American people be informed of the activities of their Gov-
ernment, Also, our Nation’s progress depends on the free flow of informa-
tion both within the Government and to the American people. Neverthe-
less, throughout our history, the national defense has required that certain
information be maintained in confidence in order to protect our citizens,
our democratic institutions, our homeland security, and our interactions
with foreign nations. Protecting information eritical to our Nation’s security
and demonstrating our commitment to epen Government through accurate
and accountable application of classification standards and routine, secure,
and effective declassification are equally important priorities,

NOW, THEREFORE, I, BARACK OBAMA, by the authority vested in me as
President by the Constitution and the laws of the United States of America,
it is hereby ordered as follows:

PART 1—ORIGINAL CLASSIFICATION

Seetion 1.1. Classification Standards. (a) Information may be originally
classified under the terms of this order only if all of the following condi-
tions are met:

(1) an original classification authority is classifying the information;

{2) the information is owned by, produced by or for, or is under the con-
trol of the United States Government;

(3) the information falls within one or more of the categories of informa-
tion listed in section 1.4 of this order; and

{4) the original classification authority determines that the unauthorized
disclosure of the information reasonably could be expected to result in
damage to the national security, which includes defense against
transnational terrorism, and the original classification authority is able to
identify or describe the damage.

{(b) If there is significant doubt about the need to classify information, it
shall not be classified. This provision does not:

{1) amplify or modify the substantive criteria or procedures for classifica-

tien; or

(2) create any substantive or procedural rights subject to judicial review.

(c) Classified information shall not be declassified automatically as a re-
sult of any unauthorized disclosure of identical or similar information.

(d) The unauthorized disclosure of foreign government information is
presumed to cause damage to the national security..

Sec. 1.2, Classification Levels. (a) Information may be classified at one of
the following three levels:

(1) “Top Secret” shall be applied to information, the unauthorized dis-
closure of which reasonably could be expected to cause exceptiomally
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grave damage to the national security that the original classification au-
thority is able to identify or describe.

(2) *“Secret” shall be applied to information, the unauthorized disclosure
of which reasonably could be expected to cause serious damage to the
national security that the original classification authority is able to iden-
tify or describe.

(3) “Confidential” shall be applied to information, the unauthorized dis-
closure of which reasonably could be expected to cause damage to the
national security that the original classification authority is able to iden-
tify or describe.

(b) Except as otherwise provided by statute, no other terms shall be used
to identify United States classified information.

() If there is significant doubt about the appropriate level of classifica-
tion, it shall be classified at the lower level,

Sec. 1.3. Classification Authorily, (a) The authority fo classify information
originally may be exercised only hy:

{1) the President and the Vice President;
{2) agency heads and officials designated by the President; and

(8} United States Government officials delegated this authority pursuant
to paragraph (c) of this section.

(b) Officials authorized to classify information at a specified level are
also authorized to classify information at a lower level.

(c) Delegation of original classification authority.

{1) Delegations of original classification authority shall be limited to the
minimum required to administer this order. Agency heads are respon-
sible for ensuring that designated subordinate officials have a demon-
strable and continuing need to exercise this authority.

{2) “Top Secret” original classification authority may be delegated only
by the President, the Vice President, or an agency head or official des-
ignated pursuant to paragraph {a)(2} of this section.

{3) “Secret” or “Confidential” original classification authority may be
delegated only by the President, the Vice President, an agency head or
official designated pursuant to paragraph (a)(2) of this section, or the sen-
ior agency official designated under section 5.4(d) of this order, provided
that official has been delegated “Top Secret” original classification au-
thority by the agency head.

(4) Each delegation of original classification authority shall be in writing
and the authority shall not be redelegated except as provided in this
order. Each delegation shall identify the official by name or position.

(5) Delegations of original classification authority shall be reported or
made available by name or position to the Director of the Information Se-
curity Oversight Office..

(d) All original classification authorities must receive training in proper
classification {including the avoidance of over-classification) and declas-
sification as provided in this order and its implementing directives at least
once a calendar year. Such training must include instruction on the proper
safeguarding of classified information and on the sanctions in section 5.5
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of this order that may be brought against an individual who fails to classify
information properly or protect classified information from unauthorized
disclosure. Original classification authorities who do not receive such man-
datory training at least once within a calendar year shall have their classi-
fication authority suspended by the agency head or the senior agency offi-
cial designated under section 5.4(d) of this order until such training has
taken place. A waiver may be granted by the agency head, the deputy agen-
oy head, or the senior agency official if an individual is unable to receive
such training due to unavoidable circumstances. Whenever a waiver is
granted, the individual shall receive such training as soon as practicable.

(e) Exceptional cases. When an employee, government contractor, li-
censee, certificate holder, or grantee of an agency who does not have origi-
nal classification authority originates information believed by that person
to require classification, the information shall be protected in a manner
consistent with this order and its implementing directives, The information
shall be transmitted promptly as provided under this order or its imple-
menting directives to the agency that has appropriate subject matter interest
and classification authority with respect to this information. That agency
shall decide within 30 days whether to classify this information,

Sec. 1.4, Classification Categories. Information shall not be considered for
classification unless its unauthorized disclosure could reasonably be ex-
pected to cause identifiable or describable damage 1o the national security
in accordance with section 1.2 of this order, and it pertains to one or more
of the fellowing:

(a) military plans, weapons systems, or operations;
(b) foreign government information;

(c) intelligence activities (including covert action), intelligence sources or
methods, or cryptology;

{d) foreign relations or foreign activities of the United States, including
confidential sources;

(e} scientific, technological, or economic matters relating to the national
security;

{f) United States Government programs for safeguarding nuclear mate-
rials or facilities;

{g) vulnerabilities or capabilities of systems, installations, infrastructures,
projects, plans, or protection services relating to the national security; or
{h) the development, production, or use of weapons of mass destruction.

Sec. 1.5. Duration of Classification. (a) At the time of original classification,
the original classification authority shall establish a specific date or event
for declassification based on the duration of the national security sensit
tivity of the information. Upon reaching the date or event, the information
shall be automatically declassified. Except for information that should
cloarly and demonstrably be expected to roveal the identity of a confiden-
tial human source or a human intelligence source or key design concepts
of weapons of mass destruction, the date or event shall not exceed the time
frame established in paragraph (b) of this section.

{b) If the original classification authority cannot determine an earlier spe-
cific date or event for declassilication, information shall be marked for de-
classification 10 years from the date of the original decision, unless the
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original classification authority otherwise determines that the sensitivity of
the information requires that it be marked for declassification for up te 25
years from the date of the original decision.

(c) An original classification authority may extend the duration of classi-
fication up to 25 years from the date of origin of the document, change the
level of classification, or reclassify specific infermation only when the
standards and procedures for classifying information under this order are
followed.

{d) No information may remain classified indefinitely. Information
marked for an indefinite duration of classification under predecessor or-
ders, for example, marked as “Originating Agency’s Determination Re-
quired,” or classified information that contains incomplete declassification
instructions or lacks declassification instructions shall be declassified in
aceordance with part 3 of this order,

Sec. 1.6. Idenlification and Markings. (a) At the time of original classifica-
tion, the following shall be indicated in a manner that is immediately ap-
parent:

(1) one of the three classification levels defined in section 1.2 of this
order;

{2) the identity, by name and position, or by personal identifier, of the
original classification anthority;

(3) the agency and office of origin, if not otherwise evident;

(4) declassification instructions, which shall indicate one of the fol-
lowing:

(A) the date or event for declassification, as prescribed in section
1.5(a);

(B) the date that is 10 years from the date of original classification, as
prescribed in section 1.5(b};

(C) the date that is up to 25 years from the date of original classifica-
tion, as prescribed in section 1.5(b); or

(D) in the case of information that should clearly and demonstrably be
expected to veveal the identity of a confidential human source or a
human intelligence source or key design concepts of weapons of mass
destruction, the marking prescribed in implementing directives issued
pursuant to this order; and

{(5) a concise reason for classification that, at a minimum, cites the appli-
cable classification categories in section 1.4 of this order,

(b) Specific information required in paragraph (a) of this section may be
exchuided if it would reveal additional classified information.

(c} With respect to each classified document, the agency originating the
document shall, by marking or other means, indicate which portions are
classifiad, with the applicable classification level, and which portions are
unclassified. In accordance with standards prescribed in directives issued
under this order, the Director of the Information Security Oversight Office
may grant and revoke temporary waivers of this requirement. The Director
shall revoke any waiver upon a finding of abuse.
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(d) Markings or other indicia implementing the provisions of this order,
including abbreviations and requirements to safeguard classified working
papers, shall conform to the standards prescribed in implementing direc-
tives issued pursuant to this order.

(e) Forelgn government information shall retain its original classification
markings or shall be assigned a U.S. classification that provides a degree
of protection at least equivalent to that required by the entity that furnished
the information. Foreign government information retaining its original clas-
sification markings need not be assigned a U.S. classification marking pro-
vided that the responsible agency determines that the foreign government
markings are adequate to meet the purposes served by U.S. classification
markings.

() Information assigned a level of classification under this or predecessor
orders shall be considered as classified at that level of classification despite
the omission of other required markings. Whenever such information is
used in the derivative classification process or is reviewed for possible de-
classification, holders of such information shall coordinate with an appro-
priate classification autherity for the application of omitted markings.

{g) The classification authority shall, whenever practicable, use a classi-
fied addendum whenever classified information constitutes a small portion
of an otherwise unclassified document or prepare a product to allow for
dissemination at the lowest level of classification possible or in unclassi-
fied form.

{h) Prior to public release, all declassified records shall be appropriately
marked to reflect their declassification.

Sec. 1.7. Glassification Prohibitions and Limifations. (a) In no case shall in-
formation be classified, continue to be maintained as classified, or fail to
be declassified in order to:

(1) conceal violations of law, inefficiency, or administrative error;

(2) prevent embarrassnient to a person, organization, or agency;

(3) restrain competition; or

{4) prevent or delay the release of information that does not require pro-
tection in the interest of the national security.

(b) Basic scientific research information not clearly related to the na-
tional security shall not be classified.

(c) Information may not he reclassified after declassification and release
to the public under proper authority unless:

(1) the reclassification is personally approved in writing by the agency
head based on a document-by-document determination by the agency
that reclassification is required to prevent significant and demonstrable
damage to the national security;

(2) the information may he reasonably recovered without bringing undue
attention to the information;

(3) the reclassification action is reported promptly to the Assistant to the
President for National Security Affairs (National Security Advisor) and
the Director of the Information Security Oversight Office; and
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(4) for documents in the physical and legal custody of the National Ar-
chives and Records Administration (National Archives) that have been
available for public use, the agency head has, after making the deter-
minations required by this paragraph, notified the Archivist of the
United States (Archivist), who shall suspend public access pending ap-
proval of the reclassification action by the Director of the Information Se-
curity Oversight Office. Any such decision by the Director may be ap-
pealed by the agency head to the President through the National Security
Advisor, Public access shall remain suspended pending a prompt deci-
sion on the appeal.

(d) Information that has not previously been disclosed to the public
under proper authority may be classified or reclassified after an agency has
received a tequest for it under the Freedom of Information Act (6 U.S.C.
552), the Presidential Records Act, 44 11.5,C. 2204(c)(1), the Privacy Act of
1974 {5 U.8.C. 5524), or the mandatory review provisicns of section 3.5 of
this order only if such classification meets the requirements of this order
and is accomplished on a document-by-document basis with the personal
participation or under the direction of the agency head, the deputy agency
head, or the senior agency official designated under section 5.4 of this
order. The requirements in this paragraph also apply to those situations in
which information has been declassified in accordance with a specific date
or event determined by an original classification authority in accordance
with section 1.5 of this order.

(e) Compilations of items of information that are individually unclassi-
fied may be classified if the compiled information reveals an additional as-
sociation or relationship that:

(1) meets the standards for classification under this order; and

{2) is not otherwise revealed in the individual items of information.

Sec. 1.8, Classification Challenges. (a) Authorized holders of information
who, in good faith, believe that its classification status is improper are en-
couraged and expecied to challenge the classification status of the informa-
tion in accordance with agency procedures established under paragraph (b)
of this section.

(b) In accordance with implementing directives issued pursuant to this
order, an agency head or senior agency official shall establish procedures
under which authorized helders of information, including authorized hold-
ers outside the classifying agency, are encouraged and expected to chal-
lenge the classification of information that they believe is improperly clas-
sified or unclassified. These procedures shall ensure that:

(1) individuals are not subject to retribution for bringing such actions;

{2) an opportunity is provided for review by an impartial official or
panel; and

(3) individuals are advised of their right to appeal agency decisions to
the Interagency Security Classification Appeals Panel (Panel) established
by section 5.3 of this order.

(c) Dacumenis required to be submitted for prepublication review or
other administrative process pursuant to an approved nondisclosure agree-
ment are not covered by this section.

Sec. 1.9. Fundamental Classification Guidance Review. (a) Agency heads
shall compleis on a periodic basis a comprehensive review of the agency’s
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classification guidance, particularly classification guides, to ensure the
guidance reflects current circumstances and to identify classified informa-
tion that no longer requires protection and can be declassified. The initial
fundamental classification guidance review shall be completed within 2
years of the effective date of this order.

(b) The classification guidance review shall include an evaluation of
classified information to determine if it meets the standards for classifica-
tion under section 1.4 of this order, taking into account an up-to-date as-
sessment of likely damage as described under section 1.2 of this order.

" {c) The classification guidance review shall include original classification
authorities and agency subject matter experts to ensure a broad range of
perspectives.

(d) Agency heads shall provide a report summarizing the results of the
classification guidance review to the Director of the Information Security
Ovarsight Office and shall release an unclassified version of this report to
the public. '

PART 2-—«DER1VATIVE CLASSIFICATION

Sec. 2.1, Use of Derivative Classification. (a) Persons who reproduce, ex-
tract, or summarize classified information, or who apply classification

markings derived from source material or as directed by a classification .

guide, need noft possess original classification authority.
(b) Persons who apply derivative classification markings shall:

(1) be identified by name and position, or by personal identifier, in a
manner that is immediately apparent for each derivative classification ac-
tion;

(2) observe and respect original classification decisions; and

(3) carry forward to any newly created documents the pertinent classi-
fication markings. For information derivatively classified based on mul-
tiple sources, the derivative classifier shall carry forward:

(A) the date or event for declassification that corresponds to the long-
est period of classification among the sources, or the marking established
pursuant to section 1.6(a)(4)(D) of this order; and

(B) a listing of the source materials.

{c) Derivative classifiers shall, whenever practicable, use a classified ad-
dendum whenever classified information constitutes a small portion of an
otherwise unclassified document or prepare a product to allow for dissemi-
nation at the lowest level of classification possible or in unclassified form.

(d) Persons whe apply derivative classification markings shall receive
training in the proper application of the derivative classification principles
of the order, with an emphasis on avoiding over-classification, at least once
every 2 years. Derivative classifiers who do not receive such training at
least once every 2 years shall have their authority to apply derivative clas-
sification markings suspended until they have received such training. A
waiver may be granted by the agency head, the deputy agency head, or the
senjor agency official if an individual is unable to receive such training due
to unavoidable circumstances. Whenever a waiver is granfed, the indi-
vidual shall receive such training as soon as practicable.
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Sec. 2.2, Glassification Guides. (a) Agencies with originel classification au-
thority shall prepare classification guides to facilitate the proper and uni-
form dertvative classification of information. These guides shall conform to
standards contained in directives issued under this order.

{b) Each guide sha!l be approved personally and in writing by an official
who:

(1) has program or supervisory responsibility over the information or is
the senior agency official; and

(2) is authorized to classify information originally at the highest level of
classification prescribed in the guide,

(c) Agencies shall establish procedures to ensure that classification
guides are reviewed and updated as provided in directives issued under
this order.

{d) Agencies shall incorporate original classification decisions inta classi-
fication guides on a timely hasis and in accordance with directives issued
under this order.

{e) Agencies may incorporate exemptions from automatic declassification
approved pursuant to section 3.3(j) of this order into classification guides,
providad that the Panel is notified of the intent to take such action for spe-

cific information in advance of approval and the information remains in ag-

tive use,

(f) The duration of classification of a document classified by a derivative
classifier using a classification guide shall not exceed 25 years from the
date of the origin of the document, except for:

(1) information that should clearly and demonstrably be expected to re-
veal the identity of a confidential human source or a human intelligence
source or key design concepts of weapons of mass destruction; and

(2) specific information incorporated into classification guides in accord-
ance with section 2.2(e) of this order.

PART 3—DECLASSIFICATION AND DOWNGRADING
Sec. 3.1. Authority for Declassification. {a) Information shall be declassified

as soon as it no longer meets the standards for classification under this.

order. .
(b) Information shall be declassified or downgraded by:
{1) the official who authorized the original classification, if that official
is still serving in the same position and has original classification author-
ity;
(2) the originator’s current successor in function, if that individual has
original classification authority;

(3) a supervisory official of either the originator or his or her successor

in function, if the supervisory official has original classification author-

ity; or (4) officials delegated declassification authority in writing by the
agency head or the senior agency official of the originating agency.

(¢) The Director of National Intelligence (or, if delegated by the Director
of National Intelligence, the Principal Deputy Director of National Intel-
ligence) may, with respect to the Intelligence Community, after consulta-
tion with the head of the originating Intelligence Community element or
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department, declassify, downgrade, or direct the declassification or down-
grading of information or intelligence relating to intelligence sources, meth-
ods, or activities.

(d) It is presumed that information that continues to meet the classifica-
tion requirements under this order requires continued protection. In some
exceptional cases, however, the need to protect such information may be
outweighed by the public interest in disclosure of the information, and in
these cases the information should he declassified. When such questions
arise, thoy shall be referred to the agency head or the senior agency official.
That official will determine, as an exercise of discretion, whether the pub-
lic interest in disclosure outweighs the damage to the national security that
might reasonably be expected from disclosure. This provision does not:

(1) amplify or modify the substantive criteria or procedures for classifica-
tion; or

(2) create any substantive or procedural rights subject to judicial review.

{e) If the Director of the Information Security Oversight Office determines
that information is classified in violation of this order, the Director may re-
quire the information to be declassified by the agency that originated the
classification. Any such decision by the Director may be appealed to the
President through the National Security Advisor. The information shall re-
main classified pending a promipt decision on the appeal,

{f) The provisions of this section shall also apply to agencies that, under
the terms of this order, do not have original classification authority, but
had such authority under predecessor orders.

(¢) No information may be excluded from declassification under section
3.3 of this order based solely on the type of document or record in which
it is found. Rather, the classified information must be considered on the
basis of its content.

(h) Classified nonrecord materials, including artifacts, shall be declas-
sified as soon as they no longer mest the standards for classification under
this order. '

(i) When making decisions under sections 3.3, 3.4, and 3.5 of this order,
agencies shall consider the final decisions of the Panel,

Sec, 3.2, Transferred Records.

{(a) In the case of classified records transferred in conjunction with a
transfer of functions, and not meraely for storage purposes, the receiving
agency shall be deemed to be the originating agency for purposes of this
order.

(b) Tn the case of classified records that are not officially transferred as
described in paragraph (a) of this section, but that originated in an agency
that has ceased to exist and for which there is no successor agency, each
agency in possession of such records shall be deemed to be the originating
agency for purposes of this order. Such records may be declassified or
downgraded by the agency in possession of the records after consultation
with any other agency that has an interest in the subject matter of the
records. ‘

{¢) Classified records accessioned into the National Archives shall be de-
classified or downgraded by the Archivist in accerdance with this order,
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the directives issued pursuant to this order, agency declassification guides,
and any existing procedural agreement between the Archivist and the rel-
evant agency head,

(d) The originating agency shall take all reasonable steps to declassify
classified information contained in records determined to have permanent
historical value before they are accessioned into the National Archives.
However, the Archivist may require that classified records be accessioned
into the National Archives when necessary to comply with the provisions
of the Federal Records Act. This provision does not apply to records trans-
ferred to the Archivist pursuant to section 2203 of title 44, United States
Code, or records for which the National Archives serves as the custodian
of the records of an agency or organization that has gone out of existence,

(e) To the extent practicable, agencies shall adopt a system of records
managerent that will facilitate the public release of documents at the time
such documents are declassified pursuant to the provisions for automatic
declassification in section 3.3 of this order.

Sec. 3.3 Automatic Declassification.

(a) Subject to paragraphs (bi—(d} and (g)-{j) of this section, all classified
records that (1) are more than 25 years old and (2) have been determined
to have permanent historical value under title 44, United States Code, shall
be automatically declassified whether or not the records have been re-
viewsd. All classified records shall be automatically declassified on Decem-
ber 31 of the year that is 25 years from the date of origin, except as pro-
vided in paragraphs (b)-{d) and (g)-(j] of this section. If the date of origin
of an individual record cannot be readily determined, the date of original
classification shall be used instead.

{b) An agency head may exempt from automatic declassification under
paragraph (a) of this section specific information, the release of which
should clearly and demonstrably be expected to:

{1} reveal the identity of a confidential human source, a human intel-
ligence source, a relationship with an intelligence or security service of
a foreign povernment or international organization, or a nonhuman intsl-
ligence source; or impair the effectiveness of an intelligence method cur-
rently in use, available for use, or under development;

(2 reveal information that would assist in the development, production,
or use of weapons of mass destruction;

(3) reveal information that would impair U.S, cryptologic systems or ac-
tivities;

{4) reveal information that would impair the application of state-of-the-
art technology within a U.S. weapon system;

(5] reveal formally named or numberad U.S. military war plans that re-
main in effect, or reveal operational or tactical elements of prior plans
that are contained in such active plans;

(6) reveal information, including foreign government information, that
would cause serious harm to relations between the United States and a
foreign government, or to ongoing diplomatic activities of the United
States;

(7) reveal information that would impair the cwrrent ability of United
States Government officials to protect the President, Vice President, and
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other protectees for whom protection services, in the interest of the na-
tional security, are authorized;

(8) reveal information that would seriously impair current national secu-
rity emergency preparedness plans or reveal current vulnerabilities of
systems, installations, or infrastructures relating to the national security;
or

(9) violate a statute, treaty, or international agreement that does not per-
mit the automatic or unilateral declassification of information at 25
years.

(c}(1) An agency head shall notify the Panel of any specific file series
of records for which a review or assessment has determined that the infor-
mation within that file series almost invariably falls within one or more of

- the exemption categories listed in paragraph (b) of this section and that the
agency propeses to exempt from automatic declassification at 25 years.

(2) The notification shall include:
(A) a description of the file series;

(B) an explanation of why the information within the file series is al-
most invariably exempt from automatic declassification and why the in-
formation must remain classified for a longer period of time; and

(C) except when the information within the file series almost invari-
ably identifies a confidential human source or a human intelligence
source or key design concepts of weapons of mass destruction, a specific
date or event for declassification of the information, not to exceed De-
cember 31 of the year that is 50 years from the date of origin of the
records.

(3) The Panel may direct the agency not to exempt a designated file se-
ries or to declassify the information within that series at an earlier date
than recommended. The agency head may appeal such a decision to the
President through the National Security Advisor.

(4) File series exemptions approved by the President prior to December
31, 2008, shall remain valid without any additional agency action pend-
ing Pansl review by the later of December 31, 2010, or December 31 of
the year that is 10 years from the date of previous approval.

(d) The following provisions shall apply to the onset of automatic declas-
sification:

(1) Classified records within an integral file block, as defined in this
order, that are otherwise subject to automatic declassification under this
section shall not be automatically declassified until December 31 of the
year that is 25 years from the date of the most recent record within the
file block.

(2) After consultation with the Director of the National Declassification
Center (the Genter) established by section 3.7 of this order and before the
records are subject to automatic declassification, an agency head or sen-
ior agency official may delay automatic declassification for up to five ad-
ditional years for classified information contained in media that make a
review for possible declassification exemptions more difficult or costly.

{3) Other than for records that are properly exempted from automatic de-
classification, records containing classified information that originated
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with other agencies or the disclosure of which would affect the interests
or activities of other agencies with respect to the classified information
and could reasonably be expected to fall under one or more of the ex-
emptions in paragraph (b) of this section shall be identified prior to the
onset of automatic declassification for later referral to those agencies.

{A) The information of concern shall be referred by the Center estab-
lished by section 3.7 of this order, or by the centralized facilities referred
to in section 3.7{e) of this order, in a prioritized and scheduled manner
determined by the Center.

(B) If an agency fails to provide a final determination on & referral
made by the Center within 1 year of referral, or by the centralized facili-
tieg referred to in section 3.7(e) of this order within 3 years of referral,
its equities in the referred records shall be automatically declassified.

(C) Tf any disagreement arises between affected agencies and the Center
regarding the referral review period, the Director of the Information Se-
curity Oversight Office shall determine the appropriate period of review
of referred records.

(D) Referrals identified prior to the establishment of the Center by sec-
tion 3.7 of this order shall be subject to automatic declassification only
in accordance with subparagraphs (d)(3)(A)-(C) of this section.

{4) After consultation with the Director of the Information Security Over-
sight Office, an agency head may delay automatic declassification for up
to 3 years from the date of discovery of classified records that were inad-
vertently not reviewed prior to the effective date of automatic declas-
sification, ‘

() Information exempted from automatic declassification under this sec-
tion shall remain subject to the mandatory and systematic declassification
review. provisions of this order.

(f) The Secretary of State shall determine when the United States should
commence negotiations with the appropriate officials of a foreign govern-
ment or international organization of governments to modify any treaty or
international agreement that requires the classification of information con-
tained in records affected by this section for a period longer than 25 years
from the date of its creation, unless the treaty or international agreement
pertains to information that may otherwise remain classified beyond 25
years under this section.

(g) The Secretary of Energy shall determine when information con-
cerning foreign nuclear programs that was removed from the Restricted
Data category in order to carry out provisions of the National Security Act
of 1947, as amended, may be declassified. Unless otherwise determined,
such information shall be declassified when comparable information con-
cerning the United States nuclear program is declassified.

(h) Not later than 3 years from the effective date of this order, all records
exempted from automatic declassification under paragraphs (b) and (c) of
this section shall be automatically declassified on December 31 of a year
that is no more than 50 years from the date of origin, subject to the fol-
lowing:
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(1) Records that contain information the release of which should clearly
and demonstrably be expected to reveal the following are exempt from
automatic declassification at 50 years:

(A) the identity of a confidential human scurce or a human intel-
ligenice source; or

(B) key design concepts of weapons of mass destruction.

(2) In extraordinary cases, agency heads may, within 5 years of the onset
of automatic declassification, propose to exempt additional specific in-
formation from declassification at 50 years.

{3) Records exempted from automatic declassification under this para-
graph shall be automatically declassified on December 31 of a year that
is no more than 75 years from the date of origin unless an agency head,
within 5 years of that date, proposes to exempt specific information from
declassification at 75 years and the proposal is formally approved by the
Panel.

{i) Specific records exempted from automatic declassification prior to the
establishment of the Center described in section 3.7 of this order shall be
subject to the provisions of paragraph (h) of this section in a scheduled and
prioritized manner determined by the Center.

{j) At least 1 year before information is subject to automatic declassifica-
tion under this section, an agency head or senior agency official shall no-
tify the Director of the Information Security Oversight Office, serving as Ex-
ecutive Secretary of the Panel, of any specific information that the agency
proposes to exempt from automatic declassification under paragraphs (b)
and (h) of this section,

{1) The notification shall include:

{A) a detailed description of the information, either by reference to in-
formation in specific Tecords or in the form of a declassification guide;

(B} an explanation of why the information should be exempt from
automatic declassification and must remain classified for a longer period
of time; and

{G) a specific date or a specific and independently verifiable event for
automatic declassification of specific records that contain the informa-
tion proposed for exemption.

{2) The Panel may direct the agency not to exempt the information or
to declassily it at an earlier date than recommended. An agency head
may appeal such a decision to the President through the National Secu-
rity Advisor. The information will remain classified while such an ap-
peal is pending.

(k) For information in a file series of records determined not to have per-

manent historical value, the duration of classification beyond 25 years shall -

be the same as the disposition {destruction) date of those records in each
Agency Records Conirol Schedule or General Records Schedule, although
the duration of classification shall be extended if the record has been re-
tained for husiness reasons beyond the scheduled disposition date.

Sec. 3.4. Systematic Declassification Review,
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{a) Each agency that has originated classified information under this
order or its predecessors shall establish and conduct a program for system-
atic declassification review for records of permanent historical value ex-
empted from automatic declassification under section 3.3 of this order.
Agencies shall prioritize their review of such records in accordance with
priorities established by the Center,

(b} The Archivist shall conduct a systematic declassification review pro-
gram for classified records:

(1) accessioned into the National Archives; (2) transferred to the Archi-
vist pursuant to 44 U.S.C. 2203; and (3) for which the National Archives
serves as the custodian for an agency or organization that has gone out
of existence.

Sec. 3.5. Mandufory Declassification Review.

{a) Except as provided in paragraph {b) of this section, all information
classified under this order or predecessor orders shall be subject to a re-
view for declassification by the originating agency if:

(1) the request for a review describes the document or material con-
taining the information with sufficient specificity to enable the agency
to locate it with a reasonable amount of effort;

(2) the document or material containing the information responsive to
the request is not contained within an operational file exempted from
search and review, publication, and disclosure under 5 U.8.C. 352 in ac-
cordance with law; and

{3} the information is not the subject of pending litigation,

{b) Information originated by the incumbent President or the incumbent
Vice President; the incumbent President’s White House Staff or the incum-
bent Vice President’s Staff; committees, commissions, or boards appointed
by the incumbent President; or other entities within the Executive Office
of the President that solely advise and assist the incumbent President is ex-
empted from the provisions of paragraph (a) of this section. However, the
Archivist shall have the authority to review, downgrade, and declassify pa-
pers or records of former Presidents and Vice Presidents under the control
of the Archivist pursuant to 44 1U.5.C. 2107, 2111, 2111 note, or 2203, Re-
view procedures developed by the Archivist shall provide for consultation
with agencies having primary subject matter interest and shall be consistent
with the provisions of applicable laws or lawful agreements that pertain to
the respective Presidential papers or records. Agencies with primary sub-
ject matter interest shall be notified promptly of the Archivist’s decision.
Any final decision by the Archivist may be appealed by the requester or
an agency to the Panel. The information shall remain classified pending a
prompt decision on the appeal.

(c) Agencies conducting a mandatory review for declassification shall de-
classify information that no longer meets the standards for classification
under this order. They shall release this information unless withholding is
otherwise authorized and warranted under applicable law.

{d} If an agency has reviewed the requested information for declassifica-
tion within the past 2 years, the agency need nol conduct another review
and may instead inform the requester of this fact and the prior review deci-
sion and advise the requester of appeal rights provided under subsection
{e) of this section.
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{e) In accordance with directives issued pursuant to this order, agency
heads shall develop procedures to process requests for the mandatory re-
view of classified information. Thess procedures shall apply to information
classified under this or predecessor orders, They also shall provide a means
for administratively appealing a denial of a mandatery review request, and
for notifying the requester of the right to appeal a final agency decision to
the Panel,

(f) After consultation with affected agencies, the Secretary of Defense
shall develop special procedures for the review of cryptologic information;
the Director of National Intelligence shall develop special procedures for
the review of information pertaining to intelligence sources, methods, and
activities; and the Archivist shall develop special procedures for the review
of information accessioned inte the National Archives.

(#) Documents required to be submitted for prepublication review or
other administrative process pursuant to an approved nondisclosure agree-
ment are not covered by this section,

{(h) This section shall not apply to any request for a review made to an
elerent of the Intelligence Community that is made by a person other than
an individual as that term is defined by 5 U.S.C, 552a(a}{2}, or by a foreign
government entity or any representative thereof.

Sec. 3.6, Processing Hequests and Reviews. Notwithstanding section 4.1(i)
of this order, in response to a request for information under the Freedom
of Information Act, the Presidential Records Act, the Privacy Act of 1974,
or the mandatory review provisions of this order:

(a) An agency may refuse to confirm or deny the existence or nonexisi-
ence of requested records whenever the fact of their existence or nonexist-
ence is itself classified under this order or its predecessors,

(b) When an agency receives any request for documents in its custody
that contain classified information that originated with other agencies or
the disclosure of which would affect the interests or activities of other
agencies with respect to the classified information, or identifies such docu-
ments in the process of implementing sections 3.3 or 3.4 of this order, it
shall refer copies of any request and the pertinent documents to the origi-
nating agency for processing and may, after consultation with the origi-
nating agency, inform any requester of the referral unless such association
is itself classified under this order or its predecessors. In cases in which
the originating agency determines in writing that a response under para-
graph (&) of this section is required, the referring agency shall respond to
the requester in accordance with that paragraph.

(c) Agencies may extend the classification of information in records de-
termined not to have permanent historical value or nonrecord materials, in-
cluding artifacts, beyond the time frames established in sections 1.5(b} and
2.2(f) of this order, provided:

{1) the specific information has been approved pursuant o section 3,3(j)
of this order for exemption from automatic declassification; and

{2) the extension does not exceed the date established in section 3.3(j)
of this order.
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Sec, 3.7. National Declassification Center. (a) There is established within
the National Archives a National Declassification Center to streamline de-
classification processes, facilitate quality-assurance measures, and imple-
ment standardized training regarding the declassification of records deter-
mined to have permanent historical value. There shall be a Director of the
Center who shall be appointed or removed by the Archivist in consultation
with the Secretaries of State, Defense, Energy, and Homeland Security, the
Attorney General, and the Director of National Tntelligence.

{h) Under the administration of the Director, the Center shall coordinate:

(1) timely and appropriate processing of referrals in accordance with sec-
tion 3.3(d}3) of this order for accessicned Federal records and trans-
ferred presidential records.

(2) genersl interagency declassification activities necessary to fulfill the
requirsments of sections 3.3 and 3.4 of this order;

{3) the exchange among agencies of detailed declassification guidance to
enable the referral of records in accordance with section 3.3(d)(3) of this
order;

(4) the development of effective, transparent, and standard declassifica-
tion work processes, training, and quality assurance measures;

{5) the development of solutions to declassification challenges posed by
electronic records, special media, and emerging technologies;

(6) the linkage and effective utilization of existing agency databases and
the use of new technologies to document and make public declassifica-
tion review decisions and support declassification activities under the
purview of the Center; and

(7) storage and rtelated services, on a reimbursable basis, for Federal
records containing classified national security information.

(c) Agency heads shall fully cooperate with the Archivist in the activities
of the Center and shall:

(1) provide the Director with adequate and current declassification guid-
ance to enable the referral of records in accordance with section 3.3(d)(3)
of this order; and

(2) upon request of the Archivist, assign agency personnel to the Center
who shall be delegated authority by the agency head to review and ex-
empt or declassify information originated by their agency contained in
records accessioned into the National Archives, after consultation with
subject-matter experts as nscessary.

{d) The Archivist, in consultation with representatives of the participants
in the Center and after input from the general public, shall develop prior-
ities for declassification activities under the purview of the Center that take
into account the degree of researcher interest and the likelihood of declas-
sification,

(e) Agency heads may establish such centralized facilities and internal
operations to conduct internal declassification reviews as appropriate to
achieve optimized records management and declassification business proc-
esses. Once established, all referral processing of accessioned records shall
take place at the Center, and such agency facilities and operations shall be
coordinated with the Center to ensure the maximum degree of consistency
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in policies and procedures that relate to records determined to have perma-
nent historical value.

(f) Agency heads may exempt from automatic declassification or con-
tinue the classification of their own originally classified information under
section 3.3(a) of this order except that in the case of the Director of Na-
tional Intelligence, the Director shall also retain such authority with respect
to the Intelligence Community,

{g) The Archivist shall, in consultation with the Secretaries of State, De-
fense, Energy, and Homeland Security, the Attorney General, the Director
of National Intelligence, the Director of the Central Intelligence Agency,
and the Director of the Information Security Oversight Office, provide the
National Security Advisor with a detailed concept of operations for the
Center and a proposed implementing directive under section 5.1 of this
order that reflects the coordinated views of the aforementioned agencies.

PART 4—SAFEGUARDING

Sec, 4.1. General Restrictions on Access.
(a) A person may have access to classified information provided that:

{1) a favorahle determination of eligibility for access has been made by
an agency head or the agency head’s designes;

(2) the person has signed an approved nondisclosure agreement; and

(3) the person has a need-to-know the information.

(b) Every person who has met the standards for access to classified infor-
mation in paragraph {a) of this section shall receive contemporaneous train-
ing on the proper safeguarding of classified information and on the crimi-
nal, civil, and administrative sanctions that may be imposed on an indi-
vidual who fails to protect classified information from unauthorized disclo-
sure,

() An official or employee leaving agency service may not remove classi-
fied information from the agency’s contral or direct that information he de-
classified in order to remove it from agency contrel.

{d) Classified information may not be removed from official premises
without proper authorization.

(e} Persons authorized to disseminate classified information outside the
execuiive branch shall ensure the protection of the information in a manner
equivalent to that provided within the executive branch.

(f) Consistent with law, executive orders, directives, and regulations, an
agency head or senior agency official or, with respect to the Intelligence
Communuity, the Director of National Intelligence, shall establish uniform
procedures to ensure that automated information systems, including net-
works and telecommunications systems, that collect, create, communicate,
compute, disseminate, process, or store classified information:

(1) prevent access by unauthorized persons;
(2) ensure the integrity of the information; and
{3) to the maximum extent practicable, use:

{A) common information technology standards, protocols, and inter-
faces that maximize the availability of, and access to, the information in
a forin and manner that facilitates its authorized use; and
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{B) standardized electronic formats to maximize the accessibility of in-
formation to persons who meet the criteria set forth in section 4.1(a) of
this order,

{g) Consistent with law, executive orders, directives, and ragulations,
sach agency head or senior agency official, or with respect to the Intel-
ligence Community, the Director of National Intelligence, shall establish
controls to ensure that classified information is used, processed, stored, re-
produced, transmitted, and destroyed under conditions that provide ade-
quate protection and prevent access by unauthorized persons.

(h) Consistent with directives issued pursuant to this order, an agency
shall safeguard foreign government information under standards that pro-
vide a degree of protection at least equivalent to that required by the gov-
ernment or international organization of governments that furnished the in-
formation. When adequate to achieve equivalency, these standards may be
less restrictive than the safeguarding standards that ordinarily apply to U.S.
“Confidential” information, including modified handling and transmission
and allowing access to individuals with a need-to-know who have not oth-
erwise been cleared for access to classified information or executed an ap-
proved nondisclosure agreement. :

(i)(1) Classified information originating in one agency may be disserni-
nated to another agency or U.S. entity by any agency to which it has been
made available without the consent of the originating agency, as long as the
criteria for access under section 4.1(a) of this order are met, unless the orig-
inating agency has determined that prior authorization is required for such
dissemination and has marked or indicated such requirement on the me-
dium containing the classified information in accordance with imple-
menting directives issued pursuant to this order.

(2) Classified information originating in one agency may be disseminated
by any other agency to which it has been made available to a foreign
government in accordance with statute, this order, directives imple-
menting this order, direction of the President, or with the consent of the
originating. agency. For the purposes of this section, “fereign govern-
ment” includes any element of a foreign government, or an international
organization of governments, or any element thereof.

(3) Documents created prior to the effective date of this order shall not
be disseminated outside any other agency to which they have been made
available without the consent of the originating agency. An agency head
or senior agency official may waive this requirement for specific informa-
tion that originated within that agency,

(4) For purposes of this section, the Department of Defense shall be con-
sidered one agency, except that any dissemination of information regard-
ing intelligence sources, methods, or activities shall be consistent with
directives issued pursuant tosection 6.2(b) of this order.

{5) Prior consent of the originating agency is not required when referring
records for declassification review that contain information originating in
more than one agency.

Scc, 4.2 Distribution Controls.
(a) The head of sach agency shall establish procedures in accordance
with applicable law and consistent with directives issued pursuant to this
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order to ensure that classified information is accessible to the maximum ex-
tent possible by individuals who mest the criteria set forth in section 4.1(a)
of this order.

(b) In an emergency, when necessary to respond to an imminent threat
to life or in defsnse of the homeland, the agency head or any designee may
authorize the disclosure of classified information (including information
marked pursuant to section 4.1(1)(1) of this order) to an individual or indi-
viduals who are otherwise not eligible for access. Such actions shall be
taken only in accordance with directives implementing this order and any
procedure issued by agencies governing the classified information, which
shall be designed to minimize the classified information that is disclosed
under these circumstances and the number of individuals who receive it.
Information disclosed under this provision or implementing directives and
procedures shall not be desmed declassified as a result of such disclosure
or subsequent use by a recipient, Such disclosures shall be reported
promptly to the originator of the classified information, For purposes of
this section, the Director of National Intellipence may issue an imple-
menting directive governing the emergency disclosure of classified intel-
ligence information.

(c) Each agency shall update, at least annually, the automatic, routine,
or recurring distribution mechanism for classified information that it dis-
tributes. Recipients shall cooperate fully with distributors who are updating
distribution lists and shall notify distributors whenever a relevant change
in status occurs. :

Sec. 4.3, Special Access Programs. (a) Establishment of special access pro-
grams. Unless otherwise authorized by the President, only the Secretaries
of State, Defense, Energy, and Homeland Security, the Aftorney General,
and the Director of National Intelligence, or the principal deputy of each,
may create a special access program. For special access programs pertaining
to intellipence sources, methods, and activities (but not including military
operational, strategic, and tactical programs), this function shall be exer-
cised by the Director of National Intelligence. These officials shall keep the
number of these programs at an absolute minimum, and shall establish
them only when the program is required by statute or upon a specific find-
ing that:

(1) the vulnerability of, or threat to, specific information is exceptional;

and

(2) the normal criteria for determining eligibility for access applicable to
information classified at the same level are not desmed sufficient to pro-
tect the information from unauthorized disclosure.

(b) Requirements and limitations, ‘
(1) Special access programs shall be limited to programs in which the
number of persons who ordinarily will have access will be reasonably

small and commensurate with the objective of providing enhanced pro-
tection for the information involved.

(2) Each agency head shall establish and maintain a system of accounting
for special access programs consistent with directives issued pursuant to
this order.

(3) Special access programs shall be subject to the oversight program es-
tablished under section 5.4{d) of this order. In addition, the Director of
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the Information Security Oversight Office shall be afforded access to
these programs, in accordance with the security requirements of each
program, in order to perform the functions assigned to the Information
Security Oversight Office under this order. An agency head may limit ac-
cess to a special access program to the Director of the Information Secu-
rity Oversight Office and no more than one other employee of the Infor-
mation Security Oversight Office or, for special access programs that are
extraordinarily sensitive and vulnerable, to the Director only.

(4) The agency head or principal deputy shall review annually each spe-
cial access program to determine whether it continues to meet the re-
quirements of this order,

(5) Upon request, an agency head shall brief the National Security Advi-
sor, or a designee, on any ar all of the agency’s special access programs.

{6) For the purposes of this section, the term “agency head” refers only
to the Secretaries of State, Defense, Energy, and Homeland Security, the
Attorney General, and the Director of National Intelhgence, or the prin-
cipal deputy of each.

{c) Nothing in this order shall supersede any requirement made by or
under 10 U.8.C. 119.

Sec, 4.4, Access by Historical Researchers and Certain Former Government
Personnel.

(a) The requirement in section 4.1{a}(3) of this order that access to classi-
fied information may be granted only to individuals who have a need-to-
know the information may be waived for persons wheo:

(1) are engaged in historical research projects;

(2} previously have occupied senior policy-making positions to which
they were appointed or designated by the President or the Vice Presi-
dent; or

3) served as President or Vice President.

{b) Waivers under this section rﬁay be granted only if the agency head
or senior agency official of the originating agency:

(1} determines in writing that access is consistent with the interest of the
national security;

(2) takes appropnate steps to protect classtfied information from unau-
thorized disclosure or compromise, and ensures that the information is
safeguarded in a manner consistent with this order; and

(3) limits the access granted to former Presidentia]l appointees or des-
ignees and Vice Presidential appointees or designees to items that the
person ariginated, reviewed, signed, or received while serving as a Presi-
dential or Vice Presidential appointes or designee.

PART 5—IMPLEMENTATION AND REVIEW

Sec. 5.1. Program Direction. (a) The Director of the Information Security
Oversight Office, under the direction of the Archivist and in consultation
with the National Security Advisor, shall issue such directives as are nec-
essary to implement this order. These directives shall he binding on the
agencies. Directives issued by the Director of the Information Security
Oversight Office shall establish standards for:
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(1) classification, declassification, and marking principles;

{2) safeguarding classified information, which shall pertain to the han-
dling, storage, distribution, transmitial, and destruction of and account-
ing for classified information;

(3) agency security education and training programs;
(4) agency self-inspection programs; and
(5) classification and declassification guides.

fb) The Archivist shall delegate the implementation and monitoring func-
tions of this program to the Director of the Information Security Oversight
Office.

{c) The Director of National Intelligence, after consultation with the
heads of affected agencies and the Director of the Information Security
Oversight Office, may issue directives to implement this order with respect
to the protection of intelligence sources, methods, and activities. Such di-
rectives shall be consistent with this order and directives issusd under
paragraph (a) of this section.

Sec. 5.2. Information Security Oversight Office. (a) There is established
within the National Archives an Information Security Oversight Office. The
Archivist shall appoint the Divector of the Information Security Oversight
Office, subject to the approval of the President.

(b) Under the direction of the Archivist, acting in consultation with the
National Security Advisor, the Director of the Information Security Gver-
sight Office shall:

(1) develop directives for the Implementation of this order;

(2) oversee agency actions to ensure conipliance with this order and its
implementing directives;

(3) review and approve agency implementing regulations prior to their
issuance to ensure their consistency with this order and directives issued
under section 5.1(a} of this order;

{4) have the authority to conduct on-site reviews of each agency’s pro-
gram established under this order, and to require of each agency those
reports and information and other cooperation that may be necessary fo
fulfill its responsibilities. If granting access to specific categories of clas-
sified information would pose an exceptional national security risk, the
affected agency head or the senior agency official shall submit a written
justification recommending the denial of access to the President through
the National Security Advisor within 60 days of the request for access,
Access shall be denied pending the response; '

(5) review requests for original classification authority from agencies or
officials not granted original classification authority and, if deemed ap-
propriate, recommend Presidential approval through the National Secu-
rity Advisor;

{6) consider and take action on complaints and supgestions from persons
within or outside the Government with respect to the administration of
the program established under this order;

{7) have the authority to prescribe, after consultation with affected agen-
cies, standardization of forms or procedures that will promote the imple-
mentation of the program established under this order;
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(8) report at least annually to the President on the implementation of this
order; and

(9) convene and chair interagency meetings to discuss matters pertaining
to the program established by this order.

Sec. 5.3, Interagency Security Classification Appeals Panel,
(a) Establishment and administration.

(1) There is established an Interagency Security Classification Appeals
Panel. The Departments of State, Defense, and Justice, the National Ar-
chives, the Office of the Director of National Intelligence, and the Na-
tional Security Advisor shall each be represented by a senior-lavel rep-
resentative who is a full-time or permanent part-time Federal officer or
employee designated to serve as a member of the Pansl by the respective
agency head. The President shall designate a Chair from among the mem-
bers of the Panel.

{2) Additionally, the Director of the Central Intelligence Agency may ap-
point a temporary representative who meets the criteria in paragraph
(a)(1) of this section to participate as a voiing member in all Panel delib-
erations and associated support activities concerning classified informa-
tion originated by the Central Intelligence Agency.

(3) A vacancy on the Panel shall be filled as quickly as possible as pro-
vided in paragraph (a)(1) of this section.

{4) The Director of the Information Security Oversight Office shall serve
as the Executive Secretary of the Panel. The stalf of the Information Se-
curity Oversight Office shall provide program and administrative support
for the Pansl.

(5) The members and staff of the Panel shall be required to meet eligi-
bility for access standards in order to fulfill the Panel’s functions.

(6) The Panel shall meet at the call of the Chair. The Chair shall sched-
ule meetings as may be necessary for the Panel to fulfill its functions in
a timely manner.

(7) The Information Security Oversight Office shall include in its reports
to the President a summary of the Panel’s activities.

(b) Functions. The Panel shall:

(1) decide on appeals by persons who have filed classification challenges
under section 1.8 of this order;

(2) approve, deny, or amend agency exemptions from automatic declas-
sification as provided in section 3.3 of this order;

(3) decide on appeals by persons or entities who have filed requests for
mandatory declassification review under section 3.5 of this arder; and

(4) appropriately inform senior agency officials and the public of final
Panel decisions on appeals under sections 1.8 and 3.5 of this order.

(c) Rules and procedures. The Panel shall issue bylaws, which shall be
published in the Federal Register. The bylaws shall establish the rules and
procedures that the Panel will follow in accepting, considering, and issuing
decisions on appeals. The rules and procedures of the Panel shall provide
that the Panel will consider appeals only on actions in which:
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(1) the appellant has exhausted his or her administrative remedies within
the responsible agency;

{2) there is no current action pending on the issue within the Federal
courts; and

(3] the information has not been the subject of review by the Federal
courts or the Panel within the past 2 years.

(d) Agency heads shall cooperate fully with the Panel so that it can ful-
fill its functions in a timely and fully informed manner. The Panel shall
report to the President through the National Security Advisor any instance
in which it believes that an agency head is not cooperating fully with the
Panel.

(8) The Panel is established for the sole purpose of advising and assisting
the President in the discharge of his constitutional and discretionary au-
thority to protect the national security of the United States. Panel decisions
are committed to the discretion of the Panel, unless changed by the Presi-
dent.

{f} An agency head may appeal a decision of the Panel to the President
through the National Security Advisor. The information shall remain classi-
fied pending a decision on the appeal.

Sec. 5.4, General Responsibilities. Heads of agencies that originate or han-
die classified information shall:

(a) demonstrate personal commitment and commit senior management to
the successful implementation of the program established under this order;

(b) commit necessary resources to the effective implementation of the
program established under this order;

{c) ensure that agency records systems are designed and maintained to
oplimize the appropriate sharing and safeguarding of classified information,
and to facilitate its declassification under the terms of this order when it
no longer meets the standards for continued classification; and

(d) designate a senior agency official to direct and administer the pro-
gram, whose responsibilities shall include:

(1) averseeing the agency’s program established under this order, pro-
vided an agency head may designate a separate official to oversee special
access programs authorized under this order. This official shall provide
a full accounting of the agency’s special access programs at least annu-
ally;

(2) promulgating implementing regulations, which shall be published in
the Federal Register to the extent that they affect members of the public;

{3) establishing and maintaining security education and training pro-
grams;

(4) establishing and maintaining an ongoing self-inspection program,
which shall include the regular reviews of representative samples of the
agency’s original and derivative classification actions, and shall authar-
ize appropriate agency officials to correct misclassification actions not
coverad by sections 1.7(c] and 1.7(d) of this order; and reporting annu-
ally to the Directar of the Information Security Oversight Office on the
agency’s self-inspection program; -
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(5) establishing procedures consistent with directives issued pursuant to
this order to prevent unnecessary access tv classified information, in-
cluding procedures that:

(A) require that a need for access to classified information be estab-
lished before initiating administrative clearance procedures; and

(B) ensure that the number of persons granted access to classified in-
formation meets the mission needs of the agency while also satisfying
operational and security requirements and needs;

(6) developing special contingency plans for the safeguarding of classi-
fied information used in or near hostile or potentially hostile areas;

(7) ensuring that the performance contract or other system used to rate
civilian or military personnel performance includes the designation and
management of classified information as a critical element or item to be
evaluated in the rating of:

{A} original classification authorities;
(B) security managers or security specialists; and

(C) all other personnel whose duties significanily involve the creation
or handling of classified information, including personnel who regularly
apply derivative classification markings;

{8) accounting for the costs associated with the implementation of this
order, which shall be reported to the Director of the Information Security
Oversight Office for publication;

(9) assigning in a prompt manner agency personnel to respond to any re-
quest, appeal, challenge, complaint, or suggestion arising out of this
order that pertains to classified information that originated in a compo-
nent of the agency that no longer exists and for which there is no clear
successor in function; and

{10) establishing a secure capability to receive information, allegations,
or complaints reparding over-classification or incorrect classification
within the agency and to provide guidance to personnel on proper classi-
fication as needed. ‘
Sec, 5.5. Sanctions. {a) If the Divector of the Information Security Oversight
Office finds that a violation of this order or its implementing directives has
ocourred, the Director shall make a report to the head of the agency or to
the senior agency official so that corrective steps, if appropriate, may be
taken.

(b) Officers and employees of the United States Government, and its con-
tractors, licensess, certificate holders, and grantees shall be subject to ap-
propriate sanctions if they knowingly, wilifally, or negligently:

(1) disclose to unauthorized persons information properly classified

under this order or predecessor orders;

(2] classify or continue the classification of information in violation of
this order or any implementing directive;

(3) create or continue a special access program contrary to the require-
ments of this order; or

(4) contravene any olher provision of this order or its implementing di-
rectives.
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{c) Sanctions may include reprimand, suspension without pay, removal,
termination of classification authority, loss or denial of access to classified
information, or other sanctions in accordance with applicable law and
agency regulation,

(d) The agency head, senior agency official, or other supervisory official
shall, at a minimum, promptly remove the classification authority of any
individual who demonstrates reckless disregard or a pattern of error in ap-
plying the classification standards of this order.

{e) The agency head or senior agency official shall:

(1) take appropriate and prompt corrective action when a violation or in-
fraction under paragraph (b) of this section occurs; and

{2) notify the Director of the Information Security Oversight Office swhen
a violation under paragraph (b}(1), (2], or (3) of this section occurs,

PART 6—GENERAL PROVISIONS

Sec, 6.1, Definitions. For purposes of this order:

(a) “Access” means the ability or opportunity to gain knowledge of clas-
sified information.

(1) “Agency” means any “Executive agency,” as defined in 5 U.S.C. 105;
any “Military department” as defined in 5 U.5.C, 102; and any other entity
within the executive branch that comes into the possession of classified in-
formation.

{c) “Authorized holder” of classified information means anyone who sat-
isfies the conditions for access stated in section 4.1(a) of this order.

(d) “Automated information system” means an assembly of computer
hardware, software, or firmware configured to collect, create, communicate,
compute, disseminate, process, store, or conirol data or information.

(e) “Automatic declassification” means the declassification of informa-
tion based solely upon:

(1) the occurrence of a specific date or event as determined by the origi-
nal classification authority; ar

(2) the expiration of a maximum time frame for duration of classification
established under this order.

(f) “Classification” means the act or process by which infermation is de-
termined to be classified information.

{p) “Classification guidance” means any instruction or source that pre-
scribes the classification of specific information.

(h} “Classification guide” means a documentary form of classification
guidance issued by an original classification authority that identifies the
elements of information regarding a specific subject that must be classified
and establishes the level and duration of classification for sach such ele-
ment.

(i) “Classified national security information” or “classified information”
means information that has been determined pursuant to this order or any
predecessor order to require protection against unauthorized disclosure and
is marked to indicate its classified status when in documentary form.
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(j) “Compilation” means an aggregation of preexisting unclassified items
of information. '

(k) “Confidential source” means any individual or organization that has
provided, or that may reasonably be expected to provide, information to the
United States on matters pertaining to the national security with the expec-
tation that the information or relationship, or both, are to be held in con-
fidence.

(1) “Damage to the national security” means harm to the national defense
or foreign relations of the United States from the unauthorized disclosure
of information, taking into consideration such aspects of the information as
the sensitivity, value, utility, and provenance of that information.

(m1) “Declassification” means the authorized change in the status of in-
formation from classified information to unclassified information.

(n) “Declassification guide” means written instructions issued by a de-
classification authority that describaes the elements of information regarding
a specific subject that may be declassified and the elements that must re-
main classified.

{0) “Derivative classification” means the incorporating, paraphrasing, re-
stating, or generaling in new form information that is already classified,
and marking the newly developed material consistent with the classifica-
tion markings that apply to the source information. Derivative classification
includes the classification of information based on classification guidance.
The duplication or reproduction of existing classified information is not de-
rivative classification.

(p} “Document” means any recorded information, regardless of the na-
ture of the medium or thie method or circumstances of recording.

(q) “Downgrading” means a determination by a declassification authority
that information classified and safeguarded at a specified level shall be
classified and safeguarded at a lower level.

(r) “File series” means file units or documents arranged according to a
filing system or kept together because they relate to a particular subject or
function, result from the same activity, document a specific kind of trans-
action, take a particular physical form, or have some other relationship
avising out of their creation, receipt, or use, such as restrictions on access
QT use,

(s} “Foreign government information” means:

(1) information provided fo the United States Government by a foreign
government or governments, an international organization of govern-
ments, or any element thereof, with the expectation that the information,
the source of the information, or hoth, are to be held in confidence;

(2) information produced by the United States Government pursuant to
or as a result of a joint arrangement with a foreign government or govern-
ments, or an international organization of governments, or any element
thereof, requiring that the information, the arrangement, or both, are to
be held in confidence; or

{3) information received and treated as “foreign government informa-
tion’”” under the terms of a predecessor order.
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(t) “Information” means any knowledge that can be communicated or
documentary material, regardless of its physical form or characteristics,
that is owned by, is produced by or for, or is under the control of the
United States Government.

{u) “Infraction” means any knowing, willful, or negligent action contrary
to the requirements of this order or its implementing directives that does
not constitute a “violation,” as defined below.

{v) “Integral file block” means a distinct component of a file series, as
defined in this section, that should be maintained as a separate unit in
order to ensure the integrity of the records. An integral file block may con-
sist of a set of records covering either a specific topic or a range of time,
such as a Presidential administration or a 5-year retirement schedule with-
in a specific file series that is retired from active use as a group. For pur-
poses of automatic declassification, integral file blocks shall contain only
records dated within 10 years of the oldest record in the file block.

(w) “Integrity’” means the state that exists when information is un-
changed from its source and has not been accidentally or intentionally
modified, altered, or destroyed.

fx) “Intelligence” includes foreign intelligence and counterintelligence as
defined by Executive Order 12333 of December 4, 1981, as amended, or by
a successor order. :

(¥) “Intelligence activities” means all activities that elements of the Intel-
ligence Community are authorized to conduct pursuant to law or Executive
Order 12333, as amended, or a successor order.

(z) “Intelligence Community” means an slement or agency of the U.S.
Government identified in or designated pursuant to section 3{4) of the Na-
tional Security Act of 1947, as amended, or section 3.5(h) of Executive
Order 12333, as amended.

{aa) “Mandatory declassification review” means the review for declas-
sification of classified information in response to a request for declassifica-
tion that mests the requirements under section 3.5 of this order.

(bb) “Multiple sources” means two or more source documents, classifica-
tion guides, or a combination of both.

{cc) “National security” means the national defense or foreign relations
of the United States.

(dd) “Need-to-know"” means a determination within the executive branch
in accordance with directives issued pursuant to this order that a prospec-
tive recipient requires access to specific classified information in order to
perform or assist in a lawful and authorized governmental function,

(ee) “Network” means a systen of two or more computers that can ex-
change data or information.

{ff) “Original classification” means an initial determination that informa-
tion requires, in the interest of the national security, protection against un-
authorized disclosure.

{gg) “Original classification authority” means an individual authorized in
writing, either by the President, the Vice President, or by agency heads or
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other officials designated by the President, to classify information in the
first instance.

{hh) “Records” means the records of an apency and Presidential papers
or Presidential records, as those terms are defined in title 44, United States
Code, including those created or maintained by a government contractor,
licenses, certificate holder, or grantee that are subject to the sponsoring
agency’s control under the terms of the contract, license, certificate, or
grant.

(i) “Records having permanent historical value” means Presidential pa-
pers or Presidential records and the records of an agency that the Archivist
has determined should be maintained permanently in accordance with title
44, United States Code.

(ji} “Records management” means the planning, controlling, directing,
organizing, training, promoting, and other managerial activities invelved
with respect to records creation, records maintenance and use, and records
disposition in order to achieve adequate and proper documentation of the
policies and transactions of the Federal Government and effective and eco-
nomical management of agency operations.

(kk) “Safegnarding” means measures and controls that are prescribed to
protect classified information.

{11} “Self-inspection” means the internal review and evaluation of indi-
vidual agency activities and the agency as a whole with respect to the im-
plementation of the program established under this order and its imple-
menting directives.

{mm) “Senior agency official” means the official designated by the agen-
cy head under section 5.4(d) of this order to direct and administer the

agency’s program under which information is classified, safeguarded, and
declassified.

{nn) “Source document” means an existing document that contains clas-
sified information that is incorporated, paraphrased, restated, or generated
in new form into a new document,

{o0) “Special access program™ means a program established for a specific
class of classified information that imposes safeguarding and access re-
quirements that exceed those normally required for information at the same
classification level. :

(pp) “Systematic declassification review” means the review for declas-
sification of classified information contained in records that have been de-
termined by the Archivist to have permanent historical value in accordance
with title 44, United States Code.

{qq) “Telecommunications” means the preparvation, transmission, or
communication of information by elecironic means,

(rr) “Unauthorized disclosure” means a communication or physical
transfer of classified information to an unauthorized recipient.

(ss) “11.S. entity” includes:
(1) State, local, or tribal governments;

(2) State, local, and tribal law enforcement and firefighting entities;
(3) public health and medical entities;
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{4) regional, state, local, and tribal emergency management entities, in-
cluding State Adjutants General and other appropriate public safety enti-
ties; or

(5) private sector entities serving as part of the nation’s Critical Infra-
structure/Key Resourcss.

(tt) “Violation™ means:

(1) any knowing, willful, or negligent action that could reasonably be ex-
pected to result in an unauthorized disclosure of classified information;

(2) any knowing, willful, or negligent action to classify or continue the
classification of information contrary to the requirements of this order or
its implementing directives; or

(3) any knowing, willful, or negligent action to create or continue a spe-
cial access program contrary to the requirements of this order.

{uu) “Weapons of mass destruction” means any weapon of mass destruc-
tion as defined in 50 U.5.C. 1801(p).

Sec. 6.2. General Provisions, (a) Nothing in this order shall supersede any
requirement made by or under the Atomic Energy Act of 1954, as amended,
or the National Security Act of 1947, as amended. “Restricted Data” and
“Formerly Restricted Data” shall be handled, protected, classified, down-
graded, and declassified in conformity with the provisions of the Atomic
Energy Act of 1954, as amended, and regulations issued under that Act.

{(h) The Director of Naticnal Intelligence may, with respect to the Intel-
ligence Community and after consultation with the heads of affected de-
partments and agencies, issue such policy directives and guidelines as the
Director of National Intelligence deems necessary to implement this order
with respect to the classification and declassification of all intelligence and
intelligence-related information, and for access to and dissemination of all
intelligence and intelligence-related information, both in its final form and
in the form when initially gathered. Procedures or other guidance issued
by Intelligence Community element heads shall be in accordance with such
policy directives or guidelines issued by the Director of National Intel-
ligence. Any such policy directives or guidelines issued by the Directar of
National Intelligence shall be in accordance with directives issued by the
Director of the Information Security Oversight Office under section 5.1(a)
of this order.

{c) The Attorney General, upon request by the head of an agency or the
Director of the Information Security Oversight Office, shall render an inter-
pretation of this order with respect to any question arising in the course
of its admiinistration,

{d} Nothing in this order limits the protection afforded any information
by other provisions of law, including the Constitution, Freedom of Informa-
tion Act exemptions, the Privacy Act of 1974, and the National Security
Act of 1947, as amended. This order is not intended to and does not create
any right or bensfit, substantive or procedural, enforceable at law by a
party against the United States, its departments, agencies, or entities, its of-
ficers, employees, or agents, or any other persen. The foregoing is in addi-
tion to the specific provisos set forth in sections 1.1(b], 3.1(c) and 5.3(e)
of this order.
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(e) Nothing in this order shall he construed to obligate action or other-
wise affect functions by the Director of the Office of Management and
Budget relating to budgetary, administrative, or legislative proposals.

{f) This order shall be implemented subject to the availability of appro-
priations,

{g) Executive Order 12958 of April 17, 1995, and amendments thereto,
including Executive Order 13292 of March 25, 2003, are hereby revoked as
of the effective date of this order.

Sec, 6.3, Effective Date. This order is effective 180 days from the date of
this order, except for sections 1.7, 3.3, and 3.7, which are effective imme-
diately.

Sec. 6.4, Publication. The Archivist of the United States shall publish this
Executive Order in the Federal Register.

BARACK OBAMA
The White House,
December 29, 2009.

Executive Order 13527 of December 30, 2009

Establishing Federal Capability for the Timely Provision of
Medical Countermeasures Following a Biological Attack

By the authority vested in me as President by the Constitution and the laws
of the United States of America, it is hereby ordered as follows:

Section 1. Policy. It is the policy of the United States to plan and prepare
for the timely provision of medical countermeasures to the American peo-
ple in the event of a hiological attack in the United States through a rapid
Tederal response in goordination with State, local, territorial, and tribal
governmennts.

This policy would seek to: {1} mitigate illness and prevent death; (2) sus-
tain critical infrastructure; and (3) complement and supplement State,
local, territorial, and tribal government medical countermeasure distribu-
tion capacity.

Sec. 2. United States Postal Service Delivery of Medical Countermeasures,
(a) The 10.S. Postal Service has the capacity for rapid residential delivery
of medical countermsasures for seff administration across all communities
in the United States. The Federal Government shall pursue a national U.S.
Postal Service medical countermeasures dispensing model to respond to a
large-scale biological attack.

(b) The Secretaries of Health and Human Services and Homeland Security,
in coordination with the U.S. Postal Service, within 180 days of the date
of this order, shall establish a national U.S. Postal Service medical counter-
measures dispensing model for U.S. cities to respond to a large-scale bio-
logical attack, with anthrax as the primary threat consideration.
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SUMMARY of CHANGE

AR 27-10
Military Justice

This major revision, dated 3 October 2011--

o Modifies requirements for DA Forms 2627, 2627-1, and 2627-2 (figs 3-1 through
3-3).

o Clarifies that a commander imposing nonjudicial punishment, or a successor in
command, may later set aside some or all of the findings (para 3-28).

o Provides when DA Form 2627 (Record of Proceedings under Article 15, Uniform
Code of Military Justice) will remain in a Soldier’s local file

notwithstanding deployment or redeployment (para 3-37).

o Establishes availability criteria for judge advocates to serve as individual
military counsel (paras 5-7 and 6-10).

o Authorizes the use of video teleconferencing technology for certain portions
of trials by court-martial (paras 5-21 and 5-22).

o Clarifies that a military judge will be detailed to each special court-
martial, unless prohibited by military exigencies (para 5-28).

o Provides for judge advocate personnel to download Official Military Personnel
Files for use at courts-martial or administrative proceedings (para 5-29).

o Clarifies that the Army Discharge Review Board does not have authority to
review discharges adjudged by a general court-martial (para 5-39).

o Mandates when an accused receives a paper record of trial (para 5-45).
o Allows Rule for Court-Martial 1112 (a) review of a Record of Trail record by a
judge advocate not assigned to the convening authority’s Office of the Staff

Judge Advocate (para 5-46).

o Clarifies oversight of defense counsel regardless of their unit of assignment
(paras 6-3 through 6-5, and 6-8).

o Specifies support provided to military judges (para 7-7).
o Expands protective measures for victims and witnesses (para 11-3).

o Establishes criteria under which approved punitive discharges are self-
executing upon completion of appellate review (para 11-6).

o Incorporates by reference the U.S. Army Court of Criminal Appeals Internal
Rules of Practice and Procedure (para 12-7).

o Updates procedures for the monthly Military Justice Report (chap 14).
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Requires written travel order requests for overseas witnesses (para 17-22).
Provides for interim responses to UCMJ, Article 138 complaints (para 19-7).

Clarifies when retired reserve component Soldiers can be recalled to active
duty, under Uniform Code of Military Justice procedures (para 20-5).

Updates special court-martial convening authority in the reserve component
(para 20-8) .

Establishes the Defense Counsel Assistance Program (chap 22).

Updates listing of offenses requiring sex offender registration (para 24-2).
Adds requirements on court reporters (paras 25-5 through 25-7 and 25-10) .
Implements guidance on jurisdiction over civilians (chap 27).

Updates military justice areas of responsibility (para E-3 and table E-1).
Adds an internal control checklist (app G) .

Makes administrative changes (throughout) .
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Headquarters
Department of the Army
Washington, DC

3 October 2011

Legal Services

Military Justice

*Army Regulation 27-10

Effective 3 November 2011

By Order of the Secretary of the Army:

RAYMOND T. ODIERNO
General, United States Army

Chief of Staff

Official:

Z.

JOYCE E. MORROW
Administrative Assistant to the
Secretary of the Army

History. This publication is a major
revision.

Summary. This regulation implements,
in part, the Department of Defense Reor-
ganization Act; changes to the Manual for
Courts-Martial, United States, 2005; De-
partment of Defense Directive 5525.7 (de-
lineating the areas of responsibility for
investigating and prosecuting offenses
over which the Department of Defense
and Department of Justice have concur-
rent jurisdiction); Public Law 97-291
(Victim and Witness Protection Act of
1982); Public Law 98-473 (Victims of
Crime Act of 1984); Public Law 101-647
(Victims' Rights and Restitution Act of
1990); Public Law 102-484 (National De-
fense Authorization Act for Fiscal Year
1993); Public Law 103-160 (National De-
fense Authorization Act for Fiscal Year
1994); Public Law 106-523 (Military Ex-
traterritorial Jurisdiction Act of 2000);
Public Law 109-163 (National Defense
Authorization Act for Fisca Year 2006);
Public Law 109-364 (Nationa Defense

Authorization Act for Fiscal Year 2007);
Department of Defense Instruction 1325.7
(notifying States regarding sexualy vio-
lent offenses and offenses against minors);
Department of Defense Directive 1030.1
(victim and witness assistance) and De-
partment of Defense Directive 5525.11
(implementing policies and procedures for
the Military Extraterritorial Jurisdiction
Act); and includes changes on matters of
policy and procedure pertaining to the ad-
ministration of military justice within the
Army.

Applicability. This regulation applies to
the active Army, the Army National
Guard/Army Nationa Guard of the United
States, and the U.S. Army Reserve, unless
otherwise stated.

Proponent and exception authority.
The proponent of this regulation is The
Judge Advocate General of the Army. The
proponent has the authority to approve ex-
ceptions or waivers to this regulation that
are consistent with controlling law and
regulations. The proponent may delegate
this approval authority, in writing, to a
division chief within the proponent
agency or its direct reporting unit or field
operating agency, in the grade of colonel
or the civilian equivalent. Activities may
request a waiver to this regulation by pro-
viding justification that includes a full
analysis of the expected benefits and must
include a formal review by the activity’s
senior legal officer. All waiver requests
will be endorsed by the commander or
senior leader of the requesting activity
and forwarded through their higher head-
quarters to the policy proponent. Refer to
AR 25-30 for specific guidance.

Army internal control process. This
regulation contains internal control provi-
sions and provides an internal control
evaluation for use in evauating key inter-
na controls (see appendix G).

Supplementation. Supplementation of
this regulation and establishment of com-
mand and local forms are prohibited with-
out prior approva from the Office of The
Judge Advocate General, Crimina Law
Division, 2200 Army Pentagon, Room
3B548, Washington, DC 20310-2200.

Suggested improvements. Users are
invited to send comments and suggested
improvements on DA Form 2028 (Recom-
mended Changes to Publications and
Blank Forms) directly to the Office of
The Judge Advocate General, Criminal
Law Division, 2200 Army Pentagon,
Room 3B548, Washington, DC 20310-
2200.

Distribution. This publication is availa
ble in electronic media. Specia distribu-
tion of this publication in paper was made
in accordance with initial distribution
number 092038, intended for command
levels C, D, and E for the active Army,
the Army National Guard/Army National
Guard of the United States, and the
United States Army Reserve.

*This regulation supersedes AR 27-10, dated 16 November 2005.

AR 27-10 « 3 October 2011
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other provision in this regulation. Such direction may be promulgated by issuance of policy memoranda, technical
instructions, or through other means deemed appropriate by The Judge Advocate General.

Chapter 6
United States Army Trial Defense Service

6-1. General

This chapter governs the operations of the USATDS. It sets forth information, policies, and procedures applicable to
the provision of defense counsel services throughout the Army. The Chief, USATDS, promulgates policies and
procedures for the Trial Defense Service (TDS) that are incorporated by reference into AR 27-10.

6-2. Mission

The mission of USATDS is to provide specified defense counsel services for Army personnel, whenever required by
law or regulation and authorized by TIAG or TIAG's designee. The USATDS will aso develop programs and policies
to promote the effective and efficient use of defense counsel resources and enhance the professional qualifications of
al personnel providing defense services.

6-3. Organization

The USALSA, a field operating agency of TJAG, provides manpower, budgetary, and administrative support to
USATDS. The agency may also receive manpower support from sustainment brigades and defense legal support
organizations. Whether assigned to USALSA with duty at a particular installation or assigned to another organization,
USATDS counsel are supervised, managed, and rated solely by their respective USATDS supervisory chain. Staff
judge advocate and installation support responsibilities for TDS counsel (see para 64, below, and AR 27-1) apply,
regardless of the TDA or modification table of organization and equipment (MTOE) authorization that the individual
TDS counsel occupies. The Commander and Commandant, TJAGLCS, provide professional control and supervision of
USATDS and its counsel, including UCMJ authority. The Commander, USALSA, exercises other command functions
for USATDS counsdl.

a. Chief, U.S Army Trial Defense Service. The Chief, USATDS, is a JA, designated by TJAG, who exercises
supervision, control, and direction of defense counsel services in the active Army and reserve component.

b. Region. The region is the magor subordinate supervisory and control element of USATDS. It encompasses a
geographical area designated by TJAG. The Chief, USATDS, has full authority and responsibility for the timely detail
of defense counsel in courts-martial, UCMJ, Art. 32 investigations, and in other judicial and administrative proceedings
requiring such detail. This authority may be delegated.

c. Regional defense counsel.

(1) An RDC is a JA designated by TJIAG and certified under UCMJ, Art. 27(b), and is—

(a) Responsible for the performance of the USATDS mission within a region.

(b) The supervisor of al senior defense counsel within the region.

(2) The RDC—

(a) Provides training in military justice, trial tactics, and professional responsibility as directed by the Chief,
USATDS.

(b) Maintains continuing liaison with SJAs, military judges, commanders, and convening authorities.

(c) Makes periodic visits to al field and branch offices within the region.

(d) As authorized by the Chief, USATDS, details defense counsel (see para 6-9, below).

(e) Recommends replacements for departing USATDS counsel.

d. Field office. A field office is a subordinate operating element of a region. It provides defense counsel services for
specified organizations or geographical areas determined by the Chief, USATDS.

e. Branch office. A branch office is subordinate to a field office and is the smallest USATDS operational element. It
normally consists of one USATDS counsel who provides defense services to specified organizations.

f. Senior defense counsal.

(1) A senior defense counsel is a JA, certified under UCMJ, Art. 27(b), who is responsible for the performance of
the USATDS mission within the area serviced by a field office. The senior defense counsel is the direct supervisor of
al tria defense counsel within a field office. This includes those serving in subordinate branch offices.

(2) The senior defense counsel—

(a) As authorized by the Chief, USATDS and the regiona defense counsel, details defense counsel (see para 6-9,
below).

(b) Provides technical advice to trial defense counsdl.

(c) Acts as the primary USATDS liaison with SJAs, commanders, and convening authorities of organizations served
by the field office.
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(d) Represents Soldiers in courts-martial, administrative boards, and other proceedings.

(e) Acts as consulting counsel prescribed by the Chief, USATDS.

g. Trial defense counsel. A trial defense counsel is a JA, certified under UCMJ, Art. 27(b), and currently assigned,
attached, or detailed to the U.S. Army Legal Services Agency and the U.S. Army Tria Defense Service, whose
primary duties are to represent Soldiers in courts-martial, administrative boards, and other proceedings and act as
consulting counsel as required by law or regulations. Tria defense counsel performs other defense-related duties as
prescribed by the Chief, USATDS.

6—4. Administrative and logistical support

Commanders of installations or organizations and their respective SJAs or the supporting legal office selected as duty
stations for USATDS counsel will provide administrative and logistical support for USATDS personngl and document
such support on organizational TDA or MTOE documents whenever possible. Specifically, the respective SJA is till
responsible for administrative and logistical support of counsel assigned to a sustainment brigade regardless of the lack
of command relationship between the sustainment brigade and the division or corps that those counsel and the SJA
support. This support, specified by TIAG as essentia to the performance of the defense mission, includes but is not
limited to—

a. Permanent quarters for USATDS officers and Family members to the same degree as provided regularly assigned
officers of similar grade and responsibility.

b. Processing of financia records, preparation of pay vouchers, and payment of all USATDS personnel.

¢. Processing of military personnel records, officer record briefs, officer qualification records, leave records, and
similar personnel requirements. The Chief, USATDS sets leave policies and approval authority for personnel assigned
or attached to TDS.

d. The USATDS headquarters (HQ) staff will be responsible for preparing TDY orders of defense counsel and its
support personnel.

e. Officer evaluation reports will be processed through HQ, USATDS.

f. Army transportation needed to perform the defense mission, at least to the same degree as is provided to regularly
assigned officers of similar grade and responsibility. Government owned vehicles will be provided whenever possible
when needed to support the defense mission.

g. Private office space, office furniture, equipment, supplies, class A telephone service, electronic research capacity,
and library and reference material to the same degree as is provided to JAGC officers of the supported organization or
greater if required (see AR 27-1). This may include technology, such as wireless laptops; personal computers; copiers,
printers; Internet access; scanners, electronic mail accounts; facsimile machines, cellular telephones, and wireless
handheld e-mail devices or services; to alow the provision of defense services to continue during periods of mission-
related travel by the defense counsel.

h. Experienced and skilled enlisted clerical and support personnel.

(1) Such personnel will perform duties under the direct supervision of the senior defense counsel (SDC). Defense
paralegals and support personnel will not be assigned legal duties within the local legal office without coordination
with the SDC. Defense paralegals shall be rated and/or senior rated by TDS personnel whenever feasible. When
preparing evaluation reports for defense paralegals and support personnel, the senior paralegal NCO for the servicing
Office of the Staff Judge Advocate (OSJA) will be consulted to ensure proper procedures and techniques are followed.

(2) Despite the manpower source from which they are derived (such as USALSA, sustainment brigades, defense
Lega Services Organizations, and the OSJA), the primary duty of defense paralegals is TDS support. Accordingly, in
the absence of coordination with the SDC and approval of the chief paralegal NCO and/or paralegal sergeant major
assigned to the servicing GCMCA, defense paralegals will not perform duties incompatible with their primary mission.
Soldiers performing duty as defense paralegals and support personnel will wear the TDS shoulder sleeve insignia and
be assigned to a USATDS office for a minimum of 1 year, if practicable, in order to provide a stable defense work
environment (see AR 27-1 and AR 570-4). Movement of legal personnel supporting a TDS office before serving in
that capacity for 1 year will be coordinated with the RDC for the particular region concerned. Like TDS counsel,
defense paralegal personnel will be offered training opportunities to be proficient as defense paralegals.

i. The adequacy of support provided by host installations will be a subject of special interest to TIAG in making
statutory visits under UCMJ, Art. 6.

6-5. Funding responsibilities

a. Unless otherwise provided in subparagraph b, below, the Commander, USALSA, provides funding only for the
travel and per diem costs of USATDS counsel and support personnel when travel away from the individua’s place of
duty or employment is ordered by the Chief, USATDS and is necessary to accomplish the following:

(1) Obtain professional and continuing legal education training for USATDS counsel and support personnel.
However, the initial funding source for Defense Counsel Assistance Program (DCAP) directed or approved training for
enlisted and civilian support personnel will be the convening authority for those personnel. If this funding is not
available from the convening authority, the Commander, USALSA, will provide this funding.
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(2) Provide representation to any service member facing court-martial charges. This representational travel includes
trips to interview the accused or any witnesses; take depositions requested by the defense; investigate the case; and to
attend GCM, SPCM, UCMJ, Art. 32 hearings, pretria confinement hearings, or other pretrial hearings.

b. Convening authorities will continue to fund all other authorized costs related to judicial and administrative
proceedings including, but not limited to, the following:

(1) Travel and per diem costs for USATDS counsel and support personnel when such travel is necessitated by a
permanent change of location for the accused or a change in the location of the proceedings after preferral of charges.

(2) The USATDS counsdl travel caused by the temporary movement of the accused from the accused’s duty station.
(Example: A Soldier, stationed at Fort Huachuca, AZ is placed in pretrial confinement at Fort Sill. Referral of charges
is immaterial in establishing the convening authority’s obligation to pay for such travel.)

(3) Travel and per diem costs for USATDS counsel and support personnel to attend depositions requested by the
Government or ordered by a military judge.

(4) The appearance of individual military counsel not currently assigned to USATDS.

(5) All other investigative expenses properly authorized by a convening authority or military judge.

(6) The attendance of lay witnesses.

(7) When U.S. Government experts are not members of the defense team, but travel to testify as a witness at a trial,
a UCMJ, Art. 32 hearing, or other pretrial hearing, whether called by the defense or Government, the travel and per
diem expenses will be paid by the convening authority.

(8) Employment of civilian experts. When the convening authority hires non-U.S. Government-employed experts for
the defense, the convening authority fixes the compensation and pays all costs related to such assistance, including all
pretrial assistance to the defense. The USALSA pays no costs or expenses relating to the employment of civilian
experts. Additional compensation deemed necessary by the defense will be addressed by subsequent requests to the
convening authority or military judge.

¢. Commanders will fund all USATDS counsel travel in support of operational or training exercise deployments and
al USATDS counsel travel required for matters that are nonjudicial or administrative in nature. This includes
separation boards, pre-deployment training, and medical travel.

d. Regarding fee requests for expert services and related purposes in capital cases, neither TJAG nor the Command-
er, USALSA, will approve or consider the merits of requests for funds to obtain expert services or for related purposes.
Moreover, TIAG and the Commander, USALSA, will not consider, ex-parte, matters submitted in support of such
requests. Requests for funding of this nature should be made to the appropriate authority: the commander presently
exercising general court-martial convening authority over the accused or appellant, or the court before which the case is
pending (a trial court after referral but before the authentication of the record of trial by the military judge; after
authentication the USACCA or USCAAF as appropriate).

6—6. Training

As required by paragraph 6-2, above, the Chief, USATDS, in coordination with DCAP, develops programs and
policies designed to enhance the professional qualifications of defense counsel and USATDS paralegal personnel. This
will be accomplished primarily through the use of internally developed programs of instruction and attendance by
USATDS counsel and USATDS paralegal personnel at continuing legal education courses offered by The Judge
Advocate Genera’s Legal Center and School (TJAGLCS). These programs may be supplemented at the discretion of
the Chief, USATDS by criminal law, ethics, and related courses sponsored either by military agencies or civilian
organizations. Attendance at courses sponsored by civilian organizations must be approved according to AR 1-211.

6—7. Installations without a U.S. Army Trial Defense Service office

a. When a USATDS office is not located at an installation, the post, organization, or activity JA will provide for all
defense services and associated support requirements. The JA will not provide for representation a8 GCMs, SPCMs,
and UCMJ, Art. 32, investigations. As such, representation remains a USATDS responsibility. The USATDS counsel
will be provided on a TDY basis to perform such duties. Appropriate administrative and logistical support, similar to
that outlined in paragraph 64, above, will be provided by the installation. Where personnel constraints do not permit
the post or activity JA to provide defense services, JAs should coordinate with USATDS to install appropriate
technology (for example, telephones, desktop video teleconferencing) that will permit the remote provision of defense
services.

b. Except in unusual circumstances as determined by the Chief, USATDS, counsel will not be provided on a TDY
basis by USATDS in matters that are nonjudicial or administrative in nature.

c. The post or activity JA will, on a continuing basis, designate an individual to act as direct liaison with the
USATDS regiona defense counsel on—

(1) Technical aspects of the defense function at the installation.

(2) Requirements for USATDS support.
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d. When an instalation has no servicing USATDS office or assigned JA, assistance will be obtained from the
commander exercising GCM jurisdiction.

6—-8. Mutual support responsibilities

a. General. Staff judge advocates and senior defense counsel will develop administrative policies and procedures to
meet local requirements and support the basic mission of the command being served. They should meet often to
discuss matters of mutual concern. Provision of counsel in cases involving such administrative matters as reports of
survey, evaluation report rebuttals or appeals, traffic violations, or administrative letters of counseling or reprimand is
an SJA responsibility. Senior defense counsel and SJAs should discuss and agree on the extent to which USATDS will
share that responsibility.

b. Compliance with local policies. The USATDS counsel will comply with host installation command, personnel,
and administrative policies; for example, duty hours, physical fitness, appearance, weapons qualification, uniform and
equipment standards, and similar requirements, to the extent practicable and commensurate with the mission of
USATDS. Senior defense counsel are encouraged to execute memoranda of understanding with local supporting units
or organizations to reflect TDS independence and responsibility to ensure necessary Army and local standards are met.
Approval authority for such MOUs rests with the RDC.

(1) The following exceptions to local policy exist independently of any MOU: U.S. Army Trial Defense Service
counsel will not perform duty as installation or command staff duty officer or wear the shoulder patch or distinctive
insignia of the local organization or command. The USATDS counsel will wear shoulder patches or other distinctive
insignia as determined by TJAG.

(2) In al other cases, the RDC will coordinate proposed exceptions with the Chief, USATDS.

c. Assistance to staff judge advocates. When the senior defense counsel determines that USATDS counsel are not
fully employed in performing the defense mission, they will assist the SJA in performing other legal services. Such
duties will be performed under the overal supervision of the SJA and may involve any aspect of the lega services
mission not inconsistent with the defense function. Nondefense duties for military justice will be limited to those
involving training or instruction. The USATDS counsel will not be assigned duties as on-call officer for the SJA.
Senior defense counsel will, however, ensure that defense services are available and accessible during nonduty periods.

d. Assistance to the U.S. Army Trial Defense Service. If the defense workload at an installation temporarily exceeds
the capability of the USATDS office to perform its mission, the SJA will, within the SJA’s capability, provide non-
USATDS counsel to assist in providing defense services. Non-USATDS counsel will not be detailed to a TDS office
by an SJA without the approval of the Chief, USATDS, and when detailed, will perform defense duties under the
supervision of the SDC. Normally, such duties will not involve representation at courts-martial or UCMJ, Art. 32,
investigations. Non-USATDS counsel should not assist Soldiers with matters related to the subject of an attorney-client
relationship that the Soldier already enjoys with a USATDS counsel.

e. Nondefense duties. Except as outlined in a, b, and ¢ above, only the Chief, USATDS, may direct the performance
of nondefense duties by USATDS counsel. The USATDS counsel may only be ordered to depart on or return from
TDY by the Chief, USATDS. This latter authority may be delegated to a regional or senior defense counsel.

f. Tactical unit support. If a USATDS office is in support of a command whose mission includes field deployment
for operational or training purposes, the Chief, USATDS, will designate one or more USATDS counsel, by name, for
deployment. The HQ, USATDS staff will develop and maintain plans for USATDS' support of units with deployment
missions. Deployment of USATDS counsdl will be coordinated with, and approved by, the Chief, USATDS. The SJAs
will coordinate with the senior defense counsel when USATDS tactical unit support is required.

g. Stuations requiring immediate action. It is the intent of this regulation to ensure that an accused or suspect is
promptly provided with legal consultation or representation, whenever required by law or regulation. If a situation
arises requiring the immediate services of defense counsel, and USATDS counsel are not available, the SJAs will
designate non-USATDS counsel to perform this service. The RDC will be advised of the circumstances. The USATDS
counsel will thereafter be designated or detailed to represent the accused or suspect at further proceedings.

6-9. Detail of defense counsel

a. The Chief, USATDS details tria defense counsel for GCMs and SPCMs. This authority may be delegated down
to senior defense counsel. Detail of counsel will be reduced to writing and included in the record of trial or announced
orally on the record at court-martial. The writing or announcement will indicate by whom the counsel was detailed.

b. The authority to detail counsel does not alter an accused’s right to be represented by civilian counsel provided at
no expense to the Government or by military counsel of the accused's own selection (whether or not assigned to
USATDY), if reasonably available. The act of detailing is an administrative designation by the detailing authority. It
does not confer any status or rights nor does it ater any status or rights that may exist at the time of detailing. To meet
requirements, the Chief, USATDS may authorize SJAs to recommend the detail of non-USATDS counseal. The Chief,
USATDS or that officer’s designee will detail non-USATDS counsel. The establishment of USATDS does not affect
the basic legal qualifications of any JA, certified under UCMJ, Art. 27(b), to perform defense counsel duties, when
such are properly assigned.
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c. Detailing and IMCOM requests: When counsel is detailed to a case and an attorney-client relationship is
established, there will be no need for an IMCOM request unless such a request comes after this relationship was
appropriately severed (for example, the military judge granted an application for withdrawal; the accused expressly
consented to the excusal or withdrawal of the trial defense counsel or previously dismissed such counsel from such
service; or the ETS/resignation of the attorney or client), even if the defense counsel or accused change duty stations or
assignments. The detailed trial defense counsel will continue to serve as the accused's attorney.

6-10. Requests for individual military counsel

a. General. In circumstances when the accused and a requested individual military counsel assigned or detailed to
USATDS are within the same USATDS region, the Chief, USATDS may delegate the authority to determine eligibility
of individua military counsel to the RDC. In such delegation cases, the Chief, USATDS will act on appeals from
adverse determinations made by the RDC. In al other cases, the Chief, USATDS determines the availability of
USATDS counsel when requested as individual military counsel under the provisions of RCM 506(b) and this
regulation. The Commander, TIAGLCS, acts on appeals from adverse determinations made by the Chief, USATDS.
(See para 5-7g, above, for control and support of non-USATDS individual military counsel.)

b. Limitations on availability. Pursuant to UCMJ, Art. 38, RCM 506(b)(1), and paragraph 5-7c, above, USATDS
counsel assigned to and with duty station at the Office of the Chief, USATDS are unavailable to serve as individual
military counsel. The Chief, USATDS may detail attorneys assigned to DCAP who have been requested as individual
military counsel subject to their availability.

¢. Reasonable availability determinations. The provisions of paragraphs 5-7d and 5-7e of this regulation apply.

d. Procedure. Request for USATDS counsel to serve as individual military counsel will be processed through the
trial counsel at the installation or command where the request originated. It will contain the same information as
required by paragraph 5-7f. If the requested counsel is subject to the limitations in paragraphs 5-7c, 5-7d, or 6-10b(1)
through (3), above, the convening authority will notify the accused that the requested counsdl is unavailable. All other
requests will be transmitted directly to the Chief, U.S. Army Trial Defense Service, JALS-TD, U.S. Army Lega
Services Agency, HQDA, 9275 Gunston Road, Fort Belvoir, VA 22060-5546. The USATDS field office at which the
requested counsel is stationed will be included as an information addressee.

6-11. Professional standards

a. General. The professional standards referred to in paragraph 5-8, above, apply to USATDS counsel.

b. Exercise of independent professional judgment.

(1) Nothing in this chapter limits a USATDS counsel’s duty to exercise independent professional judgment on
behalf of a client. The Chief, USATDS is granted authority to promulgate rules and requirements governing—

(a) The establishment of attorney-client relationships.

(b) Allocation of personnel resources.

(c) The setting of priorities within the various categories of services rendered by USATDS counsdl.

(d) Tria Defense Service standard operating procedures.

(2) The USATDS counsel will strictly comply with these directives. However, once an attorney-client relationship is
formed pursuant to these rules and requirements, defense counsel have a positive duty to exercise independent
judgment in control of the case. This duty is limited only by law, regulation, and the Army “Rules of Professional
Conduct for Lawyers’ (see AR 27-26). Complaints involving the professional conduct or performance of USATDS
counsel should be forwarded to the Chief, USATDS, for action according to chapter 15, below.

c. Referral cards. To implement the ABA Standards relating to providing defense services and to provide indicia of
professionalism for defense counsel, such counsel are authorized to be provided with referral cards, DA Form 4441
(United States Army Trial Defense Service), for the purpose of identification when assigned to represent an individual.

Chapter 7
United States Army Trial Judiciary-Military Judge Program

7-1. General

a. Military Judge Program. The Military Judge Program is a system in which military judges are designated and
detailed as judges of GCM and SPCM. This chapter governs the Army-wide operation of the Military Judge Program
and sets forth procedures to be followed in administering it. This regulation implements UCMJ, Art. 26, which
provides for an independent judiciary within the U.S. Army.

b. Organization. The Tria Judiciary is an element of the U.S. Army Judiciary, which is in turn an element of the
USALSA, a field operating agency of TJAG.

c. Military judge of a court-martial.

(1) A military judge will be detailed to al GCMs. A military judge will be detailed to each SPCM, unless a military
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SUMMARY of CHANGE

AR 27-26
Rules of Professional Conduct for Lawyers

This regulation--
o Designates certain officials as 'senior counsel’ (para 4a).
o Defines properconductforthe purposes of professional discipline (para6).

o Parallels the structure of the American Bar Association’s Rules of
Professional Conduct for Lawyers (app B).
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Headquarters
Department of the Army
Washington, DC

1 May 1992

*Army Regulation 27-26
Effective 1 June 1992

Legal Services

Rules of Professional Conduct for Lawyers

By Order of the Secretary of the Army:

GORDON R. SULLIVAN
General, United States Army
Chief of Staff

Official:

MILTON H. HAMILTON

Administrative Assistant to the
Secretary of the Army
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substantially”signifies that a judge who was a member of a multi- discussing the matter with supervisory lawyers within the Army

member court, and thereafter left judicial office, is not prohibited lawyer’'s office or at a higher level within the Army.

from representing a client in a matter pending in the court, but in (5) referring the matter to or seeking guidance from higher au-
which the former judge did not participate. So also the fact that athority in the technical chain of supervision, including, if warranted

former judge exercised administrative responsibility in a court or by the seriousness of the matter, referral to the Army lawyer as-
judiciary office does not prevent the former judge from acting as a signed to the staff of the acting official’'s next superior in the chain

lawyer in a matter where the judge had previously exercised remoteof command.

or incidental administrative responsibility that did not affect the (d) If, despite the lawyer's efforts in accordance with paragraph

merits. Compare the comment to Rule 1.11. The term “adjudicative(c), the highest authority that can act concerning the matter insists
officer’includes such officials as hearing officers, legal advisors to upon action, or refusal to act, that is clearly a violation of law, the

administrative boards, Article 32 investigating officers, summary lawyer may terminate representation with respect to the matter in
court-martial officers, and also lawyers who serve as part time question. In no event shall the lawyer participate or assist in the

judges. illegal activity.
(e) In dealing with the Army’s officers, employees, or members,
CROSS REFERENCES.. a lawyer shall explain the identity of The Army as the client when it
is apparent that the Army’s interests are adverse to those of the
Rule 1.7 Conflict of Interest: General Rule officers, employees, or members.

(f) A lawyer representing the Army may also represent any of its
officers, employees, or members acting on behalf of the Army
subject to the provisions of Rule 1.7 and other applicable authority.
. If the Army’s consent to dual representation is required by Rule 1.7,
RULE 1.13 Army as Client o _ the consent shall be given by an appropriate official of the Army

(a) Except when representing an individual client pursuant to (9) gther than the individual who is to be represented.
below, an Army lawyer represents the Department of the Army () A Jawyer who has been duly assigned to represent an individ-
acting through its authorized officials. These officials include the | who is subject to disciplinary action or administrative proceed-
heads of organizational elements within the Army, such as thejngs or to provide civil legal assistance to an individual, has, for
commanders of armies, corps and divisions, and the heads of othejhose purposes, a lawyer-client relationship with that individual.
Army agencies or activities. When an Army lawyer is assigned to
such an organizational element and designated to provide legal serve OMMENT:
ices to the head of the organization, the lawyer-client relationshipThe Army as the Client

exists between the lawyer and the Army as represented by the head The Army and its commands, units, and activities are legal enti-
of the organization as to matters within the scope of the official ties, but cannot act except through their authorized officers, employ-
business of the organization. The head of the organization may rlO'E;esl and members. The Army’s interests may conflict with or
invoke the lawyer-client privilege or the rule of confidentiality for become adverse to those of one or more of the officers, employees,
the head of the organization’s own benefit but may invoke either for or members. Under such circumstances the question arises as to who
the benefit of the Army. In so invoking either the lawyer-client the client is. Identifying the client is of great significance to the
privilege or lawyer-client confidentiality on behalf of the Army, the |awyer because of the ramifications it has on the carrying out of
head of the organization is subject to being overruled by higherlegal and ethical obligations.
authority in the Army. The term Army as used in this and related For purposes of these Rules, an Army lawyer normally represents
Rules will be understood to mean the Department of the Army orthe Army acting through its officers, employees or members in their
the organizational element involved. official capacities. It is to that client when acting as a representative
(b) An Army lawyer shall not form a client-lawyer relationship of the organization that a lawyer’'s immediate professional obliga-
or represent a client other than the Army unless specifically as-tion and responsibility exists absent assignment or designation by
signed or authorized by competent authority. Unless so authorizedthe Army to represent a specific individual client.
the Army lawyer will advise the individual that there is no lawyer- ~ When one of the officers, employees, or members of the Army
client relationship between them. communicates with the Army’s lawyer on a matter relating to the
(c) If a lawyer for the Army knows that an officer, employee, or lawyer’'s representation of the organization on the organization’s
other member associated with the Army is engaged in action, in-official business, the communication is generally protected from
tends to act or refuses to act in a matter related to the representatiofisclosure to anyone outside the Army by Rule 1.6. This does not
that is either a violation of a legal obligation to the Army or a mean, however, that the officer, employee, or member is a client of
violation of law which reasonably might be imputed to the Army the lawyer. Itis the Army, and not the officer, employee, or member
the lawyer shall proceed as is reasonably necessary in the besvhich benefits from Rule 1.6 confidentiality. The Army's entitle-
interest of the Army. In determining how to proceed, the lawyer ment to confidentiality from third partle_s may not be asserted by an
shall give due consideration to the seriousness of the violation ancPfficer, employee, or member as a basis to conceal personal miscon-
its consequences, the scope and nature of the lawyers represent&luct from the Army. The lawyer may not disclose information
tion, the responsibility in the Army and the apparent motivation of relating to the representation except for disclosures explicitly or
matters, and any other relevant considerations. Any measures takef@ltion or as otherwise permitted in Rule 1.6.
shall be designed to minimize disruption of the Army and the risk of _When the officers, employees, or members of the Army make
revealing information relating to the representation to persons out-decisions for the Army, the decisions ordinarily must be accepted by
side the Army. Such measures may include among others; the Iawyer even if their utlllty_ or p_ruden(_:e is doubtful._ Decisions
(1) advising the head of the organization that his or her personalCoNCcerning policy and operations, including ones entailing serious
legal interests are at risk and that he or she should consult counsdfSK: &ré not as such in the lawyer's province. However, different
as there may exist a conflict of interest for the lawyer and the Considerations arise when t.he '?"V.yer may have reason to "”O.W that
lawyer's responsibility is to the organization:; the Army may be substant_lal!y |r_11ure_d by the action of_ an officer,
(2) asking reconsideration of the matter: employee, or member that is in violation of law or directive. In such

L . circumstance, it may be necessary for the lawyer to ask the
(3) advising that a separate legal opinion on the matter be Soughgﬁ‘icer employee, or member to reconsider the matter. If that fails
for presentation to appropriate authority in the Army; . : !

4) advisi h hat the | . hically obli q or if the matter is of sufficient seriousness and importance to the
(4) advising the person that the lawyer is ethically obligated 10 oy ‘it may be reasonably necessary for the lawyer to take steps to
preserve the interests of the Army and, as a result, must consid

€have the matter reviewed by higher authority in the Army. Army

Rule 1.8 Conflict of Interest: Prohibited Transactions
Rule 1.11 Successive Government and Private Employment
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lawyers should refer such matters through supervisory channels. Rule 3.3 Candor Toward the Tribunal

Paragraph (b) specifies that a client-lawyer relationship is not Rule 3.8 Special Responsibilities of a Trial Counsel
formed between an Army Lawyer and an individual unless specifi- Rule 4.1 Truthfulness in Statements to Others
cally authorized by competent authority such as statute, Executiver e 5.1 Responsibilities of the Senior Counsel and Supervisory
Order, directive, regulation, or on a case by case basis by the Senior Lawyers
Counsel or their designee. Further the rule affirmatively requires anple 5.2 Responsibilities of a Subordinate Lawyer
Army Lawyer to advise an individual with whom they are dealing Rul 5'4 Professional Ind d fal
that, absent express authorization from competent authority, no law- ule 5. rofessional Independence of a Lawyer
yer-client relationship exists. However, this obligation arises only
when it appears that the individual acts or intends to act in violation
of a legal obligation, contrary to the interests of the Army, or when
it reasonably appears that the person is expecting representation i
an individual capacity.

RULE 1.14 Client Under a Disability

n (&) When a client’s ability to make adequately considered deci-
sions in connection with the representation is impaired, whether
because of minority, mental disability, or for some other reason, the
lawyer shall, as far as reasonably possible, maintain a normal client-
lawyer relationship with the client.

(b) A lawyer may seek the appointment of a guardian or take
other protective action with respect to a client, only when the lawyer
reasonably believes that the client cannot adequately act in the
[client’s own interest.

Relation to Other Rules

The authority and responsibility provided in paragraph (c) are
concurrent with the authority and responsibility provided in other
Rules. In particular, the Rule does not limit or expand the lawyer’'s
responsibility under Rule 1.6, 1.8, 1.16, 3.3, or 4.1. If the lawyer’s
services are being used by an organization to further a crime o

fraud by the organization, Rule 1.2(d) can be applicable. COMMENT:

The normal client-lawyer relationship is based on the assumption
that the client, when properly advised and assisted, is capable of
making decisions about important matters. When the client is a
minor or suffers from a mental disorder or disability, however,
maintaining the ordinary client-lawyer relationship may not be pos-
ible in all respects. In particular, an incapacitated person may have
Q power to make legally binding decisions. Nevertheless, a client

Clarifying the Lawyer's Role

At those times when the Army’s interests are clearly adverse to
those of one or more of its officers, employees, or members, the
lawyer should advise the officer, employee, or member that the
lawyer cannot continue to advise the officer, employee, or member
and that such person may wish to obtain independent representatior?.

Care must be taken to assure that the person understands that, wh lying legal competence often has the ability to understand, delib-

there is such adversity of interest, the lawyer for the Army may no i d h lusi bout th ft ffecting th
longer provide legal advice to that person on those matters in whichErat€ upon, and reach conciusions about the maters aflecting the

the person’s interests are adverse, and that discussions between tifdent's own well-being. Furthermore, to an increasing extent the
lawyer for the Army and the person may not be confidential or law recognizes intermediate degrees of competence. For example,
privileged children as young as five or six years of age, and certainly those of

Subparagraph (c)(4) also requires the Army Lawyer to advise thet€N Or twelve, are regarded as having opinions that are entitled to

individual of the Army Lawyer’s duty to protect the interests of the weight in legal proceedings conceming their custody. So also, it is
Army, and the possibility of discussions of the matter within the recognized that some persons of advanced age can be quite capable

Army Lawyer's immediate office or within the technical chain of of handling routine financial matters while needing special legal

i : protection concerning major transactions.
supervision extending up to the Department of the Army. The fact that a client suffers a disability does not diminish the

lawyer’s obligation to treat the client with attention and respect. If
the person has no guardian or legal representative, the lawyer should
take action so that procedures are initiated for the appointment of a
oguardian by the person’s relatives, civil authorities or the Veteran's
Administration. Even if the person does have a legal representative,
the lawyer should as far as possible accord the represented person
the status of client, particularly in maintaining communication.
f If a legal representative has already been appointed for the client,
the lawyer should ordinarily look to the representative for decisions
on behalf of the client. If a legal representative has not been ap-
ointed, the lawyer should consider recommending such an appoint-
ment where it would serve the client's best interests.

Dual Representation

Paragraph (f) recognizes that a lawyer for the Army may also
represent an officer, employee, or member of the Army.

Paragraph (g) recognizes that the lawyer who is designated t
represent another individual in Government service against whom
proceedings are brought of a disciplinary, administrative or personal
character, establishes a lawyer-client relationship with its privilege
and professional responsibility to protect and defend the interest o
the individual represented. This is also true for lawyers providing
civil legal assistance. But see Rule 1.2. Representation of member
of the Army, Government employees, and other individuals in ac-
cordance with paragraph (g) and the assumption of the traditional
lawyer-client relationship with such individuals is not inconsistent
with the lawyer’s duties to the Army so long as no conflict exists.

A lawyer assigned outside the Department of the Army, such as
to a joint or unified command or another executive agency, owes uardian or next friend if thev do not have a aeneral quardian
loyalty to that organization. It is to that client that a lawyer's a discl f th I'y ts disabilit g d ? ff t'
immediate professional obligation and responsibility exists, absent owever, disclosure ot the client's disability can adversely afec

assignment or designation by the organization to represent a specificrihe Ii:jlle_nts Interests. For examplle,(;alsmg the ((qjl_Jestlofn O.f dlslab'“ty
individual client. ¢ould, in some circumstances, lead to proceedings for involuntary

commitment or to disclosure of information which would be to a
client’'s detriment. The lawyer’s position in such cases is an un-
avoidably difficult one. The lawyer may seek guidance from an
appropriate diagnostician but military law does not recognize a
doctor-patient privilege.

Disclosure of the Client's Conditions
Rules of procedure in civil litigation generally provide that mi-
nors or persons suffering mental disability shall be represented by a

CROSS REFERENCES:

Rule 1.2 Scope of Representation
Rule 1.6 Confidentiality of Information

Rule 1.7 Conflict of Interest: General Rule CROSS REFERENCES:

Rule 1.8 Conflict of Interest: Prohibited Transactions

Rule 1.16 Declining or Terminating Representation Rule 1.2 Scope of Representation
Rule 2.1 Advisor Rule 1.3 Diligence

Rule 1.6 Confidentiality of Information
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