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                                                                                                    Updated August 25, 2012

Truthout publishes U.S Army "Inside the Wire Threats - Afghanistan Green on Blue"

NARA sends email correspondence between NARA and USPS, RE: Document/Records Scheduling - January 2011 to July 2012
Crocked Crocker

Fox News outs Navy Seal who penned "No Easy Day"
Matthew S. Bissonnette
P.O Box 707
Wrangell, AK 99929
Source Sends - Matt Bissonnette's mother (Deborah) is a piano teacher in Wrangell.

Dailymail.co.uk posted a blurred photo of Matt Bissonnette

DHS-OIG Investigation summary for 1-1-2011 to 12-31-2011

The State Secrets Privilege: A Horrendous Creation of the Judiciary
Overthrow a Dictator via KickStarter - Not an endorsement
U.S to Syria, "Don't follow in our footsteps" - Evidence Here
Anonymous Takes down U.K Govt Sites
U.S Embassy listed Raymond Davis under RAO Embassy cover

CIA's Black Hand at Work
U.S Govt teaches a Marine a lesson
Los Alamos National Labs - Nuclear Weapons Journal - summer/fall 2004
Julian Assange gives speech to crowd in London 8-19-2012
DHS "Monitors" Alex Jones
Office of the Director of National Intelligence (ODNI) FOIA Logs - May 2011 to July 2012
Office of the Director of National Intelligence (ODNI) FOIA Logs - March 2006 to March 2011
Photos of self identified DSS Agent, outside UK Embassy in NYC via Telly.com
Los Alamos National Labs - Nuclear Weapons Journal Issue 1 2008
Source Sends - Personal Photos of Sabrina De Sousa
Wikileaks Press Release - August 16, 2012
Spooks using spy tools on Cruise Ships
NARA - FOIA Requests for CIA material located in RG 263 between January 1, 2011 to December 1, 2011
Pussy Riot Closing Statements
Cryptography via coursera.org
Kim Dotcom Raid Video
Texas and National Law Enforcement Telecommunications Systems
Report to the Inspector General into Mobile Telecommunications Licenses in Iraq (No Redactions) 
Ivan Greenberg @ HOPE9 "Declassifing Government and Undermining a Culture of Insecurity"
Deborah Natsios and John Young @ HOPE9 "Cryptome Tracks the NYPD Ring of Steel"
Cryptocomb being blocked in Northern Mexico
Source Sends - Stratfor emails discussing "Trapwire"

Michael Maness - Former CIA - Trapwire Director of Business Development was/is a Stratfor Member
Email Address he provided: mtmtirana@yahoo.com

CIA responds to request for all "RYBAT" documents released during 2011. "RYBAT" is an internal CIA classification for information
that is extremely sensitive. see below

1. Documents pertaining to the "Larry Chin" espionage incident. Wikipedia 
2. Cable from Director Colby to all stations directing them to cease MHCHAOS Operations.
3. Message for eyes only of "SVMACE", Subject is a internal shit-talking issue between CIA, Air Force and the Army. March 1984

Zero Dark Thirty (OBL Hit)- Teaser Trailer
NSA finally releases the Cryptologic Almanac Articles / 1995 to 2005

Photo of young Bradley Manning from "Private" by Denver Nicks

Old, but Great article by Bernstein. "How Americas Most Powerful News Media Worked Hand in Glove with the Central Intelligence 
Agency and Why the Church Committee Covered It Up"

Cryptome hosts file detailing a few CIA commercial Proprietaries, The caption above details an agreement 
between the IRS and the CIA

Wikileaks.org URL List
Wikileaks.ch URL List

CIA - LPHIDDEN Documents - 7 Pages
"With Maheu's assistance the FE (Far East) Division identified and sent to Djakarta an American girl who was given the mission
of developing a personal relationship with Sukarno (President of Indonesia)
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National Declassification Center Bi-Annual Report

Flickr Stream of Christine Assange's audience with Ecuadoran President Rafael Correa
Stephen Ivens is found - Dead

NARA Sends listing of all Motion Pictures that are marked "classified" and are not releaseable to the public from the 
U.S Navy

FBI FOIA Logs - January 2011 to March 2012 (Search Ready)

FBI releases the "Medburg Investigation" Files
In March 1971, a anti-war group that called themselves, "The Citizens Committee to Investigate the FBI" broke into a FBI Office in
Media, PA. The group stole liberated thousands of FBI documents which revealed the FBI's civil liberites violations, which were 
detailed in the COINTELPRO files. Needless to say this enraged the FBI and a widespread investigation was launched code named 
"Medburg", to determine who broke into their offices, while the FBI found created many suspects, no one has ever been prosecuted 
for the break-in. The files are broken into four sections due to the file sizes.

Medburg - Section 1
Medburg - Section 2
Medburg - Section 3 
Medburg - Section 4

National Reconnaissance Office FOIA Logs - January 1, 2011 to July 1, 2012.
Note the ridiculous secret classifications - TOP SECRET, Really?

The spies who infected their children
Bulgarian Nukes in Gardens

The Corruption Chronicles by Tom Fitton at Amazon
GigaTribe Forensic Guide
Los Alamos National Labs - Nuclear Weapons Journal - Feb 2009 

NYPD Safe House in New Brunswick, NJ - Further Here
 Source Sends UPDATED - This address is at the corner of Richmond and Dennis Street, Suite 1076

U.K. hacking scandal spreads with 100-plus new allegations
Deputy Assistant Commissioner Sue Akers' comments to a judge-led inquiry telling them that more than 
702 people "are likely to be victims."

U.S CENTCOM MDR Logs January 2011 to January 2012
Los Alamos EMP Bomb Design
World Bank - The Money Exchange Dealers of Kabul
Tagged.com Spy Guide

Source Sends - Eric Davisson "Explosive Steganography" Perl Scripts

DNI - A Report from the Study on Educing Information
Detonation of a tactical 2KT nuclear warhead over the heads of five idiots
A History of the Defense Intelligence Agency
IAEA - Advances in destructive and non-destructive analysis for environmental monitoring and nuclear forensics

NSA sends a glomar response to a FOIA request re: nycrentals.com
NYCRENTALS.COM was the URL registered by Anna Chapman which she operated as her SVR business front.

CIA FOIA Logs January 1, 2011 to June 30, 2012

Good Job, CIA: Your Pakistan Vaccine Plot Helped Bring Polio Back From the Brink of Eradication

FCC FOIA Logs - January 1, 2011 to June 1, 2012

 Source Sends - All HOPE9 talks availiable for purchase

 
UK X-Files disinformation files
EUCOM FOIA Logs January 1, 2011 to March 1, 2012
Note: Fourteen pages withheld for the protection of personal privacy information by EUCOM. Also, highlights made by EUCOM

DOJ NSD Office of Intelligence Policy and Review FOIA Logs July 2011 to January 2012
Horrors after Hiroshima
Douglas County DA taking a dive for CIA Officer Raymond Davis
Skype Reverse Engineered Code

DOJ Office of Legal Council FOIA Logs January 1, 2011 to March 1, 2012

John Kiriakou demands DOJ/CIA detail the injuries to U.S National Security
Former CIA Officer - Sabrina De Sousa talks about Torture and being an International Fugitive.
Being Naive Unravels a CIA Officers Career 
Kim Jong Un lady friend photos
Protecting Special Access Program Information Within Information Systems
Chase Brandon peddling more of his bullshit
IAEA - Evaluation of the Status of National Nuclear Infrastructure Development
IAEA - Radiation Protection and Safety of Radiation Sources
RADIOLOGICAL CRIME SCENE MANAGEMENT AND INTRODUCTION TO NUCLEAR FORENSICS - August 2011 Workshop Agenda

FBI wanted to investigate Nobel Prize Winner Dr. Felix Bloch
The two documents make it clear the FBI wanted to investigate Dr. Felix Bloch simply because he received some funds from a
bank in Switzerland. 
Dr. Bloch met all the criteria to be spied on by the FBI.
1. Intelligent
2. Foreign
3. Jewish
If you add those three factors together, it simple adds up to an unfounded FBI espionage investigation. It's not so far fetched
to imagine that those criteria are still in effect today. In the case of Dr. Bloch it would appear that the only thing that
saved him from having his personal and professional life completely destroyed by the FBI was a shortage of FBI personnel.
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Defense Intelligence FOIA Logs. Cryptocomb requested the FOIA logs for January 1, 2011 to March 1, 2012, DIA remitted the FOIA
logs for November 1, 2011 to March 1, 2012. 

The FBI finally releases the FBI's FOIA/Privacy Act Reference Books via a FOIA request.

FBI "Green Book" Section 1
FBI "Green Book" Section 2
FBI "Green Book" Section 3
FBI "Green Book" Section 4
FBI "Green Book" Section 5
FBI "Green Book" Section 6
FBI "Green Book" Section 7
FBI "Green Book" Section 8
FBI "Green Book" Section 9

Iranian Agents captured in Kenya
Wickr, a Mobile Privacy Application, Sweeps Digital Crumbs Away  -  Website  (FREE APP)

White House - Office of Management and Budget "Master File"
This file contains every FOIA request received during January 1, 2011 to March 1, 2012, where the requester was granted a fee
waiver by the OMB. The file contains no redactions at all, and is nearly 250 pages. 

U.S Army Manual - INTERNMENT AND RESETTLEMENT OPERATIONS (2010)
Never meant to see the light of day, please mirror if you can.

FBI - 1377 pages of documents pertaining to Edward Lee Howard received via FOIA
Section 1
Section 2
Section 3
Section 4
Section 5
Section 6
Section 7
Section 8

Lawrence Livermore National Labs - The Soviet Program for Peaceful Uses of Nuclear Explosions (2000)

Philip Agee - CIA Diary in Español
Why didn't Agee give up Aldrich Ames? They worked in the same AO's (Central/South America). They were both Agency? Etc...

U.S. Military Intelligence Publication - Intelligence Reference Guide (2010)(FOUO)(Large File)

Source Sends - Cofer Black's wife joins Salvation Army D.C Auxiliary

Source Sends - Wikileaks "Project Rock Guitar" Screenshot

How the Government tries to mess with your mind
Top CIA Spy Accused of Being a Mafia Hitman

Wikileaks "Project Rock Guitar" Screenshots / Data
DON'T DRINK THE KOOL-AID

U.S. Marshals Service FOIA Logs, January 1, 2011 - March 1, 2012

NSA 2011 FOIA Logs
January 2011 - March 2011
April 2011 - June 2011
July 2011 - September 2011
October 2011 - December 2011

NSA 2011 Mandatory Declassification Review Request Logs

SVR Illegals Objective
Airborne Transmission of Influenza A/H5N1 Virus
Anna Chapman's Pre-Bust Twitter Account
Anna Chapman's Pre-Bust Blog (Only Two Entries)

Ann Foley Maintained a Skype Account

NARA - Logs of FOIA Processing Fees January 1, 2011 to March 1, 2012
What is interesting is that NARA redated the Subject of FOIA requests using the 5U.S.C.552 (b)(7)(e) exemption. This exemption
protects records or information compiled for Law Enforcement purposes when product of such records "would disclose guidelines
for law enforcement investigations or prosecutions if such disclosure could reasonably be expected to risk circumvention of the law"

Log of EUCOM Mandatory Declassification Reviews for January 2011 - January 2012

Grand Jury Report of NATO 3
CIA releases hundreds of pages of declassified documents related to the Sept. 11, 2001 attacks
Assange seeks asylum in Ecuador

DOJ National Security Division FOIA Logs January 1, 2011 - March 1, 2012

NARA FOIA fee waiver request logs January 1, 2011 - March 1, 2012
Only 18% of fee waiver requests were granted

Repost - Anonymous 3TB Preview - Do you have the drive space? Better obtain it if not. *
Isreal keeps on wishing
Reporters Without Borders - Bloggers & Cyber Dissidents' Handbook

FBI hands over records pertaining to the 1985 Hijacking of the Achille Lauro. 676 pages received by Cryptocomb via FOIA.

Section 1
Section 2
Section 3
Section 4
Section 5
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CIA - CK-ABSORB, Cryptocomb received a "Glomar Response" regarding the CIA operation "CK-ABSORB". This operation was revealed to
Peter Earley by Aldrich Ames. CK-ABSORB was a $60 million covert project where the CIA filled a cargo container on a train going west
on the TransSiberian railroad with highly sensitive electronic sensors that were supposed to take readings of Soviet warheads that 
were being shipped by rail eastward on the same train line. The project never produced any useful information because Ames 
tipped off the Soviets before it was fully developed.

Ivan Greenberg - Surveillance and the Communications of Americans
Michael Morisy - FOIA Documents Show TOR Undernet Beyond the Reach of Federal Investigators

White House - Office of Management & Budget FOIA Logs. October 2011 - March 2012.

FAA Finally hands over documents pertaining to the GulfStream Aircraft, Tail Number N987SA. This aircraft crashed in the Yucatan, 
Mexico, carrying 6 tons of cocaine 9/24/07. This aircraft was also a "Rendition" aircraft used by the CIA.

Documents 1
Documents 2

Source Sends - Sergey Novikov who uses the email address serj.novikov@gmail.com has a Skype account. This email address is in the 
URL registration data for bannerspot.in, bannerzone.in, micromedia.in, and ultrasoft.in

Source Sends - Maria Weber who uses the email address vebermary@gmail.com has a Skype account. This email address is in the URL
registration data for serverss.info

Some of the fake identities used to register domains for the Command & Control of "FLAME" 

A few of the URL's registered for the Command & Control of "FLAME".
Please contact Cryptocomb at cryptocomb[at]gmail.com to send further information concerning these urls.

URL WHOIS Report Wayback Machine Report   

chchengine.com * No Data   

chchengine.net * No Data   

traffic-spot.biz * No Data   

traffic-spot.com * No Data   

quick-net.info * No Data   

smart-access.net * *   

flashp.webhop.net * *   

smartservicesite.info * No Data   

netsharepoint.info * No Data   

bannerspot.in * No Data   

bannerzone.in * No Data   

micromedia.in * No Data   

ultrasoft.in * No Data   

rsscenter.webhop.info * *   

dailynewsupdater.com * No Data   

newstatisticfeeder.com * No Data   

diznet.biz * No Data   

isyncautomation.in No Data No Data   

isyncautoupdater.in * No Data   

flashupdates.info * No Data   

nvidiadrivers.info * No Data   

nvidiasoft.info * No Data   

nvidiastream.info * No Data   
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rendercodec.info * No Data   

syncstream.info * No Data   

videosync.info * No Data   

dnslocation.info * No Data   

nsmask.info url available No Data   

dnsportal.info * No Data   

dnsupdate.info * *   

flushdns.info * No Data   

localgateway.info * No Data   

pingserver.info * No Data   

serveflash.info * No Data   

serverss.info * No Data   

autosync.info * No Data   

mysync.info * No Data   

newsync.info * No Data   

syncdomain.info * No Data   

synclock.info * No Data   

syncprovider.info * No Data   

syncsource.info * No Data   

syncupdate.info * No Data   

   

Yet another CIA source is sentenced to prison, CIA does not protect its sources at all
Passport of Director of the Private Office of Syrian Foreign Minister
Linkedin Suffers Breach
Spook Number Station Monitoring
Lulzsec Pre-Leak Release video
“Hello, I Am Sabu ... ”

DOJ AWARENESS BRIEF  - FIND MY IPHONE
ATF Report - Mexican cartels counterfeit rifles and grenade launchers
More WaterGate material to finally be released

Second Installment of the Critchfield Papers

Constance Taube is cited as having recorded a conference discussing Chinese politics within "China's Second Revolution: Reform 
After Mao" By Harry Harding

She is also a sponsor of the Dui Hua Foundation.

She maintains a residence in McLean, VA. Her address is exactly two miles away from CIA HQ.

(This is Journalism) - From Hopeful Immigrant to FBI Informant - The Inside Story of the Other Abu Zubaidah 
FBI attempts to thwart lawful FOIA request
Infections of Flame
CrySyS Lab report on Skywiper, aka Flame
Device Identified, This phone device was used to capture photos of arrested NATO protesters in Chicago
Chicago Police agent provocateurs
Passvault - How long would it take to brute force your password?
Judicial Watch Obtains DOD and CIA Records Detailing Meetings with bin Laden Raid Filmmakers
More Info on UBL Hit
FBI - GUS/SAM Survey Documents
White House - Office of Science and Technology Policy FOIA Logs - April 2011 - April 2012
Instigators / Spies  Watch Video
Drone Over Chicago
Manhunt - The 10 Year Search for Bin Laden - from 9-11 to Abbottabad on TPB
The Story of an American Jihaadi Part One
FBI claims Operation "Ghost Stories" Documents are missing

Source Sends this Link. We believe the "unknown" device is an Israeli version.
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Source Sends Link with further information. What has been learned is that the device is used to decode coded texted messages. 
This is what has been learned so far - The device features a dipole antenna, monochrome LCD display panel, has a full arabic 
alphabet keyboard, most likely requires a AC power source, a device of this type could function with as little as 6-7 volts of 
constant power. Several sources believe that the device is used to decode Numbered Radio Transmissions, See Link to learn more. 
The device probably operates like a digital one-time pad. The device would be pre-programmed to receive data from a specific radio 
frequency and send data on a seperate radio frequency. Watch Lecture

Any help identifying the above device would be appreciated, please contact cryptocomb[at]gmail.com. It was captured with Majid 
Jamali Fashi upon his arrest (2010). 

The same type of device was discovered in Lebanon, See Video Link (video was posted 2009)

Is this the State Dept Cable that describes Majid Jamali Fashi as their Iranian source?
Usenet Abuse Primer for Security and Law Enforcement Personnel
Canadian COIN Manual
NSA - U.S Government Contractors Controlled Cryptographic Item Manual

Source Sends - The LAPD says they do not have any MOU's of cooperation between themselves and Twitter. 

The fourth installment of the "CIA Speaks - The Phoenix Tapes" has been posted.

National Security Counselors -vs- CIA, re: FOIA Lawsuit - Complaint
Freedom Watch -vs- CIA, et al, re: FOIA Lawsuit - Complaint
CIA asks for time extention to address Jason Leopold Lawsuit, re: FOIA

GITMO releases last remaining Uighurs
NSA can hide ALL secret cooperation with Google
Documents released to ACLU regarding drone strikes
Facebook Co-Founder Gives Up U.S. Citizenship

Source Sends - Here are two datasets regarding the Chicago Police. The first dataset details the officers full name, employee
ID Number (which is not to be confused with his/her badge number). The second dataset is the officers full name and badge number.

Whistleblowers discuss the extent of NSA's surveillance - Video
The Man Nobody Knew: In Search of My Father CIA Spymaster - William Colby Documentary on TPB

Cryptocomb receives a Glomar Response from CIA, RE: Operation Cyclone. Operation Cyclone was the operation to assist the Afghan
resistance to the Soviet Occupation of Afghanistan during 1979-1989. Cryptocomb requested any video recordings from this operation
due to recurring stories that a young Jalaluddin Haqqani is seen in many of the training videos that were produced by the CIA.

United Nations Cites Risk of Social Unrest From High Food Prices

CIA Officer Jose Rodriguez says on Fox News that Ali Soufan (FBI) is a liar throughout his book.
Bill Harlow (CIA) is Jose Rodriquez's co-author of "Hard Measures: How Aggressive CIA Actions After 9/11 Saved American Lives"

Arthur H Huntington.Jr is selling his prized 1965 Ford Mustang
ProPublica posts TSA complaints from 3-1-08 to 12-31-08
Truthout posts more DHS Documents which contains new details about Govt monitoring of Occupy protest movement 
Raymond Davis pleads not guilty to Colorado assault
Kucinich posts video, RE: Kent State Shootings
Usama Bin Laden Documents, mirrored. Includes CTC Report "Letters From Abbottabad". 
Here are the original Arabic Letters
Here are the English Translations

Cryptocomb receives a Glomar Response from CIA, RE: "GT-Accord". "GT-Accord" was the code name of Vladimir Vasilyev, he was
betrayed by Aldrich Ames. Vasilyev was executed in 1986.

Cryptocomb receives a Glomar Response from CIA, RE: "GT-Fitness". "GT-Fitness" was the code name of Gennady Varenik, he was
betrayed by Aldrich Ames. Varenik was executed in 1985. 

Spy gathering in Long Island, May 10, 2012
FAA puts out notice that Chicago Airspace over NATO Summit is "National Defense Airspace" and "The United States Government 
may use deadly force against the airborne aircraft".

The second installment of the "CIA Speaks - The Phoenix Tapes" has been posted. 

Source Sends: Chicago Police Department claims they have no responsive documents pertaining to MOU's, MOA's or MOC's between
themselves and Facebook, Inc. 

CENTCOM still claims all "POLO STEP" documents are classified. File directory's or file indexes are also classified. More about 
"POLO STEP" can be read here.                                                    

Another CIA collaborator facing possible jail time
IAEA - Modifications to Nuclear Power Plants
Cyber War Game Exercise Presentation. "Cyber Storm"
Model Procedures for Responding to a Package with Suspicion of a Biological Threat
Nuclear War Survival Skills, Foreward by Dr. Edward Teller
XANGA.com Spying Guide for LE
UBL Trove to be displayed in small nibbles

Antisec hacks the lake County Sheriffs Office, Florida
Photos of Audrey Tomason
Panetta Memo to proceed with UBL Hit
Facebook Hacker tells his side of the story
UK Driving License Template
French National ID Template
California Driver License Template
Alfreda Bikowsky has sold her home.  

"HardcoreCharle" posted some documents on pastebin. One of which details individuals receiving funds via western union  
from the FSB. See Here.

FAA's list of Schools and LE agencies with Certificates of Authorizations (COAs) to operate drones.
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NASA - Glenn research center (Interagency Advanced Power Group) Hacked by Zyklon B
Screenshot

Four members gave their CIA email address's.
Chris Garner - jamescg2@ucia.gov
Lester A Gordy - lesterag@ucia.gov, Mr. Gordy has a URL registered, here is a screenshot. "thegordys@danrome.net"
Tracy Grantham - tracikg@ucia.gov
Ronald S Pandolfi - ronsp@ucia.gov, Mr. Pandolfi is a bit of a star, 1 - 2 - 3 - Photo

All above provided NASA their home addresses and phone numbers.

 Cryptocomb is proud to announce the publication of over 10GB's of 
documents and taped interviews journalist/author Douglas Valentine conducted with more than a dozen CIA and military officers 
while researching his book The Phoenix Program. The original interviews were recorded in the late 1980s on magnetic tape and, 
with the help of several volunteers, subsequently converted onto CD's twenty years later. Advances in technology now make it 
possible to post the interviews on Cryptocomb for everyone to hear. The Phoenix  Program, notably, is the template for the 
targeted killings in the war on terror, and the interviews are invaluable tools for learning about the men who were instrumental 
in its development and prosecution.

Task Force Red Warrior Commanders Intent - Afghanistan
The Occupy Directory
The cost of wireless spying
Assange RT Show Screenshot
Karzai wants his share and will probably get it
CIA pre-employment recommended reading list
DIA Polygraph Brochure
DIA Weapons Permit
DIA recommended reading list
"CIA John" Can anyone identify the team uniform?
U.S Secret Service Agents fueling Sex Trade
CIA is a sponsor of the Lebanese Collegate Network
NROL-25 Satellite already being tracked
UC DAVIS “PEPPER SPRAY INCIDENT” TASK FORCE REPORT - “THE REYNOSO TASK FORCE REPORT”

North Korean Rocket Control Center
North Korean Rocket Photos
North Korean Satellite Photos

Source Sends - Buying Hearts and Minds in Afghanistan

Pakistan Smart Book 2010
U.S. DoD Intelligence, Surveillance, and Reconnaissance (ISR) Synchronization
Navy Information Operations Command Sugar Grove, WV - Presentation
FBI - COUNTERRORISM ANALYTICAL LEXICON
DIA NATO Security Briefing via Lynnae Williams
U.S DoD PREAL Manual (Torture Manual)
Al Arabiya airs video of OBL wives & children
CIA Name / Email Address Leak - Mirror Here

Lynnae Williams outs six CIA employees.

Sheila Hall (CIA Case Officer)
Felcia Pryor (CIA Case Officer)
Gary Lane Litovitz (CIA Psychologist)
Mary E. Newman (CIA Psychologist)
Sally Ann Urbanczyk (CIA Psychologist)
William H. Milbourn, Jr (Chief of Special Activities Staff)

While reseaching Paul Dietrich, Cryptocomb came across this at Cryptome.org

HTG-PI? This started the curiosity. It turns out Michelle Platt is related to John (Jack) Platt. 
Laura Dietrich, Paul Dietrich's wife worked/s for HTG.

You can visit the Hamilton Trading Group Here. Jack Platt is 
also a member of The Centre for Counterintelligence and Security Studies Group.  Hamilton Trading Group is listed at:

Hamilton Trading Group, Inc. 
6742 Old McLean Village Drive, 
McLean, VA 22101-3906

There's another company listed at this address, which is run by Michelle G. Platt (further), which is called MLI & Associates. 
Michelle Platt is a licensed PI in the state of Virginia.

Jack's brother, Alan Platt is also a member of CICENTRE, he is also employed by the SCITOR Corporation.(very interesting company, 
more to come) Scitor has been awarded over 100 Million USD in Govt contracts, but no one knows what for.

Paul Dietrich is a subscriber of Stratfor. You can read more about him here and his involvement with the CIA. His wife is a 
spook as well.
His username is: dietrich1949 (his DOB is 1949). He provides an email address of: dietrich@etoncourt.com

Jeffrey Paul De Lisle filed for Bankruptcy in 1998. This should have been one reason to remove his security clearance.
FBI - SEGO PALM
Trend Micro Research Paper: LUCKYCAT REDUX
100-N Nuclear Reactor Tech Manual

The former spy who Tweets & Blogs

FBI training course says agents can break the law
Richard Clarke admits the U.S was behind Stuxnet
State of California - Department of Justice: Feasibility Study of Violent Crime Digital Evidence Recovery(VCDER)
A False Foundation? AQAP, Tribes and Ungoverned Spaces in Yemen
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Cops vs Radicals 
THE TAYLOR COMMITTEE INVESTIGATION OF THE BAY OF PIGS - VOL4
STICKAM.COM Spy Guide
Scottish Criminal Cases Review Commission (SCCRC) Report: Abdelbaset Ali Mohmed al Megrahi
Robert Bales BrokerCheck Report
Majid Jamali Fash Computer Equipment screenshots

Roland Carnaby's wife (Susan Carnaby) sued the Houston PD for wrongful death, she lost and is currently appealing. 
Below are just a few of the court documents. Needless to say, they are filled with some very interesting things.
Complaint
Discovery Documents with some Transcripts
Plantiffs motion to compel Houston PD to produce evidence and witnesses
Carnaby Joint Discovery Plan
Short list of evidence logs
List of evidence and expert witness's
Initial Disclosure (Cast of Characters)
Houston PD Answers Susan Carnaby's complaint

Triple Canopy was hacked
British MI6-SIS Agent screenshots from "UK Spy Rock" Episode
NYPD INTELLIGENCE COLLECTION COORDINATOR Deputy Commissioner's Briefing for April 25, 2008

Apple, Facebook, Path, Twitter and others stole your contacts. - Related Here

Truth-out.org shares with Cryptocomb. Truth-out.org received over 400 pages of documents from The Dept of Homeland Security via a
FOIA request. The documents pertain to the National Occupy Wall Street Movement.
DHS Response to Truthout FOIA Request. Documents, Part 1
DHS Response to Truthout FOIA Request. Documents, Part 2
DHS Response to Truthout FOIA Request. Documents, Part 3
DHS Response to Truthout FOIA Request. Documents, Part 4
DHS Response to Truthout FOIA Request. Documents, Part 5

Containing Underground Nuclear Explosions
Romney's and Santorum's Secret Service Code Names
Yemen Smart Book 2010
ZETA Training Camp PPT
IMVU Spy Guide
Drug-Subs - Emerging Threat in the War on Drugs

Alan Premel pops up in the Stratfor Trove
The Guardian Newspaper begins releasing Assad Emails
1-800-Call-Spy
Afghanistan Smart Book 2010
NYPD Intelligence Report - Egyptian locations of Interest Report
NYPD Intelligence Report - Albanian locations of Concern Report

DIA "Druid Leader" - DIA claims to have no records regarding project "Druid Leader". "Druid Leader" was a project that supplied
the Iraqi military with intelligence during the Iran-Iraq war.

Antisec releases full Norton AntiVirus 2006 Source Code
DHS - Media Monitoring: Analyst’s Desktop Binder

Source Sends - "Project 908" Documents
"Project 908" was a classified (Top Secret) continuity of government program that began in the early 1980's by then President
Ronald Reagan. President Bush awoken the program during 9/11, the current status of the program is unknown.
1137884-000 --- 212A-HQ-293 --- Section 1 (917344)
1137884-000 --- 212B-LR-4 --- Section 1 (915159)
1137884-000 --- 212b-lr-4 --- Section 1 (986825)
1137884-000 --- 212B-LR-5 --- Section 1 (915166)
1137884-000 --- 212b-su-4 --- Section 1 (986826)
1137884-000 --- 212-HQ-185 --- Section 1 (915132)
1137884-000 --- 212-HQ-185 --- Section 2 (915139)
1137884-000 --- 212-HQ-185 --- Section 3 (915144)
1137884-000 --- 212-HQ-185 --- Section 4 (915149)
1137884-000 --- 212-HQ-185 Sec 1 --- Section 1 (984755)
1137884-000 --- 212-HQ-185 Sec 1 --- Section 2 (984757)
1137884-000 --- 212-HQ-185 Sec 2 --- Section 1 (984214)
1137884-000 --- 212-HQ-185 Sec 2 --- Section 2 (984223)
1137884-000 --- 212-HQ-185 Sec 2 --- Section 3 (984227)
1137884-000 --- 212-HQ-185 Sec 2 --- Section 4 (984230)
1137884-000 --- 212-HQ-185 Sec 2 --- Section 5 (984237)
1137884-000 --- 212-HQ-185 Sec 3 --- Section 1 (984765)
1137884-000 --- 212-HQ-185 Sec 3 --- Section 2 (984766)
1137884-000 --- 212-HQ-185 Sec 3 --- Section 3 (984769)
1137884-000 --- 212-HQ-185 Sec 3 --- Section 5 (984773)
1137884-000 --- 212-HQ-185 Sec 4 --- Section 1 (984780)
1137884-000 --- 212-HQ-185 Sec 4 --- Section 2 (984782)

FBI Traces Trail of Spy Ring to China
Walter Liew Complaint
Walter Liew Indictment
Walter Liew case status - USGOVT states thay have approx 300GB's of "material" evidence".
Dupont Sues Walter Liew for Industrial Espionage

Amir Hekmati - The Smoke, The Mirrors, The Indictment?
NYPD Intelligence Report - Syrian Locations of Concern
Wikileaks begins to release Stratfor emails pertaining to Russian Spy Ring

Jeremy Hammond talk at Defcon regarding electronic civil disobedience
Jeremy Hammond - Chicago Magazine Article

"Sabu" Indictment and Dox

JEREMY HAMMOND, a/k/a “Anarchaos,” a/k/a “sup_g,” a/k/a “burn,” a/k/a “yohoho,” a/k/a “POW,” a/k/a “tylerknowsthis,” 
a/k/a “crediblethreat,” 
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Jeremy Hammond is being charged with the computer hack on Stratfor. He was convicted of a previous computer hack. 
See documents below.
Indictment
Sentence
Fine

Hector Monsegur "Sabu" arrested

Cryptocomb receives a Glomar Response from the CIA regarding "Majestic Eagle". "Majestic Eagle" was the CIA covert surveillance 
team that was involved in the hunt for the Colombian drug lord, Pablo Escobar.

Cryptocomb receives a Glomar Response from the CIA regarding "Quadrant Search". "Quadrant Search" was a CIA operation to acquire 
and operate a clandestine vessel for mounting covert operations against Nicaragua in 1983. 

Photo of Iranian bomb intended for target in Thailand
OBL Death Certificate
Natalie Faye Webb Passport - Further Info
IAEA Report - Design of Reactor Containment Systems for Nuclear Power Plants
DHS - Safeguarding Sensitive Information 
1996 Aldrich Ames legal Complaint, claims USGOV did not honor their agreement
Air Force Instructions for Handling Nuclear Weapons

List of possible Scenarios regarding the SVR/FBI & Stratfor revelations:

1. Stratfor get "approached" by the USGOV and informs Stratfor that Don Heathfield is a spook, and the USGOV asks for help.
2. Stratfor gets approached by Don Heathfield for "Help" and maybe Stratfor attempts to use him as a source, all the while 
   informing to the FBI.
3. Stratfor bills the USGOV for services rendered as an "informant".
4. The USGOV has a "understanding" with Stratfor and they have been sharing information for many years, "back scratching".
5. Maybe the USGOV flipped Don Heathfield and a few of the other spies for a period of time and then sent them back to Russia 
   after they have fulfilled their usefulness, if this proves to be true, Don Heathfields Handler in Russia does not know this 
   and they are going to be killed/prosecuted in Russia.
6. Someone in the USGOV spills the beans to Stratfor about these spies (Professional Chit Chat), and Stratfor used that "chit chat" 
   to make a buck and sold out the USGOV to its foreign govt clients who would pay a tremendous amount of money for that information.
7. Quoting Stratfor "but these folks were everywhere", it's possible that some spies were caught but their identities were never
   revealed to the public and they are walking amongst us to this very day. 
8. The USGOV leaves them as "agents in place" and worked them against their own handlers. Stratfor uses this information as a tool
   against the USGOV and they secure a "back channel" agreement with the USGOV and the USGOV throws Stratfor a bone every now and 
   then.
9. All the above
10. None of the above, and some even more evil plot unfolded that we could never had imagined occured(ing).

Source sends this - Citing a previous Cryptocomb post published early February 2012. 

It is now clear that the "Stratfor Leak" is replete with spies. The "Stratfor Leak" needs further intensive review. 
Cryptocomb has discovered that Ann Foley (Illegal Russian Spy) was a Stratfor Member. She used her real russian name 
"Elena Vavilova" (Stupid Move) in her registration, and used her cover name (Ann Foley) as her billing name. 
Her Stratfor password was "heathfield". Her email address was/is annfoleysvp@hotmail.com

http://web.archive.org/web/20100716170526/http://www.stratfor.com/weekly/20100712_russian_spies_and_strategic_intelligence

Twin Goals and the Espionage Challenge

One of the Russian operatives, Don Heathfield, once approached a STRATFOR employee in a series of five meetings. 
There appeared to be no goal of recruitment; rather, the Russian operative tried to get the STRATFOR employee to try out 
software he said his company had developed. We suspect that had this been done, our servers would be outputting to Moscow. 
We did not know at the time who he was. (We have since reported the incident to the FBI, but these folks were everywhere, 
and we were one among many.)
Thus, the group apparently included a man using software sales as cover — or as we suspect, as a way to intrude on computers. 
As discussed, the group also included talent scouts. We would guess that Anna Chapman was brought in as part of the 
recruitment phase of talent scouting. No one at STRATFOR ever had a chance to meet her, having apparently failed the first 
screening.

It will be extremely interesting to read the email correspondence between Don Heathfield and this "Stratfor Employee", I 
wonder if Stratfor attempted to "Flip Him"? There will be of course email chatter between Stratfor and the FBI in regards to
Don Heathfield, maybe the FBI asked Stratfor to attempt to "Flip Him". Now that the Stratfor emails are in the wild, 
I guess everyone will find out soon.

U.S Army Human Intelligence Operations Manual - 2006
DHS - Occupy Movement Special Report
Gordon Gekko is now working with the FBI 
DHS - Mexico: The Sinaloa Drug Cartel Reference Guide
"Dalton Fury" becomes a novelist

Air Force "Senior Keystone" - The U.S Air Force claims they have no records. "Senior Keystone" was/is a classified information 
warfare program. The program was started around 2002 and is probably still ongoing.

DOJ OIG 2011 report of completed investigations - Rather bland, Cryptocomb asked for the titles of the investigations but just
received complaint numbers. 356 completed investigations during 2011. One investigation was started in 2004 and concluded in 2011. 
The results of the investigations are unknown. 

FBI - Gambino and Luchese LCN Family Members Unite to Attempt to Infiltrate Local Unions once Controlled by The Colombos
ATF - Firearms Trafficking: Utah to Venezuela
FBI - Jihadist Web Forums Expand List of Government and Industry Targets
FBI - Sovereign Citizens and the Internet

Stratfor Glossary
Afghan Intelligence Officer murders two U.S. Soldiers
NYPD Intel Report - Mosque Statements on Danish Cartoon Controversy
NYPD Intel Report - NJ Resident Majid Omar
NYPD Intel Report - Plane crash on 10/11/06
Anon Project Mayhem DHS Report
JRIC Report - Steganography
Documents detail Sun Newspaper attempt to destroy hacking evidence
Jake Tapper points out Obama hypocrisy
Facebook Censorship Rules
Criminal Complaint against Amine El Khalifi

2009-2010 White Visitor Logs in CSV Format - This dataset is just White House fluff. Huge swathes of time are just missing
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such as the time before/during and just after the OBL hit. 
Lawsuit filed against CIA for violating FOIA Act
Wikileaks issues another encrypted "insurance file"
Hire a Hacker
White House Visitor Logs
NYPD Spied on Newark, NJ Citizens
NYPD Spied on Nassau County Citizens
NYPD Spied on Suffolk County Citizens

NSA "Dull Knife" - "Dull Knife" was/is the NSA's reconnaissance program to monitor a North Korean "ground-based system" 
(probably nuclear). This Operation began in 2001. The records are classified, "Secret".

DynCorp International security contract performance review 11/09 - 07/10 Pakistan Embassy 
Download the entire TPB
Wikileaks File Storage Site
DoD Report - Report on Search for Human Radiation Experiment Records 1944-1994
FBI Report - White Supremacist Recruitment of Military Personnel since 9/11
PROTECTING SENSITIVE COMPARTMENTED INFORMATION WITHIN INFORMATION SYSTEMS - (SCIF Manual)
Personal privacy is now dead
Lt. Col. Davis: U.S Commanders lying about Afghan War Progress   - Watch Video Interview Here
NYPD Spies on the NY Muslim Student Association
Jason Leopold Sues FBI, CIA, DOJ for FOIA Violations

A source sends this.
Cheri J Leberknight has popped up in Vienna, VA.  Several searches later, we come across this at Cryptome.org 
Then we find this after finding out that Tom Christian's website was taken down some time ago.

Who is John C Diehl?
NSA "Epic Fury" - The NSA still will not release ANY documents under this venture. "Epic Fury" was the NSA's Intelligence gathering  
program for Operation Enduring Freedom. This Operation began on October 2001. The records are still classified, "Secret".

Report: DOJ Worst on Transparency
DHS Training Documents/Presentations regarding surveillance practices/procedures
INTELLIGENCE SUPPORT TO URBAN OPERATIONS
Intelligence Officer’s Handbook - 2010
Iranian Assassins in Thailand
VATILEAKS
Two American Intelligence assets in Pakistan
List of registered U.S. Diplomats in Lahore Pakistan as of Early 2011

American Embassy staffer involved in car accident in Islamabad, Pakistan - Screen Shots

Charles Arthur Williams, DOB: 10-31-1970
CIA Kabul Chief of Station Named - Gregory Vogel
DIA response to "Toy Chest" records - No U.S. Agency will turn over these records.
Anthony Shaffer's case against DIA is dismissed due to a technicality, court allows him to amend his complaint.

John Kiriakou Criminal Case Cover Sheet
John Kiriakou Appearance of Counsel
John Kiriakou Bond Appearance  - His wife recently resigned from the CIA.
 
Lt. Col. Vladimir Nesterets arrest screenshots
Kyle Hatcher assigned to the Bahamas
Stratfor Leak is replete with spies
Listing of The United States Record of Veto Use at the United Nations (UN): 1972–2011
A few photos taken from within the Myanmar Embassy in Washington, D.C

"Guardian Sword" Documents - "Guardian Sword" was a ICBM Missile Tactics Development Program. The U.S. Air Force says they only have
five (5) pages remaining from this program. 

126 American service members are MIA from 14 Cold War missionsU.S. National Intelligence Community 2011 Overview
Building your presence with Facebook Pages: A guide for Military Organizations
FBI Report - Total NICS Firearm Background Checks 1998-2012
An Introduction to “PEDO BEAR”
Social Security Admin assists New York Spy
CIA Clandestine Service History - The Berlin Tunnel Operation, 1952-1956
Pakistani Mumbai Terror Attack Report
Obama keeps towing the torture line - This case makes clear that the U.S Torture program is alive and well.
John Clapper - Unclassified Statement for the Record on the Worldwide Threat Assessment of the U.S Intelligence Community
The NSA is Praying for a "Cyber Crisis"
Homeland Security and Intelligence: Next Steps in Evolving the Mission
Who Watches the Watchmen? by Gary Ross
FBI Interview report of Muhammad Al-Dani regarding Essam Hamama activities with Saddam's Iraqi Intelligence Service in CONUS
Missouri State Police Instructors Courses - Password: msata
Former CIA Director Hayden Slams Obama Drone Program
Navy SEAL Commander Advised to Keep Quiet

UNIFIED FACILITIES CRITERIA - FACILITIES SUPPORT SYSTEMS: DESIGNING FACILITIES TO RESIST NUCLEAR WEAPON EFFECTS
DHS/FBI - Suspicious Vehicle Fires
Ecoterrorism: Environmental and Animal-Rights Militants in the United States
DHS - Strategic Plan Fiscal Years 2008–2013
Anonops records call between the FBI and Scotland Yard.
Antisec announces the hack of puckettfaraj.com and capture 3GB's of internal emails, faxes and documents. Release is here.

Sabrina De Sousa legal complaint against the Dept of State, her claim ultimately failed and her claims were recently dismissed. 
She is still wanted by the Italian Police and INTERPOL.

Judicial Watch legal complaint against the CIA and the DoD, for failing to respond to a FOIA request for records pertaining to meetin
and communications between forementioned agencies and filmmaker Kathryn Bigelow.

DHS - Possible Implications Regarding the Death of OBL
@destructuremal Twitter Subpoena
Ronald Reagan - Intelligence and the end of the Cold War
Los Alamos National Laboratory - Nuclear Weapons Journal Issue 1 2009
Nuclear Reactors, SNF Routes, and Nuclear Weapon Sites
FBI - Use of Vehicle Transmission Housing to Conceal Money
SCADA Hack Posting
Is BestBuy Electronic Store another spy apparatus?
Recently released post JFK Assassination Air Force One Flight Deck Recording One - Recording Two
CIA Claims Publication of Bin Laden Death Photos Would ‘Trigger Violence’ - U.S Govt Legal Response Here
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Proposed "Mobile Device Privacy Act"
FOIA Request - 2619 Wisconsin Avenue
Finns find another Stasi Spy
Court documents relating to charges against Jeffrey Paul Delisle
HiRes Gambit Satellite Photo
Clapper says he needs another five years to stop leaks
Project Gunrunner - Assessment of the GT200 Molecular Detector
DHS - NATIONAL EXERCISE PROGRAM Top Officials Exercise 3 (T3)
Checkpoint - Coming to a street near you
iPhone / iPod Touch Forensics Manual
Quantitatively Assessing and Visualising Industrial System Attack Surfaces
Dept of State 2012 Directory
Kim (DotCom) Schmitz Vehicle Seizure Photos
"Hannibal" Iranian Document leaks
EL PASO INTELLIGENCE CENTER - Tattoos Associated with the Barrio Azteca Gang
Florida Fusion Center - Roadmap to Cloned Vehicles
Missile Defense Agency - Programs and Integration Portfolio 2011
DOJ claims former CIA officer outs another CIA Officer
SOCOM Directs "Toy Chest" (See page:20) FOIA to U.S European Command
A win for Privacy  -  Copy of the Decision
Photo of GPS Tracker found on vehicle in California - Second Photo -  Further
Vulnerability of Populations and the Urban Health Care Systems to a Nuclear Weapon Attack
MySpace.com Spy Guide
DHS/FBI - Al-Qa‘ida Media Campaign and Overseas Activities Sustain Heightened Threat to Homeland
Nebraska "Classified" State Directory
Aldrich Ames Audio Recording 1
Aldrich Ames Audio Recording 2
HybrisDisaster Proof-of-Concept ASP.NET vulnerability
Chrome PGP Encryption for Facebook?
DHS - Counter MANPADS Program Summary
DoD - PROGRAM BUDGET REQUEST ACQUISITION BY WEAPON SYSTEM 2011
AFRICOM - Command Overview
U.S. Nuclear Weapons in Europe
Secureview Magazine 2011 - A Tale of Stuxnet’s Stolen Certificates
German Police Database Search Procedures - FOUO (English Version will be published soon)
FBI says they have no records on the Stasi - They're still hiding the records.
TSA Office of Intelligence Report - Weaponization of Fire
Los Alamos National Laboratory - Nuclear Weapons Journal - May/June 2003
Koobface Org Chart
Stuxnet Source Code Decompiled
Stuxnet Source Code
Air Force Investigation Report on Kabul Airport Shooting
DIA says they have no records on the Stasi
Homeland Security/USCG respond to drunk Chicago Police Officer
James Critchfield Papers - BND-CIA Anniversary 1998-2000

MSN Spy Guide
Inmate Restraint Escape - Video produced by unknown LE Agency. 
Foreign Policy Magazine documents a classic "False Flag" Operation
Human Terrain System Info G3 Briefing
Teenspot.com Spying Guide
Phoenix Police Department - Searching for Yahoo Chat Fragments
Sacramento Police Department - "Processing" IPhones
CRS Report - Detection of Nuclear Weapons and Materials: Science, Technologies, Observations
Scotland Yard Report Finds British Citizen Was Tortured in Secret CIA Site
Appalachia's own WikiLeaks
5 Minutes to Doomsday
James Critchfield - The 1948 Decision of CIA to Assume Responsibilty For The Army's German Intelligence Operations
IAEA Report - Radiation Protection and Radioactive Waste Management in the Operation of Nuclear Power Plants
Directory containing 17,790 Law Enforcement Agencies
MARF Report - The 9-11 World Trade Center Collapse Asbestos Risk Assessment
Iran's Key Nuclear Sites
U.S. Department of State Passport Acceptance Guide
Defeating Facial Recognition
CV Dazzle
Pakistan Most Wanted Terrorists - Restricted Red Book 2009
How To Hide from the Machines
CIA Officer Political Donations
NSA Officer Political Donations
Journal of Strategic Security - China's Use of Cyber Warfare: Espionage Meets Strategic Deterrence
Defense Personnel Security Research Center - ESPIONAGE CASES 1975-2004
Photobucket Spying Guide
Los Alamos National laboratory - Nuclear Weapons Journal - July/August 2003
Wikileaks Libya Documents (Most are in Arabic)
National Gang Intelligence Center - 2011 Tattoo Handbook
IAEA - Arrangements for preparedness for Nuclear or Radiological Emergency
RESEARCH ON THE PLANES USED BY THE CIA
anonymous / antisec press release concerning Stratfor
Symantec has portion of it's anti-virus source code stolen
Sabrina De Sousa lawsuit dismissed
US DOJ - Office of the Inspector General - STATUS OF THE FEDERAL BUREAU OF INVESTIGATION’S IMPLEMENTATION OF THE SENTINEL PROJECT
Los Alamos National Laboratory - Nuclear Weapons Journal - Winter 2004 
Design of Reactor Containment Systems for Nuclear Power Plants
CIA - Principal Soviet Surface Combat Ships
U.S Army Intelligence Manual FM2-0
CRS Report - Kuwait: Security, Reform, and U.S. Policy
IAEA - Thorium fuel cycle — Potential benefits and challenges
Air Force SOC - Tactical Ground Gateway Receiver Suite PPT
SBC/AMERITECH Spying Guide
Egyptian Forces crack down on Democratic Initiatives
Problems in estimation: Target tracking in missile defense and the limiting case of the descrete time kalman filter
NUCLEAR WEAPONS TECHNOLOGY
NEGOTIATION LESSONS LEARNED BY AN FBI HOSTAGE NEGOTIATOR
Applying Automated Metrics to Speech Translation Dialogs - Amir Hekmati was Acknowledged as a subject matter expert.
Subversion and Espionage Directed Against the Army PPT
Was the 1976 "UFO" over Iran an advanced stealth aircraft? 
CFR Report - America Still Unprepared
Misc Paper Clippings - re: Otto John
"MagicJack" Spying Guide
Threat of Gang Infiltration to Law Enforcement Agencies
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Smudge Attacks on Smartphone Touch Screens
DoD - The Nuclear Matters Handbook

Los Alamos National Laboratory - Nuclear Weapons Journal - Spring 2004
Evolved Expendable Launch Vehicle (EELV) Program Document
Forensic Investigation of Google’s “Hello”
NSA - Purple Dragon
Center for the Study of Intelligence - Analytic Culture in the US Intelligence Community
An Analysis of Application Transmission of iPhone Unique Device Identifiers (UDIDs)
Uranium 2007: Resources, Production and Demand
Screenshots of CIA Spy Amir Hekmati from Iranian News
FBI considered tapping Newt Gingrich Phones

Complaints filed with FCC against CIQ - via www.muckrock.com

U.S Census Bureau Workers ID - Password: census
Skype Log File Spying Analysis
New Yorker attempts to obtain records via FOIA, receives interesting results
"Interesting" complaint filed

DOJ Investigations results of Maricopa County, AZ Sheriffs Office
FBI: Carrier IQ files are used for "law enforcement purposes"
James Murdoch was warned of a threat to sue his News of the World newspaper over phone hacking in 2008 - He lied to Parliament
Libyan rape victim is a 99%er
Journalists jailed worldwide
Manning's Legal Council Blog
IAEA - Managing the First Nuclear Power Plant Project
World of Warcraft Spying Guide
USMC FOIA Officer Case Log 10/01/2010 to 05/31/2011
Fort Worth Police Department - Apple iPhone Passcode Work-Around
DHS/ICE Secure Communities - Detention and Removal Operations Doc
Transcript of Remarks by Rod Blagojevich and Judge James Zagel at Sentencing
NSA - Spartans in Darkness
IAEA - Design of Reactor Containment Systems for Nuclear Power Plants
Improvised Grenades And Their Use By Mexican Cartels
Nick Hager "Secret Power" Full Book
Osama Bin Laden Death Operation Site
NSA Chief Gen. Alexander Kabul (7-28-2010)
Engineer jailed for selling US Stealth bomber (B2) technology to China
Noshir S. Gowadia Criminal Complaint
Law Enforcement Facebook Security Advisory
Microsoft XBOX Spy Guide
Center for the Study of Intelligence - Psychology of Intelligence Analysis
IAEA - Thorium fuel cycle — Potential benefits and challenges
NTIS - Vulnerability of Regional and Local Electric Power Systems: Nuclear Weapons Effects and Civil Defense Actions
CIA Official History Inspector General Survey Cuban (Bay of Pigs) Operation
Contamination of Food After Nuclear War
Canadian Police College - Mozilla Firefox Forensic Investigator's Reference Manual
U.S. Naval Criminal Investigative Service - Intro to "Spice" PPT
FBI Directorate of Intelligence Domain Management Program
The FBI's "Community Outreach" Spying Documents

Intelligence Authorization Act for Fiscal Year 2011 
Intelligence Authorization Act for Fiscal Year 2012

ISIS Report - Damage from November 12, 2011 Blast at Military Base in Iran
U.S. Secret Service - Best Practices For Seizing Electronic Evidence
CIA - Analytic Thinking and Presentation for Intelligence Producers
Containing Underground Nuclear Explosions
ROCIC - Sovereign Citizen Movement
Verizon Wireless - Law Enforcement Resource Team/Spies
List of websites seized by Chanel via court order - See: www.bagszone.org
Facebook's settlement agreement with FTC
Your Smartphone is spying on you 
Evidence of China’s nuclear storage system
ISIS Report on Vyacheslav Danilenko
DoD Procedures for destroying unclassified Harddrives
Air Force Office of Special Investigations - MS13 USAF CONUS Threat Assessment
Facebook Subpoena / Search Warrant Guidelines
California Department of Corrections - Inmate Manufactured Handcuff Key
UK Special Immigration Appeals Commission Allows Katia Zatuliveter to remain in the UK
FBI Director Robert S. Mueller voicing concern over the NDAA
US Senate says yes to Indefinite Detention of US citizens
United Nations Emails get hacked
Bradley Manning Defense Evidence Request
Hypermod Transmitters in B-2 Bombers
Orbital-Suborbital Program Space Vehicle Document
FBI Report - Death Threats against Lawmakers 2010
CRS Report - Pakistan’s Nuclear Weapons: Proliferation and Security Issues
Homeland Security - Homeland Security Threat Overview
An evaluation of pupil size standards used by police officers for detecting drug impairment
Supply Routes into Afghanistan
Nashville Police Surveillance Vehicle
Iran order of Battle Reference
Northrop Grumman - Capability of the People’s Republic of China to Conduct Cyber Warfare and Computer Network Exploitation
Southern Oregon High-Tech Crimes Task Force - Digital Evidence Retention and Destruction Policy
NSA - In the Shadow of War
FBI Report - New MS13 "Rules"
Slight of Hand
IAEA - Characterization and Testing of Materials for Nuclear Reactors
National Park Service - Law Enforcement Reference Manual
Institute for Defense Analysis - Sizing Post-Cold War Nuclear Forces
Washington State Patrol - Drug Category Reference
DOJ - AWARENESS BRIEF FIND MY IPHONE
Center for Arms Control and Non-Proliferation Report - THE FULL COSTS OF BALLISTIC MISSILE DEFENSE
PHOENIX POLICE DEPARTMENT - DUI Investigations Policy/Operations Orders
IAEA - Uranium production and raw materials for the nuclear fuel cycle–Supply and demand, economics, the environment and energy secur
The Atlantic Council - Stuxnet: All Signs Point to Russia
DOJ - Retention Periods of Major Cellular Service Providers
SDPD - Tactics of the Tijuana Cartel: An Analysis of Ambush Attacks on Tijuana Law Enforcement
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VX Nerve Gas at the Newport Chemical Depot
Clark Lytle Geduldig & Cranford Memo Proposal/Plan to destroy Occupy Movement for the American Bankers Assoc
City of South Houston Water Plant Scada Hack Screenshots 
AntiSec Leaks DOJ CyberCrime Emails/Docs
Jellyfish Intel, Inc
U.S. Army War College - NUCLEAR HIGH ALTITUDE ELECTROMAGNETIC PULSE – IMPLICATIONS FOR HOMELAND SECURITY AND HOMELAND DEFENSE
Department of Defense Cyberspace Policy Report
FUSION CENTERS DIRECTORY- ALL STATES
NSA - Working Against the Tide
CIA Clandestine Service History - Secret War in Korea, June 1950 - June 1952
Defense Science Board Task Force On HIGH PERFORMANCE MICROCHIP SUPPLY
ITCY Report - "The forbidden Srebrenica report"
"Foreign Spies Stealing U.S. Economic Secrets in Cyberspace"
U.K NEW CODE OF PROFESSIONAL STANDARDS FOR POLICE OFFICERS 2006
ESET Report - Stuxnet Under the Microscope
IAEA Report - Hydrogen as an energy carrier and its production by Nuclear Power
Where are the Nukes?
National Alliance of Gang Investigators Associations - QUICKGUIDE TO GANGS
The Double Life of Fred Kovaleski
James H Critchfield Intelligence Papers - WMU Collection Index
1974 NIE - Israel Already Had a Nuclear Stockpile and that "Many Countries" Would Soon Have Nuclear Capabilities
NSA adds three names to Cryptologic Memorial Wall
FBI File on Orson Welles 
OSC Letter to the President - RE: U.S. Air Force Mortuary Affairs Operations
OSC Analysis of U.S. Air Force Mortuary Affairs Operations Investigation into Lost Human Remains
Grand jury report on alleged Penn State sex abuse
Violence in the Los Angeles County Jails Report - Oct 2011
Symantec Stuxnet Dossier
IAEA Report - Small Angle Neutron Scattering
TEXAS DEPARTMENT OF PUBLIC SAFETY - NARCO BLOCKADES
Members of the Intelligence and National Security Alliance - Courtesy of Cryptome.org
DOJ Subject Lines of Emails?
COLD WAR INFRASTRUCTURE FOR STRATEGIC AIR COMMAND: THE BOMBER MISSION
The Militarily Critical Technologies List - WEAPONS OF MASS DESTRUCTION TECHNOLOGIES
New Certificate of Naturalization Form - DocEx
National Incident Management System (NIMS) Guide
Joint Report - Space Nuclear Powerplants - Preconceptual Design Report
Obama plies economic pressure during G20 Summit
Operation: "Copper Green" DoD says they have no records
IAEA Report - Says Iran has Nuke on the way 
DARPA Presentation - TRUST in Integrated Circuits Program
Virtual Tour - Inside Stealth B2 Bomber (Quicktime)
Rocky Mountain Information Network Report - Gangs: Their Grip on the RMIN Region
CFR White Paper - Creating a North American Community
ROCKLAND COUNTY INTELLIGENCE CENTER - Suicide by Chemical
U.S Military "Cyber Terrorism" Presentation
HOUSTON REGIONAL INTELLIGENCE SERVICE CENTER - Implications for Houston from the change of leadership in Egypt
Surray Police - Internal Audit Annual Report 2009
FBI Report - Political Instability in Libya
Was Bravo Two Zero FOS?
Even the police are wary of Facebook
University of California, San Diego - Nuclear Reactor Materials and Fuels
Pennsylvania - GOVERNOR’S TASK FORCE ON SECURITY - Nov 2001
Intelligence Science Board - A Report from the Study on Educing Information
IAEA Report - Accident Analysis for Nuclear Power Plants with Pressurized Water Reactors
DOJ Report - National Drug Threat Assessment 2010
WRTAC OPEN SOURCE BRIEF - July 2011
Amnesty International Report - Unlock the Truth in Lithuania (U.S Torture Program)
Operation: Ghost Stories Docs
Operation: Ghost Stories Photos
California State Threat Assessment Center Report - Training Utilized by Gangs to Enhance Tactical Readiness
The Department of Justice’s Operation Fast and Furious: Accounts of ATF Agents (GunWalker Operations)
FBI/DHS Report - Destructive Device Found In Parked Vehicle at Times Square, New York City on May 1, 2010
Stopping Power of Explosive Reactive Armours Against Different Shaped Charge Diameters or at Different Angles
CRS Report - Federal Building and Facility Security
National Theft Conference
BALTIMORE POLICE DEPARTMENT - Pink guns are not toys
National Nuclear Security Administration 2012 Budget Request
USCENTCOM Octopus
FBI Report - 2011 National Gang Threat Assessment – Emerging Trends
Texas Department of Safety Spies on "Code Pink"
THE HOUSTON INTELLIGENCE SUPPORT CENTER - Overview of Pharmaceutical Abuse & Diversion: A Growing Threat to the Houston HIDTA

Cryptocomb welcomes documents for publication that are prohibited by governments worldwide, in particular material on freedom of 
expression, privacy, cryptology, dual-use technologies, national security, intelligence, and secret governance -- open, secret and 
classified documents - but not limited to those. Documents are removed from this site only by order served directly by a U.S Court
having jurisdiction. Bluffs will be published if comical but otherwise ignored. This blurb is used with permission of Cryptome.org

Email: cryptocomb[at]gmail.com
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