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(U) Chapter 26
The Year of the Spy

(U) The Cold War topped off with a series ofbizarre counterespionage incidents in the
mid-1980s which served to increase mutual U.S.-Soviet paranoia. More newspaper ink
was expended on these incidents than almost anything since Watergate. They came to be
lumped into a convenient moniker, like Watergate: the "Year of the Spy." Like Black
Friday, the term was not quite accurate in a technical sense - far more than just 1985 was
involved, and far more than just agents were in question. But like Black Friday, the term
stuck as a convenient shorthand. In most ofthese incidents, NSA was heavily involved.

(U) GUNMAN

~fall the problems, the troubles with the new embassy building (termed the NOB,
New Office Building) in Moscow appeared to be the least likely venue for NSA
involvement. But appearances sometimes deceive, and embassy security was one of those
cases. In fact, NSA had developed a certain technological expertise by virtue of its
oversight of the Tempest emanations control program. This,combined with NSA's charter
to establish standards for the protection of all COMSEC equipments, which included the
communications centers in State Department's overseas embassies, got NSA into the act.

iSrNSA representatives began serving on a committee in the mid-1950s that dealt
with this problem and began to assert both its expertise and authority in the area. By
1960 NSA was firmly entrenched in embassy security matters, much to the disquiet of
State, which squirmed at any oversight of the overseas physical plant by a DoD agency.1

-tS1 When, in the 1960s, the U.S. and the USSR arranged to build new chanceries, NSA
was one of the first agencies to express reservations about the security of the U.S. building
in Moscow. It had become well known in the early 1950s that the Soviets were inclined to
bug anything in the U.S. embassy that they could get their hands on. The infamous
bugging of the Great Seal (exposed in 1952) showed that they possessed sophistication
beyond what would normally have been expected. In 1966, in commenting on the plans for
the NOB in Moscowl ~fNSAwrotetoU:S.AfilhassadortoMoscowMaIcoim
Toon that "In past Soviet building activity concerning embassies it could be predicted that
every attempt would be made to 'fix' the materials and the construction. Experience has
shown that some of the fixes can only be found by extensive destruction. In the case of the
Moscow site every attempt should be made to use U.S. building materials and construction
personnel." 2

(U) State did not follow the NSA advice. When construction of the NOB began in
Moscow in 1979, the state-owned Soviet company was permitted to prefabricate concrete
columns and other components off site, without American inspection. Meanwhile, the
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Soviets insisted that all components for their embassy in Washington be fabricated under
the watchful eye oftheir own inspectors. Once on-site construction began, the Soviets used
thirty security people to monitor an American work force of about 100 people, while in
Moscow twenty to thirty Navy Seabees tried to watch six hundred to eight hundred Soviet
laborers.3

~) In the early 1980s people on Reagan's National Security Council became
concerned about the hostile foreign intelligence threat in general and about the security of
the Moscow embassy in particular. So in 1982 NSA sent a team of people to look at
technical penetrations in the Moscow embassy. They found the chancery honeycombed
with insecurities, including cipher locks that didn't cipher and alarms that didn't sound.
NSA alerted theFBI, which did its own survey and confirmed the problems that NSA had
found, plus others.1 Iteamed
up with an FBI representative to brief President Reagan on the matter. The State
Department, already suspicious of NSA "meddling" in embassy affairs, was reportedly
unamused. 4

(U) The project, called Gunman, involved the removal of eleven tons of electronic
equipment from the Moscow embassy - teletypes, printers, computers, crypto devices,
copiers - almost anything that plugged into a wall socket. Every piece ofequipment had to
be replaced with the same or an upgraded model on a one-for-one swap-out. NSA's cover
story was that the equipment was being shipped back to the States for an OSHA
inspection.

(U) NSA procured the replacement equipment from sources in the U.S. and Europe
and packaged it for shipment in specially constructed boxes to Frankfurt, Germany, where
it would be staged for shipment to Moscow. The boxes were equipped with special sensing
devices that could detect any attempt at tampering. (At the Moscow end no such
tampering was detected.) NSA logisticians loaded all eleven tons onto two chartered
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(U) U.S. embassy, Moscow

Lufthansa Airbuses. They were flown directly from Frankfurt to Moscow, where they
were trucked on flatbeds to the embassy. They were then winched manually to the attic,
which was the only area large enough to stage that much equipment. Then, as equipment
was pulled from working spaces and trucked to the attic, new equipment was carted down
the stairs to the working spaces.

(U) The last items crammed into the boxes at NSA were fifty IBM Selectric
typewriters. The typewriters were an afterthought. They were electric, and some of them
did process classified or sensitive information, but this had been overlooked in the initial
evaluation. A hurried inventory revealed about 250 of them in use in the embassy, but the
IBM plant at Lexington, Kentucky, could spare only fifty, and NSA took them all. Said the
NSA official in charge of the swap-out, "I had no targeting against typewriters....Had those
typewriters not come [in time] from Lexington... , I would have shipped without them
without a wink...." 6

(U) Back at NSA, a team of about twenty-five technicians worked around the clock to
try to find bugs in the equipment taken from the embassy. Everyone was aware that the
operation involved huge sums of money and had required presidential approval. NSA's
reputation was literally on the line. Walter Deeley, the DDI, had personally pushed
Gunman through to the White House and in turn pushed his own people to layout a
maximum effort. But for two desperate months, nothing turned up.
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(U) Then they turned to the typewriters, a lower priority than the equipment that had
come from the communications center. One evening in July Michael Arneson, a
technician analyzing one of the typewriters, found a "ghostly gray" image on his x-ray film
coming from the power cord. Immediately suspicious, he x-rayed the set from the top
down. The x-ray images coming from the center of the set were cluttered and definitely
nonstandard.

(U) What Arneson had found was a sophisticated bug implanted in a structural metal
bar that ran the length of the machine undercarriage. It consisted of sensing devices that
picked up tiny fluctuations in current caused by the typewriter ball rotating as it selected
the next letter to be typed. It drew its power by bleeding the power line (that was the
"ghostly gray image" that Arneson first noticed) and stored the information for periodic
burst transmissions to KGB receivers waiting in locations outside the embassy. The bug
was undetectable using current technical survey equipment, and the modifications to the
metal bar were imperceptible to routine examination. It could be found only by x-ray
devices.

(U) Technicians discovered ten bugged Selectrics in that first shipment. NSA
immediately retrieved the Selectrics that still resided in Moscow (and in the consulate in
Leningrad). Ultimately they found sixteen implants - but only in typewriters. They had
been installed somewhere in transit (perhaps Poland or Moscow itself) as they awaited
customs inspection. There was a rule that equipment to be used for processing classified
information was to be shipped only in courier channels, but a small percentage had
"escaped" and were shipped in regular shipping channels with office furniture. The KGB
could easily identify candidate typewriters by finding those with Tempest modifications. 7

~Bugged typewriters had been used in the deputy chief of missions office in Moscow,
by the consul general in Leningrad, and by the human rights officer. Others were in less
sensitive areas, like the office of the agricultural attache, but paradoxically it was that
typewriter that yielded some of the best information. I

~NSA had additional information on the Soviet project. In 1978 NSA peopl~/had

discovered a large antenna attached to a chimney in the south wing of the embassy. It was
cut for 60 and 90 MHz, but had no known function. The bugged typewriters ema?~tedon
60 and 90 MHz. The batteries in the typewriters were dated 1976 and 1979.9 The entire
thing amounted to a major penetration oftheembassy.//

(07IFOU6) Back in Washin~~9nl Ibacked up by an FBI representative,
briefed President Rea anabouf the Moscow embass situation.

P.L. 86-36

o...-_~~__---, Although the president was supportive, NSA receivedlitt e cooper.ation
(ramO-State Department below the Shultz-Eagleburger level. Th~ ambass.ad~~ was
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~e of the Gunman typewriters. Under it is the bar. both assembled and disassembled to show the
embedded electronics.
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reluctant to accept the Gunman discovery, and actions at the State Department end
proceeded very slowly until the matter came to the attention ofthe press. In 1985, Walter
Deeley was asked about State Department cooperation. In a statement
uncharacteristically low-key, Deeley replied: "I guess I can tell you the bureaucracy was
opposed to any operation in there." 10 This visit began the eventual unraveling of the State
Department defense of its own security practices, and it led eventually to the decision not
to accept the new embassy building in downtown Moscow, an imbroglio with the Soviets
that stretched well beyond the time frame ofthe Cold War.

~ Probably no diplomatic problem was ever subjected to as many high-level
investigative panels as the Moscow embassy. In 1985 The Reagan administration halted
construction of the NOB and barred Soviet workers from the site. A panel headed by
former NSA director Bobby Inman looked at embassy security worldwide, with special
reference to the problems in Moscow. Inman was especially critical of the way State
handled technical security issues. Two years later former Secretary of Defense Melvin
Laird specifically examined the situation in Moscow.

Finally, the
~~~----:~_~__~ ~ ....,..._--J

PFIAB subjected the much-examined Moscow embassy to its own microscope and made
recommendations concerning the improvement of the administrative arrangements for
embassy security.12

~ NSA recommended a "tiger team" approach to fixing the problems. The NSA plan
would have established an interagency Protective Security Engineering and Evaluation
Center that would monitor the situation and devise new solutions. It would need seventy­
six people and just over $28 million per year. The proposal got active NSC support but
opposition from State Department. Mter a long bureaucratic wrangle, it died. In the
process, however, NSA's technical expertise in the detection of bugs had become generally
recognized within and outside of government, and it was considered essential that
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expertise be employed in diplomatic protection. NSA's insistence on employing only
Americans received full support. When the federal government set up new administrative
arrangements for embassy security, NSA was asked to send representatives to virtually
every organization. It was a mission that was a natural outgrowth of the Agency's
expertise. 13

(U) The technical penetration of the embassy had long-term effects on the way
Americans did business in Moscow. Buildings were considered penetrated until proven
otherwise. According to historian Michael Beschloss, in the late 1980s Ambassador Jack
Matlock refused to type out messages on electric typewriters, assuming that the impulses
would go straight to the KGB. He wrote his drafts in longhand. 14

(U) PRIME

(U) From January of 1984 to the spring of 1987, twenty-eight people, almost all of
them Americans, were accused of espionage against the United States. One slipped out of
the grasp ofthe FBI, but the rest were arrested. Twenty-one pleaded guilty, and almost all
received lengthy prison sentences. Of the seven remaining, all went to trial, and six were
convicted. There were probably others who were never caught. 15

(U) The first spy was not an A~erican. He was Geoffrey Prime, a British linguist who
worked for GCHQ from 1964 to 1977. Prime's case was of major importance to cryptology.
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