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Advanced Persistent Threat
What APT Means To Your Enterprise
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APT What is it?APT – What is it?
• A human being or organization, whoA human being or organization, who 
operates a campaign of intellectual 
property theft using cyber-methodsproperty theft using cyber methods
– Malware, malware, malware

• Basically the same old problem but it’s• Basically, the same old problem, but it s 
getting far worse and far more important 
than ever beforethan ever before



Wake UpWake Up

Google cyber attacks aGoogle cyber attacks a 
'wake‐up' call
‐Director of National Intelligence Dennis Blair 

http://www.csmonitor.com/USA/2010/0204/Google‐cyber‐attacks‐a‐wake‐up‐call‐
for‐US‐intel‐chief‐says



Anatomy of APT MalwareAnatomy of APT Malware

Command and 
Control ServerC&C Protocol

Survive Reboot

Control Server

File Search Process 
Injection

KeyloggerUpdate

USB Stick



IP is Leaving The Network Right NowIP is Leaving The Network Right Now

• Everybody in this room who manages anEverybody in this room who manages an 
Enterprise with more than 10,000 nodes

YOU ARE ALREADY OWNED

They are STEALING right now, as you sit in that chair.



The Coming AgeThe Coming Age
• Advanced nations are under constantAdvanced nations are under constant 
cyber attack.  This is not a future threat, 
this is now.  This has been going on for g g
YEARS.

• Cyber Cartels are rapidly going to surpass y y
Drug Cartels in their impact on Global 
Security

h f f ll d l– The scope of finance will surpass drug cartels
– The extent of the operation internationally



EconomyEconomy
• Russian Mafia made more money uss a a a ade o e o ey

in online banking fraud last year 
than the drug cartels made 
selling cocaine

• An entire industry has cropped 
h h f f di i lup to support the theft of digital 

information with players in all 
aspects of the marketplaceaspects of the marketplace



EspionageEspionage



MI5 says the Chinese government “represents 
one of the most significant espionage threats”

http://www.timesonline.co.uk/tol/news/uk/crime/article7009749.ece



Big BrotherBig Brother

Opennet.net



Cash is not the only motiveCash is not the only motive
• State sponsored (economic power)State sponsored (economic power)
• Stealing of state secrets (intelligence & 
advantage)advantage)

• Stealing of IP (competitive / strategic 
advantage ‒ longer term)ad a tage o ge te )

• Infrastructure & SCADA (wartime strike 
capable) p )

• Info on people (not economic)
– i.e., Chinese dissidentsi.e., Chinese dissidents



Why Enterprise Security Productsy p y
DON’T WORK



The True ThreatThe True Threat
• Malware is a human issueMalware is a human issue

– Bad guys are targeting your digital 
information, intellectual property, andinformation, intellectual property, and 
personal identity

• Malware is only a vehicle for intentMalware is only a vehicle for intent
– Theft of Intellectual Property
– Business Intelligence for Competitive– Business Intelligence for Competitive 
Advantage

– Identity Theft for Online FraudIdentity Theft for Online Fraud



The ScaleThe Scale

Over 100 000 malwareOver 100,000 malware 
are automatically 
generated and released 
daily.  Signature based 
solutions are tightly 
coupled to individual p
malware samples, thus 
cannot scale.

htt // tl b / h/bl /i d h /2009/03/10/ t il t 20 illihttp://www.avertlabs.com/research/blog/index.php/2009/03/10/avert‐passes‐milestone‐20‐million‐
malware‐samples/



SurfacesSurfaces
• The attacks today are just as effective asThe attacks today are just as effective as 
they were in 1999

The bad guys STILL HAVE their zero day STILL HAVE theirThe bad guys STILL HAVE their zero day, STILL HAVE their 
vectors, and STILL HAVE their malware



Not an antivirus problemNot an antivirus problem
• Malware isn’t released until it bypasses all yp

the AV products 
– Testing against AV is part of the QA process

• AV doesn’t address the actual threat ‒ the 
human who is targeting you

h b h l l i• AV has been shown as nearly useless in 
stopping the threat

AV has been diminished to a regulatory– AV has been diminished to a regulatory 
checkbox ‒ it’s not even managed by the 
security organization, it’s an IT problem



AnnealingAnnealing

Value Horizon



ContinuumContinuum

Value Horizon

Continuous area of attack



Technology LifecycleTechnology Lifecycle

Value Horizon

Area of attack



Continuous Area of Attack
By the time all the surfaces in a given technology 

Continuous Area of Attack

are hardened, the technology is obsolete

V l H iValue Horizon

Continuous area of attackContinuous area of attack

Technology Lifecycle



The Global Malware Economy



A Global TheatreA Global Theatre
• There are thousands of actors involved inThere are thousands of actors involved in 
the theft of information, from technology 
developers to money launderersdevelopers to money launderers

• Over the last decade, an underground 
economy has grown to supporteconomy has grown to support 
espionage and fraud
This “mal are ecos stem” s pports both• This “malware ecosystem” supports both 
Crimeware and e-Espionage 
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Crimeware and the StateCrimeware and the State

• Using crimeware collected from the 
underground makes it harder to attributeunderground makes it harder to attribute 
the attack, since it looks like every other 
criminal attackcriminal attack 
– There is no custom code that can be 
fingerprintedfingerprinted



ChinaChina
“There are the intelligence‐oriented hackers inside the People'sThere are the intelligence oriented hackers inside the People s 
Liberation Army”

“Th h k f h k t i i d i d“There are hacker conferences, hacker training academies and 
magazines”

“Loosely defined community of computer devotees working 
independently, but also selling services to corporations and even 
the military”the military

When asked whether hackers work for the government, or the 
ilit [h ] " "

http://news.cnet.com/Hacking‐for‐fun‐and‐profit‐in‐Chinas‐underworld/2100‐1029_3‐6250439.html

military, [he] says "yes." 





Crimeware Affiliate NetworksCrimeware Affiliate Networks
• Grown out of older adware businessGrown out of older adware business 
models



Pay per install orgPay-per-install.org



Earning4uEarning4u

Pays per 1,000 infectionsPays per 1,000 infections
* http://www.secureworks.com/research/threats/ppi/



PPI ProgramsPPI Programs

* http://www.secureworks.com/research/threats/ppi/



Custom Crimeware
Programming Houses



Anatomy of an APTAnatomy of an APT 
OperationOperation



Anatomy of an APT OperationAnatomy of an APT Operation
• Youmust understand that an ongoingYou must understand that an ongoing 
operation is underway ‒ this involves one 
or more primary actors, and potentiallyor more primary actors, and potentially 
many secondary actors



Malware Distribution SystemsMalware Distribution Systems
• Large scale systems to deploy malwareLarge scale systems to deploy malware

– Browser component attacks
• Precise spear phising attacks• Precise spear-phising attacks

– Contain boobytrapped documents
B kd d h i l di• Backdoored physical media
– USB, Camera, CD’s left in parking lot, ‘gifts’



Boobytrapped DocumentsBoobytrapped Documents

• Single most effective focused attack today
• Human crafts text



Web-based attack
Social Networking Space

Web based attack

Injected 
Java‐script

• Used heavily for large scale infections
S i l t k t ti i ibl• Social network targeting is possible



Trap Postings ITrap Postings I
www.somesite.com/somepage.php/ p g p p

<script>
Some text to be posted to…

</script> the site ….



Trap Postings IITrap Postings II
www.somesite.com/somepage.php/ p g p p

<IFRAME src=
t l “di l ”></IF

Some text to be posted to…

style=“display:none”></IF
RAME> the site ….



SQL InjectionSQL Injection
www.somesite.com/somepage.php/ p g p p

SQL attack, 
i t IFRAMEinserts IFRAME 
or script tags



‘Reflected’ injectionReflected  injection

Link contains a URL variable w/ embedded script or IFRAME *

User clicks link, thus submitting the variable too

Trusted site, like
.com, .gov, .edu, g ,

The site prints the contents of the 
variable back as regular HTML

*For an archive of examples, see xssed.com



A three step infection
Injected Java‐

script

A three step infection
Redirect Exploit Server

10101
01010

Browser ExploitBrowser Exploit

Payload ServerPayload Server

Dropper



Eleonore (exploit pack)Eleonore (exploit pack)



Tornado (exploit pack)Tornado (exploit pack)



Napoleon / Siberia (exploit pack)Napoleon / Siberia (exploit pack)



RoguewareRogueware
• 35 million computers infected every35 million computers infected every 
month with rogueware*

• Many victims pay for these programs• Many victims pay for these programs, 
$50-$70, and stats show bad guys are 
making upwards of $34 million dollars amaking upwards of $34 million dollars a 
month with this scam*
Man are fake anti ir s scanners• Many are fake anti-virus scanners

*http://www.pandasecurity.com/img/enc/The%20Business%20of%20Rogueware.pdf



RoguewareRogueware



Payload ServerPayload Server
• Amachine that has the actual malwareA machine that has the actual malware 
dropper ready for download.  

• The exploit server will redirect the victim• The exploit server will redirect the victim 
to download a binary from this location



Command and ControlCommand and Control

Once installed, the malware phones home…

SOURCE COMPUTER USERNAMETIMESTAMP

HD SERIAL NUMBER

VICTIM IP ADMIN? OS VERSION

HD SERIAL NUMBER



Command and Control ServerCommand and Control Server
• The C&C system may varyThe C&C system may vary

– Custom protocol (Aurora-like)
Plain Old Url’s– Plain Old Url s

– IRC (not so common anymore)
Stealth / embedded in legitimate traffic– Stealth / embedded in legitimate traffic

• Machine identification
S d i f i i b k d SQL d b– Stored infections in a back end SQL database



Command and ControlCommand and Control

These commands map 
f i lto a foreign language 

keyboard.



IRC C&CIRC C&C

IRC l h l f DDOS bIRC control channel for a DDOS botnet
Most of the C&C has moved to the web.



Triad (botnet)Triad (botnet)



ZeuS (botnet)ZeuS (botnet)





Fragus (botnet)Fragus (botnet)



ImplantsImplants
• The ‘persistent’ backdoor programThe persistent  backdoor program
• Hide in plain sight strategy
G l h ki t l• General purpose hacking tool

• Stealth capabilities
• In-field update capabilities



Poison Ivy (implant)Poison Ivy (implant)



CRUM (protector)CRUM (protector)



Steal CredentialsSteal Credentials

Outlook Email Password

Generic stored passwords



Steal FilesSteal Files

All the file types that are 
exfiltrated



Staging ServerStaging Server
• A place to store all the stolen goodsA place to store all the stolen goods 
before it gets ‘exfiltrated’
– Data is moved off the network in a variety of– Data is moved off the network in a variety of 
ways ‒ ‘Hacking Exposed’ level behavior



Drop SiteDrop Site
• Sometimes the stolen data is moved to aSometimes the stolen data is moved to a 
tertiary system, not the same as the C&C



Drop‐point is in Reston, VA 
in the AOL netblock



Part IIPart II
C t i th Th tCountering the Threat



Malware
h ib iThreat Attribution



Why Attribution?Why Attribution?
• The bad guy doesn’t change that muchThe bad guy doesn t change that much

– Repeated use of the same exploit methods
Repeated use of same C&C system– Repeated use of same C&C system

• His intention is singular
Id tit th ft IP th ft i k– Identity theft, or IP-theft, you pick

– If IP-theft, is it specific?
I i h i h i f• Insight into why someone is after you

• You know what to protect



Threat IntelligenceThreat Intelligence
• Who is targeting you?Who is targeting you?
• What are they after?
H th d d?• Have they succeeded?

• How long have they been succeeding?
• What have I lost so far?
• What can I do to counter their methods?What can I do to counter their methods?
• Are there legal actions I can take?



Enterprise Information SourcesEnterprise Information Sources
• Endpoint, physical memory snapshotEndpoint, physical memory snapshot

– Multiple endpoints will be involved, need to 
view them as a groupview them as a group

• Endpoint, live-state forensics, ongoing 
monitoringmonitoring

• Message Archives (email)
N fl / P k A hi• Netflow / Packet Archives



Information PointsInformation Points
• Dropsite where IP is being droppedDropsite where IP is being dropped

– IP Address, Server Version, Country of Origin
• Command and Control Server• Command and Control Server

– Version of C&C, Fingerprint
D i d t i t k d– Designed to survive takedowns

– Hot staged failovers likely
l k• Exploit Pack Server

– Version of Exploit Pack, Fingerprint



Intel FeedsIntel Feeds
• malwaredomainlist.commalwaredomainlist.com
• abuse.ch

t• spamcop.net
• team-cymru.org
• shadowserver.org



Forensic Marks left by ActorsForensic Marks left by Actors
• Forensic marks occur at all points whereForensic marks occur at all points where 
software development occurs

• They also occur in less obvious places• They also occur in less obvious places
– All points where binary is translated into new 
forms (parsed packed packaged etc)forms (parsed, packed, packaged, etc)

• These forensic marks may identify the 
original developer of the softwareoriginal developer of the software

• Obviously, only certain actors leave marks



Fingerprinting ActorsFingerprinting Actors 
within the Theatre



Digital FingerprintsDigital Fingerprints
• Several actors in the undergroundSeveral actors in the underground 
economy will leave digital fingerprints

• What is represented digitally• What is represented digitally
– Distribution system
E ploitation capabilit– Exploitation capability

– Command and Control
P l d ( h t d it d it i )– Payload (what does it do once its in)



The developer != operatorThe developer != operator
• The developer may not have any relationThe developer may not have any relation 
to those who operate the malware

• The operation is what’s important• The operation is what s important
• Ideally, we want to form a complete 

i t f th ‘ ti ’ h ipicture of the ‘operation’ ‒ who is 
running the operation that targets you 
and hat their intent isand what their intent is



DISK FILE IN MEMORY IMAGE
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IN MEMORY IMAGE
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IN MEMORY IMAGE
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Country of OriginCountry of Origin
• Country of origin

– Is the bot designed for 
use by certain 
nationality?

G l ti f IP i• Geolocation of IP is 
NOT a strong indicator
– However, there are 

notable examplesnotable examples
– Is the IP in a network 

that is very unlikely to 
have a third-partyhave a third party 
proxy installed?

• For example, it lies 
within a government 
installationinstallation

C&C map from Shadowserver, C&C for 24 hour period



LanguageLanguage
• Native language of the software,Native language of the software, 
expected keyboard layout, etc ‒ intended 
for use by a specific nationalityfor use by a specific nationality
– Be aware some technologies have multiple 
language supportlanguage support

• Language codes in resources



Actor: Endpoint Exploiter
$100.00 
per 1000 Actor: Endpoint Exploiter

• The exploiter of the end nodes, sets up the 

p
infections

Endpoint 
Exploiters

p , p
XSS or javascript injections to force redirects

• Newcomers can learns various attack 
methods from their PPI affiliate site (minimethods from their PPI affiliate site (mini-
training)

• These are generally recruited hackers fromThese are generally recruited hackers from 
forums (social space)

• The malware will have an affiliate ID
f– “somesite.com/something?aflid=23857  look 

for potential ID’s ‒ this ID’s the individual 
endpoint exploiter



URL artifact

Codenamed 
Botmaster

C&C 
Fingerprint

Unique 
Affiliate ID’s

Endpoints

i k l iLink Analysis



Actor: Bot MasterActor: Bot Master
• Owns the box that accepts inbound infection requests, pays 

out by IDout by ID
– Pays for numbers of collected credentials
– Collect stolen identities and resell

Accounting system for all successful infections– Accounting system for all successful infections
• Pay-per-infection business model

– This implies a social space
• Configuration settings on server will be reflected in client• Configuration settings on server will be reflected in client 

infections (additional resolution to differentiate multiple 
actors using the same bot technology)

• Version of bot system offers more resolution, and potential y , p
indicator of when it was stood up

• The Bot Master will have a preference for a particular bot
control system ‒ can be softlinked to this actor



Actor: Account BuyerActor: Account Buyer
• Buy stolen creds from the collectorsy
• Use stolen credentials to move money out of 

victim bank accounts
– These guys touch the victim accounts

• Source IP of transaction, Use of TOR / 
k OR f b diHackTOR, Use of botnet to redirect, etc.

– This part is audited in your network logs, so …
M lti l tt k b th lik l t– Multiple attacks by the same person are likely to 
be cross-referenced

– Not a very strong fingerprintNot a very strong fingerprint



Actor: Mules & CashiersActor: Mules & Cashiers
• Accept stolen money into accounts in the p y

native country of the subverted bank and 
redirect that money back out into foreign 

taccounts
– These transactions must stay below trigger 
levelslevels

– $5,000 or less
• These actors do not leave forensic marks onThese actors do not leave forensic marks on 

the malware chain
– Banking records only



Actor: WizardsActor: Wizards
• Move E-Gold into ATM accounts that can beMove E Gold into ATM accounts that can be 

withdrawn in the masters home country
• Will take a percentage of the money forWill take a percentage of the money for 

himself
• This actor does not leave a forensic mark onThis actor does not leave a forensic mark on 

the malware chain
– Banking records typically don’t even work here,Banking records typically don t even work here, 
as the transaction has already been processed 
thru e-Gold



Actor: DevelopersActor: Developers
• Sell bot systems for four figuresy g

– $4,000 - $8,000 with complete C&C and SQL 
backend
ll d d k f l f f• Sell advanced rootkits for low five figures

– Possibly integrated into a bot system 
P ibl d t t i t b t– Possibly used as a custom extension to a bot, 
integrated by a botmaster, $10,000 or more 
easily for thisy

• All of this development is strongly 
fingerprinted in the malware chain
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Softlinking into the Social SpaceSoftlinking into the Social Space
• Where is it sold, does that location have a social 

?space?
– If it has a social space, then this can be targeted
– Forum, IRC, instant messaging

• Using link-analysis, softlink can be created between 
the developer of a malware product and anyone else 
in the social space
– Slightly harder link if the two have communicated 

directly
– If someone asks for tech support, indicates they have 

purchasedpurchased
– If someone queries price, etc, then possibly they have 

purchased



Software Author
Software Author

Social Space
Social Space

Link AnalysisLink Analysis



Working back the timelineWorking back the timeline
• Who sells it, when did that capability firstWho sells it, when did that capability first 
emerge?
– Requires ongoingmonitoring of all open-– Requires ongoing monitoring of all open
source intelligence, presence within 
underground marketplacesg p

– Requires budget for acquisition of emerging 
malware products



Software Author

Social Space

i.e., Technical Support Query made 
AFTER version 1.4 Release

Use of timeline to differentiate links

Link Analysis



Actor: Vuln ResearchersActor: Vuln Researchers
• Paid well into the five figures for a good,Paid well into the five figures for a good, 
reliable exploit
– $20 000 or more for a dependable IE exploit– $20,000 or more for a dependable IE exploit 
on latest version

• Injection vector & activation point can be• Injection vector & activation point can be 
fingerprinted

Method for heap grooming etc– Method for heap grooming, etc
– Delivery vehicle



l iConclusion



Take AwayTake Away
• Existing security doesn’t workExisting security doesn t work
• Go ‘beyond the checkbox’
F d d d i ith i t t• Funded adversaries with intent

• Need to focus on the criminal, not his tool



HBGaryHBGary
• www.hbgary.comwww.hbgary.com
• Solutions for enterprises

Digital DNA™ codified tracking of malware– Digital DNA™ - codified tracking of malware 
authors

• Integrated into several Enterprise products• Integrated into several Enterprise products, 
McAfee ePO, Guidance EnCase, more to be 
announced

– Responder™ ‒ malware analysis and physical 
memory forensics


