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ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:

By confidential informant’s name and
number or name in informant’s report.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,

IRM 1(15)59.1 though IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Criminal Investigation), National
Office. Officials maintaining the
system—District Directors. (See IRS
appendix A for addresses.)

NOTIFICATION PROCEDURE!

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:

This system of records may not be
accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

This system of records contains
investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.

Treasury/IRS 46.004

SYSTEM NAME:

Controlled Accounts (Open and
Closed) Treasury/IRS.

SYSTEM LOCATION:

District Offices, Internal Revenue
Service Centers, the Martinsburg

Computing Center, and the Austin
Compliance Center. (See IRS appendix
A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Subjects and potential subjects of
criminal tax investigation.

CATEGORIES OF RECORDS IN THE SYSTEM:

Criminal Investigation Information
and Control Notices; Lists of names and
related data; Lists of action taken:
Transcripts of account.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7602, 7801
and 7802.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
By name or social security number.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 though IRM 1(15)59.32.
Paper records are destroyed one year
after the close of the investigation.
Magnetic tape is erased three months
after the close of the investigation.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Criminal Investigation), National
Office. Officials maintaining the
system—District Directors, Internal
Revenue Service Center Directors, the
Martinsburg Computing Center Director,
and the Austin Compliance Center
Director. (See IRS appendix A for
addresses.)

NOTIFICATION PROCEDURE!

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
“Record access procedures’” below.

RECORD ACCESS PROCEDURES:

Individuals seeking to access to any
record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the District Director for
each District where records are to be
searched (See IRS appendix A for
addresses).

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

District Office Personnel; Service
Center Personnel, Form 4135, Criminal
Investigation Control Notice.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

Treasury/IRS 46.005

SYSTEM NAME:

Electronic Surveillance File, Criminal
Investigation Division—Treasury/IRS.

SYSTEM LOCATION:

National Office, 1111 Constitution
Avenue, NW., Washington, DC 20224

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Subjects of electronic surveillance.
Individuals who have been subjects of
queries by other agencies.

CATEGORIES OF RECORDS IN THE SYSTEM:

Information relating to conduct of
electronic surveillance.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7602, 7801
and 7802.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:
STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

By names, addresses, and telephone
numbers.

SAFEGUARDS:!

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00.Retention and disposal:
Records are maintained in accordance



