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be submitted to the Superintendent at
the address above. Minutes of the
meeting will be available at Park
Headquarters for public inspection
approximately 4 weeks after the
meeting.

Dated: September 27, 1995.
W. Thomas Brown,
Acting Field Director, Southeast Field Area.
[FR Doc. 95–24691 Filed 10–3–95; 8:45 am]
BILLING CODE 4310–70–M

DEPARTMENT OF JUSTICE

[AAG/A Order No. 109–95]

Privacy Act of 1974; New System of
Records

Pursuant to the Privacy Act of 1974 (5
U.S.C. 552a), notice is given that the
Federal Bureau of Prisons (‘‘Bureau’’)
proposes to establish a new system of
records entitled, ‘‘Access Control Entry/
Exit System’’ (JUSTICE/BOP–010).

Title 5 U.S.C. 552a(e)(4) and (11)
provide that the public be provided a
30-day period in which to comment on
the routine uses of a new system. The
Office of Management and Budget
(OMB), which has oversight
responsibilities under the Privacy Act,
requires that it be given a 40-day period
in which to review the system.

Therefore, please submit any
comments by November 3, 1995. The
public, OMB, and the Congress are
invited to send written comments to
Patricia E. Neely, Program Analyst,
Systems Policy Staff, Justice
Management Division, Department of
Justice, Washington, DC 20530 (Room
850, WCTR).

A description of the system of records
is provided below. In addition, the
Department has provided a report to
OMB and the Congress in accordance
with 5 U.S.C. 552a(r).

Dated: September 22, 1995.
Stephen R. Colgate,
Assistant Attorney General for
Administration.

Justice/BOP–010

SYSTEM NAME:

Access Control Entry/Exit System.

SYSTEM LOCATION:

Records may be retained at the
Central Office, Regional Offices, and at
any of the Bureau of Prison (Bureau)
facilities. A list of these system
locations may be found at 28 CFR part
503.

CATEGORIES OF INDIVIDUALS COVERED BY THE

SYSTEM:

Current and former staff, inmates now
or formerly under the custody of the
Attorney General or the Bureau, and all
visitors to Bureau facilities, including
law enforcement personnel, contractors,
volunteers, and inmate visitors.

CATEGORIES OF RECORDS IN THE SYSTEM:

Information retrieved and stored by
the system may include any information
relative to providing safe and secure
prison facilities, to protecting the prison
population and/or the general public,
and/or, where appropriate, to otherwise
promoting the interests of effective law
enforcement. Examples include:

(a) Identification data (much of which
is collected from the individual) such as
the person’s name, current residence,
social security number, employer, place
and date of birth, age, height, weight,
digital image, biometric identifier
information, alien registration number,
driver’s license number, telephone
number, passport number, system-
generated number, hair color, eye color,
sex, race, escort of visitor into
institution, and system classification of
individual;

(b) Other data collected from the
visitor and/or from law enforcement to
enable prison officials to determine the
suitability/acceptability of a visitor such
as: The purpose of the visit, relationship
to the inmate and information
indicating whether the visitor is under
investigation by law enforcement and/or
has ever been convicted of a crime,
probation and/or parole status, name of
supervising probation/parole officer,
etc.;

(c) Records generated by the system to
report entry/exit activity e.g., date and
time of entry/exit, entry/exit locations
used; and location data, including
location in the institution visited and/or
movement within the institution;

(d) Any related law enforcement or
investigatory data, provided by third
parties such as inmates, courts, and
other Federal, State, local, and foreign
law enforcement agencies, e.g., criminal
history and/or investigatory data
relating to potential visitors;
investigatory data otherwise developed
by Bureau officials regarding any
activity, or suspicious activity, which
may threaten the safe and secure
operation of Federal correctional
facilities, e.g., remarks describing a
possible introduction of contraband;
and any other information that may
enable the Bureau to pursue an internal
investigation on a record subject.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
This system is established and

maintained under the authority of 18
U.S.C. 3621, 4003, 4042, 4082.

PURPOSE OF THE SYSTEM:
The records in this system are

maintained to better ensure the safety,
security and good order of Bureau
facilities; to improve staff ability to
quickly account for all persons (inmates,
visitors, and staff) within an institution
in the event of an emergency, such as an
institution disturbance or a natural
disaster; to identify and, where
appropriate, determine the suitability of
visitors with respect to entering prison
facilities; and, to more effectively
prevent violation of institution policy
and/or criminal activities such as
inmate escapes and the introduction of
contraband. Where these efforts fail to
prevent such violations, and/or where
otherwise appropriate, records may be
collected and used by the Bureau for
internal investigations.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Relevant data from this system will be
disclosed as follows:

(a) To Federal, State, local and foreign
law enforcement agencies who have a
need for the information to perform
their duties, e.g., in the course of
apprehensions, investigations, possible
criminal prosecutions, civil court
actions, regulatory proceedings, inmate
disciplinary hearings, parole hearings,
responding to emergencies, or other law
enforcement activity;

(b) To Federal, State, local and foreign
law enforcement agencies in order to
solicit or obtain data needed by prison
officials for law enforcement purposes,
e.g., to determine whether a visitor may
be under investigation, have a criminal
record, or otherwise be unsuitable to
visit; or to obtain any information that
may enable the Bureau to pursue an
internal investigation pertaining to any
record subject based on information
developed by the Bureau;

(c) To the news media and the public
pursuant to 28 CFR § 50.2 unless it is
determined that release of the specific
information in the context of a
particular case would constitute an
unwarranted invasion of personal
privacy;

(d) To a Member of Congress or staff
acting upon the Member’s behalf when
the Member or staff requests the
information on behalf of and at the
request of the individual who is the
subject of the record;

(e) To the National Archives and
Records Administration and the General


