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the recipient has presented adequate
justification of a research or health
nature for retaining such information,
and (3) make no further use or
disclosure of the record except: (A) In
emergency circumstances affecting the
health or safety of any individual, (B)
for use in another research project,
under these same conditions, and with
written authorization of the Department,
(C) for disclosure to a properly
identified person for the purpose of an
audit related to the research project, if
information that would enable research
subjects to be identified is removed or
destroyed at the earliest opportunity
consistent with the purpose of the audit,
or (D) when required by law; (d) has
secured a written statement attesting to
the recipient’s understanding of, and
willingness to, abide by these
provisions.

2. The Research Triangle Institute, an
NIH contractor, uses the records in this
system to accomplish the research
purpose for which the records are
collected. In the event of followup
studies or continuation studies because
the contract has been terminated for
convenience by the Government, we
may disclose records in this system to
a subsequent NIH contractor. We would
require the new contractor to maintain
Privacy Act safeguards with respect to
such records.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Interview forms, magnetic tapes, and
disks.

RETRIEVABILITY:

Records are indexed and retrieved by
unique alpha numerical identifier. In
order to relate the data collected to
specific individuals, one must use the
link file discussed under Safeguards.

SAFEGUARDS:

1. Authorized users: Contractor
personnel, the agency project officer,
and agency employees whose duties
require the use of the information in the
system.

2. Physical safeguards: The data
management task leader, the project
leader, or the project director provide
technical supervision of all data
collection and processing activities.
Individually identified forms are stored
in a secure, vault-like room provided for
this purpose. Authorized personnel
have access to the room by one locked
door with controlled entry, i.e., only on
the written authority of the professional
staff member in charge. Computerized

records are kept in a vault area with
limited accession.

3. Procedural safeguards: Because
some of the data collected in this study,
such as data on drug use, are sensitive
and confidential, special safeguards
have been established. A Certificate of
Confidentiality has been issued under
42 CFR part 2a. This authorization
enables persons engaged in research on
mental health, including research on the
use and effect of psychoactive drugs, to
protect the privacy of research subjects
by withholding the names or other
identifying characteristics from all
persons not connected with the conduct
of the research. Persons so authorized
may not be compelled in any Federal,
State, or local civil, criminal,
administrative, legislative, or other
proceedings, to identify such
individuals. In addition, these records
are subject to 42 CFR part 2, the
Confidentiality of Alcohol and Drug
Abuse Patient Records Regulations (42
CFR 2.56), which state: ‘‘Where the
content of patient records has been
disclosed pursuant to (these regulations)
for the purpose of conducting scientific
research * * * information contained
therein which would directly or
indirectly identify any patient may not
be disclosed by the recipient thereof
either voluntarily or in response to any
legal process whether Federal or State.’’

Another safeguard is that the forms
containing subject identification
information for client followup and data
matching purposes do not include any
reference to the purpose of the study.
Identification and location information
is kept separate from any information
that would suggest that the respondent
has been in a drug treatment program.

Information on completed forms is
entered immediately on the computer.
Completed forms and computerized
data are released only to authorized
persons. Only aggregate data are
provided and used in the preparation of
necessary and appropriate reports.

A link file system is used. This system
has three components: (1) Personal
information, (2) data base information,
and (3) the link file, which contains
identifying number pairs which can be
used to match data with individuals.
The advantage of this system is that the
data base can be used directly for report
generation, etc., without the use of
decrypting subroutines or access to the
personal information or matching link
files.

In addition, the computer center being
utilized has developed an extensive
security system to protect computer
account codes and data. This system is
described in a publication that is

available from the System Manager
upon request.

We do not anticipate any disclosure of
individually identifiable information to
other persons or organizations within
the Department of Health and Human
Services. Nor does the contractor
provide individually identification
information to the Department of
Justice, with which NIDA has a
cooperative agreement for this study.

4. Implementation guidelines: We
used the National Bureau of Standards
guidelines and Part 6, HHS ADP
Systems Security Manual, ‘‘ADP System
Security’’ in developing the computer
safeguard procedures. Safeguards for
nonautomated records are in accordance
with DHHS Chapter 45–13 and
supplementary Chapter PHS.hf: 45–13
of the General Administration Manual.
In addition, project staff complies with
the contractor’s (Research Triangle
Institute) standard procedures for
safeguarding data.

The contractor provides only
aggregate information to NIDA.

RETENTION AND DISPOSAL:
The contractor destroys interview

forms by shredding or burning
immediately after contractor staff have
completed and verified direct entry on
magnetic tape or disk storage. The
contractor will destroy individual
identification and location data by
shredding or burning, under the explicit
written authorization of the System
Manager, which is anticipated to be no
longer than 5 years after the termination
of the study unless the information is
needed for research purposes. We will
retain aggregate data tapes for research
purposes. These tapes will not have any
individually identifiable information. In
accordance with the NIH Records
Control Schedule, these tapes will be
retained for 5 years after completion of
the project (approximately 2000). At
that time, the tapes will be retired to the
Federal Records Center and destroyed
when they are 10 years old or when they
are no longer needed for research
purposes.

SYSTEM MANAGER(S) AND ADDRESS:
Drug Abuse Treatment Outcome

Study (DATOS), Project Officer,
Services Research Branch, Division of
Clinical and Services Research, National
Institute on Drug Abuse, National
Institutes of Health, Room 10A–30,
Parklawn Building, 5600 Fishers Lane,
Rockville, Maryland 20857.

NOTIFICATION PROCEDURE:
To determine if a record exists, write

to the System Manager at the address
above. An individual may learn if a
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