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individual under false pretenses is a
criminal offense under the Act, subject
to a five thousand dollar fine.

RECORD ACCESS PROCEDURE:
Same as notification procedure.

Requesters should also reasonably
specify the record contents being
sought. Individuals may also request
listings of accountable disclosures that
have been made of their records, if any.

CONTESTING RECORD PROCEDURE:
Contact the official listed under

notification procedure above, and
reasonably identify the record, and
specify the information to be contested,
and state the corrective action sought
and the reasons for the correction. The
right to contest records is limited to
information which is incomplete,
irrelevant, incorrect, or untimely
(obsolete).

RECORD SOURCE CATEGORIES:
Subject individuals and other federal

agencies.

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS
OF THE ACT:

None.

09–25–0142

SYSTEM NAME:
Clinical Research: Records of Subjects

in Intramural Research, Epidemiology,
Demography and Biometry Studies on
Aging, HHS/NIH/NIA.

SECURITY CLASSIFICATION:
None.

SYSTEM LOCATION:
Records included in this system will

be located in hospitals and clinics,
research centers and research
foundations, and in facilities of the
National Institute on Aging (NIA) in
Bethesda, MD. They may be stored at
Federal Records Centers. A list of
locations is available upon request from
the System Manager.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Participants in these studies will
include: (1) Individuals whose physical,
genetic, social, psychological, cultural,
economic, environmental, behavioral,
pharmacological, or nutritional
conditions or habits are studied in
relationship to the normal aging process
and/or diseases and other normal or
abnormal physical or psychological
conditions of the aged, and (2) normal
volunteers who are participants in such
studies.

CATEGORIES OF RECORDS IN THE SYSTEM:
This system will consist of a variety

of health, demographic, and statistical

information resulting from or contained
in research findings, medical histories,
vital statistics, personal interviews,
questionnaires, or direct observations.
The system will also include records of
current addresses of study participants,
and correspondence from or about
participants in the studies. When
supplied on a voluntary basis, Social
Security numbers will also be included.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Authority is provided by Section 301,
Research Contracting, and 463–4, Health
Research Extension Act of 1985, Pub. L.
99–158.

PURPOSE(S):

The National Institute on Aging will
use the data collected; (1) in research
projects on (a) the health status of
individuals and changes in health status
over time, (b) the incidence and
prevalence of certain diseases and
problems of the aged in certain
populations, and (c) the changes that
take place as individuals age; (2) and for
program planning and evaluation.

ROUTINE USE OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

1. Records may be disclosed to HHS
contractors, collaborating researchers
and their staffs in order to accomplish
the basic research purpose of this
system. The recipients will be required
to maintain Privacy Act safeguards with
respect to such records.

2. Data may be disclosed to
organizations deemed qualified by the
Secretary to carry out quality
assessment, medical audits or
utilization review.

3. A record may be disclosed for a
research purpose, when the Department:
(A) Has determined that the use or
disclosure does not violate legal or
policy limitations under which the
record was provided, collected, or
obtained; (B) has determined that the
research purpose (1) cannot be
reasonably accomplished unless the
record is provided in individually
identifiable form, and (2) warrants the
risk to the privacy of the individual that
additional exposure of the record might
bring; (C) has required the recipient to
(1) establish reasonable administrative,
technical, and physical safeguards to
prevent unauthorized use or disclosure
of the record, (2) remove or destroy the
information that identifies the
individual at the earliest time at which
removal or destruction can be
accomplished consistent with the
purpose of the research project, unless
the recipient has presented adequate
justification of a research or health

nature for retaining such information,
and (3) make no further use or
disclosure of the record except (a) in
emergency circumstances affecting the
health or safety of any individual, (b) for
use in another research project, under
these same conditions, and with written
authorization of the Department, (c) for
disclosure to a properly identified
person for the purpose of an audit
related to the research project, if
information that would enable research
subjects to be identified is removed or
destroyed at the earliest opportunity
consistent with the purpose of the audit,
or (d) when required by law; (D) has
secured a written statement attesting to
the recipient’s understanding of, and
willingness to abide by these provisions.

4. In the event the Department deems
it desirable or necessary, in determining
whether particular records are required
to be disclosed under the Freedom of
Information Act, disclosure may be
made to the Department of Justice for
the purpose of obtaining its advice.

5. In the event of litigation where the
defendant is (a) the Department, any
component of the Department, or any
employee of the Department in his or
her official capacity; (b) the United
States where the Department determines
that the claim, if successful, is likely to
directly affect the operations of the
Department or any of its components; or
(c) any Department employee in his or
her individual capacity where the
Justice Department has agreed to
represent such employee, the
Department may disclose such records
as it deems desirable or necessary to the
Department of Justice to enable that
Department to present an effective
defense, provided that such disclosure
is compatible with the purpose for
which the records were collected.

6. Disclosure may be made to a
congressional office from the record of
an individual in response to an inquiry
from the congressional office made at
the request of the individual.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Data may be stored in file folders,

boxes, network drives, magnetic tapes or
discs, punched cards, or bound
notebooks. Stored data may include
textual, photographic, X-ray, or other
material.

RETRIEVABILITY:
Information will be retrieved by

personal identifiers such as name, code
number and/or Social Security number,
when this is supplied on a voluntary
basis.
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