
4242 Federal Register / Vol. 60, No. 13 / Friday, January 20, 1995 / Notices

CATEGORIES OF RECORDS IN THE SYSTEM:

Medical histories, diagnostic studies,
laboratory data, treatment.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

42 USC 241(e), 287, 287a.

PURPOSE(S):
(1) For use by physicians in

evaluation and treatment of patients
under study at NIH. (2) To furnish
patient data to patients, their families,
and with patients’ consent, to their
private physicians.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

1. Clinical research data are made
available to approved or collaborating
researchers, including HHS contractors
and grantees.

2. Certain diseases and conditions,
including infectious diseases, may be
reported to appropriate representatives
of State or Federal Government as
required by State or Federal law.

3. In the event of litigation where the
defendant is (a) the Department, any
component of the Department, or any
employee of the Department in his or
her official capacity: (b) the United
States where the Department determines
that the claim, if successful, is likely to
directly affect the operations of the
Department or any of its components; or
(c) any Department employee in his or
her individual capacity where the
Justice Department has agreed to
represent such employee, for example in
defending against a claim based upon an
individual’s mental or physical
condition and alleged to have arisen
because of activities of the Public Health
Service in connection with such
individual, the Department may
disclose such records as it deems
desirable or necessary to the Department
of Justice or other appropriate Federal
agency to enable that agency to present
an effective defense, provided that such
disclosure is compatible with the
purpose for which the records were
collected.

4. (a). PHS may inform the sexual
and/or needle-sharing partner(s) of a
subject individual who is infected with
the human immunodeficiency virus
(HIV) of their exposure to HIV, under
the following circumstances: (1) The
information has been obtained in the
course of clinical activities at PHS
facilities carried out by PHS personnel
or contractors; (2) The PHS employee or
contractor has made reasonable efforts
to counsel and encourage the subject
individual to provide the information to
the individual’s sexual or needle-
sharing partner(s); (3) The PHS

employee or contractor determines that
the subject individual is unlikely to
provide the information to the sexual or
needle-sharing partner(s) or that the
provision of such information cannot
reasonably be verified; and (4) The
notification of the partner(s) is made,
whenever possible, by the subject
individual’s physician or by a
professional counselor and shall follow
standard counseling practices.

(b). PHS may disclose information to
State or local public health departments,
to assist in the notification of the subject
individual’s sexual and/or needle-
sharing partner(s), or in the verification
that the subject individual has notified
such sexual or needle-sharing partner(s).

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
File folders, card index, laboratory

books, computer memory.

RETRIEVABILITY:
Indexed by name or patient number.

SAFEGUARDS:

Measures to prevent unauthorized
disclosures are implemented as
appropriate for each location. Each site
implements personnel, physical, and
procedural safeguards such as the
following:

1. Authorized users: Employees who
maintain records in this system are
instructed to grant regular access only to
authorized physicians and their
assistants.

2. Physical safeguards: Records are
kept in secure locked metal or wood file
cabinets and, in some instances, in
locked offices.

3. Procedural safeguards: Access to
files is strictly controlled by files staff.
Access to computerized records is
controlled by keyword codes available
only to authorized users.

These practices are in compliance
with the standards of Chapter 45–13 of
the HHS General Administration
Manual, ‘‘Safeguarding Records
Contained in Systems of Records,’’
supplementary Chapter PHS hf: 45–13,
and Part 6, ‘‘ADP Systems Security,’’ of
the HHS Information Resources
Management Manual and the National
Institute of Standards and Technology
Federal Information Processing
Standards (FIPS Pub. 41 and FIPS Pub.
31).

RETENTION AND DISPOSAL:
Records are retained and disposed of

under the authority of the NIH Records
Control Schedule contained in NIH
Manual Chapter 1743, Appendix 1—

‘‘Keeping and Destroying Records’’
(HHS Records Management Manual,
Appendix B–361), item 3000–G–3,
which allows records to be kept as long
as they are useful in scientific research.
Refer to the NIH Manual Chapter for
specific conditions on disposal.

SYSTEM MANAGER(S) AND ADDRESS:
Administrative Officer, Division of

Intramural Research, National Heart,
Lung, and Blood Institute, 10/7N220,
10 Center Drive, MSC 1670, Bethesda,
MD 20892–1670

NOTIFICATION PROCEDURE:
To determine if a record exists,

contact: National Institutes of Health,
Privacy Act Coordinator, NHLBI,
Building 31, Room 5A08, 9000
Rockville Pike, Bethesda, MD 20892.

An individual who requests
notification of or access to a medical
record shall, at the time the request is
made, designate in writing, a
responsible representative, who may be
a physician, who will be willing to
review the record and inform the subject
individual of its contents at the
representative’s discretion.

RECORDS ACCESS PROCEDURE:
Same as notification procedures.

Requesters should also reasonably
specify the record contents being
sought. Individuals may also request
listings of accountable disclosures that
have been made of their records, if any.

CONTESTING RECORD PROCEDURE:
Contact the official under notification

procedures above, and specify the
information to be contested, the
corrective action sought, and the
reasons for the correction, with
supporting justification. The right to
contest records is limited to information
which is incomplete, irrelevant,
incorrect, or untimely (obsolete).

RECORD SOURCE CATEGORIES:
Referring physicians, hospitals and

medical centers, patients and families,
results of procedures and tests of NIH
patients.

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS
OF THE ACT:

None.

09–25–0005

SYSTEM NAME:
Administration: Library Operations

and User I.D. File, HHS/NIH/OD.

SECURITY CLASSIFICATION:
None.

SYSTEM LOCATION:
This system of records is an umbrella

system comprising separate sets of
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