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would not have satisfied their intended
safety related purpose.

B. Severity Level lI—Violations
involving for example:

1. A breakdown in the Quality
Assurance (QA) program as exemplified
by deficiencies in construction QA
related to more than one work activity
(e.g., structural, piping, electrical,
foundations). These deficiencies
normally involve the licensee’s failure
to conduct adequate audits or to take
prompt corrective action on the basis of
such audits and normally involve
multiple examples of deficient
construction or construction of
unknown quality due to inadequate
program implementation; or

2. A structure or system that is
completed in such a manner that it
could have an adverse effect on the
safety of operations.

C. Severity Level Ill—Violations
involving for example:

1. A deficiency in a licensee QA
program for construction related to a
single work activity (e.g., structural,
piping, electrical or foundations). This
significant deficiency normally involves
the licensee’s failure to conduct
adequate audits or to take prompt
corrective action on the basis of such
audits, and normally involves multiple
examples of deficient construction or
construction of unknown quality due to
inadequate program implementation;

2. A failure to confirm the design
safety requirements of a structure or
system as a result of inadequate
preoperational test program
implementation; or

3. A failure to make a required 10 CFR
50.55(e) report.

D. Severity Level IV—Violations
involving failure to meet regulatory
requirements including one or more
Quality Assurance Criterion not
amounting to Severity Level I, II, or I11
violations that have more than minor
safety or environmental significance.

Supplement Ill—Safeguards

This supplement provides examples
of violations in each of the four severity
levels as guidance in determining the
appropriate severity level for violations
in the area of safeguards.

A. Severity Level |—Violations
involving for example:

1. An act of radiological sabotage in
which the security system did not
function as required and, as a result of
the failure, there was a significant event,
such as:

(a) A Safety Limit, as defined in 10
CFR 50.36 and the Technical
Specifications, was exceeded;

(b) A system designed to prevent or
mitigate a serious safety event was not

able to perform its intended safety
function when actually called upon to
work; or

(c) An accidental criticality occurred;

2. The theft, loss, or diversion of a
formula quantity 14 of special nuclear
material (SNM); or

3. Actual unauthorized production of
a formula quantity of SNM.

B. Severity Level ll—Violations
involving for example:

1. The entry of an unauthorized
individual 15 who represents a threat
into a vital area 16 from outside the
protected area;

2. The theft, loss or diversion of SNM
of moderate strategic significance 17 in
which the security system did not
function as required; or

3. Actual unauthorized production of
SNM.

C. Severity Level Ill—Violations
involving for example:

1. A failure or inability to control
access through established systems or
procedures, such that an unauthorized
individual (i.e., not authorized
unescorted access to protected area)
could easily gain undetected access 18
into a vital area from outside the
protected area;

2. A failure to conduct any search at
the access control point or conducting
an inadequate search that resulted in the
introduction to the protected area of
firearms, explosives, or incendiary
devices and reasonable facsimiles
thereof that could significantly assist
radiological sabotage or theft of strategic
SNM;

3. A failure, degradation, or other
deficiency of the protected area
intrusion detection or alarm assessment
systems such that an unauthorized
individual who represents a threat
could predictably circumvent the
system or defeat a specific zone with a
high degree of confidence without
insider knowledge, or other significant
degradation of overall system capability;

4. A significant failure of the
safeguards systems designed or used to
prevent or detect the theft, loss, or
diversion of strategic SNM;

5. A failure to protect or control
classified or safeguards information

14 See 10 CFR 73.2 for the definition of “formula
quantity.”

15 The term “unauthorized individual” as used
in this supplement means someone who was not
authorized for entrance into the area in question, or
not authorized to enter in the manner entered.

16 The phrase “‘vital area” as used in this
supplement includes vital areas and material access
areas.

17 See 10 CFR 73.2 for the definition of “‘special
nuclear material of moderate strategic significance.”
18 In determining whether access can be easily
gained, factors such as predictability, identifiability,

and ease of passage should be considered.

considered to be significant while the
information is outside the protected area
and accessible to those not authorized
access to the protected area;

6. A significant failure to respond to
an event either in sufficient time to
provide protection to vital equipment or
strategic SNM, or with an adequate
response force;

7. A failure to perform an appropriate
evaluation or background investigation
so that information relevant to the
access determination was not obtained
or considered and as a result a person,
who would likely not have been granted
access by the licensee, if the required
investigation or evaluation had been
performed, was granted access; or

8. A breakdown in the security
program involving a number of
violations that are related (or, if isolated,
that are recurring violations) that
collectively reflect a potentially
significant lack of attention or
carelessness toward licensed
responsibilities.

D. Severity Level IV—Violations
involving for example:

1. A failure or inability to control
access such that an unauthorized
individual (i.e., authorized to protected
area but not to vital area) could easily
gain undetected access into a vital area
from inside the protected area or into a
controlled access area;

2. A failure to respond to a suspected
event in either a timely manner or with
an adequate response force;

3. A failure to implement 10 CFR
Parts 25 and 95 with respect to the
information addressed under Section
142 of the Act, and the NRC approved
security plan relevant to those parts;

4. A failure to make, maintain, or
provide log entries in accordance with
10 CFR 73.71 (c) and (d), where the
omitted information (i) is not otherwise
available in easily retrievable records,
and (ii) significantly contributes to the
ability of either the NRC or the licensee
to identify a programmatic breakdown;

5. A failure to conduct a proper search
at the access control point;

6. A failure to properly secure or
protect classified or safeguards
information inside the protected area
which could assist an individual in an
act of radiological sabotage or theft of
strategic SNM where the information
was not removed from the protected
area;

7. A failure to control access such that
an opportunity exists that could allow
unauthorized and undetected access
into the protected area but which was
neither easily or likely to be exploitable;

8. A failure to conduct an adequate
search at the exit from a material access
area;



