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compatible with the purpose for which
the records were collected.

Wage and other information which
are subject to the disclosure provisions
of the Internal Revenue Code (IRC) (26
U.S.C. 6103) will not be disclosed under
this routine use unless disclosure is
expressly permitted by the IRC.

27. To representative payees, when
the information pertains to individuals
for whom they serve as representative
payees, for the purpose of assisting SSA
in administering its representative
payment responsibilities under the Act
and assisting the representative payees
in performing their duties as payees,
including receiving and accounting for
benefits for individuals for whom they
serve as payees.

28. To third party contacts in
situations where the party to be
contacted has, or is expected to have,
information relating to the individual’s
capability to manage his/her affairs or
his/her eligibility for, or entitlement to,
benefits under the Social Security
program when:

(a) The individual is unable to
provide information being sought. An
individual is considered to be unable to
provide certain types of information
when:

(1) He/she is incapable or of
questionable mental capability;

(2) He/she cannot read or write;
(3) He/she cannot afford the cost of

obtaining the information;
(4) He/she has a hearing impairment,

and is contacting SSA by telephone
through a telecommunications relay
system operator;

(5) A language barrier exists; or
(6) The custodian of the information

will not, as a matter of policy, provide
it to the individual; or

(b) The data are needed to establish
the validity of evidence or to verify the
accuracy of information presented by
the individual, and it concerns one or
more of the following:

(1) His/her eligibility for benefits
under the Social Security program;

(2) The amount of his/her benefit
payment; or

(3) Any case in which the evidence is
being reviewed as a result of suspected
fraud, concern for program integrity,
quality appraisal, or evaluation and
measurement activities.

29. To the Rehabilitation Services
Administration (RSA) for use in its
program studies of, and development of
enhancements for, State vocational
rehabilitation programs. These are
programs to which applicants or
beneficiaries under titles II and or XVI
of the Act may be referred. Data released
to RSA will not include any personally

identifying information (such as names
or SSNs).

30. Addresses of beneficiaries who are
obligated on loans held by the Secretary
of Education or a loan made in
accordance with 20 USC 1071, et seq.
(the Robert T. Stafford Student Loan
Program) may be disclosed to the
Department of Education as authorized
by section 489A of the Higher Education
Act of 1965.

31. To student volunteers and other
workers, who technically do not have
the status of Federal employees, when
they are performing work for SSA as
authorized by law, and they need access
to personally identifiable information in
SSA records in order to perform their
assigned Agency functions.

32. To Federal, State, and local law
enforcement agencies and private
security contractors, as appropriate,
information necessary

(a) To enable them to protect the
safety of SSA employees and customers,
the security of the SSA workplace and
the operation of SSA facilities, or

(b) To assist investigations or
prosecutions with respect to activities
that affect such safety and security or
activities that disrupt the operation of
SSA facilities.

33. Corrections to information that
resulted in erroneous inclusion of
individuals in the Death Master File
(DMF) may be disclosed to recipients of
the erroneous DMF information.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained in magnetic

media (e.g., magnetic tape) and in
microform and microfiche form.

RETRIEVABILITY:
Records are indexed and retrieved by

SSN.

SAFEGUARDS:
System security for automated records

has been established in accordance with
the HHS Information Resources
Management Manual, Part 6, Automated
Information System Security Program
Handbook. This includes maintaining
all magnetic tapes and magnetic discs
within an enclosure attended by
security guards. Anyone entering or
leaving that enclosure must have special
badges which are only issued to
authorized personnel. All authorized
personnel having access to the magnetic
records are subject to the penalties of
the Privacy Act. The microfiche are
stored in locked cabinets, and are
accessible to employees only on a need-
to-know basis. All SSR State Data

Exchange records are protected in
accordance with agreements between
SSA and the respective States regarding
confidentiality, use, and redisclosure.

RETENTION AND DISPOSAL:

Original input transaction tapes
received which contain initial claims
and posteligibility actions are retained
indefinitely although these are
processed as received and incorporated
into processing tapes which are updated
to the master SSR tape file on a monthly
basis. All magnetic tapes appropriate to
SSI information furnished to specified
Federal, State, and local agencies for
verification of eligibility for benefits and
under section 1631(e) are retained, in
accordance with the Privacy Act
accounting requirements, for at least 5
years or the life of the record, whichever
is longer.

SYSTEM MANAGER AND ADDRESS:

Director, Office of Claims and
Payment Requirements, Office of
Systems Requirements, Social Security
Administration, 6401 Security
Boulevard, Baltimore, MD 21235.

NOTIFICATION PROCEDURE:

An individual can determine if this
system contains a record about him/her
by writing to or visiting any Social
Security field office and providing his
or her name and SSN. (Individuals
should consult their local telephone
directories for Social Security office
address and telephone information.)
(Furnishing the SSN is voluntary, but it
will make searching for an individual’s
record easier and prevent delay.)

An individual requesting notification
of records in person need not furnish
any special documents of identity.
Documents he/she would normally
carry on his/her person would be
sufficient (e.g., credit cards, driver’s
license, or voter registration card). An
individual requesting notification via
mail or telephone must furnish a
minimum of his/her name, date of birth
and address in order to establish
identity, plus any additional
information specified in this section.

These procedures are in accordance
with HHS regulations 45 CFR part 5b.

RECORD ACCESS PROCEDURES:

Same as notification procedures.
Requesters should also reasonably
specify the record contents being
sought. An individual who requests
notification of, or access to, a medical
record shall, at the time he or she makes
the request, designate in writing a
responsible representative who will be
willing to review the record and inform
the subject individual of its contents.


