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Foreword

I am amazed at how much the world has cbanged in the last 15 years. You grow
lip hearing that your parents did not have TVs and that they remember when
they bought their first car.You cannot believe that they paid only S18,000 for
their house and are amazed at how many things have changed over one genera
tion. Like many others, I often wondered what would be the same when I \Vas
talking ro my children as they get older. Would there really be major differences
between what their generation takes for granted and what my generation takes
for granted. I often assumed that everything is pretty stable and that you were
not going co see many changes. Now that I look back as an older man, I realize
how wrong I was. Computers, technology, and the Internet are just a few
examples of the many technological advances that have occurred over the last
20 years.

I can just imagine my children asking, what do you mean you did not have
computers at the library? How did you look up a book? Are you serious that
libraries used to have rows and rows of cards that you would use to find a
book? How in the world did you perform research without the Internet? Are
you for real telling me that you had to photocopy pages out of books and use
that to conduct your research? How did you ever get anything done? How did
you communicate from a business standpoint without e-mail? The list could go
on and on, and I can imagine my children's amazement over how anyone func
tioned 20 years ago. This situation is similar to talking with my dad and won
dering how he did anything 20 years prior. Whether we like it or not, and
whether we realize it or not, the world changes from underneath us.

~,
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xxii Foreword

When I grew up there was no e-commerce; now it is a billion-dollar-plus
market. If 1 needed to purchase something, you would have to go from store to
store until you found a store that Hocked what you were looking for. Now, you
can go co the Internet, purchase something at 9 PM., and have it by 10 A.M. the
next day. Before we even realize it, our world has changed. Now technology is
part of our daily routine, and we have no idea how our parenes survived
without it. The question that pops up a lot is "before e-mail, what did people
do all day at work?" Seems na'ive, but nonetheless it raises interesting questions.

As the world evolves we must not only embrace the changes, but also
clearly understand their attendant danger and risk. Failure to understand,
address, and mitigate the risk can be detrimental. This background knowledge
and the following two critical points formed the basis for writing this book.

First, do you realize that the current generation of children who arc
eneering school will be the first generation to grow up with personal com
puters and access to the Internet from birth? I still remember having to type
term papers with a typewriter and correct errors with correction fluid. Now I
will replace my parents' stories about having to walk barefoot in the snow to
school each day with my own story of remembering when I had to type a 30
page report without a monitor. If I made a big mistake on the last line, I had to
retype the entire page.

This poine is one that concerns me greatly. In most cases, today's middle
school and high school children know more about computers than their par
ents. One of my neighbors was very upset when his oldest child went away to

college because now he had no one to fix his computer or show him how to
find anything online. I, in turn, was very upset when his oldest child went to
college because 1 became his personal technical support person. Nonetheless, if
high school students wane to hide something that they are doing, they will have
a good chance of succeeding, without their parents knowing about it.

Second, the Internet has created a whole new level of productivity; you no
longer have to be face to face to meet, talk, or conspire. Great tools like c-mail,
instant messaging, and the Web enable people to communicate from anywhere. In
the past, to communicate with someone you either could use mail, which was
very slow; meet face to f.1.ce, which could be prohibitive based on distance; or use
the telephone, which is easy to listen in on and track through phone bills. Now
there are numerous tools that you can use across the Internet that make it

www.syngress.com
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Foreword xxiii

extremely difficult for someone co know what you are doing, or who you're
talking co.

The number of people who use the Internet co abduct minors, mislead
them, and misguide them is downright sickening. Children, and even adults,
jokingly would go co a chat room and play around, thinking that they are just
goofing around with other peers. They have no idea that they are being stalked,
and if they only knew what could happen based on an innocent conversation,
they would turn off their computers and never use them again.

Many people have no idea of the evils that exist across the Internet and
problems that answering an innocent~sounding e-mail could cause. Using the
techniques in this book co check up on them (aka "spy"), you can learn if they
are doing something dangerous, make them aware of it, and help them change
their ways. Without the technique of spying, you would not have the knowl
edge that is needed co help keep your family :l1ld loved ones safe.

Just because someone is not aware of a problem, does not mean it doesn't
exist. The impact is still there, and if you are not prepared, there is a greater
chance that yOll, or your loved ones will be injured in the process. The Internet
has a lot of value and should be a safe place for people to explore. We can make
the Internet a safer place for all only by raising awareness and working together.

This book was written to help make the Internet more secure for friends
and families; to raise awareness so that people can understand the dangers asso
ciated with the Internet; and to help parents keep their children out of trouble.

-Dr. Eric Cole
ChiefTechnology Officer (CTO) and

Chief Scientist at The Sytex Group, Inc.

www.syngress.com
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Chapter 1

':4 special feature of the structure of our book is
the monstrous but perfectly organic part that
eavesdropping plays in it. "-1958. A Hero of Our
Time, Vladimir Nabokov

Topics in This Chapter:

• Introduction to Spying

• Pray for Peace, Prepare for War

• Ethics of Spying

• Spying on Spouses

• Spying on Your Children

• When You Should Not Spy

• Real-World Case Study

• Summary
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2 Chapter 1 • Why Spy?

Introduction to Spying
We have worked for quite a variety of places over the last 10 years, from university
newspapers to Fortune 500 companies, to NASA, the NSA, and the place where we
all met, the CIA. Each place had its own culture and collection of personalities.
DUring our time at these wildly different compames, we discovered a few common
traits between what would appear to be an uncategorizable variety of humans. These
traits can be simply summed up as man's desire to SIlOOp, and man's desire to stray.
This book aims to s..1tisfy the former and hopefully help to prevent the latter.

These two traits mentioned, the desire to snoop and the desire to stray, aren't
exactly what they seem to bc at first. We're using thcm in a slightly diffcrcnt con
text, so we'll aim to clear up our definitions right now. For the purposes of this
book, we refer to snooping as the curiosity to learn more about something you're
interested in, not any of the more voyeuristic defmitiollS that can be applied to it. As
you read these words, you're probably thinking,"Not Me" I would never snoop on
anyone. l3efore you proceed with condcmning us and burning this book, takc a
second to stop and think about a few things. Have you ever gossiped about
someone, ever? Ever gone to your neighbor's open house just to see how they deco~

rated? Ever read an e-mail over someone's shoulder, or quickly glanced at a docu
mcnt on somcone's desk? If you answered yes to any of these, like it or not you've
definitely snooped at some time in your life. Most of us have done these dungs and
realize that a CUriosity abollt your surroundings and others IS part of fundament..1l
human nature. Not snooping at all is ignorance, taking it too L1f is voyeurism, a bal~

anced approach is intelligence collection, and that is what this book is about.
For the second of the traits that we'll be discussing, straying, our defmitiOll of it

does not directly correspond with Webster's. We view straying not as literal infidelity,
bue the deSire for any person to mvestigate theIr dark side. This can mclude but IS
not limited to cheating on a partner, drug or alcohol problems, gambling, gang par
ticipation, cheating in school, or almost any other illegal or unethical activity. We
define this as "straying" since we feel most people wane to and choose to do the
right thing. Only occasionally or under the wrong influence do they embark on
these activities. Straying isn't always a bad thing either, but if it is your loved one is
doing this, it is something you should probably know about. Even if you don't
choose to stop or limit this behavior, it is often worth monitoring to ensure that the
perpetrators do not harm themselves, you, or others within their lives.

In all of these places we've worked and lived, we've come to realize that there
are two fundamental lessons you can almost always count on: the abundance of
human drama and results of having, or not having, the right information. These two
lessons go hand in hand. Whether you live and work as a roofer in 13altimore,

www.syngress,{om
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Why Spy?' Chapter 1 3

Donuno's Pizza III Alabama, or the Central Imelligence Agency III Washmgton, D.C.,
you encoumer the same sicuations over and over. People's spouses cheat, people have
divorces, people or their children do drugs, fall in with the wrong crowd, and
develop gambling or addiction problems. In every single case we discovered that the
individuals who were aware of these issues or had prior knowledge of these events
t:1red much beuer than those who did no[. We've seen people worked over in
divorces and parents completely stunned by their children when they C1iled [0 nNice
the problems.

The different aspects of human drama that we've described (divorce, drug usc,
infidelity, etc.) Il;lve been around for a long time. These are the same problems that
couples and parents have struggled with for years. The widespread popularity and use
of the Internet has added a new twist to these problems. They now can occur faster
and easier as people are aided by the weahh of knowledge, instant connectivity, and
perceived feeling of anonymity it offers. At one time an individual's social circle con
sisted of who they lived with, worked with, went to school with and had direct per
sonal contact with. Now, with direct personal comact not longer a necessity, it often
consists of dozens of people spread around the world, some of questionable nature.
New social circles are now generally an order of magnitude larger, and 6r more
geographically diverse. In addition the relative anonymity of the Imernet makes it far
more difficult to judge the character or idemity of a person's Internet comact. How
does one know if that twenty-two-year-old woman they're talking to is really
twenty-two, or even a woman?

As a result of this new connectivity the same events that have plagued us for ages
are now occurring with the speed and power of the information age. More and
more people arc using their computers as enabling tools to assist them as they stray.
People mect many possiblc ncw coconspirators online. In reccnt years a larger pcr
centage of extramarital affairs have occurred as a resuh of people first meeting
online. Evt'n if the catalyst for the undesirable activity isn't found online, it is quite
C0I111n0I1 to use the expanded connectivity of the Internet to communicate with
them. For example in 2003 several gangs in Plano, Texas, coordinated a big brawl
using an online chat room. This demonstrates the pervasiveness of the Internet into
almost all aspects of life, even such seemmgly unlikely ones like gang activity.

During most of our careers we've been in highly technical offices, and worked
with highly technical people. These people, like everyone else in the world, had to
deal with infidelity, drug use, and Nher problems. In addition they were also dealing
with the influence of computers in these areas. But unlike most of the world, our
coworkers had extensIve trammg III computer secunty, were highly techlllcal. and to
puc it frankJy, quite sneaky. Realizing that technology was brought into play they
decided to use their technical background to give them leverage in dealing with

www.syngress.com
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4 Chapter 1 • Why Spy?

these difficult situations. These people would lI1stall keystroke loggers, remotely
access their complUers, and search for digital evidence of the incidents that were
affecting them. In most cases simple examination and monitoring yielded surpris
ingly effenive results. Our coworkers got an inside track on wlut was happening,
and armed with this knowledge were more effectively able to confront and handle
their challenges. This was especially apparent when they were compared against non
technical friends, who didn't have the prior knowledge to use their computer as an
effective tool for evidence collection. In almost every case those who had performed
some rudimentary cyber-sleuthing were a step ahead, less likely to be blindsided, and
had a full idea of the big picture. The old mantra has long been held that knowledge
is power, and this is a perfect example.

With this book we seek to take the advantages used by our technically gifted co
workers, and extend it out to a larger audience. After observing firsthand how pow
erful the correct information can be, and how damaging the lack of it is, we want to

do what we can to enable everyone to always have as much of the truth as possible.
In most cases the steps necessary to collen llsefullllformation from a computer are
technically simple. Due to the relative obscurity and taboo nature of these methods,
they have been largely unknown to the general public. It is time for that to change.
In most cases where this type of information is sought the legal, moral, and physical
stakes are tOO high not to take every advantage possible. We don't seek or encourage
criminal or unethical behavior. We merely want people who are facing challenges in
their life to be empowered to seek the truth.

Pray for Peace, Prepare for War
As previously mentioned, computers now playa large pan in most people's lives.
Instant and continual connectivity is the hallmark of the information age. With this
newfound power people are reaching out and coming in contact with larger groups
than previously possible with more traditional methods of socializing. In addition the
appearance of anonymity makes lllany far bolder online than in their real lives.
People feel free to explore areas of interest online that they would normally never
expenment with III the real world. TIllS combination of apparent anonynuty and
connectivity can sometimes lead to disastrous results. Over the last five years, as
Internet access has become more pervasive, the number of Internet-related and
Internet-enabled vices has increased as well. Most apparent are online infidelity, drug
activity, and collaboration for other illicit activities.

www.syngress.{om
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Why Spy?' Chapter 1 5

Figure 1.1 People, Their pes, and What They Do with Them

If only everyone had labels. Figure 1.1 shows a few people gathering with their
laptops to relax, socialize, and go abom their business. Unlike this scene, the activities
of your family may llot be as obviolls. Without delving deep imo their minds, you
may never really know what is going on in their lives. If everyone's actions were as
easy to read as m tIllS figure, we likely wouldn't be wflting tillS book. One of the
great mysteries of humankind is that unJess people tell you, it's difficult to ever really
know what they are thinking. An even then, it's impossible to ever truly know that
they're telling you the absolute truth. If the labels were left out of Figure 1.1 it
would be just another slice of life at a neighborhood coffee shop.

Notice almost everyone in the picture was going about thcir activity with the
aid of a complUer. When traditional methods of communication break down, short
of mjnd reading, spying on a computer may be the best way to determine what a
person is up to. We feel it is very important for people to be aware of the warning
signs and to have an understanding of the truc naturc of online threats. Not
everyone is running ofT with people thcy'vc met onlinc, all kids aren't buying drugs
from eI3ay, and not everyone out there is a dangerous cyber~stalker. Too often the
media preys on fear and a lack of understanding to fuel their senS<1tionalism. Since

www.syngress.com
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6 Chapter 1 • Why Spy?

many of these concepts, and computers 1Il general are still somewhat mystenous to
the general population, it is easy to prey upon the unknown to build an unreason
able and unrealistic fear. We seek to explain the actual nature of the threats that we
are aware of. By no means do we claim to be comprehensive in our knowledge or

understanding of all possible cyber-threats. We seek only to present what we know
about real thrcats and thcir related warning signs. With this book as an introduction,
onc can study the areas they are interested in deeper to gain a [.1r more comprehen

sive understanding of their areas of concern.

Notes from the Underground ...

Acronyms Your Mother Never Told You About
Acronyms, or nyms as they are commonly referred to, are used to make online
conversation faster and easier. They are also used to fit in with a crowd and show
you speak a certain language. They allow participants to substitute them for
longer words or phrases. Most people now are familiar with some of the more
common nyms, such as LOL (laughing out loud) and ROFL (rolling on the floor
laughing). However, there are few lesser-known nyms that are often used in
romance-, sex-, and drug-related discussions. Here are a few of the more inter
esting nyms we've come across:

• 420 When used as a noun, 420 is referring to marijuana. When used
as a verb it refers to the act of smoking marijuana. This supposedly
comes from the time 4:20 P.M. on the dock, allegedly the time when
most children get high. It also is used to refer to April 20, national
smoke out day in drug culture.

• ASl Age, sex, location. This nym is often used as the intro statement
in most romance chat rooms. People use this, especially when
speaking to an ambiguous screen name, to determine if they are
interested in further pursuing conversation.

• Cam2Cam (c2c) Only This stands for Web cam to Web cam only.
This is a common response for people who receive requests from
strangers to view their Web cams. This means that they will allow
people to view their Web cams only if they receive reciprocation
from the requesting party.

• Cyber If someone asks if you want to cyber, realize that they are
asking for the information age equivalent of phone sex. Cybering is

Continued
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Why Spy?' Chapter 1 7

the act of typing out sexually explicit situations to a person usually
via popular chat programs.

• IRl In real life. When people wish to meet outside of the Internet
world they are living in, they seek an IRL meeting.

• ISO In search of. This is a popular acronym from traditional per
sonals sections in newspapers.

• NSA This stands for no strings attached. This is a common acronym
on many "casual encounter" message boards. It actually took us a
while to figure this one out. When first reading this one, we were
thinking "those NSA guys are sluts." After finding out its true
meaning, it made a lot more sense.

• PQS Parent over shoulder. This is usually used by kids when chatting
with friends about things they don't want their parents to find out
about. This is supposed to be a harmless acronym that signifies that
a shift in conversation topic needs to take place.

• S2R Send to receive. This is a common response when a person
online asks for a copy of your pic, or picture. This response states
that you will give a picture only if they send one as well.

Infidelity Online
Online infidelity offers the paradox of being one of the most obvIOUS and hardest to
nail down cyber-threats that most people will f.1ce. Online infidelity ranges from a
relatively innocent chat, to cybcrillg (sex talk over the Internet), to in real life (IRL)
mee(ings. Since a cyber-aff.1.ir can refer to so many different situations we will use
the definition given by Dr.Young as reprinted on netaddiction.com [1,2):

"eyber-affairs are generally defined as any romantic or sexual rela
tionship initiated via online communication, predominantly elec
tronic conversations that occur in virtual communities such as chat
rooms, interactive games, or newsgroups"

It is important to note that while cyber-affairs start out as online ch:l.ts, they can
eventually lead to real-life relationships or dangerous encounters. While cybering
and other online sex talk can be detrimental to a relationship, we feel that a serious
line is crossed when both people involved take it into real life. When this occurs it is
no different than a traditional affair, except in how it was initiated. This is important
since infidelity in the form of a sexual affair has been shown to have an effect in
court on divorce settlements and other legal actions.

Cyber-aff:1.irs have increased for many reasons. Most apparent is opportunity. The
growth of Internet use has increased the total number of people online, leading to

www.syngress.com
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8 Chapter 1 • Why Spy?

an mcrease in the number of people participating III and looking for extramarital
escape. As we had mentioned earlier this is part of expanding social circles. fu the
number of contacts increases, so does the likely pool of applicants for cyber-affairs
and other mischief. It is quite easy to find a sympathetic ear online. Chat is not the
only outlet for this; online message boards and dating services are also popular loca
tions for finding partners. Craigslist (www.craigslist.org), a very popular online mes
sage board, has an entire section of its personals devoted to casual encounters. It is
saddening but not completely unsurprising how many of the ads are from married
people seeking one-time relationships. Ads such as these are often accompanied with
the infamous NSA (no strings attached) disclaimer. In addition several ads were for
sex, but with a "donation" required. Popular rumors indicate that these were really
fronted by prostitutes. Here are a few recent personal ads from Craigslist for the
Washington, nc. area.

Seeking the unattainable ... married or have gf?? - w4m - 22

Reply to: anon-44xxxxxx@craigslist.org

Date: 2004-10-01, 9:05AM EDT

I am in search of an attractive white male that is taken. Do you need to

live a little? I am very discreet white female hoping to get together with
you and perhaps be your mistress.

this is in or around MD/DC/VA

it's NOT ok to contact this poster with services or other commercial

interests

erotic games party - m4mw - 20

Reply to: anon-43xxxxxx@craigslist.org

Date: 2004-09-27, 7:46PM EDT

Hi everyone,

I'm currently looking for some young, disease free bisexuals to party with
on Friday or Saturday. This is NOT going to be an orgy, and both men and
women are welcome to come and bring their partners.

www.syngress.{om
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Why Spy?' Chapter 1 9

I've recently discovered a personal fascination with kissing games and
other such sexually themed party activities. I would like to get some
friendly bi folks together and playa few of these games openly without
being judged by homophobes.

Please contact me if any of you are interested in meeting fellow local bi
people, playing a few games, killing a few hours, and having a good time.

this is in or around VA

it's NOT ok to contact this poster with services or other commercial
interests

ISO strong calves and silky smooth bare feet. - m4w

Reply to: anon-43xxxxxx@craigslist.org

Date: 2004-09-27, 7: 20PM EDT

If you are female and enjoy stroking a man with your bare feet, then
you're the one I'm seeking to fulfill my foot-play fantasy. I'm looking for
a safe, discreet one-time encounter. I'll reciprocate with my tongue. Let's
exchange emails and get acquainted. Prefer a woman with red toes ;-)

this is in or around NW DC - Red Line

it's NOT ok to contact this poster with services or other commercial
interests

You and me, my office at night - m4w - 30

Reply to: anon-43xxxxxxl@craigslist.org

Date: 2004-09-27, 6: 06PM EDT

I've always wanted to have sex in my office. My desk, a conference room, a
storage room, anywhere at all. It would have to be sometime after 8:00 PM,
preferably next week. I'm in the Ballston area, near metro.

this is in or around Arlington

it's NOT ok to contact this poster with services or other commercial
interests

www.syngress.com
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Seeking Married Woman - w4m - 35

Reply to: anon-43xxxxxx@craigslist.org

Date: 2004-09-27, 5:44PM EDT

I am a married white guy in Northwest who is seeking lots of discretion
and lots of fun, I would get a room for several hours in one of DC's
classy, upscale hotels. We would get room service and sip champagne. And
have great conversation ... interested? E-mail me with your description, etc.
Marrieds only!

this is in or around NW DC

it's NOT ok to contact this poster with services or other commercial

interests

ISO open-minded young woman curious about sex - m4w

Reply to: anon-43xxxxxx@craigslist.org

Date: 2004-09-27, 5:02PM EDT

People find all sorts of different types of relationships rewarding. I have
had great relationships in the past with young women (18-25, generally) and
would love to find an open-minded, slender, intelligent young woman who
wants to explore her sexuality with an older man who is very comfortable to
be with, understanding, patient, fun, and very sexual! Let me show you what
real pleasure can be. I'm tall, lean, in great shape. You don't have to be

all that experienced yourself. I told you I'm patient; I'll be glad to
teach you! Obviously it will be a tremendous turn-on for me to be with
you, but I will more than reciprocate by making sure you have a great

time.

it'S NOT ok to contact this poster with services or other commercial
interests

Another leading cause of cyber-affairs is the anonymity the Internet provides,
Unlike going to a bar, the chance of accidental discovery remains low until the
actual meeting. The perceived ability to remain anonymous decreases the risk
involved, which makes the cyber-afT.lir more tempting. Once again after examining
the personal ads listed here, you can see all of them were set up for anonymous
reply. Witham the fear of discovery and persecmion Illost people feel very free to

explore the limits of what they can do.

www.syngress.{om
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One trend that has popped up over the last few years has been the mcrease in
the number of women participating in extramarital affairs [3]. They are now
entering what was once a male dominated field. While there are many factors con
tributing to this rise in percentage (such as the increase in the number of women in
the workforce) the influencc of online activity has becn shown to be a f:."\ctor as
wcll. Housewives who stay home can often find what appears to bc a compassiol13tc
and understanding frit'nd online. People looking for sex online can log on and act
interested in the lives of ordinary housewives. The Internet makes the connection of
these two unlikely partners exceptionally easy.

One report 141 has results showing that as many as thirty percent of online
cyber-alT."\irs (where a married person is flirting) may lead to real affairs. The fol
lowing lists several of the warning signs that could be indicative of a cyber-afT."\ir, or
cybersexual addiction [51:

• Routinely spending signific;lI1t amount.~ of time in chat rooms and private
mcssaging with thc sole purpose of finding cybersex

• Feeling preoccupied with usmg the Internet to find online sexual partners

• Frequently using anonymous communication to engage in sexual f."\ntasies
not typically carried out in real life

• Anticipating your next on-line session with the expectation that yOll will
find sexual arollsal or gratification

• Finding that you frequently move from cybersex to phone sex (or even
real-life meetings)

• Hiding your on-line interactiol1S from your significant other

• Feehng gUilt or shame from your on-line use

• Accidentally being aroused by cybersex at first, and now find that you
actively seek it out when you log on-line

• Less investment with your real-life sexual partner only to prefer cybersex as
a primary form of sexual gratification

None of these signs are an iron-dad guarantee of a problem. But they can be
indicators. Using these signs and other clues, or possible computer sleuthing can help
you determine if there is in fact something going on.

www.syngress.com
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Can You Believe It?

Statistics on Infidelity [6]
The following are some statistics we've gathered relating to infidelity in general
and focusing on online infidelity.

"One in 10 respondents said they are addicted to sex and the
Internet, according to an online survey of 38,000 Internet users."

~ MSNBC.com and Dr. Alvin Cooper

"Results show that respondents devote three hours each week to
online sexual exploits. Twenty-five percent have felt that they lost
control of their Internet sexual exploits at least once or that they
activity caused problems in their lives. "

~ MSNBC.com and Dr. Alvin Cooper

"Only 46% of men believe that online affairs are adultery."

~ Divorce Magazine

"Up to 37% of men and 22% of women admit to having affairs.
Researchers think the vast majority of millions of people who visit
chat rooms, have multiple 'special friends. ..,

~ Dr. Bob Lanier, askbob.com

"Eighty percent think its Ok to talk with a stranger identified as the
opposite sex. Seventy-five percent think it's ok to visit an adult site."

~ Monogamy Myth, Therapist Peggy Vaughn

"Statistics show more than 72,000 sexually explicit sites on the Web
and an estimated 266 new porn sites being added each day. These
sites alone generate a revenue of $1 billion each year. "

~ Harding Institute

Continued
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"One-third of divorce litigation is caused by online affairs. "

- "This Is An Internet E+Mergency," The Fortino Group

"Approximately 70% of time on-line is spent in chat rooms or
sending e-mail; of these interactions, the vast majority are romantic
in nature. "

- Dr. Michael Adamse, PhD., coauthor of Affairs of the Net: The
Cybershrinks' Guide to Online Relationships

"Because of the anonymity, affordability, and accessibility of Internet
sexual resources, the computer can accelerate the transition from "at
risk" to "addicted," as well as the progression of sex addition in
those with a history of prior sexual compulsivity. "

- Cooper et. al. Survey

Drug Involvement Online
Online drug access is another hot topic we wish to address. For the purposes of this
book, when we refer to drugs online we are speaking about drugs that are currently
illegal in the United States-marijuana, cocaine, or prescription drugs that have a
high likelihood of abuse. We do not mean prescription drugs (such as penicillin)
purchased from Canadian and overseas pharmacies. There is a current debate about
the legality of those issues, but that is not our concern with this book.

In performing research for this book we decided to investigate several popular
Internet drug rumors. The first is that there are several "code words" used to be able
to purchase marijuana and other drugs on eBay. These code words were deSigned to
circumvent eBay's very strict policies on illegal items. After extensive searchmg, and
speaking with knowledgeable sources, we came to the conclusion that if there ever
were, there are no longer any key words for purchasing drugs on eBay. The second
rUlllor we ;lttempted to ;lddress W;lS tbe f;lct th;lt there were several Web sites tb;lt
sold drugs directly to online shoppers. Once ;lgain extensive searching failcd to yield
;lny positive results. Although we could not successfully find any sites, there are prob
;lbly some th;lt exist. These lll;ly be invitation only sites, to prevent discovery from
law enforcement. Keep in mind that most methods of drug distribution are in a st;lte
of constant evolution ;lS distributors struggles to evade ;luthorities.

While our searches for well-known illegal drugs camc up short, we did find
some disturbing sites. Consistent offenders in this C;ltegory are offshore phaTll1acies
th;lt sold Vicoden, Ritalin, Valium and other prescription pharmaceuticals. While
none of these drugs ;lre the ones th;lt ;lre tr;lditionally viewed as illega.l, they ;lre all

www.syngress.com
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strongly controlled and very susceptible to abuse. In addition we found dozens of
sites advertising "legal drugs and drug substitutes" as well as several sites describing
in-depth ways for people to build their own drug-like substances. Herbal drug sub
stitutes such as Salvia, Kreton, and peyote cactus are available online. These herbal
substitutcs are not illegal, but all are on the U.S. Drug Enforcemcnt Agency's "drugs
and chemicals of concern" watch list 17'1. Many of these herbal drug substitutes have
the same side effects as traditional drugs, and can be easily purchased online. Most of
the sites offering them had 110 age or ID checks. While none of this may be as "bad"
as buying cocaine online, they all are things people would strongly discourage, or at
least want to know that their child or spouse is investigating.

Herbal Alternatives on the Web

Drug-like Substances We Found Online
Word for word these are some items we found for sale online at various sites
offering herbal alternatives to traditional drugs. [8]

Salvia Divinorum Leaf 1/4 OZ

Now On Sale!

# Ingredients: lOOt Salvia Divinorum

# The most potent Psycho Tropic Herb known to Man

# Dried leaves

# Do not ingest!

# Great for meditation & visuals

# Informative page included with every purchase!

# Recommended for use with a butane Torch lighter & waterpipe

# THIS IS THE BEST SALVIA DIVINQRUM OR YOUR MONEY BACK!

# For the love of God use in moderation!

Regular Price: $26.97

Sale Price: $18.97!

ClublJ KanZak, 10 gram SUPERPACK

Now On Sale!

lOOt Kanna Mood enlighting herb. Kanna is a herb from Africa that
has been found to have calming/euphoric properties on those [who)

Continued
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smoke it. USE: If your are feeling lousy, take 2 or 4 hits of
KanZak. You will feel great in a few minutes. Effects: Relaxation, a
decrease in anxiety & stress for a duration of 4 to 8 hours. A
little goes a long way. Do not use if you are taking any medication
& read instructions before use. HAPPIER OR YOUR MONEY BACK!

Regular Price: $109.97

Sale Price: $109.97!

High Grade wild Lettuce Opium 2 OZ

Now On Sale!

1I Relaxes the mind & body

# A pleasantly mild alternative to marijuana

# Less harsh to smoke than tobacco or ganja

# Nicotine free

# Nice effects or your money back!

Regular Price: $29.97

Sale Price: $24.95!

Extra Strength Horny Goat weed

1I Horny Goat Weed helps get you in the mood.

# How in the mood? Like a 16 year old watching porn!

# Works for both women & men

# 1 Serving per package

# Great price for a night of nasty boot knocking!

# Product is made by Pro Labs, not Pinnacle as pictured

Your Price: $2.49!

Salvia Divinorum Leaf 1/2 OZ

# Organically grown in Oaxacan Mexico

# Instructions included

# Recommended for use with a waterpipe and butane torch lighter

# We purchase Salvia Divinorum directly from the source to get this
price to you

# This legal product will not show up on drug tests

1I Highest quality Salvia Divinorum you have ever had or your money
back

Your Price: $33.97!

Continued
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Of course, all items were guaranteed to be shipped in a nondescript plain
brown box.

Finding Collaborators Online
Even if people are not usmg the Internet to find new conspirators for their illicit
activities, if they are pursing any, it is very likely they are using the Internet in some
way for its coordination. Due to its pervasive nature, the Internet is an excellent
communication system. It can be mllch less intrusive, and it is easier to hide commu
nication done with computers than with traditional devices such as telephones.
When you have to log on and read e-Il1all it IS much harder for someone to accI
dentally stumble across anything incriminating. This avoids the problem of the
spouse answering the phone when the other participant in the atTair calls. Today's
computer-literate children often see it as a valuable communication tool as well.
They are aware that parents can scrutinize phone bills or caller ID logs, but many are
clueless when it comes to tracking c-mail and vicwing instant messenger 10b"5. Many
teenagers would be reluctant to discuss their sex lives or drug use on the family
phone, for fear of being overheard by parents, but often feel uninhibited when e
mailing their friends or chatting about it online.

Not everyone who uses the Internet will participate in these behaviors. Many
couples stay faithful thcir cntirc lives, and many childrcn ncvcr participate in illegal
activities. Most people won't have to worry about or deal with these things. Even if
yOll are one of those lucky enough to be confidem in your spouse and children's
wholesomeness, it is still wise to be aware of the dangers, to understand how they
occur, and to know the warning signs. [n the words of Flavius Vegctius I'tenatus
"Let him who desires peace prepare for war." Awareness of the dangers and the
warning signs costs very little, and can have dramatic and beneficial results.

Ethics of Spying
Perhaps thc most difficult decision in the cntire process of determining what secrets
a person is hiding is determining what steps and remedies are available. Despite lin
gering suspicions, until positive proof is established that a person is engaged in unde
sirable and unacceptable activities, the suspicious party could be unnecessarily
jeopardizing the relationship. One of the first steps in finding malfeasance is to first
determine what yOll are willing to do in order to uncover what your suspected
tar!,>et is doing. This is where your code of ethics will come in to play.

Ethics are standards of conducts, that guide decisions and actions, based 011 duties
derived from core values. At a young age people develop their ethics and morals
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from their parents and their enVironment. A qlllck glance around you at the people
you interact with can easily demonstrate how everyone has their own set of ethics.
Even among certain apparently similar demographics-criminals, for instance-there
is a set of ethics that they live by; even if those ethics are abhorrent to society at
large. This set of ethics and morals guides people in their decision making. Often
people will disdain those who make decisions that do not fit within their moral and
ethical framework. Each individual has his own code of ethics that he lives by, and
staying true to these ethics is very important.

Impacting the Process
For most people, the decision to spy on their toved ones is a very difficult one to
make. This decision is wrought with a host of emotional and ethical issues that will
pervade the entire process from start to finish. It can very easily start with some basic
checking up on someone and quickly proceed to the point of crossing the line. The
extremity of the measure a person will undertake in order to prove or disprove their
suspicions will be bounded by the ethics and morals that the person has. Some
people will quickly come to the decision that everything they will do in pursuit of
their suspicions is acceptable, while others will feel that any degree of snooping is
olltside the boundaries of the relationship. For most people the decision is not as
clear-cut, and they will need to determine which steps are acceptable to them, and
at what POlllt they will stop. It IS very difficult for people to undertake actions,
which violate their code of ethics. Often the activities that break a person's ethical
code come with deep feelings of guilt, thus it is very important to determine what
you are willing to do, and what level of spying you can comfortably live with.

When faced with the possibility of needing to determine what another person is
doing, clear boundaries and guidelines Illust be estabhshed ahead of time to prevent
unintended consequences. It is fairly easy to establish that certain activities would
cross ethical boundaries. For instance installing spyware on a loved one's COlllpliter at
work would certainly be ethically as well as legally wrong. On the other hand,
looking at the contents of a person's pockets while doing laundry would not be vio
lating most people's ethics. It is the activities in between the two extremes that pre
sent the ethical dilemma.

Activities that are being hidden from a person can have a profound and lasting
effect upon them. In many situations it is far better to have the knowledge to protect
yourself and others from long-lasting damage. If parents are trying to determine if an
online stalker is targeting their daughter, that relationship has a senous potential to
provide long-lasting damage to the child. If spouses are being unf:tithful, they have
the potential to bring back possible life-threatening diseases to their mates. Most of
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the activities that people attempt to hide from others are the ones most likely to
hurt or damage themselves or others.

The reader now must decide what boundaries they are willing to cross in order
to determine what is happening with the other person, and therein lies the ethical
dilemma. Normal boundaries may not be sufficient; the information that is hidden
may require extreme measures to ascertain. Nobody enjoys (well, a few people do)
spying on their loved one, but they must determine if spying is better than the alter
native. Each person will have to decide what steps will violate his or her code of
ethics. When it comes to violating someone's privacy for a personal or greater good,
there is never an easy answer. Some people will have no problems doing this, while
others will wrestle with the question. Once a person has decided what they deem is
the clear line in the gray area, they can begin to spy.

Breaking the Trust
In every interpersonal relationship there is a level of trust that is built between the
two parties. While building trust takes time and effort to achieve, it takes only a
single keystroke to rip it all apare. Trust is the cornerstone of any relationship;
without it there is very little hope of success. By spying on a spouse you put all pre
existing trust at risk, and open it up to possible irreversible damage. This risk lllust be
understood before the spying process begins.

Some people believe that spy1l1g upon thelT slgnificam others would vIolate the
trust in the relationship. In their minds there are no actions that their partners could
commit that would justify spying. Any degree of it would ruin the trust in the rela
tionship.These people would hesitate to take any action that could possibly under
mine this truse.

Most people will subconsCiously know that something IS not right m the rela
tionship. If the other person is hiding activities then they have already destroyed any
trust. For example, if someone's spouse is hiding his infidelity from his mate, then he
has destroyed the trust. A once-open child hiding disturbing behavior from his par
ems is another example. Once a person decides to conceal activities because they
know that these activities would violate an interpersonal relationship, then they have
broken whatever trust existed in that relationship.

Creating a Culture of Mistrust
Spying can create a culture of mistrust between the parties in an interpersonal rela
tionship. Human nature already makes us very distrustful of others and their inten
tions. It is very easy to take the worst possible interpretation of a set of facts. If a
husband feels that his wife does not trust him, this will create strain upon the rela-
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tionshlp; It also may lead to the husband domg dungs to purposefully cause the wife
angst. Then this may lead to the wife trusting her husband less. This vicious circle
may never be broken and could ultimately cause the relationship to fail. Even
though no one initially did anything wrong, the culture of mistrust grew and took
over. Once undertaken this cannot be easily broken.

Spying automatically forces mistrust upon a relationship. Even if spying returns
no proof of wrongdoing, will the other person ever truly be trusted again? Are
people willing to live in a relationship that they feel is only acceptable by constantly
checking up on the other individual?

Mistrust does not work in only one direction. Even if initially it is only directed
to onc aspect, it can quickly consume the entire relationship. Entering into thc cul
ture of mistrust can be just as damaging as any activities that would have been
hidden. We say this not to dissuade anyone but merely to provide a warning to some
of the possible unimended consequences. As the old saying goes "be careful what
you wish for, you might just get it."

Our View
In the end wc feel that a nuanced approach to the ethical dilemma of spying on
loved ones should be taken. The world would be a much better place if people did
not do things that would cause harm to their loved ones, and there would be no
reason for tllIS book to be written. But sadly tim IS not the case. So we feel spyll1g IS

an acceptable solution to certain problems but we caution you to proceed carefully.
Before you begin spying ask yourself these questions.

• What is the cause of your suspicions?

• What steps are you willing to take?

• What will S<1tisfy your doubts?

• Are you willing to live with being right?

• Are you willing to live with being wrong?

• What are the consequences to bemg caught spyll1g?

There are no easy answers to these questions; however answering them will at
least provide a guide for further action. We feel that if a person suspects that some
thing is going on then they have the right to ask some questions. If the answers to
these questions do not satisfy the feeling, it is acceptable to begin the process of
deternll111ng what steps you are willing to take. This is the last point at wlllch no
boundaries have been crossed. After here the process of spying has begun. If the
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20 Chapter 1 • Why Spy?

person IS still suspiciolls and decides to go forward with an investigation, then be
should proceed slowly being as unobtrusive as possible.

We feel that an easy and relatively inoffensive first step would be to examine
everything that is within the public realm and look at that information. Although
this could cause a breakdown of trust within the relationship, the person has not at
this point done anything to actively spy on the other person. If the person's sllspi
cions are confirmed, then it is time to detennine what additional anions should be
considered. We would suggest again thar you carefully evaluate your options before
taking any actioll. If additional remedies are needed. then we feel that you should do
everything possible to proteer yourself without violating the law or your internal
ethics.

This book is intended to provide information that can be used ethically. Many
things discussed here can also be used in a very unethical and inappropriate manner
as well. It is up to the readers to determine if utilizing this information and tech
nology violates their ethics, and their responsibility to stay within the law.

Spying on Spouses
Weddings are one of the happiest days in many people's lives; the day is full of hope
and optimism for the future. Everyone roasts the happy couple and the beginning of
their lives together. Unfortunately, not all marriages have fairy talc endings. However,
people change, and divorce happens. Despite everyone wishing that his or her mar
riage is in the small percentage that last, this may be hopeless optimism. Figure 1.2
visualizes the percentage of people who reach their respective anniversaries.

Figure 1.2 Percentages of People Who Reach Their Respective Anniversaries [9]
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There are many reasons why a marnage fails, and there are no winners when
this happens. The marriage contract both explicitly lays Ollt each person's obligations
toward the marriage, and in most states, the law is explicit as to what happens in the
case of a failed marriage and the resultant divorce. During marriage both partner's
assets and liabilities become the responsibility and property of the other. Since each
person's actions directly influence the other person, each person has an obli!,"3tion to
be up-front and honest with his or her activities. If people are undertaking activities
and hiding them from their spouses, that is a cause of concern. People have a right
to know what is going on in their spouse's life, since it may affect them.

Ic would be naive to think that there are no secret~ between a couple, or that it
is possible to know what the other person is doing at all hours. However, there is a
degree of honesty and trust that must be mainc.1ined. Once this has been broken
then it is very difficult to build it up again. That is not to say that at any sign of mis
doing the spouse loses all rights to privacy, but to serve as a warning to what can
happen if the decision to hide somedling from the spouse is taken. All of the trust
can forever be lost from the relationship, even if nothmg untold IS happening.

The deciSIOn to spy on a spOLlse should never be taken lightly. Once the deciSIOn
to remove that person's privacy has been made, it cannot be taken back. If the only
way to save the marriage is to constantly snoop on the spouse, then there may be
something more going on than it appears (and perhaps the marriage is not worth
saving). We feel that any step possible short of spying should be taken before actually
doing It. There may be other ways to determ1l1e what IS gomg on without resorting
to snooping. Once the trust in a relationship has been violated, it is not a trivial
matter to re-establish it. There will be subtle signs that will be picked up on, that
will cause reasons for concern. This will aUow a spouse to begin to determine if the
hidden behavior is bad enough to cause the need to snoop.

We don't advocate spying on spouses for "fun;' or to continually keep tabs on
them. Since spying is such a significant undertaking in both resources and potential
risk, we feel only very important scenarios warrant spying on your spouse. Those
scenarios are questions of fidelity, financial security, liability, and personality disorders.

Infidelity
A leading cause for trouble in a marriage is infidelity by one of the partners. Peggy
Vaughan, author of TIle MOIwgamy IHylh:A Persollal Hal/dbo(Ikfor RcwlJcr;/Igjrolll
~ffairs, estimates that 60 percent of men and 40 percent of women will have affairs
dunng their marnages. Since the second party in the affair may not necessarily be
married, these affairs are believed to touch 80 percent of all marriages. This enor
mous percentage should cause great concern, and the warning signs for infidelity
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should not be Ignored. The followlllg are Just some warl11ng signs that may be Illdi
cators of infidelity (10):

• Your spouse seems bored. Bored with you, with job, with kids, with hob
bies, with life in general

• Your spouse seems to want danger or thrills in his/her life

• There is considerably less intimacy in your relationship. Your sex life is
practically nonexistent

• Your spouse has a low self-esteem

• You notice your spouse has a sense of confUSIOn about self

• Your spouse has become lazy, especially around the house

• You can't get your spouse to communicate with you

• Your spouse gets very defensive if you mention infidelity or aff:1irs

• Your spouse is suddenly more attentive than usual

• Your spouse is working longer hours at work, or traveling more than
expected

• Your spouse is dressing nicer, looking nicer

• You notice charges on credit card statement that don't make sense

• Your spouse is indifferent to family events like birthdays and holidays

• You find your partner has been lying to yOLl about a variety of things

• Money becomes more of an issue between the two of you

• He/she doesn't want to go anywhere or do anything with you anymore

• You can't even get YOllr spouse to fight with you

• You feel as if you are being avoided

• Your partner abandons religiolls faith

• Your spouse seems more secretive

If a spouse is showing several of these signs, then some serious questions should
be asked. If satisfactory answers are not given then it is time to be proactive. Due to
the potential lethality of sexual transmitted diseases, this is not to be taken lightly.
One place that evidence of cheating n1;1y reside will be on the family computer.
Please keep in mind that many of these warning signs can have non-adulterous
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causes as well. We caution you III many cases to IIlves£igate carefully and thoroughly
before jumping to any conclusions.

Financial Security
Money issues are another one of the top reasons that marriages f.1ce problems.
Financial security and arguments about money have driven many marriages to the
divorce court. Since a couple's finances are linked, if one spouse is hiding significant
financial activity from the other, this is cause for concern. There are many ways to
lose fiscal responsibility while using one's computer. These range from responding to
spam advertisemcnts for money laundcring scams, sports b"3mbling, onlinc galllbling,
excessive purchases, and Internet sex rooms. AU of these activities can cause a finan
cial hardship upon the relationship. Spouses have the right to know how their
money is being used, and if their credit is being ruined by the actions of their
spouse. It is not unheard of for a malicious spouse to deliberately ruin the couple's
financcs by spending all of the cash, and maxing out credit cards before leaving the
rela£ionship. In addi£ion personal finance software, often with detailed financial
records, is stored on most f.1mily computers. This software may hold financial dues
about your spouse's wrongdoings. Although not the most glamorous reason for
snooping on a spouse, financial problems can cause some of the most long-lasting
damage even long after the relationship has ended.

Liability
When a couple gets married, the phrase for bener or worse is used in the typical
ceremony. This is not just for kicks; the liabilities of one spouse are automatically
transferred to the other spouse. If one spOllse gets sued, the effects will cascade across
the marriage. If a husband or wife is engaging in ac£ivities that represent a great risk
to the couple, both individuals have a right to know what is happening. Since lia
bility resides upon both individuals equally, then both partners have the right to
know. If that information is being held outside the purview of the spouse, then
spying may be the only way to get to the truth of the maner. For example, if one
member of a f.1nllly 1S commining an online Cfllne, results of that Crime, if caught,
could be drastic. The t:1nuly will immediately lose the compmer as it becomes evi
dence. In addition the entire t:1mily will be examined as possible coconspirators. In
situations like this ignorance is not a good excuse. Keep this in mind if you feel your
spouse is involved in questionable dealings, online or offline.
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Multiple Identities
Some people are very good at masking their real selves from their loved ones. They
are one person to their f.1mily and friends and a completely other person in an
online digital identity. These people may sutTer from personality disorders that
govern their behavior, wluch can vary dramatically from moment to moment. They
choose which behavior they would like people to see, and go [Q great lengths to
hide their "other personality" from f.1mily members. It's not uncommon when
watching the news to see the friends and f:1111ily of an accused criminal state how
the accused was "the nicest person someone could be." Although this is a worst-case
scenario, the Internet does allow people [Q act how the wish they could in rcallife,
due to the perceived anonymity and moral permissiveness provided. Someone that
you know and love could be a completely ditTerent person when he is interacting
online. Of course, there is a ditTerence between someone merely pretending online,
and someone with a seriOlls problem. Only by monitoring people's actions can their
true intentions be gleaned.

In extreme cases like this, spying can be a useful means of confirming a suspi
cion, or tipping you otT to someone's problems. However, in cases of multiple identi
ties or personalities, you are often dealing with someone with serious medical
problems. These cases should usually be handed otT to the proper authorities and be
dealt with by true experts. We wall[ the readers of this book to be prepared to find
out about mfidelity and their kids' drug problems or skippmg school. We are not
trying to prepare you to pursue the next Ted Bundy.

There is no magic answer as to when it is appropriate to spy on a spouse. Each
instance must be taken as a separate case. What may work for one couple may not be
an acceptablc alternative for others. The decision to snoop should ncver be takcn
lightly, and all alternatives ought to be exhausted before taking those steps. Once
taken these actions can never be withdrawn; even if no wrongdoing is found, the
relationship may never be the same. The decision to snoop will continually get
easier; it should be used only as a last rcsort to protect oneself from the influences of
the spouse. Despite wedding vows given in thc best intentions, some people do not
honor them and will place their spouse unknowingly at risk for their own needs.
They will sacrifice their relationship to satisfy other desires. If this is happening self
preservation dictates action.
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Spying on Your Children
In the comext of this book, spying on your children may be one of the easiest and
least morally ambiguous decisions you will make. In [1.ct Illost parents to some
extent or another, naturally spy on their children. Parents want £0, and have the right
to know whom their children mteran with, what they do, and what goes on 111 their
lives when they're not at home. What parent has never picked up a telephone exten
sion, listened up against a door, watched out the window, or casually looked through
belongings while cleaning a child's room. Many parents take any anion they can to
gain insight into their children's lives. We feel all of this is normal, and appropriate.
Parental involvement overt and covert, is a neccssary elemcnt.

But, alas times have changed. The world has turned a bit, and life has sped up
with it. While very classic and useful, the techniques mentioned in the previous
paragraph may no longer be sufficient. Most kids are proficient computer users, in
many cases surpassing their parents. They are often well aware of the latest "£,ds" for
computer usc. Iftherc is a ncw cool way for them to talk to cach other, they will
most likely be using it. Children under eighteen are some of the f:1.stest adapters and
most prolific users of new technology. Instant messaging, texting, e-mail, and blogs
arc [,St replacing traditional and more traceable means of communication. What
would havc been passed as a note in classroom ten years ago is now text messaged
from one cell phone to the next. The household phone doesn't offer nearly the con
nenivity or flexibility of lIlstant messaging. When it comes to getting in touch, the
kids are on the cutting edge, and most parents are left in the wake. In most children's
minds the Internet is a "safe" communication and coordination mechanism that their
parents do not understand and can never pry into.

Living on thc blecding edgc posts an increasing dangcr to most childrcn. Since
they are out there puslllng the limits of the Internet, often alone and unguided, they
arc free to explore almost anything that the net makes possible. In many cases this can
be troubling or even dangerous. Even worse, since most children are out there alone,
they are withollt the moral and ethical guidance of their more experienced parents.
Instcad oflcarning from thc actions and cxamples ofthcir families, children are led to
learn and adapt what they see their peers do. There is often a very wide gap between
most traditional [,mily values and morals, and those shown by the millions of online
IIcrizills. Encountering this ethical chasm, especially young impressionable and alone,
call produce confusion, desire, rebellion, and can often lead to trouble.

We break down the types of trouble children can find on the net into two broad
classes, old dangers and new dangers. New dangers consist of activities that are rela
tively new, and would not exist without the Internet. Examples of these are online
property theft, hacking, and purchasing schoolwork. Old dangers are new Internet-
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enabled SpillS on classIc childhood problems. These lIlciude drugs, skippmg and
cheating in school, and bullying. These old dangers are not exactly caused by the
Internet, but are made much easier due to its influence. One must understand and
be on the lookout for both.

New Dangers
As previously mentioned, new dangers are those that never existed before the
Internet. These can include, but are not limited to purchasing schoolwork, intellec
tual property theft, and criminal hacking. These are all crimes that occur easily, but
can also be prevented by watching what happens online.

Cheating on schoolwork has always been a problem. As long as there has been
schoolwork, children have been cheating on it. Now, however, the Imernet has made
it f.·lf easier, and Illuch harder to catch. Before a child's group of conspirators was
limited to his or her classmates and siblings. Now it has been expanded to include
anyone a child can get in touch with across the Internet. We have seen questions
about homework being posted on online message boards. These meSs.1ge boards,
often set up to discuss topic-specific information such as cars or computer security
offer a place where questions can be asked that will reach thousands of eyes. In such
places it is not unusual to have an answer within minutes. Now that most school
work is done in electronic format, many former students post all of their previous
work, leavlllg a wealth ofmatenal for those who follow. It IS also not unheard of to
search for answer keys, teachers' manuals, and other resources. While they may fur
nish the correct answer, they are not what is intended by the original assignment.
Finally, there are even some sites such as www.termpaperrelief.com that offer, for a
page-by-page fce, to have your papers custom written for you. This capability
exploits lazmess and makes cheating a trivial task. It takes only a few mouse clicks to

obtain a professionally written term paper, all for 514.99 a page.
While using the Imernet to fllld homework solutions call show resourcefulness

on the behalf of the child, it comes with its own problems. For one the child is not
accomplishing the original task set out by his or her instructors. Instead of learning
and solving the problems, children are merely finding the answers to their problems.
The true lessons of the work are being bypassed. In addition there is often no guar
amee of correctness for what they find online. Anyone can post anything on the
Internet, and not all material on the Internet has been edited by f.1ct checkers. By
cheating online most children are cheating themselves out of an education.

Online property theft is another issue. Would you approve if you child stole a
CD or DVD from the mall? Most parents would never allow that, yet they are blind
to a very similar crime occurring on their f.1mily computers. File sharing networks
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such as fasmack (Kaaza, the first Morpheus), overnet (Edonkey), and Gnmella
(shareza, etc), IRC, Warez Web sites and bittorent sites (ww\V.suprnova.org) allow
juS[ that. Figure 1.3 shows Edonkey, the current killg of peer-to-peer file trading.

Figure 1.3 Edonkey in Action
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Each of these applications was deSIgned for a perfectly legal and legitimate use,
the easy sharing of information. However, realizing the power and perceived
anonymity of these networks, many users have turned them into giant networks spe
cializing in the trade of pirated movies, music, software, and pornography. Copyright
holders for this shared media argue that they are losing hundreds of millions of dol
lars 1Il revenue annually due to online piracy. Those downloading would argue that
they are not committing theft, merely copyright violation, if that. In their minds
stealing the music is no different than taping it from the radio, and that these compa
nies aren't losing any money 011 them, since they would never buy the
music/movie/software anyway. As individuals who bach profit from intellectual
property, and arc outraged at the exorbitant prices for media, we can see both sides
of the argument. We can only hope that eventually an acceptable online compromise
will develop. Certain ventures like Apple's iTulles have risen to fill the online gap
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and provide legitimate and cost-effective purchase of online media. However nght
or wrong, very powerful lobbying organizations such as the RIAA (Recording
Industry Artists Association) and MPAA (Motion Picture Artists Association) are
filing lawsuits against specific Internet users whome they have deemed are violating
their copyrights. Those targeted are often offered a $3000 settlement or the chance
to fight it in court against the massive teams of lawyers fielded against them. Many
of these targeted are children whose parents often claim ignorance or unawareness of
what is occurring on their computer. In f.--let one of the first and most publicized
individuals sued by the RIAA was was a thirteen-year-old girl whose parents were
completely unaware that she was sharing music online. Wherever yOLl stand on these
issues keep in mind whether a lawsuit is worth the price of a S16.00 hip-hop CD?

The final new danger we wish to present is criminal hacking. While the very
definition of the word hacking is surrounded in controversy, for the purpose of this
book, we will define it as "any use of a computer to gain unauthorized access or
deny legitimate access to another computer system." It is important to monitor your
children to ensure that they are not hacking. It is no longer the harmless pastime of
computer nerds. New powerful tools and Web sites detailing technique make it
accessible to all but the least computer savvy. With these tools and knowledge it is
quite easy to cause a lot of damage online. A Denial of Service (DOS) attack on a
corporate Web site can result in millions in lost revenue. Breaking into a computer
system holding credit cards compromises both the machine and those cards; even if
the cards are never used Illicitly, the act still causes the expensive need to reissue
them. With such high monetary values attached to hacking, it is now a crime that
Illost companies, and the FBI take very seriously.

If your child or spouse is a hacker or computer expert, and you are not, proceed
with caution. You must be very careful to gauge your child's level of paranoia. Your
child is likely to be more adept than you at spying on people and monitoring com
puters. Children are already very well aware of most common tools and techniques.
The most important advantage you have will be the element of surprise. Hopefully,
your children will have little suspicion as to any bugs or monitoring on their home
computers, you're a computer newbie after all. In these cases the home compllter is
ideal for buggmg. The hacker or expert will use it almost completely trusting it as a
safe and unl11onitored computer.

Over the last few years blogging, the process of creating an online Web log or
diary, has become extremely popular. Many people, including children, fllld this a
great outlet to pseudo-anonymously vent on the many frustrations they encounter in
their day-to-day lives. While searching the Web for mformation for tillS book, we
came across many different blogs and forums. One disturbing trend we noticed was
that many teenagers were baring their souls to complete strangers on these forums,
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posting about themselves and detailed aspects of their lives, mcluding their sexual
activity. While that in itself may be OK, and is a way for people co bond, the worri
some aspect was that many posted in true name, and with their e-mail address as part
of the information. This is creating a forulll where people can learn all about
sOll1eone's private life, and with their e-mail address have the beginning of a stalking
capability.

Old Dangers
Along with the new dangers, many classic problems have a new spin given to them
thanks to the Internet. Drugs, skipping out of class, bullying, and pornography are aU
problems that have always existed. Now it is even easier to secretly get involved and
get away with them.

As we mentioned in the introduction, we feel that the Internet has made it
much easier to become involved with illegal drugs. Aside from the f,lct that one can
purchase many controlled drUb'S such as Valium online there is a huge emerging
market of herbal equivalents. Salvia, peyote, and others can easily be bought online
along with all the paraphernalia to turn them inco legitimate mind-altering sub
stances. Another aspect is the f,1Ct that children can use the Internet co connect
themselves with people handling and distributing traditional illegal drugs. A quick
look at Craigslist shows several people looking for "420" partners. The 420 partners
may be a method of fmding a drug distribmor onhne. Gomg down this path pre
sents a twofold danger to children: first, they are involved with illegal drugs, and
second, they will be meeting and making themselves vulnerable to a complete
stranger. This is very dangerous.

Skipping school, chcating, and bullying arc othcr agc-old problems that are
recelvmg new twists due to the power of onhne collaboration. In the prevIOus sec
tion we mentioned how we feel cheating has become a "new danger" due co its
now relative ease. Skipping school, gang involvement, and ocher questionable activi
ties are easier CO participate and coordinate due to the Internet. In a couple of
instant message clicks a child can have set up plans, a time, and location with a friend
aU in the time it would have taken him to dial the number if he was using a tradi
tional phone. Bullying has always been a traumatic issue for some children. Now in
the virtual world it takes on a new meaning. No longer is someone merely picked
on in a lunchroom or school. Bullying can extend into the online domain. There
have been several cases of children making "mockery" Web sites, poking fun at their
targets, making their comments and available for everyone to see. This can be a big
problem reb"3rdless of what end of the stick you're on. l3ullying can also take place in
chat groups or e-mail lists as one child "flames" another with insults and publicly
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humiliates hlln or her. If your child IS a reCiplem, £IllS Issue needs to be qll1ckly
addressed and handled; if your child is the bully, this behavior needs co be stopped
immediately co avoid a slander lawsuit in our very litigious socie[)'.

Predators
Everythmg we've memioned so f.1r relating co how your child can get III trouble
online has been something that the child has to willingly do. There are quite a few
things children can do to plu themselves on the wrong side of right, and the law, and
our list is by no means nearly comprehensive. However, there is another fearsome
danger, one that you don't have to look for to find; it will fmd you, the online
predator/pedophile. Predators and pedophiles have seemingly always existed and
been a deep fear of most parents. Now the anonymi[)' of the Imernet has made
them even more fearless, and its connectivity opens up their pool of potential prey.
Like their predecessor of yesteryear, they still hang around areas of high prey con
centration, but instead of playgrounds, schools, and daycare centers, these cyber
pedophiles frequent chat rooms often visited by young children.

To demonstrate how prevalent sexual pred1tors or people at least willing to vio
late the law are, we created a yahoo messenger aCCOLlnt, and made it look like that
otT a sixteen-year-old girl. Figure 1.4 shows a screenshot of our pseudo-accoullt pro
file for "Sarah":

Figure 1.4 Profile of a 16·Year·Old Girl Who Was Approached by Multiple
Predators
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Sarah entered several chat rooms. First on a Friday evelllng at around 11 :00
PM., entering a local romance for Virginia chat room. Within two minutes she had
received four chat invitations from four different men ranging in ages allegedly from
18 to 21. After briefly chatting with e;lch of these men, she had pretty mllch been
asked the same questions, "Do you like older men?" "Do you h;lve a cam?" Would
you let mc vicw it?"The ncxt morning at 9:00 am she entered a different chat
room, 15-18xxx. Once again she was bombarded with mesS<1ges, this time the poten
tial suitors were from f.u away (the predators in the U.S. must still be asleep), Cyprus
and Turkey. The topics they wished to discuss were similar to the previolls night,
starting with some snull talk and then trying to find out my opinions on sex and
masturbation. Finally, on a Monday evening she re-entcred thc Virgini;l romance
chat room. This time it was the most interesting proposition, one person asked
within the first few statements if she was interested in a sexual encounter. Even the
f.1et that "Sarah" was 16 and;l minor did not seem to affect him.

[n the following, we Il;lve included part of the conversation resulting from this
Illteraction. The alleged predator's yahoo ID has been changed. We Illserted dirty
larryOOI, a name we control instead of the predator's original ID. In addition the first
chat line was cut and pasted from the actual chat window since as of this writing
Yahoo Messenger does not archive the first line of ;lny chat. In performing this
experiment we did not sec out to entrap, expose, or "bust" this or any predator out
there. This is a job lcft to law enforccmcnt. In f.1ct we fed that many vigilantc sitcs
that do attempt to expose cyber-predators are violating numerous privacy and
slander laws. We merely want to demonstrate the reality of sexual predators in
Internet chat rooms. (Please note, some of the material uses strong language and
contcnt):

dirtylarryOOI (1:21:49 PM): Hi, would you like to cyber, or meet later for

some real fun?

sarahe1988 (1:22:09 PM): hi

sarahe1988 (1: 22: 13 PM): I'm 16

dirtylarryOOI (1:22:20 PM): where u live?

sarahe1988 (l :22 :23 PM) : herndon

sarahe1988 (l :22 :24 PM) : you?

sarahe1988 (1: 22 :25 PM) : asl?

sarahe1988

dirtylarryOOl (1:22:39 PM): m/36/richmond

sarahe1988 (1:22:44 PM): ok:

(1:22:52 PM): well I'm f/16/herndon

dirtylarryOOl (1:22:54 PM): you ever have sex with an older man?

sarahe1988 (1:23:00 PM): I've never had sex
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sarahe1988 (1:23:07 PM): do you im every woman on this room asking for

cyber?

sarahe1988 (1:24:35 PM): so I'm a virgin and not intersting to you anymore?

dirty1arryOOl (1:25:44 PM): virgins are ok

dirtylarryOOl (l: 25: 56 PM): do u want to have sex?

sarahe1988 (1:26:05 PM): with you? I don't even know you

sarahe1988 (1:26:09 PM): do you want to have sex with me?

dirtylarry001 (l: 26: 19 PM), sure - if you are cute ..

sarahe1988 11 :26: 26 PM} : well I like '0 think '0
dirtylarry001 (l: 26 :32 PM) , go, a pic?

sarahe1988 (1 :26: 48 PM) : yeah

sarahe1988 (1 :26: 49 PM) : do you

sarahe1988 (1: 26: 52 PM) : ,2r

dirtylarryOOl (l: 27 :08 PM) , i dont

PM): well

PM): ok

sarahe1988 (1 :27 :22

sarahe1988 (1: 27: 23

sarahe1988 (1 :27: 29

dirty1arry001 (1 :27

sarahe1988 11 :27 :44

dirtylarryOOl (l: 27

PM}: so you want to meet me or something?

:35 PM), if u want.

PM): do you want?

: 52 PM), sure - describe your body to me

sarahe1988 (1:28:31 PM): have you been with someone my age before

dirtylarry001 (1:28:41 PM): yeah

sarahe1988 (1:28:42 PM): 5'7" brwn hair, brwn eyes, 120 lbs

sarahe1988 (1:28:44 PM): really

dirtylarry001 (1: 28: 59 PM): how big are your tits?

sarahe1988 (1 :29 :31 PM) : they're decent

sarahe1988 (1:29:44 PM) : 28 B if you must know

sarahe1988 (1:29:50 PM) : now you owe me something

dirtylarryOOl (l: 29: 54 PM), how far have you gone with a guy before

sarahe1988 (1:29:59 PM): made out

sarahe1988 (1:31:48 PM): SO how far have you gone with a 16 yr old?

dirtylarryOOl (l: 31: 56 PM), and you are willing to let a stranger of the

net fuck you?

dirtylarry001 (1: 32: 54 PM): i have fucked

sarahe1988 (1:33:26 PM): ok

dirtylarryOOl (1:33:47 PM), are u alone now?

dirtylarry001 (1:36:03 PM): bye

All of this experimentation leads us to believe that if yOli are online and yOll
present the right type of profile, those looking for yOll will find yOll. All we had to
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do was SIt III a chat room, and apparently tlus guy was trolling the hst of partiCipants
looking for those he was interested in. This is a powerful demonstration of the
prevalence of Internet predators.

Internet Addiction
And flllally online addiction should not be forgotten. In many ways just using the
Internet itself can be like a drug. Kids now spend more time in front of the com
puter than the TV Even if all the time online is spent in harmless activity, it is

important to monitor what goes Oil. Not paying attencion to what your children are
doing online is the equivalent of buying 500 channels (including adult ones) and
turning your children loose to watch unsupervised. It is important to watch your

child and make sure they lead a balanced life. One needs to make sure that the
Internet, like most things, is taken ill moderation. Failure to do this could lead to a
host of social and mcntal problems.

Tips and Tricks...

Signs of Internet Addiction
The following are several signs of Internet addiction taken from the Illinois
Institute for Addiction Recovery's Web site www.addictionrecov.org/intwhat.htm:

• Preoccupation with the Internet. (Thoughts about previous on-line
activity or anticipation of the next on-line session)

• Use of the Internet in increasing amounts of time in order to achieve
satisfaction

• Repeated, unsuccessful efforts to control, cut back, or stop Internet
use

• Feelings of restlessness, moodiness, depression or irritability when
attempting to cut down use of the Internet

• On-line longer than originally intended

• Jeopardized or risked loss of significant relationships, job, educa
tional or career opportunities because of Internet use

• lies to family members, therapist, or others to conceal the extent of
involvement with the Internet

Continued
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• Use of the Internet as a way to escape from problems or to relieve a
dysphoric mood. (e.g., feelings of hopelessness, guilt, anxiety,
depression)

For all the reasons listed, and many more, we feel it is definitely appropriate to

monitor your children's online activity. Done correctly it can be non intrusive yet still
offer you protection. By knowing what your child docs online yOli can help steer
your child down a corren moral and legal path. Monitoring does not have to be a
"big brother" activity where you confront your child on every suspicion and raise
and cnvironmcnt of mistrust. Instead, it can be a chance to watch your childrcn
grow, observe for signs of trouble, and gently guide when necessary. When online
most children are entering all adult and dangerous world, often without the maturity
and seasoned judgment needed to stay safe. There is always the risk of falling victim
to an online predator, many of whom are constantly roaming the Internet searching
for new prey. When most parcnts ask thcmselves the rhetorical question, "bow can I
spy on my kids?" they must realize the dangers that exist out there and then ask
themselves, "how can I not?"

When You Should Not Spy
Spymg IS commonly known as the world's second oldest profeSSion, and has been
practiced by governments, corporations, and individuals for ages. Spying is the pro
cess of gathcring knowledge from someone despite his or her intemions to kecp the
information secret. While there may be no honor among thieves, there are rules
among spies. As unlikely as it would seem, most spies have some boundaries that
they feel should not be crossed III pursuit of information for their cause. Even
among superpowers and governments, there are unwritten rules that are followed in
the quest for information supremacy. We mention this because we feel that even
you, as an amateur f.lmily spy, must follow rules. While you may not have to worry
about the Geneva Convcntion when you are tracking your child's e-mail, you should
make surc that you have a wry dear idea of what you can and cannot do.

High tech spying used to be an exclusive c1ub;joining required a significant
amoum of money and expertise. fu the technology becomes more integrated into
our everyday lives, it is easier for normal people to monitor our activities. While this
book demonstrates how to usc technology to your advantage, it also illustrates
methods that may be abused. In a free socIety mformation IS not controlled, it IS easy
to find plans on how to build a bomb from everyday materials on the Internet, or
how to defraud pcople of their life savings. Even if the information can be used for
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purposes other than what it was IIltended, the IIlformation should still be available.
The information provided in the book can be used in the manner intended, but it
also carries the capability to be misused. While this is an unfortunate consequence, it
is important that people have the information so that they can protect themselves
and their families,

There arc many situations whcre it is acceptable to spy upon loved ones, espe
cially when they are placing themselves and your family at risk. In many cases the
decision to spy or not to spy is not black and white. There are also some clear lines
that never should be crossed. Before any spying should occur several questions
should be asked:

• Whom are you plannlllg to spymg on?

• Why are you planning on spying?

• What information are you trying to obtain?

• Where will the spying take place?

The answers to these questions playa big part in answering the question should
I spy?

Whom Are You Planning to Spy On?
It is very important to start off with a clear target, and be aware of whom you can
ethically and legally spy upon. We feel that this is quite clear; for instance, if the
person that you want to spy on is not your spoLlse or one of your kids, then you
probably shouldn't be spying on him. This would be stalking. Current technology
makes it very easy for people to stalk individuals and prey upon them. There is a
wealth of publicly available IIlformation that is accessible via the Internet. People can
look up phone numbers and quickly get a map to another person's residence. Many
instant messaging programs allow for buddy lists to be set up, and it is possible to get
a message when a buddy logs in/or out, or any other range of activities. It is very
easy and sometimes tempting to use this technology to spy all an individual, but if
that individual is not your spouse, or your kids, then you are stalking. This is com
pletely wrong and illegal.

Why Are You Planning on Spying?
The reasons behind the decision to spy must be examjned to determine their
validity. If the spying IS undertaken simply because It IS easier than discussing the
issues, then the spying should not happen. There will be many reasons for spying
upon loved Olles, and many people will justify their actions. The reasons for spying
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must be exammed carefully. In every relationship there will be conflict and secrets
that must be worked through. Often it is easier co ignore the issues and avoid dealing
with them. Spying is one way to avoid difficult discussions and issues, bllC doing so is
not a good solution.

What Information Are You Trying to Obtain?
In order co protect love ones, spying upon them must achieve certain goals. The
objective is co find out enough information CO answer difficult questions such as,
Does my daughter have an eating disorder? Is my husband pursuing an extramarital
aff:1ir? It is tempting to gct a bctter vicw of what someone is thinking by examining
his or her communications with outside parties. The technology for spying can be
used co determine what the husband is e-mailing to a family friend; however, it can
also be used to see what he is saying to his boss. It is very easy co extend the scope
of spying beyond what is needed to all aspects of someone's lifc. If the information
collccted is not intended to protect loved ones but is instead used to intrude on their
lives, then the spying should not occur.

Where Will the Spying Take Place
Spying upon people's online activities involves using the computer tlut they would
use co go about their activities. This places a burden upon the pcrson doing the
spying as he or she must access that computer. Many people use a variety of com
puters during the course of the day co do their online activities. Thus, you r children
may use the computers at school to check their e-mail and the family computer at
home in the evening to chat and "fool around." A husband could use his computer
at work to coordinate his afi:1ir. Despite this, the only computers that should be
spied upon are the family computer. It is acceptable to do whatever is needed on the
f.1mily computer because it is the family's computer. Placing spy tools upon a child's
computer at school or a spouse's office computer is acting outside of acceptable
ranges. If the spy tools were to be discovered upon the work computer of school
computer, whoever put them there could be put at legal risk. Spying should be done
only on the home computer.

There are no easy answers in life, and most decisions involving emotions are not
cut and dried. It is easy to make rash decisions and to persuade oneself that certain
actions are justifiable. Being able to justify answers does not make them correct.
Attempting to spy on someone who is not ;l member of your family, should never
be done. Placing spy technology upon machines that arc not owned by the f.1l1lily is
also out of bounds. Misusing technology to collect inform;ltion from third panies
would also be wrong. Technology allows for an individual co hold a vast alllount of
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power, but tlllS power should not be llusused. It would be tempting to use spymg as
a window into a loved one's life; however, this decision should not be made lightly,
and only as a last resort.

Real-World Case Study
In order to illustrate some of the major issues we will deal with we felt it appro
priate to include several case studies. All of these are based on real people and situa
tions that we have either heard about our encountered ourselves. Facts, names,jobs,
and locations have been changed to protect the identities of those involved. While
they may seem only allegOrical, they serve to drive home the POlllt that the Issues
and dlngers we discuss are real, and that, sometimes, spying will help you Ollt.

Case Study: Those Who
Forget to Erase Their History Must Pay for It
Computers have become one of the most useful conununications mechanisms we
have. A5 a result they silently participate and documem the many events in our lives.
Without discrimination they stoically take part in our adventues of love and hate,
happiness and sadness. In this story a CIA historian finds evidence of his wife's infi
delity due to her computes accidental disclosure.

Elaboration
"Chris" and "Kelly" were a pair of CIA historians. They met while working together
at the agency. During their career they spent a lot of time together working side by
side. For many couples this can bc thc kiss of death; for Chris and Kelly, it made
their relationship stronger. The time at work was just more time spent together,
which in their minds was just wonderful.

As time went on and the years passed Kelly decided she had career goals of
being something othcr than a historian. It was the late nineties and the dot-com
boom was in full swing, paper millionaires were popping lip all over the place. For a
couple on government salaries III the expensive Washmgton, D.C. area thiS was all
incredible draw. Kelly left her job at the agency to take a job as a Web developer for
a small start-up with long hours, hard work, and hopefully a huge financial reward.

Chris was completely supportive of Kelly's career change. Although he missed
having his wife and best friend with him all day, he was excited about the prospect
of them becollung wealthy, retiring young, alld traveling the world together. He
knew her crazy work schedule would be rough and they wouldn't have all of the
relationship-building time they were used to, but this job was just temporary really.
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They were gomg to be smart about it; after the IPO and her stock vested, Kelly
vowed to leave and spend the rest of her time with her husband basking in the
wealth of their Internet millions. Things would be tough for a little bit, but the result
would be worth it.

So right away Kelly went from the easy forty-hour-a-week government job to
the frenetic pace of a sixty-plus-hour week at an Internet start-up. She liked the job,
she liked the work, and she looked forward to the pot of gold at the end of the IPO
rainbow. Her office had a great fun environment, free food, free meals, even a place
to sleep. Kelly knew somewhere inside that it was all a clever ruse, all of this just to

convince employees to stay at work, bur she believed. They were all in it together,
weren't they? The more they worked, the richer they would be. So Kelly dove into
her work. She worked hard at work, often late into the night, and when she wasn't
at work, she was still working, or at least thinking about it.

Then right around the year 2000 things started to change. Apparently, the ven
ture capitalist~ were unhappy at the lack of profit. The company was losing money,
and at tbe risk oflosmg Its funding, Kelly's boss "Jon" made a valiant effon to rally
his employees. Yes times were bard, but tbey were gomg to change tbe way people
lived their lives. They needed to dig in, work harder, and persevere. When jon spoke
people wanted to believe him. He was like Tom Cruise in Jerr)' McGuire, handsome,
charismatic, and to too many of his employees, a visionary. When he smiled at you
and asked in his very sincere voice to dig in and work harder, you wanted to work;
you saw he believed m the company, and it made you want to believe.

Not wanting to let jon or her coworkers down, Kelly started to work even
harder. If a twelve-hour day \vasn't enough, she'd have to do a fourteen, a sixteen,
eighteen, or twenty if necessary. She couldn't let everyone down; she couldn't spoil
the vision. Chris had been supportive the entire time, but now he was beginning to
wonder if Kelly had made the right choice. He had always admired her ambition
and work ethic, but she was becoming a ditTerent person than the woman he knew
and loved. Yes, they wanted a good life, but at what cost? He realized that they hadn't
been as happy as they were since the time they had worked together at the agency.
One night, Chris asked his wife to quit her job and come back to work with him.
Instead of the expected response, he was met with outrage. "Did he realize what she
was working on?," "Didn't he want to retire early, want a nice house, want to be
rich,""1 work my butt otT for us and that's all the thanks I get" were the responses
he got. Kelly, angry and upset, stormed out of the house and went to the place she
where she could at least get something done while she cooled down, her office.

When she got m, it was almost one o'clock III tbe mornmg and the place was
empty, except for one office, jon's. Kelly decided to drop in and say hi.jon definitely
looked like he had seen better days. He looked tired, had circles under his eyes,
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needed to shave, and there were coffee cups and fast food wrappers everywhere.
"Well how's it going Kelly?" he asked, and like a water(111 she opened up and let
flow everything-how she was tired and stressed and overworked, and worse, how
the one man whom she thought really understood her didn't. After hearing it all jon
nodded his head :ll1d agreed; he knew what it was like. He was going through the
same thing; in (1et, his wife had just gone on an extended visit to stay with her
mom. Some people just couldn't understand; he guessed. If you're not in this com
pany, you just can't get it. Kelly couldn't disagree with him and couldn't pull herself
out of his office. She stayed there for another hour just talking with him, feeling
close to someone for the first time in months. What bappened next can be left to
the reader's imagination, but that night was the beginning of the aff.1ir.

After that night work took on a new meaning for Kelly. It was still her job, and
still something she loved and believed in, but it was also a chance for ber to see jon.
Over the next three months they met repeatedly. Kelly was always wary of discovery
by her husband even though she was very cautious. They only met away from other
people who knew them, they didn't talk more than normal at the office, and most
important,jon was never to call her at home. E-mail and Il1stant messaging became
their preferred method of communication since it was quiet and effective.

While Kelly's life was picking up, Chris's was getting worse. He had felt distant
from her since she had started her new job. Now their sex life was suffering, too.
They hadn't been together in over two months. Chris was beginning to wonder if
all those Jokes abollt marnage were true. He knew Kelly spent a lot of time at work,
bllt he couldn't fathom her cheating. But she was staying even later now, sometimes
not even coming home, and she didn't seem to mind. She didn't want to talk about
what went on as much anymore either; she was either too busy, or "didn't want to
think about it right now."

Then one morning everything changed. Chris was in tbe shower and Kelly was
at her computer. She noticed jon logged onto his instant messenger and then buzzed
her.

Bigmoney4all: Are you there?

Kelly1971: Yes

Bigmoney4all: I miss you

Kellyl971: I miss you too, but I' 11 see you at work

Bigmoney4all: I want to call you, I want to hear your voice

Kel1y1971: You know you can't do that

Right then the phone rang. She closed the instant messaging window and ran
alit to get the phone. When she picked up the phone she beard Tom's voice (her
friend and Chris's carpool parmer). "Hey, Kelly, we haven't talked in a while; how are
things going?"
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Meanwhile Chns had fimshed Ius shower. He heard Kelly on the phone 111 the
other room and though wondered who it was, walked into the bedroom to get his
clothes. Passing by the computer, he glanced and saw an instam messaging window
sitting there:

Bigmoney4all: So are we still on for tonight after work?

Chris stopped dead in his tracks. Thousands of thoughts raced through his head,
he quickly steadied himself and typed:

Kelly1971: Yes

After a few anxious seconds later he received:

Bigmoney4all: And your husband?

Kelly1971: What about him?

Bigmoney4all: He still doesn't know about us does he?

Kelly1971: No. not yet

That moment Kelly walked into the room, "Hey Chris that was Tom he won't be
able to make it ..... oh no," she noticed Chris was staring at her computer. Once
again the details are left to the reader. But this was the moment of clarity for Chris,
where he learned that his wife was having an affair. It explained a lot to him.
Everything he had feared but dismissed had just been proven Oil her computer screen.

$0 a divorce ensued. It was anlJcable, or at least as much as a divorce can be.
Chris and Kelly sold the house, divided the proceeds and each went their separate
ways. It could have been much worse, but the situation had set the tone. Virginia,
where they both lived is a state that is very tough on the adultery laws, and Chris
now had proof of it. He wouldn't owe Kelly anything above and beyond what they
had accumulated together. The settlements were (,ir, but could have been much
worse for Chris had he not learned about what was happening and prepared himself
for this scenario.

Analysis
Chris found out about Kelly's mfidelity due to a simple slip up. Had she locked her
screen he may never have been the wiser. But due to a little low-tech computer
snooping, he was able to figure out what was going on. Chris probably never would
have looked at Kelly's screen, ifhe hadn't already been suspicious. He had come
from the CIA, he understood the value of personal privacy. However he felt some
thing was wrong, and he looked for clues wherever he could. Kelly's afT.1ir was very
typical, it occurred at work, and with someone she spent a lot of time and was under
a lot of pressure with. She didn't meet her partner 011 the Internet but she did use it
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as a commLmlCation mechamsm. She had thought it would be safer than the phone,
and when she rushed off in fear that the protocol was broken, she made her t:1tal
mistake. Chris didn't employ elaborate technical measures to spy on Kelly; he didn't
need them. His senses and other clues led him to know something was wrong, and
his casual observation gave him all the evidence he needed. The moment he typed
back in response to the instant messages, he crossed the linc. At that point hc very
well could have been answering to anyone of Kelly's friends for any reason. !fhe
had been wrong, the relationship still might have ended, with his spying giving Kelly
a perfect excuse to drop him. So all in all spying is a serious and dangerous game.
The consequences are almost always high. It is defmitely something that each person
must understand and be prepared for all outcomcs.
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Summary
This chapter served as an explanation of the book and an introduction into the
world of spying to discover your f:1mily's secret lives. It discussed many of the pos
sible illicit and somewhat scary activities they can become involved with online. We
also approached several of the ethical Issues and scenanos where spylllg may not be
the most appropriate action. $0 f:u we've covered the following important concepts:

Ii:] Being informed of potemial situations beforehand almost always otTers an
advantage when dealing with them.

Ii:] We present our definition of snooping and straying. These are the fact that
most people are inherently curious about their loved ones, and that many
people have a tendency to occasionally visit their dark sides.

Ii:] The Internet has become an awesome communication mechanislll. E-mail,

instant mcssaging, Wcb browsing, and blogging have enlarged the social
circlc that most people have.

Ii:] People are still people and do the same activities they always have, cheating,
gambling, lying, abusing drugs .. and so on. Now they have the power of
the Internet to enable their activites, and put them in touch with new

partners in crime.

Ii:] Spylllg on your family can be a VERY touchy subject; one must take time
to consider the many implications it could have.

Ii:] The damage done by spying may sometimes exceed the damage done by
the act you're trying to catch.

Ii:] When dealing with spouses, infidelity, financial security, liability and
multiple identities are all scenarios that may have a significant Internet
component. When any of these are suspected it may be time to examine
computer llsage.

Ii:] Drug use, cheating in school, online theft, and pornography are all typical
uses of computers that parents may wish to monitor and prevent their
children from doing.

Ii:] Stalkers, pedophiles, and other very shady characters exist out on the
Internet. They hunt for their prey where it gathers and apply clever
tcchniques to seduce them.

Ii:] Internet addiction itself can be a dangerous problem. It IS Important to keep
an eye 011 computer usage and look for its warning signs.
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[t] Quite a few situations exist where it is clearly not appropriate to monitor
someone's computer usage. It is very important that potential cyber-sleuths
understand chese and avoid them.

It! The case study shows how the Interne( played a part in one person's aff..1ir.
It also showcased how technical measures allowed the cheated partner to
discover what was happening, and prevail in a court of law.

Hopefully this chapter has brought to light the many potential issues involved
with spying 011 your f.1mily. The following chapters will take you first through some
of the psychology and concepts behind spying, and then the mechanics of it. Keep in
m1l1d the many dangers and rewards 1l1volved and proceed with caucion, you may
learn more than you ever wanted to know.
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Chapter 2

"Trust, but verify" - President Ronald Reagan

Topics in this Chapter:

• Goals of Spying

• Psychology of Spying

• Spying Methodology

• Using Overt Monitoring as a Deterrent

• Using Covert Spying to Observe Behavior

• Demonstration

• Case Study: Dangers of Misinterpretation
and Distrust

• Summary
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Introduction
Imagine two separate scenarios. In the first scenario, yOll order a drink at:l coffee
shop. The barista politely takes your order and sets your change down next to the
"tips" jar. She then heads to the backroom for another bag of espresso beans. There is
no one else III the store, and you are all alone. Do yOll take all of the change or leave
some for a tip?

Now imagine that yOll are waiting in line behind two of your coworkers, both
of whom put ;lll of their change into the "tips" j;lr following their order. They !uve
received their coffees and are now w;ltching you ;lS you collect your change.

Look at Fib'1Jrc 2.1. Would you be more inclined to leave ;lll of your ch;lnge now
dut the others are w;ltching you? Would it make a difference if those w;ltching h;lve
left their change? Would it make a difference if those w;ltching ;lre colleagues ;lS
opposed to strangers? Wh;lt if it is your boss versus your peer?

Figure 2.1 Public "Tip Jars" Provoke a Social Pressure to Give Money When
Others Are Observing You

~
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For some, tlus IS deemed an ;lIfilllidaf;m/ tactic. Experiments have shown that
when people think they are being observed, their behavior changes based on who is
observing them. Michael Lynn, an associate professor of consumer behavior at
Cornell University's School of Hotel Adnlinistration, has researched this topic exten
sively over the past 20 years. He suggests that people tip primarily to avoid social
disapproval. His research found that the amount of the tip had very little to do with
the quality of the service. In particular, he estimates that quality attributes to roughly
only four percent of the variance.

Take a restaurant, for example. Have you ever thought about the pressure to
leave a "customary" 15 to 20 percent tip? Whom do you generally leave the tip for?
In most cases, it is the waiter or waitress with whom you interacted the most. What
about the chef who prepared your meal? You never saw him, so perhaps you did not
feel social pressure to leave a tip. Tips are left for people to whom yOll feel a "con
nection." Many experiments show that waiters and waitresses who write simple
things such as "h:lVe a nice day," or draw a smiley face on the bill receive larger tips.
The server does something I11ce for the customer, and the customer reCiprocates.

What does this have to do with spy1l1g on your f.1mily? A great deal, when your
intent is to modifY their behavior by spying, rather than just catch them "in the act."
In particular, this chapter explores the social pressure from a lack of privacy and ties
psychological aspects such as this into the activity of spying. In addition, this chapter
outlines the goals of spying, explores the usc of active surveillance as a deterrent,
1I1vestigates some of the emotional effects of spymg, and touches on the leg:tlity of
monitoring others. The moral of this story is that spying is a powerful technique that
can be used to gather information on those that have done wrong. At the same time,
it is a dangerous weapon that should only be used as a last resort. Honesty, trust, and
communication are relationship builders; spying is based on deception, cynicism, and
secrecy. Take this into account before you pursue any act of surveillance.

Goals of Spying
Historically, the goal of spying has been to collect information from targets without
thelT knowledge. TIm mformation IS useful 111 that the target doesn't dunk you have
it, and doesn't realize when you do have it. It is the closest you can come to reading
someone's mind. For the purpose of this book, we extend our definition of spying to
include all types of monitoring. In addition to information collection, spying can be
used as a technique for monitoring and modifying people's behavior. The primary
goal of spying is to improve your position in a situation either by controlling
behavior or using the information to give yourself an unexpected advantage.

www.syngress.com
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Information collection plays a part 111 every multiparty mteraction. When two
groups come together there are primarily three levels of information exchange: active
and inactive (both overt) and covert. Active information is any information that you
receive via request from another party. This information is always voluntarily given.
Inactive information is the information actively gleaned from nonvoluntary factors
such as f.1cial expression, mannerisms, tone of voice, and other relatively apparent
clues. Although this information is not voluntarily given, it is not concealed either,
and it is apparent for all those who would collect it. Finally, covert information is the
information you glean by other methods consisting of those activities traditionally
associated with spying. Information collected by covert methods may not be obvious
and is definitely not voluntarily given by the monitored party. Covert information
plays a critical part in obtaining the big picture of any interaction. Without it, you
have only what you observed or inferred from the interaction. Covert information
gives you what is unseen and in many cases helps round out the big picture.
Voluntary, involuntary, and covert information round out the information puzzle.

Imagme that you are quizzmg your spouse about a former love. What your
spouse offers to tell you III response to your questions is one part of the lllformation
puzzle, the overt and active information. You now have the information that your
spouse i.) willing to disclose on the subject. When talking with your spouse, you also
pay attention to (lcial expressions and tone of voice. This offers another piece of the
puzzle. Your spouse's nonverbal clues-i.e., smiling or frowning or appearing happy
or sad-are lIlvolumary factors that round out what you overtly know. If you search
your spouse's diary for entries about the former love, you are covertly collecting
information. This action may give you a completely different view of the topic. Now
you have access to information that your spouse feels is secret and not being
observed. In many cases, this is the most truthful version of the story. The overt and
covert information all combine to flesh out the big picture.

Notes from the Underground ...

Spy Terminology

• Canary Trap A technique in which artificial or incorrect information
is deliberately fed out to help determine the source of an informa
tion leak.

Continued
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• Cipher A type of simple encryption in which letters or numbers are
substituted for each other to secretly hide a message.

• Concealment Device A device used to hide objects such as surveil-
lance equipment or secret messages.

• Covert A method of doing something secretly.

• Legend A cover story used to explain a situation if caught.

• Listening Post (LP) The place where covertly collected information is
sent. This comes from the world of audio surveillance devices. Most
of these bugs send their recorded audio back to a literal listening
post. In most of the cases discussed here, the listening post and
spying device are the Pc.

• Mark The target of an effort (usually the person spied upon).

• Overt A method of doing something openly.

Behavior modification can be another result of the spying process and is lIsually
achieved by revealing a capability to monitor activity. The resulting effect can be a
deterrent, such as the case of police cameras in public areas. It can also be used to
complicate a subject's activities. If concerned about being monitored, people being
spied on may adapt additional behaviors as the knowledge of being monitored drives

them to a new level of caution. The additional complexity of trying to avoid moni
tormg tecluuques may dnve them away or complicate the process they were origI
nally embarking on. In these cases it is not the actual coven collection of
information, but the overt knowledge that someone may have the capability to

watch them that can be played upon to modify bad behavior.

When the two end goals of spying are carefully executed, they can be used to
place people in a much stronger position than they would be without spying. They
now have new information, or have modified the behavior of their target in such a

way that a sense of control has been established. Being able to obtain covert infor
mation or to modify behavior puts one in a position of enormous advantage.

www.syngress.com
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Can You Believe It?

Social Spotlight Effect
Do you think everyone notices you when you accidentally stumble while walking
over a break in a sidewalk? Probably only a few people would notice you; people
appreciably overestimate how much they are in the spotlight. A group of psy
chologists at Cornell University conducted a series of experiments to demonstrate
this point and to identify the magnitude of these discrepancies.

In one case, researchers asked skiers to estimate how many people on the
ski lifts watched them as they skied. These skiers exaggerated the percentages of
those on the lifts who were watching them. Similarly, researchers conducted an
experiment with a student sitting alone at a table in a busy college cafeteria. The
student felt self-conscious about having many people observing his social isola
tion, yet few even noticed him.

As Thomas Gilovich, a leading researcher in this field, said, "Nobody has
gone broke or lost an election by underestimating that people believe social acts
have consequences. Everything we've done suggests that fear of social shunning
may keep some people, and even some politicians, from taking certain stands
that they are afraid will result in people shunning them."

Researchers also studied how critical observers can be of mistakes. They
found that observers were more likely to pass harsh criticism when they couldn't
apply the individual's perspective to themselves. However, if the observer and the
individual made the same mistake, they were less critical.

An interesting example of this occurred in November 1999, when presiden
tial candidate George W. Bush was given a pop quiz on foreign policy during a
television interview. He was asked to name the political leaders of Chechnya.
India, Pakistan, and Taiwan. Bush answered only one of the four correctly.
Numerous political surveys and psychological experiments followed that sup
ported the theory that Bush's poor performance had little effect on the opinion
of viewers who also did not know the answers. Only those who were knowl
edgeable of the correct answers tended to criticize his mistakes.

Will this knowledge change our behavior? Kenneth Savitsky, one of the
leaders in these experiments, remarked, "I'm a researcher in this area, and I'm
often afraid to go outside if I feel that my jacket doesn't look right or that my
pants aren't pressed properly." He was probably joking, but even if people are
aware of their hypersensitivity, it is still difficult for them to adjust their behavior.

www,syngress.{om
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Psychology of Spying
As the old saying goes, "Monkey see, monkey do."The change in your decision to

leave a tip at a coffee bar may be inAuenced by the actions and perceived impor
tance of those around you (whether consciolls or not). This is an example of how
sOCIal enVlfonments affect behaVIOr. Changes brought about by tbese conditions are
commonly referred to as the c!lamelcoll effect. In an article titled "The chameleon
effect: The preception-bebavior link and social interaction" Uournal of Personality
and Social Psychology, 76, 893-910, 1999), researchers T.L. Chartrand and JA. Bargh
define this as:

"nonconscious mimicry of the postures, mannerisms, facial expres
sions, and other behaviors of one's interaction partners, such that
one's behavior passively and unintentionafly changes to match that
of others in one's current social environment. "

In other words, the person surrounded by a group practicing a behavior is likely
to adopt tbat behaVIOr even if he or she would not normally do so when alone.

Now apply this perception-behavior link to something deemed "forbidden" with
assumed consequences. If children are instructed not to smoke, are they more likely
to do it in private when no one is around, or in plain site of their parents? COlllmon
sense says that they are aware of cause and effect and will choose not to smoke
around someone who will object and pUlllsh them.

The same is true with an adulterous husband. Rather than taking his illicit lover
to the family's f.1Vorite restaurant where he is likely to be observed and recognized,
he'll go to great strides to schedule dinner on the other side of town. Great care will
be taken to minimize the risk of being discovered. Like it or not, the social pressure
of monitoring (or fear of being caught) plays a principal role in how many individ
uals behave.

Computers and the Internet complicate the chameleon effect because people
have a sense of privacy and anonymity when using them. They provide a new area
that falls somewhere between complete privacy and the fully observable behavior of
the real world. Figure 2.2 illustrates the tradc-otTbctwcell social pressure and privacy
ranging from the freedom to "think" thoughts without social feedback to the slightly
less private Internet to the real world, which is largely composed of social observa
tion and very little privacy.

www.syngress.com
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Figure 2.2 Privacy Diagram

little privor( 01 the re~ world
{large social pressure)

Semi.privocy 01 the Internet
(Yery lillie SCKiol pressure)

PriYocy 01
though~
(no sociol
pressure)

Are you Self-Conscious?

Barry Manilow T-shirt Experiment
Researchers at Cornell University conducted an experiment in which 109 students
were each asked to wear a Barry Manilow T-shirt into a room full of their peers.

The students felt self-conscious about wearing the T-shirt knowing that he
was not the most popular artist on campus, and they estimated that at least half
of the observers noticed their choice in clothing.

However, they overestimated; only one-quarter of the observers noticed on
average. Follow-up experiments yielded results that show that this exaggeration
is commonly up to six times the percentage of the true observers.

As the remainder of this book will demonstrate, unless specific actions are taken
to ensure it, privacy on the Internet is based on a false sense of security. In these cir
CUlllstances, observation is not as publicly advertised, and therefore, it does not play
as large of a role III deCISion making.
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Spying Methodology
Spying can be broken down imo two basic categories: overt and covert. Overt spying
is analogous to surveillance and advertised monitoring. It is the police officer
patrolling a neighborhood, the surveillance camera above the bank's automatic teller
machme (ATM), and the phone call you make to ensure that your son IS home
promptly after school lets out. Whether you are aware of it or not, you participate ill
oven monitoring every waking minute of your life.

"He looked about his surroundings. They had become so familiar to
him that, without realizing it, he was beginning to take on some of
the mannerisms of the people who lived there."

- Georges Simenon, Maigret and the Toy Village

"The briefing had said, 'Don't speak'... but while the crowd
acknowledged people's need to hurry it demanded at the least
some slight apology for breaking the etiquette of the rush hour."

- Gerald Seymour, Harry's Game

Covert spying is what "spymaster" authors John Le CarnS, Gerald Seymour, and
Ian Fleming arc famous for writing about. Howevcr, in real life, mystery and intrigue
may not be what you want to experience.

Spying 011 others, especially f.1mily members, can be a stressful and emotional
event. Under such circumstances, it is very easy to allow emotions to control deci
sions, which can then lead to mistakes. As discussed previously, the consequences of
mistakes can sometimes be worse than the Cfune. As we have learned, In stressful and
emotional situations it is good to have a well-defined plan and a backup plan. When
the stress takes hold, a well-practiced plan becomes instincttlal; the truc value of a
contingency plan is apparent when it is actually used.

To approach the task of spying methodically like a professional, it is a good idea
to develop a strategy that can be used to evaluate and plan most spying sessions. A
method we developed, called SLEUTH, consists of six steps to help you walk
through a mission; evaluate scenarios and risk; and execute and examine your results.
The SLEUTH methodology corresponds to:

www.syngress.com
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I. Setting goals

2. Llying out a strategy

3. Evaluating and understanding risk

4. Using best judgmem to execute the plan

5. Taking in observations and results

6. Handling the scenario using your results

Setting Goals
The first step in spying is to determine what your objectives will be. Rarely is it
useful to fllll blindly into a spying mission. Although it may occur occasionally, it is
good to set a well-defmed goal before you begin. For example, a solid goal would be
"to prove your wife's infidelity," and a not well-defined goal would be, ") know my
wife is up to something. I need to find out." Both would involve the S:lllle type of
work, but the first gives a dear goal, whereas the second is like a "fishing trip,"
where you hope to turn up something. With a solid goal, you can either prove your
hypothesis or determine that it is outside your technical skill to discover. Even when
there is no solid end result, it is important to have a clear quitting point. It is gener
ally better to concede at a certain point and realize that either nothing is going on
or your target IS hiding Ius actions beyond your ability to find out. Failing to have a
well-established stopping point can result in an endless quest that may eventually
result in an obsession with collecting information.

Goals, as we describe them, are not necessarily conclusive decisions, but ways of
measuring progress and accomplishmem. For example, if yOll want to keep an eye on
your teenager, you won't necessarily set a goal such as "prove he smokes marijuana."
Searching only for drug-related material may cause you to bypass other useful clues
about other activities you may have an interest in. In this situation, a better goal may
be to monitor your teenager's e-mail and chat, looking for anything that may
endanger him or her.

Laying Out a Strategy
Laying OUt a strategy is a critical step in every spying operation. Even if you skip set
ting goals (which is not recommended), do not skip this step. Proceeding with any
operation without a plan is a bad idea. A well-designed, strategy will give you a path
to take and alternative routes to follow toward reaching your objective.

Before laying out a plan of action carefully assess your situation. Study and
understand your target and the layout of the environment you will be operating in.
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In the scope of this book it bOlls down to understanding spouses' or children's per
sonalities, how they use their computers, and in some cases how they have their
computer set up. Do they e-mail a lot? Chat? Does their computer have a password?
Try to learn as much as possible beforehand so that you can take everything you
know into account when designing your strategy. This will minimize uncxpected
surprises and thc amount of"011-the-fly" decisions that have to be made.

As you plan for different scenarios, look for possible t:lilure points. When you
reach one of these critical points, try to find all of the possible causes of t:lilure.
Think about what you can do to minimize your chances of t:lilure at those times.
Whenever possible, make a backup plan. Determine what you will do if your normal
plan is diverted. Planning for t:lilures and extraordinary situations is what separates a
good strategy from a great strategy. It is not so much the plan, but how you handle
things when they don't go according to plan that matters. The goal of a good
strategy is to eliminate last-minute decisions. When you are dealing with emotionally
volatile issues, it is important to proceed based on study and research. When things
go wrong, emotions can come mto play that dnve you to follow paths that, if
viewed from a logical perspective, may be incorrect. A strategy can ensure that you
have a predeveloped plan, hopefully made at a time when the "big picture" was
viewed free of situational complications. If done well, a good strategy will help
increase the chances of success with most spying operations.

Evaluating and Understanding Risk
Risk plays a central role in any spying operation. It is very important to be aware of
the different risks posed and to determine their possible effects. When planning any
operation, you must carefully balance the possible risk and consequence versus the
potential reward.

From walking across the street to playing with live rattlesnakes, risk is present in
almost everything we do. We make quick mental trade-offi between risk and reward
and then choose our course of action. In many cases, when the risk is understood,
steps can be taken to minimize it. For example, when crossing the street we can
decrcasc our personal risk by crossing at a crosswalk and waiting until thcrc arc no
cars approaching. In some activities, such as playing with rattlesnakes, not much can
be done to reduce the risk to all acceptable level. Those are the activities we will
choose to avoid after considering the risk versus reward trade-off. This same trade
off and risk minimization principle should also apply to spying all t:ln1.ily members.
Take careful consideration of the risk factors mvolved. Evaluate each risk factor for

www.syngress.com



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 56.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=81

56 Chapter 2 • 5pying Basics

severity. Is it a big nsk? Can you live with the consequences? Can anything be done
to minimize risk?

Risk is an extremely important f.1ctor to consider when spying on someone.
Many complex issues come into play when spying on a f.1mily member because
there are many levels and types of risk. At a high level there is the risk of being dis
covered, which would put an end to your current operation and possibly tip off your
target. At a deeper level, spying may be placing your relationship with your target in
jeopardy. 111 searching for a possible problem, you may be seriously risking the
integrity of the relationship. Think very carefully about all of the issues involved.
Only when you understand them and their possible consequences should you pro
ceed to spy.

Using Best Judgment to Execute the Plan
The goals are set, the plan is made, and the risk is understood; now it is time to spy.
Using your best judgment, begin to execute the strategy you have prepared and out
lined. Even though you have planned every step very carefully, situations will arise
where judgment calls must be made. As the plan is executed, keep in mind the end
goal, the strategy devised, and the risk involved. Use those three factors to guide any
decisions that must be made. If done cautiously and carefully, execution of the
strategy will yield the most reward.

Take in Observations and Results
As you spy, information will begin to pour in. It may not always be what you want
or expect, but most of it will have some value. Store and analyze .111 of it. This col
lected information can usually be broken down into three primary groups: opera
tions intelligence, targeted intelligence, and chaff, or useless information.

It is important to securely collect and store both types of useful information. If
the information you obtain is not stored securely, you risk its discovery, which can
lead to a compromise of both your capability and your activity. Once you feel that
either of those has been compromised, you can no longer trust the value of the
mtelligence. Targets may operate III a manner specifically deSIgned to thwart your
collection efforts.

Operational intelligence increases your ability to continue, maintain, and possibly
expand your spying activities. An example of operational information is discovering
that your spOllse leaves his or her laptop on with an open e-mail program every
morning while he or she showers. Now you have a new window of opportunity to
look for information that can possibly help lead you deeper into the information
jungle in search of your goals. While operational intelligence may be more "dry" and
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less mteresting than your targeted mformation, do not neglect It. Ifyoll do not plan
on using it immediately, store it. Once you have execllCed all of the paths of your
strategy, the operation intelligence you've gleaned may open up new avenues to

explore.
Targeted intelligence is the information you are looking for, the material that

will help you realize your goal. Sometimes this information presents itself as a
"smoking gun" that gives direct evidence of your suspicions. Usually, however, it is a
loosely correlated collection of clues. These clues make sense only when they are
collected and viewed as an aggregate.

Because targeted intelligence can be difficult to locate, it is necessary to closely
examine and analyze the information you initially discern as chaff, which can hold
potential clues. For example, before you discard a series of e-mails consisting of for
wards, recipes, or sports scores, reexamine them for a hidden meaning. Do the
recipes make sense? Are the forwards changed dramatically from the ones on the
Internet? Do the sports scores correspond to real-life events? It is not unusual for a
clever adversary to use Illnocent looking information to disglllse a commumcation
channel. Tills techmque, known as sfcgallography, is a mainstay in many secret
methods of communication. Spies, terrorists, and a host of other characters, both
good and evil, use it as a method of slipping their information "under the radar."

Handling the Situation Using Your Results
Now that you have some informacion, it is time co use it to work toward reaching
your goal. At this time, we'll assume that you have material that describes some
aspect of your target that they do not wish to make public and that they do not
know you h:lVc. What you do wich this information depcnds on your goal. It can bc
useful for confrontation, or as a lead-Ill Into an area where more spying can be done.
You might have just enough information to steer your interactions in a new direc
tion. Regardless of the specifics, careful analysis and use of the information is the
final stage of the spying process.

Using Overt Monitoring as a Deterrent
Behavioral changes associated wich active spying, or monicoring, are psychological
phenomena that scientists believe date back to human hunter/gatherer days. Studies
have demonstrated that people are hypersensitive to the social spotlight when they
believe they are being watched. Imagine your comfort level when you are being
Interviewed for a Job m a closed conference room with no windows versus a confer
ence room with a large one-way glass and a video camera focused on you. In the
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closed room you are able to Judge the Importance and reaction of those watchlllg
you, but in the surveillance room you cannot, and you fear the opinions of those
behind the glass.

This hypersensitivity is believed to have helped early man coexist in small group
settings. At this time, isolation cven for a matter of days could mean death to thosc
depcndent 011 their groups. It was of utmost importance to peacefully coexist within
the group. Today, group coexistence is not necessary, yet we still overestimate what
others observe about us and change our behavior because of it.

Overcautiousness leads us to try and adopt what we believe is acceptable by
those observing us. There is an innate desire to please that makes us want to please
the observer. For example, it is unlikely that someone would pursue an atT.1ir using
e~mail if he or she thought that each message were being monitored by a spouse.
However, there are some cases (imagine an ornery teenager) where the observed
people might choose behavior they feel will deliberately upset their observer.

Surveillance as a Deterrent First and Observer Second
Rather than using monitoring to "catch" someone in the act, overt monitoring can
be used as a deterrent. A classic example of this is the use of police cameras, which are
typically mounted high on poles and aimed at suspicious street corners. Supporters of
this system claim it has a dramatic effect on street crime. However, it should be noted
that there are tlllxed statistics on theIr effectiveness; they provide observation eVI
dence, but it IS difficult to estimate how many crimes they actually prevent.

In September 2002, Madelyne Toogood and her 4-year-old daughter finished
shopping at Kohl's department store in Mishawaka, Indiana. Toogood placed her
daughter in the back of het SUv, appeared to scan the parking lot for observers, and
then repcatedly hit thc young girl. This act was caught on a parking lot survcillance
camera similar to the one pictured in Figure 2.3.

Ifyoll look at the video footage, it appears as ifToogood looked for people who
might see her, but she never looked up for cameras. The question is: if she had seen
the camera would she have still donc it? If so, would she have done it in the parking
lot, or would she have waited until she was out of sight? Also, how many people
have ever intended to commit a crime like this, but then realized they were being
observed prior to doing it? This is a difficult (if not impossible) statistic to measure.
The knowledge that they might be being watched influences the decisions that
people make.
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Figure 2.3 Surveillance Camera

When it comes to computers, there is little public knowledge of the ease of

monitoring. Police cameras have been granted widespread media attention, but little
has been said about the collection and monitoring conducted by Internet service
providers, Web-based e-mail serVices, and Web site tracking. All of these are entities
that perform some type of monitoring. If people were as aware of this as they were
of police cameras, would they be as willing to participate in some of the more unsa
vory behavior that occurs online?

Can You Believe It?

Who Uses Police Cameras, and Do They Deter Crime?
You may be monitored more than you expect. The following list is not all inclu
sive; according to industry estimates there are approximately 2 million video
surveillance systems in the U.S. Police cameras are used throughout most cities
to actively monitor in an attempt to deter crime and catch criminals. The verdict
is still out on their success.

• Baltimore Sixteen cameras are used to scan the downtown streets
and sidewalks 24 hours a day.

• Chicago Thirty cameras that are mounted on poles have been used
to scan for crime since 2002.

• Memphis Twelve cameras have been used in the business district
since 1996.

Continued
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• NYC In 1998. numerous police cameras were installed throughout
the city starting with public housing developments, Grand Central
Station, and Washington Square Park.

• Tacoma, WA In 1993, Tacoma was the first city to use surveillance to
publicly deter crime by mounting cameras on top of light poles in
high crime areas.

Very few people are aware of the fact that in July 2004, a 2-to-l decision by a
panel of the U.S. Coun ofAppeals for the 1st Circuit in Massachusetts proclaimed
that any company providing e-mail servicc has thc right to copy and rcad any mcs
sage bound for its customers. TIllS means that e-mail IS not afforded the same expec
tation of privacy as a telephone call or in-person conversation. For a law
enforcement officer to gain access to e-mail, only a search warrant is required. This
compares with a wiretap order needed to record a telephone line, which is far more
difficult to acquire. Some see this as a loss of privacy, and othcr see it as a mcans of
deterring illegal behavior on the Internet.

When it comes to your f.1Jllily, children who have been instructed not to partici
pate in illicit activities will likely not do so if they feel their parents are monitoring
their behavior. For example, many Internet protection groups urge parents to place
computers accessible by children in the "f.tmily" room versus behind the closed
doors of their bedroom. This reinforces the notion that the child is subject to moni
toring and that his or her behavior may be observed by an objecting parent.

While this monitoring may seem excessive to privacy advocates, it also represents
one method of parental involvement. One of the big criticisms of the Columbine
tragcdy was that the parents of Eric Harris and Dylan Klebold allegedly had littlc
mvolvemenc 111 thelT sons' personal lives. For example, It was reponed that the boys
openly commul11cated their deadly mterests on their Web site, yet the parents
remained unaware. Complaints about the Web site were made to local police more
than one year prior to the school incident by concerned parents whose children
were listed as targets of violence on this page. No one at the time could have pre
dicted the extent of this tragedy. One may wonder, what could have been done to
deter thiS event? Would dungs have been different if the parents were more aware of
what their children were doing in the secrecy of their rooms? Would things have
been different if Harris's parents were aware of this Web site, and aware that in his
room he had a gun? Although the parents slept the evening before the attack, the
two boys made a video and in it Harris imagined that his parents would say, "If only
we had checked his room. If only we had asked more questions."
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There is a benefit to being aware ofwbat your children are involved in, espe
cially if you fear they are in trouble and more traditional methods of communication
have f...iled in the past. For young children, this is easy because they communicate
openly with their parents. For teenagers who become reclusive and withdrawn, this
becomes more difficult. There are many options and techniques to try to become
more involved.

One such option is to tell your children directly that you are aware of what they
are doing at home and on the Internet. This is accomplished through open moni
toring or "advertised" surveillance. This is analogolls to posting a sign in front of
your home that says it is protected by a security device. Maintaining a home surveil
lancc systcm helps protect yOll against burglars, but advertising the f.,ct that you have
one may prevent the need for the system altogether. Figure 2.4 shows an example
security sign that might make some believe that a location is actually protected by a
real security s~tel1l. Some people post the signs in their yard withom actually having
the alarm system installed.

Figure 2.4 Advertising Surveillance Sometimes Is Just as Effective as

Implementing Ilt-------:::,.;;;;;;;;;~-----l

The same is hoped to be true with monitoring on the Internet (especiaUy when
it comes to children). Overtly conducting surveillance may help protect you from
hurtful events, but depending on the circumstances, merely advertising the threat of
monitoring may be just as effective. A quick search on lIJl/lw.googfe.co/ll for the phrase
"my parents don't know" brings attention to this. The search alone brings up thou
sands of hits. On one Web site uncovered during this search (llIww.oas;slIIag.wlII) the
question is asked:

"How many ofyour parents know that you post here?"
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Overwhelmingly, the response was that (1) they do not know and (2) the chil
dren feel that if they did know there would be repercussions. Some of the responses
to the question are listed here:

"Naw, my parents don't know. If they did my computer would be
gone, I'd be banned from the Internet for... well, as long as they
have power over me, 10/. I'd get a long rant about how I'm com
pletely without morals and wondering where they went wrong. I
just delete the history and cookie files on my computer before I go
to bed so they can't track it."

"They don't know. If they did my mom or dad would freak. They
don't like the idea that I can open up on the Internet but not to
them."

"I know every so often when my dad comes in to talk to me he
reads whatever it is that I've written or am reading or something
like that, but I never told him I write stuff about my life online. He
has no knowledge whatsoever about his computer or computers in
general, and wouldn't know something like this even existed."

This is just a sample of many instances in which children indicate that their par
ents are not aware of what they do, and that they feel comfortable doing this because
there is no IIldicatiol1 that they will be caught.

The Web site www.dotgov.gov greets visitors with this threat:
Warning! Use of this site is restricted!
This computer system is for the use of the United States Government.

Unauthorized access, or access which exceeds authorized access is punishable
under 78 USC 1030.

Users have to click on the Agree button to continue. This threat is a
powerful deterrent that is used to attempt to prevent misuse rather than
merely recording and prosecuting against it.
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Explore More...

Mini Case Study: Deterrents
The following story demonstrates some of the psychology involved in spying and
its deterrent effects, and is a universal scenario that most people can identify
with.

When I was a kid, I like most kids, would do things that made my parents
mad. I'd stay out too late, sneak out of the house, skip class to smoke cigarettes,
and run around town without their permission. like most amateur wrongdoers,
I was occasionally caught, and when I was, I fell victim to several of my parent's
clever methods at dealing with the situation.

Being caught hammered in the fact that they were always one step ahead
of me. First, they would never confront me immediately after I did something.
They would wait a day or two before bringing it up. After this had occurred a
couple of times, I could never be sure once I'd done something wrong if I had
actually gotten away with it. I might have, or I could just be in my parents waiting
period where they lulled me into a false sense of security. Sometimes they would
wait weeks before dropping the dime and revealing their hand.

A second method of theirs was slightly less insidious, but just as painful.
When they did catch me doing something wrong, they would never tell me how.
I was always left wondering how they found out. Did I slip up, did my friends or
their parents sell me out, or did my parents have some secret monitoring capa
bility' didn't know of? These tricks definitely had a powerful deterrent effect, and
they usually made me think twice before I'd consider doing something they
wouldn't approve of. They allowed my parents to keep the edge in information
superiority longer than they would have otherwise.
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Explore More...

The Polygraph as a Deterrent
Many employees of the Central Intelligence Agency (CIA) have a common
response when asked to partake in questionable activities: "No, I can't. I have my
poly coming up soon!" It is not that the desire to commit crime is rampant
among employees, but rather it is a testament to the deterrent power of the
polygraph test. Polygraph tests instill fear in most people who are subjected to
them as a requirement for continued employment. This fear extends from deci
sions they make in their daily lives down to the actual event in which they con
fess everything from taking a pen home to cutting in line in the company
cafeteria.

It is often speculated that polygraph tests keep innocent people innocent.
We can speak only from the experience of behaviors that we have observed per
sonally.

The polygraph works by measuring the physiological changes in a person
when they are confronted with questions related to a topic. The assumption is
that when the subject attempts to deceive the administrator of the test, the nat
ural interaction between the mind and body will cause physiological stresses to
be visible. These stresses include changes in respiration, increases in skin
response, and changes in blood pressure.

An employee's fear is an example of overt monitoring advertisement to
deter "forbidden" behavior. In this case, the monitoring actually occurs after the
fact, but it demonstrates the same common purpose: to notify individuals that
their actions will become known by others and that consequences will be applied
if they step out of bounds.

Most reliability studies estimate that the polygraph is at least 90 percent or
more accurate in detecting deception. From what we have observed, the
remaining 10 percent probably instills more fear than the 90 percent accuracy
rate. Those subjected to the polygraph know that it is not perfect, and often fear
that thoughts versus actions of "forbidden" activities may be misconstrued in
that fuzzy area of inaccuracy. Perhaps this adds to the fear of the polygraph and,
as a lucky side effect, actually increases its ability to deter behavior around the
line and not just actions that cross it.

Problems with Overt Spying
While overt spymg has the potential of helpmg to avoid problems down the road, it
is nai've to think that it is without problems. Three of the biggest issues are:
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• Overt spyll1g advertises where, whCII. and w!lm you are monitonng.

• Monitoring explicitly indicates your lack of trust in someone.

• You have to deal with the "rules-are-made-to-be-broken" attitude.

Each of these concerns is addressed in detail in the following sections.

Smile for the Camera
There is a reason why most inspections are called "surprise" inspections, and why
crime tends to decrease in areas that introduce visible police surveillance cameras.
People change when they think someone is observing them. Would you spend the
extTa 20 minutes at the coffee machine talking about last night's football game or
your fantasy "Survivor" picks if your boss was watching you? Probably not, bm
chances are high that you would do it once your boss left the area.

When you overtly spy, you are indicating exactly where, when, and what you
intend to monitor. Unless the people involved explicitly want to upset you, they are
not going to partake in the "forbidden" behavior while you are monitoring them.
Maybe this convinces people to think twice about what they were about to do, or
maybe it simply makes them temporarily suppress their desire. Be forewarned that
overt spying may cause the person wanting to commit the act to evolve and adopt
more covert techniques and conduct the behavior out of your sight.

A classIC example oftlus m the intelligence world IS observed through dle eyes
of overhead survel(Jance cameras. Nearly everyone has seen the overhead photos of
the missiles from the Cuban missile crisis (see Figure 2.5). This photograph, along
with many others, is from the Dino A. Brugioni collection at the National Security
Archive. Brugioni was J CIA officer responsible for "JIl source" intelligence during
the time of this CrISIS. BruglOm has also wntten a book titled Photo Fakery where he
discusses how actions can be taken to IlmIead the viewers of the photographs when
those being watched are aware of their surveillance. During the Cold War, for
example, the Soviets were known to build "fake" tanks and ships to try and misrep
resent their locations, capabilities, and intent. In addition, items that were deemed to
be sensitive or "forbidden" were covered with reflective materials such as chicken
wire to hide whJt was secretly placed underneath.

www.syngress.com



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 66.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=91

66 Chapter 2 • Spying Basics

Figure 2.5 Overhead Surveillance from November 1962 Capturing the Image
of Soviet Missiles Being loaded at Mariel Port

The same tactics are applied to the Internet world when people identify that
they are under surveillance. Take the acronym POS as an example. In the world of
mstant messages and chat, it means, "parent over shoulder" and IS used to Itldicate
that the subject should be changed immediately because someone is monitoring the
conversation that is likely to object.

A husband who knows his wife is spying on the home e-mail accoullts may sign
up for secret Web mail accounts, which are f:1r more difficult to Illonitor. In reality, if
the objective of the wife is to collect evidence for court proceedings, it would be
better not to give away the f:1ct that she is monitoring the home e-mail. In this case,
covert spying is far more appropriate. As Sun Tzu once said:

"When capable, feign incapacity, when active, inactivity. When
near; make it appear that you are far away, when far away, that
you are near."

Otherwise, yOLl are revealing your true capability (as the Russians did in 1962).
By doing this, the spouse who intends to cheat regardless of the fear of monitoring
may be driven to adopt sneakier techniques to prevent being caught.

There are a number of defensive tactics that can prevent someone else from
monitormg yOLl. Providing someone mtent on domg somethmg with the knowledge
of how they will be monitored can drive them to use advanced techniques that you
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cannot detect. When this occurs, the ovett mOllitortllg method has had the opposite
effect than was intended.

Explore More...

Mini Case Study: Secrecy
The following story shows that sometimes it is better not to broadcast your capa
bility because it may drive your opponent to develop even better techniques to
beat it.

I grew up in a fairly rough part of town. Crime was pretty much an everyday
occurrence that everyone lived with and accepted. One year, my parents bought
a brand-new Suburban and decided to protect their highly desirable vehicle from
thieves by installing a car alarm in it. After the alarm was installed, I went with
my mom to the shop to pick up the car. Along with the remotes, the shop worker
handed us two stickers proclaiming the alarm brand. "Shouldn't we put those on
the car?" my mom asked. "I wouldn't if I were you" was the response. Not willing
to let it go, my mom brought up the point, "But they're a deterrent, aren't they?
That's what I'd always heard."

"Look lady, in most places they would be, but here the thieves are a little
better than that, heck most of them probably work in alarm shops just like mine.
If you show them exactly what alarm you have, they have all the time in the world
to look into their bag of tricks to see what they can do to beat it. It's better to
let them find out the hard way that there's an alarm there. It's a lot harder to
figure out what you're up against when the pressure's on."

Much in the way the sticker advertising the alarm gave the thieves a good
idea of what they were up against, overt spying can give your targets a clear pic
ture of exactly what they need to overcome. Wily targets of overt spying can soon
build up a clever routine to accomplish whatever they want all the while
appearing to be perfectly innocent toward the surveillance system. Depending on
the skill of your mark, it may sometimes be better to hide your hand and never
reveal your full capability.

Detriment of Distrust and Avoidance
A second side effect of overt monitoring is that the mere act of doing so displays a
lack of trust and an invasion of privacy toward an individual. At times, this can be
more destructive than the behaVIOr tbey were first suspected of committing. The
previous chapter addressed the ethics of spying ill general, and its impact on a rela
tionship. Rather than revisiting that, we now want to address the social impacc of
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bemg "watched." Pnvacy IS sacred, and when it IS taken away there IS bound to be
resentment, whether it is within your family, your neighborhood, or across an entire
country.

Outrage from constant monitoring can be seen everywhere from users furious
about TiVo reporting that people rewatchcd the exposure ofJanct Jackson's breast
during the half-time performance of the 2004 Super Bowl three times more than
any other section of the broadcast, to grocery shoppers upset with purchase-tracking
"discount cards," or protestors such as the Surveillance Camera Players (111111111.1101

b(/rcd.orgl'flc-s(p."'m~ upset with the broad use of dosed circuit video surveillance
cameras.

In another parody by the Surveillance Camera Players, posters were purposely
displayed in front of cameras to act out scenes from Geor!,'"e Orwell's novel, 1984.

Apply this to computers. Imagine how you would feel if your wife said that she
wanted to install monitoring software to observe which Web sites you visit and
whom you c1ut with because she fears that you are having an affair. This would
probably be a death sentence for your marnage. TIllS is partially because a marriage
is a parmcrship; both parties are assumed to be operating in the best interest of tbe
collective marriage. In the case of overt surveillance, one party demonstrates blatant
distrust for the other, and attempts to forcibly dominate in an authoritative manner
by setting limits on what can and cannot be done by the spouse. For a marriage to
succeed, trust and partnership arc critical.
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TIllS IS III contrast with the reiationslllP between a child and a parent. As chil
dren grow, they test the lilllits of parental boundaries. An attempt to participate in an
activity that is not endorsed by a parent is part of growing up. Over time, children
change from dependent toddlers that are "put to bed" at 8 P.M. every evening to
independent decision makers who choose when to wake and sleep. Marriages that
are marked with constant attempts to participate in "forbidden" behavior are not
operating in an effective manner.

Romeo and Juliet Meet the FOllz

Some personalities thrive on the satisfaction of doing something against the will of
others. Instead of adhering to the limits set forth by others, they may instead pur
posefully conduct the "forbidden" behavior as a form of protest. We know this
sounds silly, but think about your dog for a moment. Every dog that we have had in
our lives does the same thing: if you push them while they are standing up in one
direction, they push back in the opposite direction! The same can be seen in people
too (espeCIally teenagers). With their newfound IIldependence comes the desire to

be their own leaders. This means that they may not agree with the rules that mom
and dad have set. In addition, some children go through phases in which they are
constantly questioning authority and attempting to break the rules. In some cases,
this is because they are seeking more mention (even if it is negative), and in others it
IS Simply thelT way Of"groWlllg up."
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DOlllg somethlllg "taboo" can also be fun for adults. We are all CUrlOllS, and a
certain amount of excitement comes with the thought of breaking the rules (and
getting away with it). For example, take the classic love story, Rmllco al/dJrllicf. They
were forbidden to be together, which fueled their love even more.

Why Not?
We once knew a married man who was having an affair. When asked what
prompted his decision, his response was, "Why not?" Because be worked for the
government, he was always traveling. He explained that for the past five years his
wife had accused him of cheating during every business trip evcn though the
thought had ncver crossed his mind.

These constant unfounded accus.1tions wore on him, and at some point he began
cheating. "I was already being punished for it, so why not actually do it?" he said. It
is hard to say if he would have started without the continual display of distrust, but it
is obvious that it did not help his situation. First, it planted the idea in his head, and
second, it lowered the expectations of his relationship.

Using Covert Spying
to Observe Behavior
Covert spying is the secretive collection of information, which is frequently uscd by
private detectives to gather evidence on everything from suspected adultery to insur
ance fraud and child custody battles. Unlike active spying where the goal is to deter
and manage behavior, covert spying is used to colleo information that catches the
target in the act. Coven spying is done withollt the person's knowledge, and steps
are taken to conceal the spyll1g from that person. TIllS IS llsually how Hollywood
portrays sPYll1g.
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A person should have absolutely no II1dication that they are bemg covertly spied
on. It is expected that they will be less inhibited and will not take extreme measures
to hide their behavior as they would if they were being actively monitored. One
advantage to active spying is that yOll know that the other person is aware of your
activities. If you are silently spying on someone, it is difficult to know if they are
even aware of you. You can never be sure if something or someonc has tipped them
otT. Someone who suspects they are being spied on can create a canary trap by
appearing to perform a behavior that wOlild calise the observer to reveal himself.
People who discover that they are being passively monitored can calise a lot of frus
tration by never revealing that they've discovered the game, which may send their
pursuers on countless wild goose chascs. The people spied upon may also be much
angrier than usual if they were caught by someone using active spying techniqucs.

Be prepared for what you may find out. Imagine that your wonderful husband is
also a terrific father. He takes care of you and your family, and is supportive of your
job. YOll are still as in love with him today as the day YOll married each other.
Nonetheless, yOLl have the feeling that he is IIp to something. He IS acting more per
fect than normal, glvmg yOLl more attention, dressing nicer, and spending extra time
in the gym. You fear that he may have met someone. Do you really want to know
the truth? Is he just flirting, or is he doing more? Is it worth ending your seemingly
perfect relationship?

Problems with Covert Spying
Covert spying presents several problems. The biggest issues involved with covert
spymg are:

• It is a more involved procedure.

• You will never know if your target has discovered you.

• Presenting evidence obtained through covert spying reveals your capability.

Each of these issues is discussed in depth in the following sections.
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Involvement of Procedure
Unlike overt spying, which involves a monitoring capability only, covert spying
requires the capability to monitor and to disguise monitoring, and the opportunity to
install your capabilities. This is a much more involved procedure than presented by
most overt spymg methodologIes. For example, if it is your corporate policy to mon
itor employees' keystrokes, you only need to locate the appropnate keystroke loggmg
software. Its presence is made known, and all employees IllUSt have it installed 011 their
computers. However, if you want to covertly monitor an employee's machine, the
operation becomes more complex.Vou must find an appropriate keystroke logger, one
that has enough capability to be installed in such a manner that it avoids most reason
able efforts at detection. Finally, you must find the opportunity to install this
keystroke-monitoring capability on your target's machine without his knowledge.

While these obstacles can be difficult, they are not insurmountable. In t:1ct, the
very challenges of covertness and installation are the excitement that many real-life
spies crave. The careful development of capability and careful planning for opportu
nity can make the procedures much more achievable.

Target's Awareness of Your Capability
When you spy overtly, you may never know everything your target knows, but you
have a good starting point. You can immediately assume that thcy are fully aware of
all of the capabilities that you have disclosed to them. Now that a covert aspect is in
play, your target will ideally be completely unaware of your capability.

While it is hopeful to expect, it is also very nai·ve. Dumb luck also plays a big
part. An electrician replacing wiring may discover a listening device that was planted
behind a wall. Even the best-laid plans can be upset by random chance. This 6ctor
mcreases the nsk on all operations.

Discovery is possible at any time; thert'fore, it is impossible to know if the target
has discovered your capability. Adversaries who discover they are being spied on may
react in many different ways. Changing or concealing their behavior is one possi
bility. Or, the targets may adjust their behavior to mislcad those monitoring them, in
whICh case, most of the mformation the spy obtamed IS no longer valid, and the
results they developed using this information is flawed.

Presentation of Evidence Reveals Capability
A ncw danger arises when all of the evidence is collected and the spy wants to use
it as evidence of the target's wrongdomgs. Possession of the different types of
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evidence could lead to a revelation of the spy's capabilities. Once targets have been
presented with documentation of their activities, they begin to figure out how tbey
were spied on. Using the information they are presented with, tbey can evaluate the
collection capability deployed against them. In cases where the spy wishes to main
tain his capabilities in the future, this may not be desired.

The U.S. is often faced with this challcnge. When prescnting satellite informa
tion to the United Nations, the press, and other organizations, it often has to obscure
the image as to not reveal the full extent of its capabilities. At mher times, the U.S.
has had to withhold evidence of mher countries' wrongdoings to protect its sources.

Demonstration
YOll must be careful that your covert spying is not realized and changed into overt
spying against your intentions. Such was the case with FBI spy Robert Hanssen.
Luckily, by the time he observed the surveillance, it was tOO late and enough evi
dellee had already been gathered agalllst hUll. HIS resignation letter demonstrates
how the "threat" of spying IS capable of altetlng someone's behaVIOr.

Explore More...

Robert Hanssen Spy Case
The Robert Hanssen spy case demonstrates the effects of both covert and overt
(or known) spying on illicit behavior. For as long as 20 years, Hanssen had been
selling secrets to the Russians. Once the FBI suspected his involvement, it began
covertly monitoring his telephone and other communications. From that it was
on to him. As his letter indicates, he believed that he was being watched. As a
result, Hanssen decided to cease his illegal activity. Little did he know that at this
point it was too late; he had already been caught.

Hanssen's resignation letter to his Russian "handlers":
Dear Friends:
I thank you for your assistance these many years. It seems, however, that

my greatest utility to you has come to an end, and it is time to seclude myself
from active service.

I have been promoted to a higher do-nothing Senior Executive job outside
of regular access to informaiton (sic) within the counterintelligence program. I
am being isolated. Further, I believe I detected repeated bursting radio signal

Continued
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emanations from my vehicle. The knowledge of their existence is sufficient.
Amusing the games children play.

Something has aroused the sleeping tiger. Perhaps you know better than J.
Life is full of its ups and downs.
I will be in contact next year; same time, same place. Perhaps the correla-

tion of forces and circumstance then wilf have improved.
Your friend,
Ramon Garcia
Robert Hanssen was arrested and on July 6, 2001. He pled guilty to 15

counts of espionage and conspiracy charges in exchange for federal prosecutors
not to seek the death penalty. He was sentenced to life in prison without parole
on May 10, 2002.

Spy versus Spy
How do you decide whether you should overtly or covertly spy on someone? For
the most pan it comes down to two (1ctors:

• What is your end objective?

• Who are you spying on?

When you want to deter a behavior, overt spying is more effective. If your prime
objective is to collect evidence, thell covert spying will be the most successful. Overt
spying tends to work well with children, while covert spying works better with
adults. Table 2.1 helps distinguish additional differences between the two.

Table 2.1 Table for Determining When Different Types of Spying Are Most

Appropriate

Overt

Do you want to collect information?

Do you want to modify behavior? X

Deterrence is the best policy. X

Catch them in the act!

Does your target always try to get around things?

Do you feel your target has a "secret life?"

Does your target generally follow the rules? X

www.syngress.{om
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Revealing Your Hand
Now that you understand the benefits and weaknesses of overt and covert spying, we
address how to deal with the realization that someone in your family is secrecly
doing something that he or she knows you would object to. The question is: MIIWI

no ym/ nll /ww?
Events that are time critical like child abuse, underage sex, or drug abuse should

obviously be dealt with immediately. Waiting could cause further incidents and
irreparable damage. However, sometimes the situation is less critical, and more of an
"awakening" to you. In cases such as this, your capability to monitor may be more
important than the actual deed, or what you have evidencc of to datc. You may bc
better served not to react immediately, but to instead monitor so that you are aware
of the big picture and the extent of the problem.

We realize that this is difficult. You catch your wife exchanging sexually explicit
e-mails with someone and you are suddenly overtaken with rage. You want to let her
know l1nmediately c1ut you are aware of what she is domg.Yoll are funous.Yoll want
her to stop. But, maybe there is more to it? That "someone" is a coworker, her boss.
Maybe this goes beyond e-mails and to an aft1ir. The finances are not what they
seem; she was given a raise one year ago and her full paychecks are not going into the
family account like you thought they were. Her business trips have been weekend
visits to the beach with her lover. They are building a house there, together. Slowly
she has been hiding money from you and diverting It to elm. She IS plannmg on
leaving you, but she first wants to collect all that she can from you. You need to know
the entire breadth and depth of the problem before you come up with a solution. If
you had approached her at the start, you may not have realized the true challenge that
you wcre about to f:1ce. In fact, approaching her from the beginning would placc you
at more of a disadvantage, as she would be better prepared co end the relationship.

Learning all of this gives you the ability to make a much more solid and well
thought-out decision. This is the exact same reason why intelligence organizations
slowly and methodically collect information. Their job is not just to "catch" other

countries in the act of committing atrocious crimes; it is also to ann policYlllakers
with aU of the neCeS5.1ry information to make weU-founded decisions.

A perfect real-life example of when to reveal your hand can be seen when you
examine how the police operate when investigating organized crime figures. Often,
these figures are very closely monitored and watched. In many cases, evidence of
crimes ranging from misdemeanors to felonies is observed. The police will often not
arrest or prosecute their target until they feel that enough evidence has been gath
ered for them to develop an iron-clad case. Once they make their move, their capa
bility is revealed. This also alert~ the mark that they have been the target of an
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mvestigation. If the bust IS made too early the police lose both the element of sur
prise and the possible covertness of their spying methodology. Use this example
when considering the possibility of revealing your band.

Of course, there may never be a situation where you must reveal your hand, such
as when you feci that the information collected is enough to point you to obvious
clues that you can pass off as your capability. Sometimes a guilty feeling target will
confess and not even inquire about how you found out. Other times you may not
feel the need to ever confront your target. Since revealing can be an emotional and
potentially dangerous situation, think carefully and do it cautiously.

The Benefit of Patience Taught by the Enigma
In the late 1920s, the German military adopted a new cryptographic machine called
the HIe/muClch, ElliglllCl, as shown in Figure 2.6. Communications encrypted by it
were thought to be unreadable by the Allies. In its early stages they were, but over
time they could be monitored. Polish mathematicians Marian Rejewski,Jerzy
Rozycki, and Henryk Zygalski made initial breaks to the code with help from
Hans-Thilo Schmidt, an employee of the German cryptographic agency. On July 25,
1939, the fear of a German invasion led the Poles to share their breakthroughs with
the British and French forces. This energized a surge to break more of the encryp
tion by the Brits.

Figure 2.6 German Enigma M~a~c~h~in~e~~~,!!
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MathematiCIans Alan Turnmg and Gordon Welchman from Cambridge
University conceived the design for a machine capable of reading the encrypted
traffic. This design was taken to Harold "Doc" Keen, who was an engineer at British
Tabulating Machines. Doc was hired to turn their design into a reality. Refinement
:lI1d construction of this machine took many months. In 1940, it became operational
and was dubbed the "l3ombe."

The Bombe, as shown in Figure 2.7, was successful against German Air Force
and Army Enigma traffic, but it lacked the ability to consistently break German
Navy traffic. The Navy operators adhered to strict security procedures, and their
machines contained three additional rotors.

This lack of monitoring capability allowed the German U-boats (submarines) to
rule the waters. Admiral Doenitz, the commander of the U-boat fleet, was very
strategic in his operations. Once one submarine spotted a ship that belonged to the
Allies, it alerted all of the other nearby submarines with messages encrypted by the
Enigma. This coordinated attack was virtually unstoppable by the lone ship.

Figure 2.7 The Bombe Encryption Breaking Machine

In May 194 I, the tables turned. British forces captured the German submarine
U-l1 O. The crew of the captured U-boat was so terrified by what they felt was
impending death that they abandoned the ship and jumped overboard. The result
was that their encryption equipment was left completely intact with the proper daily
settings in place. In addition, secrets such as codebooks and instruction manuals were
left behind.

At this pOlllt, the British had an Important decision to make. Do they break
news of the capture and ability to read traffic, or did they wait to reveal their hand at
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a later date? As history tells lIS, they chose wisely to walt. They went through great
strides to make it appear as ifche submarine had sunk to the bottom of the ocean
before it could have been boarded by anyone. Finally, the British could read the
Navy traffic. They were able to quickly take measures that enabled their ships to
travel the seas without being attacked by the U-boats. Because they did not want the
Germans to fear that their encryption had been broken, they purposefully scnt acrial
reconnaissance to suspectcd arcas to help misdirect concerns ovcr the f.1iled attacks.
This disguise campaign was knowll as Ultra, and it was backed by deceptive excuses
for any action based on intelligence gathered from the Enigma. If nothing could be
done to misdirect attention to the investigative source of an action, then it was not
acted upon.

The benefit of this intelligence is often claimed to have shortened the war by at
least one year. Intelligence aided the Allies in the Battle of the Atlantic. It con
tributed to the Italian defeat at Capa Matapan, assisted the British in EI Alamein in
Western Egypt, helped in the hunt for the battleship Bismarck, ;md provided intelli
gence [tom messages between Adolf Hider and General Giinther von Kluge dunng
the campaign in France. In tillS case, patience paid offf.1r more for tbe Allies than
revealing their capability and knowledge of the first "offense" would have.

Faults and Consequences
The followmg story of a wrongly accused Victim demonstrates how facts can be
misrepresented and how undeserved distrust can be devastating. At the start of the
"Russian mole" investigation that ultimately led to the arrest and prosecution of
Robert Hanssen, a 28-year-old CIA employee was escorted into an unexpected
meeting where she was told:

"Please sit down, we have some bad news for you... your father is
a spy. He's working for the Russians."

At the same time, her father, who had been an agency veteran for nearly 20
years, was being accused of espionage. These accusations led to the CIA officer being
suspcnded for 21 months and to unrecoverable embarrassmcnt. The FBI agents inter
rogated the accused officer's children, sisters, coworkers, and friends. The agent
warned one of the sisters that if she did not cooperate, the FBI would go to the
nursing home and question her 84-year-old mother. The allegations of spying against
this officer were prompted by a suspect jogging map, and the unfortunate coinci
dence that he had access to the same informa[ion and lived on the same street as the
real spy, Robert Hanssen.
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John Moustakes, the lawyer for the wrongly accused CIA officer, wrote the fol-
lowing in a letter to the then FBI director Louis Freeh, requesting a formal apology:

"The corrosive effects of the FBI's wrongful and indiscriminate
accusations are incalculable and pervasive... The investigation has
been emotionafly devastating to both him and his family... To
cause my client to live one more day than necessary as the suspect
in the nation's most damaging espionage case was reprehensible.
But to delay longer stifl the exoneration to which he is manifestly
entitled is unforgivable... This experience left indelible personal
scars that will never fully heal and a cloud that will continue to mar
his impressive career unless it is explicitly dispelled. Under the cir
cumstances, our request is at the very low end of what fairness
and decency require."

Frustrated by their lack of willingness to publicly apologize, the accused officer
spoke out in a telephone interview with the COl/rau,

"They had gotten it so wrong, for so long. They drove at me to the
exclusion of all others. Some of the people there got medals for
this investigation, for God's sake. "

This is a real-life example of how information can be easily misinterpreted and
false accusations can be made that hurt otherwise innocent and uninvolved people.

Are the consequences of bemg caught spyll1g worse than the activities you are
trying to catch your spouse or child doing? In some cases they are. Take a perfectly
healthy relationship as an example. Pressure and stress at work can cause many of the
same characteristics that "how to tell if your spouse is cheating on you" Web sites
claim are sure-fire signals. Acting on these accidental signals with spying can cause
more harm than good.

Imagine that a husband is putting in some extra hours at work because he has
heard that holiday layoffs are right around the corner. He does not want to draw
attention to the situation because his wife is pregnant and has recently quit her job.
He is suddenly under tremendous stress trying to (1) ensure that he does not lose his
Job, (2) develop a suitable plan m case he does, and (3) cope with the sudden
increased pressure of being the sale provider for an entire family.

Due to these circumstances, his behavior may closely resemble an affair: working
late nights, being withdrawn, dressing "nicer" Uoh interviews), and participating in
secret phone conversations about his situation to friends and potential employers. His
pregnant wife IS likely to be self-consClollS because of her physical condition and the
lack of"closeness" with her husband due to his recent stress. Because of this, she may
be more apt to jump to conclusions and assume that he is cheating on her because
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she IS pregnant. Furthermore, she may choose to back up this gut feeling by usmg
monitoring sofnvare. If she does and her husband finds alit, it could mean the end of
their relationship before their first child is even born.

In the wife's eyes she was the victim, and many companies that sell monitoring
software push sales with comments such as, "He started the affair and broke all trust.
Monitoring will only prove his bTt.lilt!" However, the husband was innocent. Instead,
he was the victim of his wife breaking the trust within the relationship. Spying has
consequences and breaking trust in relationships is just one of them.

Spying on your children can also have unintended consequences and can provide
a mixture of results. Once the decision to spy has occurred, there are only a couple
of possible outcomes: the spying produced results that confirm the suspicions, or the
suspicions were found to be untrue. 130th parties can either continue the relation
ship, or intervention may be required.

There is another outcome that provides much more in the way of long-term
consequences. If a parent is caught spying on their child, their relationship may
change for the worse. The child, who expects some monitormg of their actions by
their parents, will feel that their privacy bas been violated. Many will feel that if their
parents are going to treat them like a criminal, they might as well be one. Getting
caught spying may cause the child to withdraw further from the parents.

The consequences of spying cannot be determined before the actions are begun.
The possible consequences should be thought of and then a determination made as
to whether the worst consequence IS better than not spying at all. Different people
will take being spied 011 in differem ways; however, evety relationship will change
forever once spying occurs. Whether it changes for the positive or the negative will
depend on the existing relationship and the results of the spying. In order to success
fully spy on a person, you must be willing to sacrifice the existing relationship.

Liability
We are not lawyers and the legal aspect of spying is not a black and white subject.
What is legal for video capture is not legal for audio capture. While keystroke cap
turing may be legal against your children, in many instances it is not legal ab>ninst
your spouse. Files and e-mails located on the hard drive of your computer may be
read, but the privacy of those stored remotely elsewhere may be protected. Before
you do anything, you should f.lmiliarize yourself with all st.lte and federal laws asso
ciated with the surveillance and monitoring of others. If in doubt, consult a lawyer
for expert adVICe.
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On the tOpiC of legal allowance and liability, three different situations must be
addressed: the monitoring of keystrokes, the capturing and viewing of files and/or e
mail, and the capturing and monitoring of voice and video.

First, a Word About Companies
Federal law IS aUlled more at protecting employers while state law protects
employees. The Electronic Communications Privacy Act (ECPA) allows a company
to monitor an employee's e-mail if one of the following requirements is met:

• One of the parties has given consent.

• There is a legitimate business reason.

• The company needs to protect itself.

To better protect employees, legislators proposed the Notice of Electronic
Monitoring Act in July 2000. This act was intended to require employers to notify
all new employees that e-mail was subject to monitormg, and enforce an annual
notification of the same declaration. This act has not been passed, but written poli
cies established by companies that provide this type of notice can heIp prevent litiga
tion related to privacy claims.

Monitoring of Keystrokes
On the surface, the legality of installing a keylogger and collecting keystrokes seems
cut and dry. Most law clearly indicates that it is legal if the computer is owned by
you, or if the owner provides consent to being monitored. $0, what exactly does
"owned by you" mean?

It means that if you run a company, and an employee is using a computer that
was purchased by the company, you can create a policy that allows you to monitor
their activities on it. Likewise, as a parent, you are assumed to "own" the computer
that your child uses and you can therefore legally install monitoring software. Where
it gets touchy is when you want to monitor your spouse. If you are the owner of the
computer, it may be legal, but if your spouse is the owner, their privacy may be pro
tected.

Capturing and Viewing Files an.d lor E-mail
Similar to keystroke capturing, the prime factor in the legality of file and e-mail
monitoring is the ownership of the computer. As briefly discussed previously in this
chapter, there is a difference between e-mail that is in transmission versus e-mail that
is stored. Federal wiretapping law states that e~mail being actively transmitted
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(i.e., across a wire) IS protected agamst the wlretappmg law. However, when e-mail
passes across computers it is temporarily (or permanently if it is the end user) stored.
A number of court cases have ruled that this temporarily stored copy of the e-mail
may be monitored. For example, in the United States v. Mark L. Simmons, the court
ruled that the monitoring of personal e-mail at work did not violate any federal
wirctapping laws. This ruling was becausc the e-mail was vicwcd from a storagc
device and not as it was being transmitted.

Transmitted e-mail is a different case. Most cases have permitted it if there is a
proper policy in place. For example, in Bourke v. Nissan, the court ruled in f,wor of
Nissan who fired two employees for sending sexually explicit e-mails back and forth.
In Smyth v. Pillsbury Company, an cmployee was fired for sending threatening e
mail that included comments such as "kill the backstabbing bastards" and references
to the holiday party as the "Jim Jones Kool-Aid atT:1ir."This employee sued on the
grounds that his personal privacy was violated, but lost. In the city of Scottsdale, a
police department learned the hard way that even though monitoring was allowed,
actions they took based on the monitormg were excessive. An officer that had Just
been promoted sent an e-mail to a female co-worker asking if she would sleep with
him now that he had been promoted. The recipient was a good friend and took the
e-mail as a joke, but the department removed his name from the promotion list and
eventually fired him over the event. The officer sued and was awarded 5300,000.00
in damages. Thc award was based on the action of removing him from the promo
tion list and eventual firing and had nothmg to do with the actual momtormg of the
e-mail. However, it serves as a lesson to be cautions of actions taken based on poten
tially misinterpreted information that is collected through monitoring.

When applied to your spouse, if e-mail is stored locally on a hard drive that is
accessible to the family, then you can access it. If your spouse instead uses a Web
based e-mail account that is password protected, you may havc legal issues with
accessing it (even if you know the user name and password).

Voice alld Video Captllrillg
It is legal in all 50 states to record video with a hidden camera in your home. Audio,
however, is a different story. It is against the law to rccord speech without consent
from both parties in California, Connecticut, Delaware, Florida, Hawaii, Illinois,
Louisiana, Maryland, Massachusetts, Montana, Nevada, New Hampshire, Oregon,
Pennsylvania, and Washington. This means that if you live in these states, c<tmeras are
okay as long as you disable the microphone on them.

To prevent agamst litigation, many experts recommend that m cases such as
"nanny-cams" you obtain written permission from the nanny prior to recording.
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Nme that tillS changes the mOllltoring from covert to active, winch means that it IS

intended to be more ofa deterrent than an evidence "catcher." In the case of poten
tial child abuse, however, active is what you want. Merely capturing the act afterward
assists the parents in pressing charges against the nanny, but it does not stop the child
from being abused.

Case Study: Dangers of
Misinterpretation and Distrust
Interpreting a situation wrongly call be as dangerous (if not more) than leaving the
event to its natural course. One of the biggest risks is that you reveal your hand and
toss unscrupulous accusations against an innocent f:1mdy member. By doing this, you
damage their trust in you, their feelings of personal privacy, and their self-image
because you demonstrate that you "expect" them to do that type of behavior. When
such behavior is ag.Jinst a spouse it is hurtful, but when it is ag.Jinst an impression
able young child it may be irreversible, as demonstrated in the following case study.

Elaboration
jeremy was a quiet and independent IS-year-old who lived with his parents and
younger sister, Emily, on the outskirts of New York City. His f:1l1lily was always close
and loving. This past f:111,jeremy's sister enrolled in kindergarten and his mother
returned to the work force. Trained originally as a nurse, she accepted a job with the
local hospital. Because she just recently started, she was only offered a position
working evening hours. She hesitantly accepted because the f:1111ily needed the
money; college was right around the corner for jeremy.

Working evening hours took a toll on everyone. The family was used to the
mother being around and caking care of the daily problel11.~. Likewise, the mother felt
less involved with everyone's lives. There were no more "family" dinners around the
table, and the children were responsible for ensuring that their homework was com
pleted and baths were taken every night on their own.

jeremy's father helped as needed, but III the past most of tillS was done by IllS
wife so it was a difficult role for him to jump right into. Thankfully they found an
energetic babysitter in the neighborhood named Amy to help fill in the gaps. Both
jeremy and Emily adored Amy, and she helped them with homework and listened to
tbeir daily problems.

Although jeremy's father honored the relationship with his wife, the mother could
not help bue feel a little jealousy between herself and Amy. She felt as if her lines of
communication between her children and her husband were limited to a few brief
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moments III the afternoon before she headed off to work. She kept pronllsmg herself
that soon she would be promoted and transferred to a daytime position.

Six months went by and before she knew it, it was winter already. In this short
period of time she had really started to lose touch with her family, mainly Jeremy
who was in the height of his "teenage" years. One Saturday afternoon, she was gath
eringJcremy's laundry and came across a small bag of pills in his room. Immediately
her head began spinning. Being a nurse and a mother, she knew the dangers of drugs
and feared seeing Jeremy arrive in the Emergency Room from an overdose.

Suddenly, all of the events over the past several months began making sense. Jeremy
had been more withdrawn and quiet than usual, he had not been hanging around his
old friends as much, and his grades in school had been dropping. She brought thc bag
to her husband, who was equally surprised and concerned. Never having been t:lced
with this type of challenge before, they had a difficult time deciding how to handle it.
They knew as quiet as Jeremy was, confronting him directly would be painfi..ll.

They were correct. As soon as Jeremy returned home from spending the day with
one of I11S new friends, tbey asked hllll how IIlvolved he was with drugs, and who got
him involved. He became upset and insisted that his parents were wrongly accusing
him. They had anticipated this type of reaction and stood flrln in insisting that be talk
with them. Jeremy became frustrated, refused, and retreated to his room. Suddenly, all
lines of communication between Jeremy and his parents were cut. He would not talk
to thcm, and thcy were so angry that all they could do was ycll and insist that he
admit IllS guilt. This went on for a week, and hIS parents decided to take action to

find out what was going on. Like many teenagers,Jeremy spent a good deal of his
time at home on the computer chatting with friends on AOL's Instant Messenger
(IM}.Jeremy's father was a software developer and was very knowledgeable about
computers. He decided to install some monitoring software on JefCmy's computcr. In
addition, because most ofJeremy's time was spent in his room with the door closed,
they decided to install a camera in there to record what he was doing. They openly
told Jeremy tbat he was being monitored. This angered Jeremy more and caused him
to push away from his t:lmily even further, and spend more time away.

After one week, the monitoring recorded something noteworthy. The babysitter,
Amy, who was unaware of the camera, entered Jeremy's room III the evenmg while
the father was gone and Emily was having dinner. l30th parents watched as they
observed her removing drugs from her purse and taking them. Suddenly, they felt
terrible. They realized that Jeremy was indeed telling the truth when he proclaimed
his innocence and that the drugs never did belong to him. Instead of solving a
problem with the confrontation and monitonng, they had created one. They man
aged to drive Jeremy away from them and surround him with feelings that his own
t:lmily distrusted him.
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Analysis
The combination of the mother's insecurity of not being home, and the misinterpre
tation of what was found led the parents [Q jump to conclusions. They assumed the
worst :md visibly displayed their distrust ofJeremy. Furthermore, rather than giving
hUll the benefit of the doubt 111 their nUl1ds, they had already decided that be was
guilty based on what they observed. This caused them to further demonstrate their
distrust for him by installing active monitoring capabilities. This humiliated and
alienated Jeremy. In his case, he was an innocent victim that never committed any
"forbidden" behavior, yet he was treated as if he had. The damage to his relationship
with his parents was just as bad as if the drugs had indeed belonged to him.

You expect your family to be your strongest supporters. Monitoring suggests dis
trust, and withalit a valid cause can cause more problems than solve them.
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Summary
This chapter explored the purpose and use of ditTerent types of spying, addressed the
consequences of each, and touched on legal aspects associated with monitoring. The
following are ten key points that we want you to walk away with after reading this:

0" There are two types of spying: acrive monitoring in which you declare your
intentions and covert spying in which you secrerly watch someone.

o Active monitoring can be a useful deterrent for children and in the work
environment, but it is not recommended in husband/wife relationships,
which should operate more like a partnership.

o Active monitoring can cause feelings of distrust and resentment against the
observer by those being watched.

o Those being actively monitored that are determined to commit the action
will likely evolve to adopt sneakier methods outside of the view of the
observer.

0" Covert spying is similar to the tactics used by intelligence organizations and
is used to "catch" someone in the act of an undesirable behavior rather than
prevent it from occurring.

o Covert spymg can be helpful to "prove" or gather evidence against
probkms such as drug use, underage sex, and adultery when they are
already highly suspeC(ed to exist.

o Both covert and overt spying can lead to misinterpretations of evidence and
wrongly accused victims.

o Ill-founded accusations and feelings of mistrust can be more damaging to a
relationship than the act tbat the spying was intended to expose.

o Parents can use monitoring software to help protect their children from
online abuse.

o An employer can msrall spy software on computers they own as long as
they have the necessary policies in place that declare this loss of privacy.
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Chapter 3

Technology
Overview:
Computer Basics

"If you know the enemy and know yourself. you
need not fear the result of a hundred battles. "
-Sun Tzu, The Art of War

Topics in this Chapter

• Software

• Hardware

• Summary
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Introduction
Would you try to assemble a complex device without the instruction book, or work
on a car without knowing where all the parts are? Most people wouldn't consider
embarking on a difficult task without having at least some idea of what they are
dOlllg.13ecause thiS book covers the sometimes daunting task of 11S1l1g your com
puter as a spying cool, this and the next chapter provide a crash course on computer
and network technology.

Before you can begin to use your computer for spying, you must have a basic
understanding of how it works. Don't expect to become a computer guru overnight.
Home PCs are very complicated machines and becoming even more so; however,
the basics have nac changed much since IBM introduced its first PC back in the
1980s. An imroducwry level of understanding is all that is needed to get you
through the concepts taught in this book.

To provide the best description of what computers are and how they work, this
chapter is broken into two parts: hardware and software. The hardware section covers
the physical computer itself, including all of its connections and parts. Some spying
done at the hardware level may require connecting new pieces of hardware to a
computer. Some techniques involve studying a computer for evidence, which
requires you to be able to physically disassemble and reassemble it. For these reasons,
it IS importam to understand the basics of how things work together.

Software IS the collective name for programs that run on a computer. The first
and most fundamental piece of software everyone encounters is the operating system
(OS). In most cases, the as is a variam of Microsoft Windows. Next is a class of
software known as del/icc drillers. Device drivers can be thought of as a cross between
the as and the user applications; they plug into the as and allow it to usc different
pieces of hardware.

The last category of software is referred w as IIscr appiicaliOlIS, or programs. Most of
the software discussed in this book £111s under this category. Imernet Explorer,
Notepad, and Solitaire are all examples of user applications.

A working knowledge of and familiarity with computer hardware and software
can prepare you for using it as a spy device. Only by really understanding what
everything does can you truly and safely exploit it. Having a big picture of how soft
ware and hardware work and interact will allow you to determine tbe appropriate
location and technique for spying with your computer.

www.syngress.{om
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Hardware
Hardware is the first part of a computer a person encounters. Hardware can be
broken into two main sections: ill/etjace compOl1el1lS and 1101l-imetjace COII/poi/ellts.

Interface components are the parts used to interact with the computer, including bue
not limited to keyboards, nuce, trackballs, prulters, monitors, scanners, speakers,
Webcams, and microphones. Non-interface components are the "brains" or guts of
the compmer. They are usually housed in the case and consist of the motherboard,
the central processing unit (CPU), the memory, the hard drive, the sound, the video,
and the network cards. There is also a special class of hardware referred to as COIIIICC

lors, the mcthods by which the interface devices arc connected either to each other
or to non-interface devices. Examples of connector types are Universal Serial Bus
(USn), serial cable, network cable, and firewire.

Non-interface Components
Non-mter£lce components are the parts of the compmer that make up its working
body and that are not involved in interacting with users. Most computer parts are
non-interf.lce components, and they range from the compmer's CPU and memory,
to its case and disk drives. Although you may never have to deal with CPUs and
memory, you will probably lise disk drives, optical drives, and other types of media.
Understanding the non-interface componcnts will givc you the big picture of how a
computer is put together and how it works.

Cases
Most non-interf.lce components are housed in the computer's case. Cases for com
puters range in size and shape. Desktop cases were once popular, but are now being
replaced by tower-style cases. There are otht'r unusual cases as well, such as the Mini
ATX. Figure 3. I shows some popular models.

www.syngress.com
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Figure 3.1 Common PC Cases

Tower

o

cPUs

Desktop Mini·ATX

The CPU is the "br;lin" of;l computer, the core component. For example, when
someone refers to his or her computer as;l "2A-gigahertz Pentiulll IV," he or she is
IS actually referrmg to the CPu. People use CPU as both a measure and a descnp
tion of their computer.

In the PC market there are two primary CPU vendors: Applied Micro Devices
(AMD) and Intel. Intel W;lS the original developer of the SOx86 microprocessors, the
distant ancestor of all current CPUs. AMD, which started out developing popular
and genernlly lower cost clone microprocessors, has begun to introduce m;lny inno
vative designs of its own. For the most part, ;lnd for the scope of this book, the pro
cessor involved does not matter; the software will nm on either kind of processor.

Tips and Tricks...

Clearing Up the Terminology
When mentioning PCs we are referring to IBM-compatible machines. Although
they are functionally personal computers, machines by Apple are not covered in
this book. Apple produces a line of computers called Macintosh, or "Macs." Some
of their popular models include the IMac, the PowerMac, the IBook, and the
PowerBook. These computers run on an entirely different line of processors that
are built by Motorola. Macs are very powerful and easy to use, but they do not
have the market penetration of Intel- or AMD-based machines running Windows.
Most techniques described in this book are geared toward Intel!AMD-based PCs
and will not work on Macs.
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The CPU performs most of the processing that occurs on a computer. A CPU's
speed is measured in gigahertz (GHz), which refers to one billion cycles per second.
On a historical note, at one time most CPU speeds were measured in megahertz,
meaning one million cycles per second. Now, however, most CPU speeds are I GHz
or grcater. As you might expect, f."\Ster CPUs perform bcttcr than slower oncs.

CPUs may also have onboard memory called "cachc," which helps them to
quickly access frequently needed data. The types of cache are named depending on
their distance from the CPU. The LI case is closest to the CPU and is the cache that
can be accessed most quickly. The L2 cache is slightly f.lrther away, but call still be
accessed relatively quickly.

Main Memory
Main memory is often referred to simply "as memory." Here, we maintain the dis
tinction of"main memory" to differentiate it from the memory on video cards or
other devices. Usually, when people refer to having 512Ml3 of memory, they are
referring to main memory. The main memory is the memory a computer uses to
load programs and perform other functions related to processing data and communi
cating with hardware devices. This type of memory is usually composed of random
access memory (RAM), meaning that any section can be accessed independently.
Another characteristic of RAM is that the data is only stored there for as long as the
memory IS powered up. For example, when a complUer IS shut down and the
memory loses power, all of the data stored there is lost unless it has been saved to
some type of permanent storage such as a hard drive. It is best to make sure that any
data yOll want is saved before you turn off the computer's power. On the f1ipside, if
someone is discovered unexpectedly while using his or her compucer, he or she can
hide incriminating data by quickly turning off the machine's power. Understanding
the difference between what is in main memory and what is not is important when
spying and is discussed ill more depth later in this book.

Hard Drives
Hard disks, also known as hard drives, arc the closets of the computer world; no
matter how big the hard drive is, it is never big enough. These devices are used for
the permanent storage of programs and data. Unlike ItAM, hard disks maintain the
information stored on them, even when the computer is powered off. Anything
written to a hard disk can be viewed at a later date. Items that are deleted from hard
disks can also be recovered given enough time and technology. Hard disks can usu
ally be taken from one computer and read by another relatively easily. Many inter
esting spying techniques have arisen around exploiting hard disks and their unique

www.syngress.com



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 92.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=117

92 Chapter 3 • Te<:hnology Overview: Computer Basics

properties. Although most hard drives reside IIlside the computer case, there are
external hard drives that connect via USB or firewire. These portable hard drives are
popular and are frequemly llsed to hide data. Figure 3.2 shows a typical internal hard
drive and the cables used to connect it to a computer.

Figure 3.2 An Internal Hard Drive and AlA Cable for Connecting It to the
Motherboard of the PC

It is not llilCOlllmon for people to get their hard drive size and amount of main
memory mixed up. Both are measured in the S<1me units (kilobytes, megabytes, giga
bytes, and so on). When looking at specifications for a complUer, the hard drive is
almost always an order of magnitude larger than the main memory. Current stan
dards mclude 256 MB to 1 gigabyte (GB) of memory and 30 to 200 GB of hard
dnve space.
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Tips and Tricks ...

Measuring Storage
Main memory and hard drives both use the same units of measurement when
describing their size because computers work on bits (1s and Os) of information.
Large amounts of bits are grouped into logical units of storage.

• A bit is a 1 or a 0.

• A byte is a collection of 8 bits (e.g., 0110011).

• A kilobyte (KBl is a collection of 1,024 bytes.

• A megabyte (MB) is a collection of 1,024 KB.

• A gigabyte (GB) is 1,024 MB.

You may find it unusual that a KB is 1,024 and not 1,000 bytes (after all a
kilogram is 1,000 grams), Because computers have only two fundamental values,
1 and 0, everything is calculated in powers of 2, which is why a byte is 8 bits and
a KB and larger are multiples of 1,024.

• To calculate 8 bits use 2J = 8

• To get the measurement for KB, MB, and GB use 2'0 = 1,024

Video Cards
Video cards are the devices used by the computer to generate the images you see on
your monitor. Over the last fcw years they have bccome increasingly complex and
powerful. Modern video cards now boast their own microprocessors and large
amounts of memory. Some modern video cards can even support multiple monitors.
Several clever hackers and programmers have developed stand-alone programs that
are run completely on modern video cards. While there is a possibility that future
video cards will have some spyll1g potential, they are not Important for the scope of
this book.

Sound Cards
Sound cards are used to produce the sound effects that software applications gen
erate. At one time, sound cards produced poor quality sound. Modern cards are
capable of producing very high quality surround sound to support multimedia and
the latest games. These cards usually have connec(Qrs for speakers, a line out for addi-
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tional speakers, and a Illlcrophone. In addition, some of the Ingher end sound cards
have fiber-optic connectors for high-end digital receivers. Sound cards are an imer
esting, essential part of the computing experience, but there are very few spying
techniques that exploit them.

Modems
Modems are devices used for computer networking. They allow computers to com
nlllnicate using standard telephone lines. They convert computer data into analog
signals that can be transmitted on the phone lines, received by remote computers,
and converted back into digital data. Modems can be internal or external to the
computer case. Most modems are internal to the case, although external modems are
still available. Although similar sounding, cable modems are a completely different
technology and nac related to traditional phone modems.

Network Cards
Network cards are also used for computer communication. They use network cables,
such as Category 5 (Cat-5), Category 6 (Cat-6), fiber optic, or Ethernet, for com
nlllnication. They offer a speed increase of 10 to 1,000 over traditional modems.
Network cards can be used to connect two computers or a small group of com
puters, or to connect a computer to a broadband adapter (cable or Digital Subscriber
Line [DSL] modem).

Motherboards
A motherboard is the hardware that tics everything together: the CPU, the main
memory, the video card, the network card, the sound card, and so on. It also usually
has connectors for the hard drives, the compact disc (CD), and the digital versatile
disk (DVD) drives as well as most of the external connectors. Many modern moth
erboards have sound cards, video cards, and network cards integrated into them.

Optical Drives
Optical drives are the means by which a computer can read a CD or a DVD. They
are a popular means of distributing software because they can hold vast amounts of
data. Optical drives are also used to play CDs and avos. Special versions of these
drives, such as CD-R/RW or DVD+-R/RW, allow users to write (or burn as it's
commonly called) data to blank CD and OVO media to create their own custom
CDs and DVDs. Figure 3.3 shows a standard CD-RW dnve.
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Figure 3.3 An Internal Optical Drive

DitTerent optical media have ditTerent storage sizes. CDs can hold between 650
and 700 ME of data. Once, this was enough for most programs; entire hard drives
could be backed up to them. This storage has been eclipsed by DVDs, which can
hold between 4 and 9 Gil of data. Even this impressive number looks small when
stacked up agamst the gargantuan storage capacity (160 to 350 GB) of most modern
hard drives.

Floppy Drives
A floppy drive is a legacy device that was once used for backup and to transfer dat.1.
between maclunes. Many modern computers still come wHh floppy drives. In the
past, software applications came loaded onto floppy drives, and they were also used
for data transfer and to make emergency boot disks. Now, they are used mosdy for
emergency boor disks. Floppy drives hold only 1.44 MB of data at best. Their
capacity is almost useless because modern applications and even data take up much
more space. A digital picture taken with a medium- to high-quality camera takes up
between 1 and 2 MB, almost too big for a floppy. New technologies such as usn
drives and cheap blank digital media have rendered the floppy drive all but obsolete.
Figure 3.4 shows a traditional internal floppy drive.
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Figure 3.4 A 3.5" Floppy Drive

USB Drives
USB drives are the modern replacement for floppy drives. They are small devices,
about rhe size of a key chain, that hold between 64 and 512 MB of data. They are
smaller, much f.1ster, and in many ways more durablc than floppy drivcs. When
hooked up to a computer through the USB interf.1Ce, a USB drive can be used just
like an additional hard drive. A small 256-MB USB drive is pictured in Figure 3.5).

USB drives are very useful. Their low cost, small size, high-storage capacities, and
almost universal compatibility make them exccllent spying tools. You can plug one
into almost any modern computer, and it will be instantly recognized. IfYOli plan on
taking files from a computer, or will be attacking a computer you have only limited
access to, we strongly recommend that you purchase one. A USB drive will allow
yOLl to quickly and covertly take copies of files from a targeted computer, which call
then be vicwcd by you clscwhcre at your leisure.

Figure 3.5. A Portable USB Drive
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Memory Cards
These small media are possible floppy replacements that are popular in digital cam
eras, portable media players, personal digital assistants (POAs), and other devices.
There are several different types of memory cards available, with some of the most
popular bemg smart media, compaet flash, memory sticks, and secure digital (SO)
media. Memory cards can hold between 8 MB and 1 GB of data and are useful for
transferring data and storing it in small, easily concealable devices. Figure 3.6 shows
some examples of popular memory cards.

Figure 3.6 Several Popular Memory Cards: Smart Media, Sony Memory Stick,
Compact Flash, and SO Memory

Table 3.1 summarizes the vanous components discllssed and their use in spying.

Table 3.1 Summary of Non-interface Hardware Components

Hardware Useful for Spying Not Useful for Spying

CPU X

Main Memory X

Hard Drive X

Video Card X

Sound Card X

Modems X

Network Cards X

Motherboards X

Optical Drives X

Floppy Drives X (but not likely)

USB Drives X

Memory Cards X
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Connectors
Connec(Qrs are the means by which the interf..ce and non-imerf:lCe components
communicate. Next to imerf:lCe component~, these are the parts of a computer that
you deal with the most, It is important to have a good working knowledge of con

nectors because they wlil play several roles m your spymg game.

PS/2
A PS/2 is a small circular connec(Qr that is commonly lIsed (Q connect keyboards

and lllice to the computer. On most computers, they are color-coded, with the key
board connector shaded purple and the mouse shaded green. In the future, this IS the
location where we will apply hardware keystroke loggers. Figure 3.7 shows typical
PS/2 ports. Next to each port is an icon representing the device that should be
plugged in there.

Figure 3.7 PS/2 Ports for Keyboard and Mouse Connectivity

USB
The USB is one of the most popular standards for connecting peripherals to com
puters. This type of connection IS plug-and-play, meaning that deVices connected to

the USB "announce" their presence to the computer so that it can configure tht'm
without any interaction from anyone. Before plug-and-play became widely accepted,
installing peripheral devices was a much more difficult and manual process. Now,

most USB devices are automatically configured. There are two standards of USB, 1.
and 2.0, with 2.0 be1l1g faster and offering some other mlllor advantages. For all
intents and purposes, it won't matter which version of USB you are dealing with
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unless you need a 11Igh speed and high bandwidth device. USB IS now used for con
necting everything from printers, to scanners, keyboards, mjce, digital cameras,
Webcams, and so 011. In addition, there are also devices called USB hubs that are
small boxes with sever;ll USB ports on them. Some modern monitors h;lve USB
hubs built into them. Most USB ports C;lll be recognized by the common USB
symbol, ;lS shown in Figure 3.8.

Figure 3.8 Symbol for USB Connectivity and Some USB_p_o_r_ts _

Firewire
Firewire also goes by the n;lmes Institute of Electric;ll ;lnd Electronic Engineers
(IEEE) 394 ;llld Ilink (used by Sony). It is very simibr to USB in t!1;lt it supports
plug-;lnd-pl;ly, ;lnd devices plugged into ;l fircwirc port ";lllnounce" themselves to
the compllter (Figure 3.9). There ;lre two types of common flfcwire ports:;l small
non-powered one and a brger one that C;ln be used to power external devices. Most
bptops have the smaller one, and firewire-cnablcd desktops have both. Fircwirc
offers ;l f;lster connection and more b;lndwidth dl;ln USB. As ;l result, firewlfe ports
;lre commonly used for connecting devices th;lt tr;lnsfer brge ;lmounts of d;lt;l such
;lS digit;ll video C;lmer;lS ;lnd other video devices, exterml hard drives, and the Apple
iPod.
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Figure 3.9 Firewire Symbol and Connectors

Modem and Network Ports
Modem and network ports are llsed for connecting modems and network cards to

networks either directly via network cable or through phone lines. While they appear
similar, and phone cable will fit in either connector, they are actually very different and
won't work with the wrong cable or in the wrong connector. Most computers label
the modem and network ports with the diagrams shown in Figure 3.10.

Figure 3.10 Modem vs Network Port labels

If the port isn't clearly labeled, look into it and fllld the small wires. A modem
will have twO or four wires, and a network port will have eight. Figure 3.11 shows a
closeup of network and modem ports.
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Figure 3.11 Modems vs. Network Ports

Phone
Cable &

Outlet

Network
Cable &
Outlet

Serial and Parallel Ports
Serial and parallel ports are rarely used on modern computers. Yet most computers
still include them. Prior to USI3, most printers used the parallel port to communi
cate with the machine and the mouse, external modems, and some early Webcams
used a serial port. Figure 3.12 shows one parallel and twO serial ports.

Figure 3.12 Parallel and Serial Ports
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Interface Components
Interface components are the parts of the computer yOll will be dealing with the
most. It is likely that you are already f:1.miliar with most interf:1ce components. What
you may nO[ know is how they can be subvertcd for spying purposes. Following arc
reviews of the most popular ones and a descnption of their spy potemial, if any.

Monitors
The monitor is the primary ompm device for a computer, and probably what you
interface with the lllost. Advanced tcchniqucs allow people to rcconstruct an image
from a monitor from the electromagnetic waves it emanates. Since tlus technology is
very expensive and difficult, it is only mentioned for completeness and will l10t be
further discussed in the book.

Keyboards
The keyboard is perhaps the most lInponant Inter(,ce component of a computer.
Almost everything a user emers passes through the keyboard. This will become a
point of interest in future chapters. Keyboards can be connected to a machine in olle
of three ways: a USB connection either directly to the machine or through a USB
hub, a PS2 (most cOllllllon) connection directly to thc machine, or thc outdated AT
interface (very rare). Figure 3.13 shows the three types of connectors. It is important
to know which method of connection you should use in your specific case, because
it may come into play when selecting hardware-based spying devices for keyboards.

Figure 3.13 Three Types of Keyboard Connectors: AT. PS2. and USB
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Mice
Another important input device is the mouse. Most mice connect to the computer
either through a PS2 or USB connector. Unfortunately, even though the mouse is

used a lot, its design does not make it easy to subvert and spy with.

Microphone
Like traditional microphones, a PC microphone is used to capture sound and send it
to the computer. They are used for different games, Internet Protocol (IP) telephony,

and many chat programs. It is also not uncommon to usc one in conjunction with a
Webcam. In some cases, mJCrophones may be remotely activated for lise as a listemng
device. Most microphones connect to a special connector on the sound card. Figure
3.14 shows a couple of PC microphones and highlights the connector they use.

Figure 3.14 PC Microphones (The Inset Highlights the Connector for
Interfacing to the Sound Card.)

Webcams
Webcams are small cameras that are lIsed to capture video images and then send
them to a Pc. These devices have increased in popularity due to a drop ill price and

an increase in the amount of broadband high-speed Internet-wired homes. Webcams
are used for videoconferencmg, momtormg, and other streanung video uses. Some
have built-in microphones that can also be used with a separate microphone. Most
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Webcams are attached to the computer via a USB or (lrewlre IIlterface. Some of the
more advanced commercial Webcams commllllicate via the network or through
wireless technology. These advanced Webcan1S are usually self-contained computers
that stream the video of a network link to a remote computer. There are several
potential spying uses for Webcams whcn they are combined with microphones.
Figure 3.15 shows an example of a Webcam.

Figure 3.15 A Typical Webcam (Notice That It Has a USB Interface.)

Scanners
Scanners are input devices used to convert printed images into digital images. Before
digital cameras became popular, many people used scanners for converting their pic
tures imo digital images. Scanners are usually connected to computers using USB
cablcs.

Printers
As you would expect, printers are used for printing documents. A printer is useful
for spying only when someone leaves imeresting material sitting on it by accident.
Most modern printers connect to a PC with a USB cable, although many still use a
parallel port cable.
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Laptops
Laptops are machines where all of the components, inter(;lce and non-incerf.lce, are
housed together in one transportable case. They are designed to be more portable
than regular computers; they evcn comc with the monitor attachcd. Laptops are gcn
erally more difficult to open up and mal11pulate than traditional desktop machll1es.
Certain hardware spying devices won't work on laptops. In addition, they sometimes
come with extra built-ill security features. Most of the software spying techniques
we discuss are effective for laptops.

Software
The other half of the computer puzzle is the software, which programs, or instructs,
the hardware on how to perform the "magic" of the computer. It is the computer
code or collection of programs that is executed on the hardware. As previously men
tioned, software is broken up into three major categories: the operating system, the
programs, and the device drivers.

Operating Systems
The as is a program or collection of programs used to control and manage the
hardware and to run other programs. The as keeps each Il1dividual program from
having to learn different hardware specifics. It forms a standard base for all programs,
which end up running on a variety of different hardware combinations. When the
computer is turned on, the operating system is loaded. After it is loaded, the users
can run whatever programs they prefer.

Common Operating Systems
Microsoft makes the operating systems that run on the majority of home computers;
they are usually some variation of Microsoft Windows. Like it or hate it, you will
probably be dealing with it the most. Nearly all pes are sold with Windows prein
stalled, so you will have little chOICe 1Il selection and Il1stallation. However, It IS

Important to note that Microsoft Windows comes in several varieties with various
differences that may affect your capability to spy.

Windows 9x Family
The Windows 9x series consIsts of Windows 95, Windows 98, and Windows ME
(Windows Millennium). Windows 95 (also known as Windows 4.0) was the ground
breaking version of Microsoft Windows that had well-integrated network and multi-
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media capabilities and could natively run 32-bit programs. Its lIlterface was a dra
matic departure from previous Windows and supposedly much easier for people to
use. Windows 98 and Window ME were basically upgrades to the Windows 95 plat
form that offered bug fixes, USB, and other advanced hardware support. Currently,
Microsoft no longer supports any of these operating systems, although there arc still
many computers running them.

Windows NT Fomily
Windows NT was Microsoft's attempt at the complete development of a server and
enterprise as. When first designed, NT stood for "New Technology." Windows
NT's first really f.1mous version was NT 4.0, which debuted in July 1996. NT 4.0
was primarily a server as but still had the Windows 95 interf.1Ce. NT 4.0 was
incredibly successful and is still supported by Microsoft. Its first successor was
Windows 2000, which is now one of the most popular business operating systems in
use. The successor to Windows 2000 is Windows 2003. Because most of these oper
ating systems were designed for the bus1l1ess or enterprise environment, It IS unlikely
that you will encounter any of them.

Windows XP
Windows XP is Microsoft's currently produced and supported desktop as. It has
been 111 production smce December 200 1 and IS scheduled to be used until 2006.
Windows XP is a combination of the 9x and NT f.11l11lies and adds many usability
and functionality improvemems over previous versions ofWindo\Vs. There are two
different types of Windows XP operating systems: Home and Professional. They are
almost identical except that Windows XI' Professional has support for multiple pro
cessors, remote access, encrypting files systems, group and user policies, and other
busmess-related functionality. Microsoft clalIllS that Windows XP is the most popular
desktop as. For those reasons, in this book we assume tbat all techniques are being
applied against a Windows XP machine. When they do differ, we will point out how
they must be changed and whether they can to be applied to Windows NT and 9x
machines.

Linux
Linux is a free as distributed under the GNU public license that was created by
Linus Torvalds as a hobby when he was a student at the University of Helsinki in
Finland. He started III 1991, and released Version 1.0 of the Linux kernel In 1994.
This free as is available from many different free and commercial vendors, each of
which modifies it and updates it to suit its clientele. It runs on the same types of
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hardware as MICrosoft Windows and has become the number two as for desktop
Llsers. Although you may encounter this as occasionally, most of the techniques for
exploiting it are beyond the scope of this book.

MacOS
MacOS Version 10, commonly known as OSX, is another popular desktop as. It
runs on Apple computers including the IMac, the PowerMac, the !Book, and the
Powerbook. The theory for exploiting Macs is the same as that for PCs, but most of
the hardware and software is completely different. So Macintosh computers are not
covered in this book.

Device Drivers
These special pieces of software help the as communicate with the hardware. They
are the only pieces of software that are generally specific to the make and model of
the hardware used in the computer. Because drivers are vendor-specific and offer
little benefit to spying, they are not addressed in this book.

Application Software
Any other software that is not part of the as or is not a device driver f.ll1S under the
"application software" category. Most programs that users run are standard applica
tion software, such as Microsoft Word, Internet Explorer (there is some debate on
this because it is very tightly integrated into the Windows operating system), and
AOL Instant Messenger. Many of the techniques in this book involve installing,
removing, and modifying different pieces of application software.

Operating System Concepts
The following concepts are important to know before exploiting a Pc. These concepts
are universal and generally apply to all of the operating systems listed in the previous
section. This does not attempt to be a complete background on as concepts.

Files
Data is stored on hard disks as blocks of ones and zeros. Computers can access the
hard disks and read the data. In order to make sense of the data, the as organizes it
into files. Files are logical collections of data. For example, a Microsoft Word docu
ment IS a file and so is a grocery list, a database, and a picture. Most of the informa
tion you want is stored as a file. Files are arranged in a hierarchical manner. At the
top of the hierarchy is the disk drive, which in most Windows machines is the C
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dnve. Disk dnves then con tam many folders (also known as directones) and files.
Each folder is a special file, acting much like a folder in a filing cabinet in that they
hold flies and other folders. Figure 3.16 illustrates tbe relationship between disk
drives, folders, and files.

Figure 3.16 Relationship between Disk Drives, Folders, and Files on a
Computer's Hard Drive

c: Drive

Window~ P ogram Fj'l..·

I~-
)

r
Lt: "" Qr:~lme- ',nternet

Cursors Explorer

[T:P B ~-
Explorer - InZlp Tune.

I I

J-IMY Docum~-'" Recipes

~ ~ ~
J

hotos ./Addresses Lasagna Gumbo

~ ~~
Resume Apple Pie

In order to understand the data in most files, you will need an application
capable of viewing that file. If a hard disk is considered a filing cabinet, then the
computer's files are the contents of the cabinet.

Processes
Whenever a program is rUll, it becomes a process. A process is an image in memory
of a program and different information about it that the as needs to control the
process. In addition to processes that users run, there arc also processes that run all
the time that havc been started by or arc part of the as.
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Users
Most modern operating systems are designed to accommodate multiple users, and
some allow multiple simultaneous users. Users are the people who use a computer
system. They gcnerally have a name and a password. Computers keep track of user's
names and passwords and then assign them "property."This property consists of a
user's files, lists of the different programs they can run, things they are allowed to do,
and lists of the different user's configurations for shared programs. Most systems also a
have a "superuser," the primary user who has control over the system. On Linux the
superuser is named "root," and on Windows the account is named" Administrator."
Whcn spying on a computcr it is vcry important to know which uscr you arc and
which you are after, because it will affect what you are allowed to do.

Permissions
Permissions are how an OS determines what users are allowed to do. Permissions
can bc applicd to files and programs to kecp uscrs from reading each othcr's filcs or
changing the permission on files. Superusers generally have permission to change
other permissions and run all programs. The permissions and OS security that uses
them prevent uscr "Joe" from reading user "Sue's" files while allowing him to read
his own files. Howcver, thc "Administrator" is allowed to rcad both "Joe's" and
"Sue's" files. When spying on a computer, it is important to be aware of what per
missions you have, and what permissions you will need to get the information you
want. Having Administrator access enables you to access the most data (this subject is
covered later in Chapter 5).
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Summary
This chapter gave an overview of the basic hardware and software of a typical Pc. It
started by describing imerface and non-interf,1ce hardware and the ditTerem ways
they can be connected. Next, it described various operating systems and some of the
concepts Illvolved. Different types of software are covered as well as some funda
mental as concepts. This chapter addressed the following key concepts:

Ii:] Hardware is the physical components of the computer.

Ii:] A working knowledge of the different types of interface, non-inter(,ce, and
connection hardware.

Ii:] Software refers to the programs that run on the hardware.

Ii:] A working knowledge of the difference between an as, device drivers, and
;lpplic;ltion softw;lre.

Ii:] A basic undemanding of the as concepts of files, processes, users, ;lnd
permiSSions.

All of the fund;lment;lls covered here are built upon in the following chapters, as
we discover the lll;lny different w;lyS these b;lsic components of;l computer can be
subverted for spying. Armed with this knowledge, you on make ;In educated phn of
attack against your target by utilizing your awareness of the environment (the target's
PC) that you will be operating in.
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Chapter 4

"There are some mysteries where you don't know
the answers, there are others where you don't
even know the questions. " - Anonymous

Topics in this Chapter:

• Network Basics

• Network Traffic

• Summary
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Introduction
The miniaturization and versatility of computers have allowed them to pervade
everyday life. While amazing on their own, one of the most powerful things abom
compmers is their ability to link together to make a more capable entity. One posi
tive effect of the Internet revolution IS the cominull1g expansion of the Internet to
home lIsers.A few years ago, very few people were connected to the Internet. Now,
most people wouldn't dream of not being connected to it. The quality of Internet
connections has also increased. According to 1II1IIJIJ.lmjilsioll.COIl1, in July 2004, there
were 63 million broadband users and 61.3 million dial-up users.

This dependence on the Internet will play very strongly into how you plan to
spy on someone. Once the decision has been made to spy on a loved one, a certain
amoum of prerequisite knowledge is required to proceed in an intelligem manner.
This chapter presents information that will enable you to understand how your
computer connect~ and communicates with other computers via the Internet.
Typical setups for home networks and their componcnts arc also discusscd. This
chapter also explains the different types of traffic that computers use to communi
cate. Finally, it discusses some of the popular Internet-enabled applications that are
used. This chapter completes the basic knowledge that you will need throughout the
rest of the book.

Network Basics
A computer network is a collection of computers set up in a manner that allows
them to communicate with each other. Imagine that each compmer is a house and a
neighborhood is likc a local arca nctwork (LAN). Next, bring in a powerful and uni
versal communication system such as mail. With mail, any house in the world can
commllllicate with any other house regardless of distance. Conlllllmication is also
the basis of a network; if computers can't pass information between each other, chere
is no network. The following sections explain several fundamental concepts that
enable nctworks to be formed.

IP Address
Every house has an address; when sending a letter between houses, the envelope is
marked with the destination and sending address. Likewise, when two compmers
communicate, thcy are idcntificd by their Internct Protocol (IP) addrcss. Evcry com
puter connected to the Internet via dial-up or broadband is assib'11cd an IP address in
the format x.x.x.x, where "x" is any number between 0 and 255 (e.g., 10. I .1.33).

www.syngress.{om
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Computers III a specific nenvork llsually have the same first set of numbers, which IS

analogous to every house in a neighborhood having the same zip code.
Most IP addresses are public and Internet routable, meaning that if you

know the IP address of a machine, you can send data directly to it. There is also a

special class of IP addresses called private or I/oll-rolltable that arc usually in the form
1O.X.X.X and 192. 168.x.x. The actual ranges are:

• 10.0.0.0 to 10.255.255.255

• 172.16.0.0 to 172.31.255.255

• 192.168.0.0 to 192.168.255.255

• 169.254.0.0 to 169.254.255.255

These private IP addresses are usually used for small networks and LANs that are

either not connected or have only one or two poims of connection to the Internet.
Machines that have private III addresses cannot have packets sem directly to them
from other computers on the Internet. This IS an unportant distinction to under
stand, as the type of address your target machine has may affect how you spy on it.
Most computers connected directly to a cable or Digital Subscriber Line (DSL)
modem or that use dial-up accounts, have a public IP address. In contrast, most com

puters connected to a broadband router have private IP addresses.

Explore More...

Network Address Translation
When a machine has a non-routable internal IP address, it must connect to
another computer in order to access the Internet. This other machine performs
Network Address Translation (NAT) so that the internal computer can communi
cate with the outside world. In many home networks, the router that is con
nected to the cable modem or DSL performs this task. Routers that are used for
NAT have two IP addresses: a public routable address for communicating with
other machines on the Internet and a private routable address for communi
cating with machines on its local private network. The router takes all of the
packets destined for the outside network and replaces the sender's IP address
with its own routable IP address. If the router does not replace the IP address, the
packet will be dropped at the next machine it reaches. The router keeps track of
the traffic and when packets are returned from the outside network, the router
rewrites the destination address to the address of the internal computer that ini-

Continued
www.syngress.com
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tiated the connection. Thus, NAT allows many computers on an internal network
to share a single routable IP address. This is how an entire family can share cable
modem connectivity simultaneously, and how businesses can share a small range
of IP addresses for their entire business network.

Ports
Computers can run many different applications at the same time. People can sit at
home and simultaneously check their e-mail, browse the Web, and instant message.
Computers use ports to determine which application they are commllllicating with.
There is a reserved port for most of the COlllmon Internet applications. For example,
web uses port 80, and e-mail traditionally uses port 25. A port refers to a number
that a computer connects to when it accesses a specific application or service. A port
ranges in value from °through 65,535. A port and an IP address together is the fully
qualified information that a computer needs to connect to another computer.
Therefore, a port can be thought of as an extension of thc IP address. For cxample,
in IP address 192.168.100.1 :2323, ":2323" refers to the port. Once data has reached
an IP address, a port helps it to reach the appropriate program. A simple analogy is of
a large apartment building. Each apartment shares the same street address, but is dif
ferentiated by the apartment numbcr. Ports are like the apartmcnt numbers: all of the
comIllllllication is sent to the computer, which sorts the traffic by port, much like
the mailman who puts all of the mail IIlto separate mailboxes.

It would be difficult to determine what traffic goes with what program if every
application ran on the same port. Likewise, if standards were not set to distinguish
which traffic should use which port, it would be difficult for two computers to

communicate. To facilitate easc of usc, ports 1 through 1,024 arc reserved and stan
dardized for different classes of applications. For example, most Web servers are run
on port 80, America Online (AOL) Instant Messaging uses port 5190, and e-mail
often uses port 25. Using the apartment analogy: if every apartment building's super
intendent resides in Unit I, mail for the supervisor would always be addressed to
Unit 1, allowing you to send mail without having to ask for the addrcss. Ports are an
important concept to understand, because they help differentiate between the types
of traffic passing through a machine.
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Notes from the Underground ...

Ports of Interest
We previously mentioned that standard applications run on standard ports and
listed a few of the most popular and interesting ones. Why is this important? In
later chapters when we begin examining network traffic for interesting data, we
can use our knowledge of common ports to help zero in on traffic of interest.
Because many modern high-speed networks produce an enormous amount of
traffic, not knowing these popular ports would make looking at network traffic
overwhelming.

• File Transfer Protocol (FTP): 21

• Simple Mail Transfer Protocol (SMTP) (Mail): 25

• Web: 80

• Post Office Protocol (POP): 110

• Secure Sockets Layer (SSL) (Secure web): 443

• Secure SMTP 465

• Secure POP: 995

• AOL Instant Messaging 5190

• Internet Relay Chat: 6667

Domain Name System
Although IP addresses are technically very useful, they still have some problems.
Nobody wants to remember to type in 64.236.16.116 when they want to read
rlIIIIIIW/lUOII1. The solution to this complex numbering system is the Domain Name
System (DNS). DNS maps IP addresses to domain names. A domain l1;une is the
namc by which most pcoplc know Internet services. For cxamplc, lIIwIH{wrm(/il.wlII,

lIIl11I1I.CIIII.{(lIl1, and lIIlIlw.lIIhitehollSe.golJ are all domam names that are much easIer to
remember than their respective IP addresses. When a user types a domain name into
a computer, the computer asks the DNS for an IP address matching that domain
namc and the DNS server responds with the correct registered IP address. This
allows people to remember names instead of IP addresscs whcn using the Intcrnet.

DNSes consist of dedicated servers that hold IP addresses and their corre
sponding domain names. Because there are so many possible IP addresses, it is

www.syngress.com
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Impossible for one mach me to hold all Internet addresses and corresponding domam
names. To handle this, DNS servers are arranged in a hierarchy. When a request for a
DNS address can't be fulfilled by one server, that server sends a request to the server
above it. This request passes up the system until it encoulHers a machine that has the
result (see Figure 4.1). Servers cache frequently requested IP addresses and their cor
responding domain names, which is similar to direaory assistance for the public tele
phone system. If a person wants to dial the local power company but does not know
the number, they can call Direcwry Assistance who will respond with the correct
telephone Ilumber. If the person requests an out-of-area number, Directory
Assistance transfers the call w the proper direaory assistance location.

Figure 4.1 DNS Request

Query

IP Addr•••

www.cnn.com
DNS
Server

Local Area Networks
A LAN is defined as a group of computers or devices that are interconnected such
that any device can communicate with any other device (see Figure 4.2). In keeping
with our housing analogy, imagine a large apartment building in a complex with
many other apartment buildings all conneaed by walkways. Many corporations run
their own LANs. A person's home setup that is comprised of multiple computers
connected together is also considered a LAN. A LAN may be, but is not necessarily,
connected to the Internet.
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Figure 4.2 A LAN with a Shared Printer

Local Area Network

Internet
The Internet is made up of thousands of interconnected networks. There are all
kinds of services and communications taking place on the Internet, including Web
services (browsing), e-mail, and instant messaging. Voice over IP (VoIP) technology
allows people to make telephone calls while using the Internet. The number of uses
for the Internet is huge, and will continue growing as people discover innovative
ways to take advantage of its size and power.

Tips and Tricks...

Measuring Bandwidth
like memory and hard disks, bandwidth data is sent to a computer network in
streams of 1s and Os. Modems can use multiple voltages and represent more
than two values, however, all of the theory and naming is designed to assume 1s
and as. Bits are grouped together once again to describe bandwidth of certain
networks.

• A bit is a 1 or a 0

• Bytes are largely ignored

Continued
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• A kilobit or Kb is a collection of 1,000 bits

• A megabit or MB is a collection of 1,000 Kbs

• A gigabit or GB is 1,000 MBs

Instead of staying with powers of 2, in networking we go back to powers
of 10. The bandwidth of modems is often measured in Kb per second (Kbps),
while faster Ethernet networks are measured in megabits per second (Mbps) and
gigabits per second (Gbps).

If you find the difference between megabytes and megabits confusing,
don't worry about it. Most people, including a lot of computer professionals,
gloss over the differences. There are not very many places, except maybe on com
puter science exams, where knowing the difference matters.

Packets
When two computers attcmpt to comlllunicate with each other they send the infor
mation in p:.ckets. P:.ckets :.re like lettcrs sent using thc m:.il systcm. A packct is the
simplest form of commt\nic:.tion between two computers. It is comprised of:. string
of 1s and Os form:.tted so that the group of binary dat:. c:.n find its way :.cross the
Internet to its specific destination machine. All higher forms of communication are
built upon the packet system. There are many different protocols that use packets,
but all packets are fundamentally the same.

A packet h:.s:. he:.der section and a dat:. section. Once again, this is like:. letter,
which has an envelope (the he:.der) and correspondence (dat:.). The he:.der of the
packet contains the inform:.tion needed to send it to the correct computer,
including the sending compmer's IP address and the destil13tion compmer's IP
address. Also included in the header is the porr that the packet is imended to go to.
The data portion of the packet comams the data that is to be sem. If the data is too
large it will be broken imo many smaller packets, similar to sending a very long cor
respondence in multiple letters to a friend.

Understanding what:. packet is :.nd its role in communications is fllndamem:.l in
being ablc to dctermine a computer's use.
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Explore More...

The Traveling Packet
The network traffic created by a single Web page Hypertext Transfer Protocol
(HTIP) request travels farther across the globe than most people travel in a life
time. For example, take a visit to the Web site www.newzeaJand.com. The
request begins in Alexandria, VA, USA and takes the following path (depending
on network congestion):

1 ge-4-4-rrOl.alexandria.va.dc02.comcast.net

2 srp-8-1-arOl.arlington.va.dc02.comcast.net

3 pos-6-0-crOl.ritchieroad md.core.comcast.net

4 12.126.168.9

6 tbrl-p012201.wswdc.ip.att.net

7 tbrl-c14.s19mo.ip.att.net

8 tbrl-c12.sffca.ip.att.net

9 gbrl-plO.sffca.ip.att.net

10 garl-p360.sffca.ip.att.net

11 sffca2011rl-pos21.ip.att.net

12 ausydnll02crl-5-1-1.au.ip.att.net

13 ausydnll0lcrl-3-0.au.ip.att.net

" nzacldll0ler2-11-0-0-4.nz.ip.att net

15 aucklbrl-3-0-0.au.nz.ip att.

16 nzlapakl.nz.ip.att.net

17 www.newzealand.com

After leaving the local network, the packet travels to Arlington, Virginia,
Maryland, and Washington, D.c.. shoots over to St. Lewis, Missouri, bounces
around in San Francisco, California, and then zips across the Pacific Ocean to
Sydney, Australia. Following the short layover in Australia, it finally ends up at its
destination in New Zealand. That is quite an amazing voyage for one small
packet.
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Home Networks
Many people have multiple computers set up at home as a home network. They may
have a desktop system, a kid's computer, and a laptop from work all connected to the
Internet. Each homc user must have a way to access the Internet, including dial-up
access, cable modem, or DSL. Sometimes people have several computers sharmg an
Internet connection; these computers form a home network. Some home networks
are connected and held together by wireless protocols. Over the past couple of years
there has been an cxplosion in the number of wireless networks. Most new laptopS
include built-in wireless conncctivity. Somc very enthusiastic home users incorporate
technologies into thcir homes that are usually reserved for corporate networks.
Regardless of its individual components, a home network is comprised of the com
puters and other devices such as printers that the owner wishes to connect together.

Dial-Up
Approximately 61 million people connect to the Internet through dial-up access.
Home users connect through a modem to a dial-up provider. A modem is a device
that allows a computer to transmit data over analog phone lines. The modem takes
the digital data and converts it into analog data that it passes through the phonc line.
Likewise, it receives an analog signal from the other computer and COtlvert~ it back
to a digital sIgnal for the computer to interpret.

Historically, dialing up using services such as Prodigy and CompuServe was the
only way that home users could connect to the Internet. AOL is currently the most
popular dial-up provider in the U.S., but there are also many local dial-up providers
that people usc.

While relatively cheap and pervasive (all you need is a normal phone line), dial
up Internet access is not without its drawbacks. Origlllally, people connected
through at a 14.4Kbps maximum speed. As technology has progressed, the design of
modem~ has allowed for increasing speeds. Currently, there are 56.6Kbps modems
available for purchase. However, the actual speed at which people receive data
depends on a variety of factors. l3ecause modems usc copper phone lincs, the quality
of the phone line llnpacts the speed of the connection. Even the fastest modems at
56K would, in an ideal world, take about one minute to transmit 1MB of data (1MB
is about the size of a normal photo taken with a medium quality digital camera).

Dial-up is slowly being surpassed by higher speed connection mcchanisms in
part due to the ever-incrcasing amount of information that a Web page displays. The
pictures and graphics that are imbedded in many Web pages increase the download
time, making it difficult to surf via dial-up. Despite dial-up's popularity loss, there
will always be a segment of the population that prefers its lower cost.
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Cable Modems and Digital Subscriber Line
Many people have given up dial-up access in t:1Vor of a broadband connection such
as cable and OSlo Broadband offers higher bandwidth than dialup and, as a result,
changes the Internet experience for many people. Using a broadband service trans
forms accessing the Internet from a []me-COllSunung task to a task reqll1rmg no
effort. It also allows people to download at high speed, enabling them to use file
sharing tools such as Kazan. It has also become more common for Web sites to have
specific broadband content such as streaming video that help enrich the Internet
expenence.

DSL technol06T)' allows for the high-speed transfer of data over normal phone
lines. Most DSL subscribers have an asynchronous connection, which means they
can download from their Internet Service Provider (ISP) f.1ster than they can upload
(send) information. A user's DSL speed depends on their distance from their ISI~

While speeds may vary, DSL connections are usually capable of about 1.5 Mbps .
A cable modem is another popular type of broadband access. The home user is

provided with a cable modem, which is similar to a telephone modem. The differ
ence is thac the signal is broadcasc over the cable line and the cable modem is always
connected. A cable modem is capable of 1 Mbps or greater speed. Cable modem
connections have become increasingly popular.

Hubs and Switches
Hubs and switches are devices used to connect computers together. With few excep~

tions, computers must be connected at a hub or a switch (see Figure 4.2). Networks
need a common device to transmit and receive all of the packets from one location
to another, and hubs and switches do just that. They are the hardware that moves the
packets from one machine to another.

While hubs and switches appear to be structurally similar and have the same end
result, they are functionally different. Both devices are usually small plastic or metal
boxes with several network ports in them. (When using ports in the context of
switches, hubs, and routers, we mean physical ports, not the data ports referred to
earlier). They both usually need power from an external supply and both of them
allow connected computers to "see" and communicate with each other. Hubs, how
ever, use the "broadcast" mechanism for transmitting d1ta to all of their connected
computers; switches learn the location and route packets from one port to another.

When a computer connected co a hub wants co send data co another computer,
it transmits the data onto the network. The hub sees that a computer on one port is
transmitting a data packet, cakes the packet, and broadcasts it out to every other port.
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As a result, all of the traffic on a nenvork connected by a hub goes to each com
puter. Figure 4.3 demonstrates this concept.

Figure 4.3 A Hub Broadcasting Packet

Hub

While the broadcast method is effective for transmiuing data, more efficient and
more secure methods of nenvork connectivity have emerged. Switches are very S1l11

ilar to hubs and appear to function pretty much the same. Internally, though,
switches behave very differendy. When two computers "ulk," one of the fIrSt steps is
for a complUer to make a special packet called an Address Resolution Protocol
(ARP) request. This packet is sent out asking any compmer that sees it if it is tbe
computer that IS about to receive data. The purpose of this ARP packet is to find the
first place the packet needs to be sent (in a LAN this is the same as the destination
computer) and get the low-level information that the sender needs to build flUure
packers correcdy. Switches look for these ARP requests, and when they see one, they
record rhe port number and the low-level address of the sending C01l1pllter in a
table. They then broadcast the ARP request out to every port with a computer on it.
When a response comes back from the destination computer, the switch also records
its pon number and low-level address in the table. Now, all future communication
between the two computers is sent directly through the switch without being broad
cast on every port. As more computers talk, the switch learns where they are and can
build a table describing the network. As a result of tillS perceived direct connectivity,
each port only has packets on it that are destined for computers connected to it.
Figure 4.4 illustrates this concept.
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Figure 4.4 How a Switch Works

Switch

Broadband Routers
One of the great things about broadband is that it usually offers enough bandwidth
for multiple computers. As a result, many people share their broadband connection
with multiple computers in their homes. Some operating systems such as Microsoft
Windows 2000 allow for Internet connection sharing; however, many people opt to
use specialized hardware for the task since it is easier to set up. Electronics stores
such as BestBuy sell broadband routers that take the connection from the Internet
and allow the user to plug into multiple computers. The broadband router splits the
Internet connection among many computers, which allows those computers to talk
to each other.

A broadband router consists of two parts: a hub or switch that the internal net~

work devices are plugged into, and a router. Both of these parts are usually housed
within the same case. The router connects the external network (from the ISP via the
cable or DSL modem) to the internal network. It is responsible for passing traffic to
and from the Internet, thus allowmg the user to split their broadband connection. In
this way, a user can have multiple devices connected to the Internet at the same time.
This is the primary method that many people use to set up their home network.

Wireless Routers
In the past several years there has been an explOSIOn in the amoune of wireless
Internet traffic. Previously, computers were connected to each other vi.a Ethernet
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cable (wired); wireless technology transmits packets through the air. Wireless
Internet, referred to as Wi-Fi or by its formal name 802.11 (a, b, or g), allows com
puters to be on a network withom a physical connection. Most new laptops come
with Wi-Fi built in, and adaptors are available for older compmers. Wireless routers
provide access within a limited range from the access point. As the distance increases
from the router, the signal strength and connection speed decrease. The typical dis
tance at which service can be used is 150 feet indoors and 300 feet outdoorsl21,
which is llsually enough for most homes. Many new broadband romers also have
wireless capability built in, allowing the wireless router to function as three separate
pieces of hardware: a romer, an Ethernet hub, and a wireless access point. Figure 4.5
shows two example wireless routers, which can usually be identified by their
antennas.

Figure 4.5 Two Different Wireless Routers

Wi-Fi routers are generally insecure by def.lult; they allow anyone to access and
connect through them. While this makes it easy for individuals to plug in and use
their routers, it also allows other people to use their Internet connectivity. The
people on their network can now access their resources as if they're wired directly
into their hOllse. This is lIsually not a good idea. While it is not covered in this book,
there are many resources available on securing a wireless network.
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Typical Home Network Setups
Now that the all of the main components of a typical home network are known,
they can be put together to enable users to fully harness their compmers. Although
many people have their own unique home network configured to their exact needs,
a typICal home network IS used as an example throughout dus book. A typICal home
network connects the ISP through a cable modem or DSL connection. Dial-up
access can be, but is generally not, used to share a connection. The ISP connection is
run into a broadband router. This broadband router also has the functionality of a
wireless router. Most home desktops are connected to the broJdbJnd router viJ
Ethernet cable. The printers and other peripherals are connected to the main f:1nlily
computer for them to share. All members of the f:1mily share this main computer.
The wireless router will allow members of the family to lise laptops at home to con
nect out. Figure 4.6 shows a typical home network setup.

Figure 4.6 Diagram of a Typical Home Network

Cable
~'li::g~ .....m

Network Traffic
Computer hardware and software are very llseful and powerful when connected
together. Now that we know what the pieces are and their functions, we can delve
deeper into networks and how they function. The following sections explore the dif
ferent types of packets and ways of capturing and examining them. They also investi
gate the mechanisms used to prevent people from examining your network traffic
and determining what information you are passing.
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Types of Traffic
At any given time, most networks have many ditTerem packets residing on them. The
packets on a network, referred to as "traffic," come in many ditTerem varieties. The
distinct packet types provide different functionality that is used to transmit the infor
mation. One class of packets, referred to as low-level packets, are speCIal packets that
are usually broadcast to everyone and used primarily for network semp and mainte
nance. The ARP requests and replies mentioned in the section on switches are a
good example of low-level packets. IP packets are another class of packets, ones that
are usually part of machine-to-machine communication and very likely to contain
data that a spy would love to have. The majority of traffic that captured and exam
ined in this book is IP traffic. Web browsers, e-mail clients, Instant Messaging, and
chat rooms transmit their data through different IP packet types.

IP traffic can tben be broken down into twO main classes of packet: user data
gram protocol (UDP) and transmission control protocol (TCP). UDP is a connec
tionless protocol, which means that UOP packets are sent from one maclune to the
next without confirmation or guaranteed reliability. In addition, there is no promise
that packets sent via UDP will arrive at their destination in the same order they
were transmitted. When a UOP packet is sent to a target address there is no guar
antee it will every reach the target, and there is no automatic conflrlllation that it
ever got there. Because there is very little overhead, UOP is generally (.ster than
TCP, and IS used by a lot of games as the protocol of chOICe. Outside the gaming
world, the only other service that relies on UDP is DNS.

TCP is the other popular means of transmitting data through IP packets. Unlike
UOP, TCP is a connection-oriemed protocol, which means that when two machines
want to communicate using TCP they must first initiate a sequence of packets to
establish the connection, which is called a three-way handshake. After the connec
tion is established, the receiving computer acknowledges every packet that is sent. As,

a result, TCP guarantees an in-order delivery of packets. This reliability comes at a
COSt, as both machines are required to do more work for each connection versus the
relative ease of a UOP transmission. However, it seems that most applications desire
this reliability. Many popular protocols and applications such as Web browsing, e
mail, and most Instant Messenger clients use TCP as their preferred method of data
transmIssIon.

TCP and UDP packets may appear to be more confusing and complicated than
they actually are. Imagine that you want to send a copy of a book to a friend. They
agree that, since it would be too expensIve to mati all at once, you can break it up
and send each chapter individually. This book also does not have individual chapter
markings, so if they get out of order your friend would not read the entire book the
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way it was mtended. You and your fnend decide to send the chapters through the
mail with a return receipt. The first chapter is sent to your friend, who signs for the
package, and a couple of days later the return receipt arrives. You now know that
your friend has the first chapter. The second chapter is sem the exact same way, and
you wait for the return receipt. After receiving the second receipt, you send the third
chapter, but no return receipt arrives. After a period of time, you assume that the
chapter is lost and try to send a copy of the third chapter again. This chapter arrives
successfully, as does every subsequent chapter. This is the equivalem of using TCP for
transferring your data. TCP is used when data must be guaranteed to arrive.

UDP is used for many streaming media applications. Imagine you own a small
mail order company with your own catalog. Every week you send a new catalog to
your customers. It would be prohibitively expensive to send the catalog via First
Class mail with registered receipt. After all, you are sending one catalog a week to
the customer, so if one or two get lost, it is not a big deal. It is also not important to
you if they aren't delivered promptly; a couple of days delay is not a big deal as long
as they arnve close to the origmal due date. As a business owner, you decide to send
your catalog via Fourth Class mail, which allows you to send the catalog to your
customers with as little cost to you as possible. UDP is that Fourth Class mail. Figure
4.7 graphically illustrates the differences between TCP and UDP In TCP, every
packet is received in order and acknowledged. With UDP, most packets get there,
although there is nothing to keep some from getting lost or arriving out of order.

Figure 4.7 The Top Session Is Done via a TCP Connection with Guaranteed
and In-order Delivery

TCP
Packet A

: .."cknow~'"
- Packet B

Packet D

UDP Packet C
Packet D

www.syngress.com



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 128.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=153

128 Chapter 4 • Network Basics

Sniffing
Sniffing is the act of collecting packets from a network connection using either a
special application or a piece of hardware called a sniffer. A sniffer takes a copy of and
displays all of the traffic a network card sces. When implementcd correctly, a sniffer
IS completely passive, havmg no effect on the traffic. Except for the fact dut it takes
processing time and memory, a sniffer should have no effect on its host computer.
Ethereal, Eccercap, and Packetyzer (discllssed further in Chapter 5) are some popular
sniffers that allow for traffic collection, analysis, and TCP stream reconstruction.
Traffic collection refers to the sniffer's ability to receive a copy of network traffic.
Traffic analysis is the sniffer's ability to break out relevant fields (such as Ii> addrcss)
from the captured packets. A sniffer with good traffic analysis capabilities can easily
be display specified fields within the packet. It will also be able co recognize many
different types of packets. SOllle even have the capability to analyze proprietary
packet types. Tep stream reconstruction is the process by which a sniffer captures
and reconstructs an entire TCP stream so that the user can see and analyze the traffic
in an easy-co-understand manner. Some sniffers allow for almost complete stream
reconstruction. They can pull out the data that is being passed within the traffic. This
allows reconstruction of the sequence of mail commands that is passed between a
mail host and a client, thus enabling debugging of the higher level protocols. For
instance, SMTP could be debugged with the help of a sniffer. Sniff1l1g is done for
Illany reasons, with nvo of the most cOlllmon bemg network performance analySIS
(boring) and spying. Sniff1l1g will be Llsed as a tool co further our spying capability.

By 1999, most LANs were held together by hubs. As explained earlier, hubs are
broadcast devices. Any traffic that goes through one pore of a hub is broadcast CO all
of them. Every computer connected to a hub receives all of the traffic on the nct
work. It is lip co the network card co discard traffic not meant for it. The network
card is responsible for picking the traffic sent co it. Most network cards have a special
mode called promiscl/ous mode. When placed in this mode, a network card accepts all
traffic it receives. As a result, when sniffing on a network held together by a hub, one
user can see the traffic dcstined for everyone. Most nctwork connections and thc
data in them are in plaintext, which has significant security implications. Lots of data
today still flies across the network in plain sight. For example, e-mail (unless you
explicitly encrypt it) is completely viewable if the packets comaining it are captured
(see Figure 4.8).
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Figure 4.8 E-mail Captured with a Packet Sniffer
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The prevalence of switches over hubs makes sniffing an entire network much
morc difficult. Sniffing will still yield a lot of information about what is going in and
out of your computer, but it is no longer the "grab everything around" capability
that it once was. This is both good and bad. Good because it offers more security,
and bad because it will make spying more difficult. No longer can you merely sniff
from another machine; you have to install your sniffers on the target machine. There
are certain advanced attacks that allow you to coerce switches into acting like hubs,
but these attacks are generally more difficult to perform and easy to catch. Finally.
there are certain broadband routers that while advertising a switched network actu
ally broadcast all of their traffic as if they were hubs. We won't mention the
offending vendors; rather, we leave it up to you to always test and see what you can
get on your network.

Encryption
Encryption is a daunting and complex topic to many people and some readers may
think that they won't be able to understand it. [n f:1ct, encryption constantly used in
the world, and many people lISe it without even realizing it. Encryption mechanisms
have been around for centunes; the anCient Romans used a form of it to protect
their messages. It is not necessary to understand the inner workings of an encryption
algorithm, merely to know what is happening and why.
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Encryption IS used to provide a vanety of assurances to a commut1lcations
medium. There are many different types of encryption that are used for distinct pur
poses. It can be lIsed to guarantee that only the intended individuals can read a mes
sage and it can also be lIsed to assure someone that the sender really did send the
message. Differing methods of encryption can provide the following:

• Confidentially Assuring that only the person sending the message and the
intended recipients can read the message.

• Integrity Assuring that the message that \Vas sent was not altered, added to,

or changed.

• Authentication Determining that the sender of the message was indeed
the sender, not someone posing as that individual.

• Nonrepudiation Allows the recipient of the message to prove that it was
the sender who sem the message; the sender will not be able claim that
they did not send the message.

Encryption is the process of transforming data so that it is unreadable and no
longer resembles its original form. It takes plaintext (the original data) and converts
it into ciphertext, which is what is sent to the recipient. The encryption process usu
ally stam with data and an encryption key. The data and key are then placed into a
mathematical function that produces encrypted data (ciphertext). Except for possibly
Size, the encrypted data no longer resembles the ongmal data. The mathematic func
tions are carefully chosen so that they cannot easily be reversed without having the
key. The current American Encryption Standard (AES) algorithm, Rjindall, uses a
very long key and is believed to be strong enough such that it would take all of the
computers in the world thousands of years to break.

Explore More...

Encryption Strength
A common method of comparing encryption strength is in the key length. Data
encryption standard (DES) originally used a 40-bit key. That is 240 possible key
combinations. The current AES can use up to a 256-bit key, which produces 2156

distinct combinations. This makes it much harder to break the encryption via
brute force. To break encryption using brute force, all possible key combinations
are tried until the correct key is found. As shown, using AES makes it much more

Continued
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difficult to brute-force a key. This is important due to the ever-increasing speed
of modern computers that are reaching speeds that were once thought unreach
able. An encryption mechanism with a small key that was safe five years ago
might not be safe now.

Data is generally most vulnerable at two distinct times: in transit, and in storage.
Data in storage is usually data that is sitting on a CD, a USB drive, a floppy, hard
disk, or other storage medium. If it is non-t'ncrypted, anyone can copy the data and
view it at a later time. Data in transit is data that is being sent between two locations
such as between storage and a CPU or between two different computers on a net
work. Transitional data is vulnerable to being collected (by a sniffer) and analyzed. If
the data IS encrypted either when It IS stored or III transit, it IS Significantly more dif
ficult to analyze. Unless the person capturing the encrypted data has the key, they
will not be able study, view, or otherwise make sense of it. Figure 4.9 demonstrates
encryption at work.

Figure 4.9 Encryption at Work

Key

e-mall
I
I

gCtm4Xd
8.lfF-7·q
pzT~?Bs

,.--

One example of a popular encryption package is Secure Socket Layer (SSL),
which has become a standard for encryption. While initially designed to secure Web
browsing, it is now used with several popular protocols to provide a layer of encryp
tion and enhanced security. For example, both SMTP (outgoing e-mai.l) and POP
(incoming e-mail) can be wrapped in SSL. When that is done, any e-mail that passes
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between the e-mail cliem and the server IS encrypted. TIllS makes it extremely diffi
cult for someone sniffing the line benveen the cliem and the server co determine the
contents of tbe e-mail.

Many Web sites use encryption when logging in or in e-commerce. Internet
Explorer displays a lock icon on the bottom of the screen if the connection is using
SSL. Mozilla Firefox, another Web browser, also displays a lock in the bottom left of
the application when SSL is being used. They use encryption to prevent third parties
from intercepting passwords and account numbers.

SSL is a means of encrypting an emire connection. While its useful, it has several
drawbacks. For one, both sites communicating must have SSL enabled, which is not
always the case. However, there exists a method of encrypting data called public key
cryptography (commonly referred to as PCP), which can be used in almost every
online transaction. (Pretty Good Privacy or PCP is actually a product, but it has
become so strongly associated with public key cryptography that the terms are often
interchanged.) PCI~ or it~ free cousin CPC, are commonly used to encrypt e-mail
and other types of data. PGP is also useful for protecting stored data. Figme 4.10
shows a packet captured while encrypted with PCP.

Figure 4.10 Packet Capture of E-mail Encrypted with PGP
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Encryption IS a powerful technology. Used correctly it can make data extremely
secure. If you encounter encrypted data in your sleuthing, do not waste time trying
to break it; ifit was done right you won't be able to. Instead, think of what encryp
tion is for: to protect data that may be discovered in transit or storage. Remember
that the encrypted data was at one time unencrypted, and in order to be used, will
have to be decrypted. Don't give up, but shift your focus to when and where you
can get what you need. Instead of attacking the encryption, try to get the data when
it's vulnerable, and unencrypted.

How Network Technology Is Used
Most people use computer networks and the Internet for one of three main pur
poses: communication, transactions, and entertainment. We view communication as
all of the processes by which a person actively commllilicates with another.
Examples of this are e-mail and instant messaging, which are the modern equivalents
of letters and walkie-talkies and are very pervasive, and very powerful. These applica
tions are two of the foundations of the Internet and the most popular uses for it.
They have become so popular that in some demographics they are replacing tradi
tional methods of communication.

Transactions are another common use for networks. When we refer to transac
tions we are describing primarily e-commerce and online banking. Once again, these
are mformation-age tWISts on two very traditional areas. Both of these are Significant
parts of people's lives; knowing what goes on regarding a person and their transactions
can give a good idea of what a person is going through at any given time.

Finally, many people use the Internet as a source of entertainment. This can be
casual Web browsing, reading the news online, downloading movies, listening to
Internet radio, or watching Web casts of mteresting events. High-speed Internet
access and fast compmers have combined many normally disjointed aspects of a
person's life into one unified location-their computer.

As a spy, it is very important for you to grasp the depth of the Internet's penetra
tion into most people's lives. Since so much is done through the Internet, you have a
location where you can look for many clues about a person's life. Complete access to
a person's Internet activity can give you a thorough picture of them. You will know
with whom and about what they communicate. You will know some of what they
buy, and you may learn about their financial situation by looking at their bank and
retirement accounts. You can learn what they are interested in, what they read about,
what they are researclung, and what they are looking to buy. You will get a glimpse
of what they enjoy by the images, music, and movies they look at.
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Taking all that mto account, it IS very easy to see how total Information aware
ness for an individual can be extremely useful. All that passes through a computer
can build a complete picture of a person, and may help uncover any mysteries you
are concerned with. In most cases, even in the best of situations you will not have

completc and total access to cverything a person docs online. It is important to max
imize what you can obtain, study it carefully, and treat it like one piece of a very
complex puzzle.
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Summary
This chapter gave a very brief yet broad overview of compllCer networks. As shown,
a home network comprises many differem component.~ that allow for a multicude of
configura£ions and options. It included the following key points:

~ Networks are like neighborhoods, but instead of houses they are computers
that are grouped together to communicate.

~ Many people connect their home network to the Internet via dial-up
services, DSLs, or cable modems. Cable modems and DSLs are considered
to be broadband access; that is, they offer higher bandwidth than the
traditional dial-up capability.

~ An IP address is what identifies a computer on a network. There are both
public and private IP addresses.

~ A port identifies an application so that the computer can tell which
program to send data to.

~ Packets are the building blocks upon which communication protocols are
based.

~ Hubs and switches hold most home networks together. Hubs broadcast data
to all connected machines and switches transmit data only to the
destination computer.

~ Users with broadband connections often lise broadband roueers to enable
multiple computers to access the Internet. Some broadband roueers have
Wi-Fi built in. While Wi-Fi is a very convenient way of connecting, it is
often not the most secure.

~ There are two primary types of lP traffic: UDP and Tell. UDP is
connectionless and unreliable and TCP is connection oriemed and reliable.
Most interesting network applications use TCP.

~ Sniffing is the process of collecting and analyzing traffic from the network.

~ Encryption allows people to protect their data in transit and storage.

~ Network technology has enabled many new trends such as e-mail, Web
browsing, and e-commerce that have affected our lives and the economy.

o Total information awareness gives you a good picture of someone's life.
However, you will probably never have total awareness, so treat everything
you discover like a piece of a puzzle.
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Chapter 5

"All right, look, this is real simple. Whatever miles
we put on it, we'll take off."

"How?"

"We'll drive home backwards." - Ferris Bueller

Topics in this Chapter:

• Basic Skills

• Software You Will Use

• Mastering Your Domain

• Summary
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Introduction
Before going to war, a general (or at least a good one) sets goals, carefully trains his
forces, swdies his enemies, assesses his capabilities, and executes his plans. Just as a
general should take these steps in preparation for a lengthy campaign, you too should
follow a well-thought-ollt strategy as you begm to spy on others. TIllS chapter dis
cusses some of the first steps toward becoming a cyber-spy. By the end of this
chapter, you should have a good understanding of bow the SLEUTH methodology
(see Chapter 2) can help you develop a professional spying strategy that will improve
your chances of success. You will learn how to assess your home computer and nct
work layout, and how to develop a plan that allows you to take full advantage of the
SLEUTH methodology in order to meet your goals.

The previous two chapters discussed the fundamentals of cyber-spying; now we
introduce a few "tricks" that everyone should know when using a computer for
cyber-spying. Following this is a section describing the usage and installation of soft
warc that is useful for spying.

Finally, this chapter concludes with "Mastering Your Domain," which is about
taking charge of your home computer. To spy effectively, it is important to have
knowledge of your surroundings and as much comrol as possible. Mastering your
domain takes that spy fundamcntal and helps you apply it to your home computer
and network. In this chapter, we introduce you to several types of software and hard
ware that can be used for spymg (most of this spy sofnvare was actually deSigned for
other purposes). The techniques and tools described here will have you well on your
way to becoming a powerful cyber-spy.

Cover Your Tracks
Covering your tracks is a critical skill in all types of spying. It is especially import.lnt
wben dealing with computers, became they can meticulously log jmt about every
action you take without your knowledge. As you excrt control over different com
puter systcms, you will gcncrally run ~lCross two typcs of users: those who use dcfault
settin!:,'S and environments, and those who painstakingly customize their environ
ments to their liking. The latter will probably notice any small change you make to a
system, and both will notice major changt'S. Because you may not know what type
of user you are dealing with or what they might notice, it is wise to make as few
permanent changes as possible. Record the changes you make, and when you have
concluded spymg, work backwards and undo them whenever possible. TillS step will
give you the lowest profile and minimize your chances of being caught. In the words
of Verbal "Keyser Soze" Kint, "The greatest trick the devil ever pulled \Vas con-
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vmcmg people he didn't eXist." Removmg evidence of what you have done prevents
them from being able to effectively follow your maneuvers. This book offers dif
ferent tips and tricks that can be used for covering your tracks.

Basic Skills
This section covers some basic skills that are critical to cyber-spying. These skills may
seem obvious to many advanced computer users, so if you feci comfortable around a
computer feel free to skip this section. During the evolution of Microsoft Windows,
many features have been added to mask the inner working of the operating system
from users. These features help most users make the computer a Simpler and
friendlier devICe, but it can also slow down cyber-sples. The computer skills covered
in this section are all fundamentals that you will need for investigating and spying on
other people's computers.

Running Explorer
Explorer is Microsoft's graphical file browser. It is used to gain a visual representation
of all of the files and directories (folders) stored on a computer. Because we will be
looking for a lot of files and using the file system to mask our tracks, Explorer will
be a key component in many future exercises. Depending on the oper.l.ting system
1I1stalled on your computer, there mayor may not be a menu item to launch
Explorer. Regardless of its presence, Explorer can be launched from the Run box in
the Start menu. This will work regardless of operating system, from Windows 95 to
Windows XP

There are four steps for launching explorer from the Run box:

I. Click the Start button on tbe task bar on the bottom left-hand corner of
the screen.

2. Select Run (Figure 5.1).

3. Type explorer.exe in the RUll dialogue box.

4. Click the OK bunon (Figure 5.2).

www.syngress.com
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Figure 5.1 Selecting the Run Button on the Start Menu

Figure 5.2 Running explorer.exe

A window simjlar to the one shown in Figure 5.3 appears.
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Figure 5.3 Explorer Running
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Anything but the oldest systems will show the My Documents folder. Use this to

examine all of the files in your computer. Some of the items yOll should see are a
Desktop folder, which contains your windows desktop; a My Docllments folder; and
most importamly, a My Computer folder. There will be other items such as a My
Network folder, bue we are not concerned with those. For now, let's examllle the
My Computer folder more closely.

Upon clicking on it, several other icons appear such as a C: drive, a floppy (or
A:) drive (if yOll have one), and ;ln optical drive that C;ln be ;lny letter from 0:
onward. The type of drive will be denoted by its icon or explained more verbosely
III the nght-hand pane of Explorer. Figure 5.4 shows a eypICal setup.
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Figure 5.4 Inside My Computer
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The icon of prime interest is the C: drive, which represents the primary hard
drive where all of your software and data is stored.

You should be aware that some computers have more than one hard
drive installed. Do not get confused jf you see this; simply treat each
hard drive icon as a separate drive, executing the steps we discuss on
each. Figure 5.5 shows explorer.exe open on a computer with two hard
drives. Notice that they are not consecutively named; one is C: and one
is Z:.
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Figure 5.5 Computer with Two Hard Drives
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Click on the C drive icon labeled Local Disk (C:).YOli will see a screen simjbr
to that in Figure 5.6. If you see a different screen (see Figure 5.7), someone else has
already purposely changed the viewing permissions on the system files. This may
indicate dut your adversary is attempting to hide something from you, that they are
attempting to snoop on you, or that they are computer savvy (like you will be after
reading this book). Regardless of why this setting was changed, the fact remains that
it was, so proceed through the rest of the techniques in the book with caution.

Figure 5.6 Show Files Warning
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ThIS IS a standard warnmg that shows whenever you view many system folders.
Because of the way flies and the access to them are laid out, there is little reason for
most users to view things such as the C: drive. However, as cyber-spies you are not
most users; therefore, it is time for you to click the show files button on the f:1r left
hand side of the screen. This step enables you to see what flies are stored there. Now
your screen should look something like Figure 5.7.

Figure 5.7 C: Drive without Warning

•...... _,....... ,.......

-.. 0 ..._,

~:::::..liY ..._......_"',_.
..~_ -
.. CJ_ .....~-

~4Q> ....1>'
.. 1)0<-«.-.. <:1 ....._"CJ__

.• e;, .....-..----
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Next, we enable a setting to allow you to see hidden and system files, which will
give you a complete view of your file system. This is an important setting to enable,
because it IS trivIal to target a fJle hiddcll In Windows. In addition, when changlllg
this setting, we recommend that you also uncheck hide extensions for known file
types, which will allow you to idemifY what type of data a flle contains. Many dif
ferent tricks can be done with extensions to disguise flIes as ditrerem types. This
helps alleviate and prevents some of those tricks. These settings can be found by
clicking on Tools I Options in Explorer's menu. Then select the View tab. The
three items of interest are Show hidden files and folders, Hide extensions for
known file types, and Hide protected operating system files
(Recommended). The last one gives you a warning; read it and click yes Apply
the suggested settings and your dialogue box should look like Figure 5.8.
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Figure 5.8 Settings for Making Many Files Visible
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After clicking OK, your Explorer window should resemble Figure 5.9. Notice
how many new items are visible. It's amazing what you can find when you know
how to look. It is very important that these Explorer settings be applied every time
you look at a computer. Failure CO do so could result in your overlooking important
Information.

WARNING

Before changing these settings, make sure you document how they were
initially set so that you can undo your steps.

•
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Figure 5.9 Previously Hidden Items Now Visible
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Opening a Command Prompt
The command prompt is another little-used program that comes bundled with all
versions of Windows. It is useful because it allows you to run several programs that
require command prompts, and it allows you to use several different software pack
ages that must be started from a command prompt. Some users may find it a bit
confusing, but mastering the command prompt is a necessity for spying.

A command prompt call be started from the Run item 011 the Start menu. In
the same way Explorer was launched, click Run and then enter cmd.exe (Windows
2000, XP), command.exe (Windows 95,98, ME, or 2000), or command.com
(Windows 2000, XP) to start the program.

Cmd.exe has the same functionality as command.com, and it also has several
additional features, such as command history (i.e., you can scroll though previous
commands with the arrow keys). Once the command prompt is launched, you will
get a window similar to the one shown III Figure 5.10. When yOll are III tillS

window yOll can enter commands at the C:\> prompt followed by Enter to execute
them.
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Figure 5.10 Command.com Window

Unpacking an Archive to a Folder
Several of the tools we offer on our Web site come as zipped archives. In Windows
Xp, these files can be viewed with Explorer as if they are normal direC(ories. If you
don't have Windows Xl~ or even ifyoll do, we suggest a third-party tool for viewing
archives, such as IZArc, which is a free and powerful archive tool. Other options are
7-Zip (Wl/Ill!. 7-zip.org), WinZip (WWW.WiIlZlp.com).andWinR.AR(wUJll!.rarlab.colII).

AU of these tools generally have support for many archive types.
Once your third-party archive tool is installed, double~clicking on an archive

will open the tool. From there you can click on Extract, as shown in Figure 5.11.

Figure 5.11 Extracting an Archive Using IZArc

._.. '''_ fI,T,..
:J _

il_." '''_
0_.... ' '''_

-

••

''''''''''"~''.........."..
".no>"

>2,>0, ..-
www.syngress.com



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 148.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=173

148 Chapter 5 • Taking Control

Now select a directory III whIch to store your extracted files. Feel free to create
a new directory at this time. Giving it an inconspicuous name such as "program set
tings" is a good idea. You can now use Explorer to view the files.

Classic View of Control Panel
Windows ME and XP both group the Control Panel's capabilities IIno "logICal"
groups, which is known as the Category View of the Control Panel. We wil1 be refer
ring to and accessing the Control Panel frequently, so for the purposes of this
chapter we use the phrase Class;c View where all of the items are in a single group,
thus allowing you to see everything on that Control Panel. To put Contra) Panel in
Classic View mode, click Start I Control Panel. A window should appear, as
shown in Figure 5.12.

Figure 5.12 Control Panel Context View

¢- 0 ,p- -

--.-
VI ....... 
0-'-'··"--

If it looks different it may already be in Classic View. Assuming it is in Context
View, click on the item on the left-hand side of the screen labeled Switch to
Classic View. It will now resemble the control panel shown in Figure 5.13.
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Figure 5.13 Control Panel in Classic View
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In Windows ME. Classic View is accessed by clicking on the View An Options
link 011 the left-hand side of the screen.

Because you may be installing software on a target machine, it would be wise to
do it as covertly as possible. One simple step you can use is Microsoft's buih-in
ability to "hide" files. Once you've Il1stalled your software and know winch file or
folder you want to hide, find and select it in Explorer and then right-click on the
file and select Properties. In the resulting dialogue box (Figure 5.14) select
Hidden, which should be at the bonol11 of the dialogue box.

Figure 5.14 File Properties Dialogue
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Depending on your settings, the file or folder will now become less opaque
(Explorer with our recommended settings) or disappear (Explorer's def:1ult settings).
This is an easy way to mask your files from normal users. A second method of file
hiding has to be done from the command line, but offers even more powerful
options. To hide files from the comm:ll1d prompt, use the attrib.exe command.
Attrib.exe is a system utility used to sct file attributes. In addition to a hidden
attribute, you can also give files a syscem attribute. The syntax for using attrib.exe is
C:\>attrib.exe +h +s <file to hide>. The resulting file will now have hidden
and system attributes sec You can reset these values lIsing the C:\>attrib.exe -h-s
<hidden file> command.

With the systcm attribute set, you have several extra advantages besides just
hiding the file from Explorer. Being able to view system files is a totally different
option on Explorer; a user would have co change two def."lulc options in order to be
able to view your files. In addition, if che system attribute is set, the hidden property
cannot be removed from the file by using Explorer; the system attribute has to be
removed first with attrib.exe.

The nice thing about built-in hidden and system attributes for flies is that pro
grams can execute normally even when they are ill a hidden folder or system folder.

Uninstalling Software
Unmsralling software can be very tricky; however, it IS a necessity, as some items m
this section require the newest version of a library, which means that you have to

uninscall any previous ones. In addition, after you are done spying and you've col
lected the information yOll need, you should un install your spy tools.

Uninscalbcion is done from an add/remove software dialogue box chat is found
III the Control Panel. To do tillS, select Start I Control Panel I Add or Remove
Programs. If an add/remove software option does not exist, switch the Control
Panel to Classic View, as described in the previous section. Once you select and click
on the add/remove software icon, yOll will see a dialogue box similar to the one
shown in Figure 5.15.
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Figure 5.15 Add/Remove Software Dialogue
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Each item in the dialogue box represents an installed program. They are all

alphabetized. When you select a program, you are usually given usage information
and the option to un install it. Ullinstallation consists of simply clicking a button.

Some programs don't come with an ullinstall option in the Control Panel, and
they can be deleted the same way that a word document is deleted. Find the exe
cutable on your computer using the Explorer bar; it is most likely in a folder in the
C:\Progmlll Fifes folder. Delete the entire folder and the program is gone. Ensure that
aU of the filL'S associated with the program are deleted. All programs created by this
company will be put in that folder.

Running regedit
Microsoft Windows has many different settings that are modified in the different
menus and in the control panel. However, these settings only scratch the surf.lce of
the many options that can be configured. Since Windows 95, the operating system
has stored most of Its settings and other mformation III a group of files collectively
called the registry. The registry consists of s}'s/wr.dal and IIser.da/ files that make up
most of the thousands of configuration options that control the look and behavior of
the operating system. The registry data is in binary format, and cannot be viewed or
modified with standard tools. However, Microsoft does provide a tool for viewing
and editing the registry named r~gedif.

Unlike most standard Windows accessories, there are no Start menu icons for
launching regedit; you must know that the program exists. It is launched in much

www.syngress.com
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the same way as Explorer or the command prompt. First, select Run from the Start
menu and enter regedit. The resulting window will look like Figure 5.16.

Figure 5.16 Regedit Main Window
........".1.... f-~li"" _._-711 _ _

:g~:=-= 1$.<_
.tn' ,
.eo~_-.

.eo>UY._.CON'IG

-
In tbe left-hand pane oftbe window are the five main sections, or hives, COll

tammg data for several areas of the registry. When tbe hives are expanded, different
keys are shown. When a key is selected, the right-hand pane shows its value.
Registry values can be stril1g (easy to read and understand text) or biliary (hexadec
imal digits). For this book, we edit both types of data. Although the interface nuy
look complex and confusing, using regedit is a straightforward process.

WARNING

Incorrectly setting or deleting registry values can make your computer
unbootable..---------------
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Tips and Tricks...

Covering Your Tracks by
Removing Yourself from the Uninstall Menu
Many software packages leave a reference in the Uninstall menu so that they can
be removed. It would obviously be to your benefit to remove any software that
you want hidden from this menu. Fortunately, there is a way to remove the pro
grams using the regedit tools.

1. Start regedit.

2. Go to HKEY_LOCAL_MACHINE\SOFTWARE I Microsoft I Windows
I Current Version I Uninstall.

3. Find the key that corresponds to the program you wish to remove.

4. Right-dick on that key and dick Delete.

5. When prompted, select yes to indicate that you want to delete the
key and its subkeys.

6. On the File menu, select Exit to close regedit.

7. View the Currently Installed Programs list to ensure that your pro
gram is deleted.

Viewing Processes and Services
Processes and services are literally the programs that run on a computer. Anything
that is running is a process. A sen'ice is a special instance of a process that can run cven
when a user is not logged on. Services are programs that the operating system uses
to flm everyday operations. You can know what is running on your computer by
using the listing and vicwing processes and services. They will help you verify the
installation of your spy software and ensure that nothing is being used to detect and
thwart you.

On most Win9x machines (Windows 95,98, and ME), you can vicw running
programs by pressing the ctrl-alt-delete keys simultaneously.You should be then see
a dialogue box that lists all of the running programs. However, this list is not com
prehensive, because all running processes are not necessarily running programs. What
you see is not an all-ltlclllSIVe view of the system. To get a complete listing of pro
cesses, we recommend llsing Process Explorer (free sofnvare that can be obtained
from Ollr Web site 1I1ll'll'Jybcrspybaok.colIJ or from ll'll'lIJ.sysilltemels.cmn).
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Runnmg programs can be viewed USlllg the Windows Task Manager on
Windows NT, 2k, and XP computers. The Windows Task Manager contains several
tabs for programs, processes, and other statistics. Figure 5.17 shows an example of the
Windows Task Manager set to view all processes. Like the Win 9.x series, Windows
NT, 2K, and XP can also use Process Explorer for viewing processes.

Figure 5.17 Task Manager Set to View All Processes
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On these platforms, the Service Control Manager (SCM) must be used to view
all services and their status. This can be done by clicking Start I Control Panel I
Administrative Tools. In the Administrative Tools folder, double-click on Services,
whICh will open the SCM. Tins list shows all of the Installed servICes and their status
including their name, a description (if available), their status (started or blank),
whether or not they are started manually or automatically, and the user ID under
which they are started.

It is necessary to know the aforementioned few tricks for the material presented
in this chapter and thc rcst of this book. As the book progrcsses, we will l1lake notc
of other less obvious helpful tricks and techniques.

Software You Will Use
The Web site for this book, I/IUllI'.cyberspybook.collJ, contains links to software that is
discussed III tillS book. In addition, as we fmd or write new sofnvare that we feel IS

useful for online spying, wc will post it on the Web site. Most of this software is
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released under the GNU Public license (GPl), which means that the software IS

completely free to use and modifY, as long as the people modifYing it release the
source code showing aU of their modifications.

The software we showcase is pretty good (and even bener with our modifica
tions), but it may not be the best ~'lVailable. Many different companies offer variations
of these same tools for a pricc. Howcver, we fcel that our price (free) is unbeatable,
and since you can obtain our software directly from the Web site and download it
directly to the computer, there is no paper trail. By downloading our free software
there are no credit-card receipts, checks to suspicious software companies, e-mails
sem to you, or boxes of spy software showing up at your door. The entire process of
gctting and using our software is relatively innocuous and straightforward.

That being said, we still encourage you to investigate other software options that
may better fit your needs. Our tools are not high-grade government spy software.
They won't evade every virus scanner or personal firewall. They are a good start and
are designed to evade the average computer user. However, more sophisticated prob
lems may reqltlre more sophisticated solutions. A search on wIIJIII.,gaa,gle.ctlll1 can help
poim you to the many free and commercial alternatives.

In a few instances, there are not any software solutions available under the GPl
that meet our needs. This is the case with personal firewalls and virus scanners, both
of which are extremely complex and the result of much research.

In addition, somc othcr small utilitics wc dcscribc may be frecwarc or sharcware
but not necessarily open source. Whenever we can, we try to show a free alternative
to allY commercial software.

It is important to note that most of the software we ask you to install comes as
ullsigned code. On operating systems oldcr than Windows XP, this should make no
difference. On Windows XP Scrvicc Pack 2 and latcr you will be grceted by dia
logue similar to that shown in Fib'1lre 5.18.

Figure 5,18 Running Unsigned Software Warning
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Tim IS a warnmg that says the program has not been crypwgrapilically signed by
its authors. Select Run to install the program.

Utilities
This section describes the tools you will use throughout this book that are not
directly used for spymg, bLit are still needed for viewlllg Images, reading files, making
archives, and other tasks.

IZArc
IZArc IS a freely available compression/decompression mility dut handles zip and rar
files, two of tbe most popular compression schemes for Microsoft Windows as well
as many other less popular compression schemes. Unlike the trial versions of other
compression software, IZArc never expires. IZArc also offers the best compromise of
price (free), functionality, and polish.

If you are installing software on your PC for viewing and handling archives,
IZArc IS a great chOICe. If you are IIlstalling it on a target's computer, you should first
determine if that computer has any software already installed to handle archives. The
best way to check is to double-click on an archive and see if a program opens it up.
If you see a "Select Program" dialogue, you probably don't have the capability of
viewing archives on that computer. You can then install IZArc if you wish (it may be
better to handle the archives offline on a separate computer), but you should t.1ke
steps to make a particularly stealthy install.

Down/oad From
IZArc can be downloaded from ww\V.cyberspybook.com or alternatively from its
home site at http://www.izsoft.dir.bg. It comes as a self-extracting executable.

Installation
For the purposes of this book, we assume that you are installing IZArc version 3.4.
Begin by double-clicking on the IZArc installation file. You should immediately see
a screen asking you to lllllllstall any prevIOus versIOns ofIZArc and a dialogue asking
you to select the preferred language for installation. Now you should see the IZArc
Welcome screen.

Click Next and accept the following two screens of license information. The
default installation location should also be accepted. When you reach the screen
asking abom creating a Start menu, select the box Don't create a Start Menu
folder for a stealthier install (Figure 5.19).
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Figure 5.19 IZArc Start Menu Folder Dialogue
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At the next dialogue, the options for a "Quick Launch" and "Desktop" icon are
at your discretion. If you are installing on your personal machine it doesn't matter. If
you are installing on a target machine, we suggest unchecking both options. Next,
there are a few more screens to click through,

After the installation is complete, IZArc asks you to select a language and pre
sents you with a screen simIlar to that III Figure 5.20. Tim IS where you select
exactly what type of archives IZArc will open. We recommend pressing the
Deselect All button and then checking only the archive types you will need.
Assigning IZArc to too many archive types might disrupt previously installed archive
software and reveal your presence on the target box,

Figure 5.20 IZATC Archive Type Association Screen
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Usage
IZArc is almost self-explanatory in that it is implicicly activated whenever a com~

pressed archive file is double-clicked. It has several icons for file extraction and other
cOlllmon functions.

Kaboodle
Knowing a target machine's Internet Protocol (IP) address enables you to track it on
a network so that you can remotely access it. However, because many home net
works have dynamic Ii> addresses (the address can change every time the computer
connects), you need a method to locate your target mach me as Its IP address
changes. Kaboodle offers a viSllal means of mapping Ollt your network and shows
representations of ditTerent machines on it. By llsing Kaboodle, you can automati
cally find out the location of every machine and its IP address. As a bonus. Kaboodle
can automatically detect machines running Virtual Network Computing (VNC) and
connect you to them.

Download Frolll
Kaboodle can be downloaded from lIIllIlII.cyberspyiug.colll or its home site at
wwmkaboodle.org. This file comes as a self-installing executable file.

Installation
Installation of Kaboodle is a relatively straightforward process. You begin by double
clicking on the executable you downloaded. You should immediately be greeted by
Kahoodle's Welcome screen. After clicking Next you will receive a License
Information screen. Agree to the license and click Next again. The next screen will
ask you where you want Kaboodle installed. Accept the defaults and continue.
Kaboodle will finish installing.

Usage
Kahoodle will place an item in your program menu and an icon on your desktop.
Clicking on either will start the program. It will immediately scan your network and
list all of the computers and network devices it can find, which will he displayed on
a screen similar to the one shown in Figure 5.21.
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Figure 5.21 Kaboodle's Main Screen

There should now be icons for every computer and device on your network.
Double-clicking or right clicking on an icon will give you a dialogue similar to
Figure 5.22.This shows the machine's IP address, Media Access Control (MAC) (low
level) address, and other information abom [he cOlllpmer. With [his tool, you can
easily discover and [rack differem computers 011 your home network.

Figure 5.22 Kaboodle Giving More Information About a Computer
T..l.p (II' 192 168 206 128) PC prope'l1.' ~

,-
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Finding Interesting Stuff
Looking for files of interest on a computer can be like searching in the dark for a
needle in a haystack. For example, a typical installation of Windows XP Service Pack
2 with a few typical applications has more than 1,000 folders containing more than
20,000 files. TIllS is a significant amount of data for anyone person [0 look through.
To simplifY the tasks of searching for meaningful data, we present some basic search
[0015. This is the software you will use to search for material of interest on your
target computer. These are tools that help you comb through the thousands of files
that can be found on a typical machine and develop a uscfullist of"interesting" ones
to examine more closely.

MS Search
One of the most powerful tools for searching for information is already installed on
your computer. Microsoft has a Search utility built into its operating system that
allows you to conduct a variety of searches 011 the file system. You can search for
files based on name, time accessed, and content. When pointed at the C:\ drive (the
entire file system), yOli can conduct a very broad search for anything that may
interest you. Search is found on your Start menu by clicking Start I Search. Figure
5.23 shows the search dialogue box. (MS Search is covered in more depth in
Chapter 6.)

Figure 5.23 Microsoft's Search Dialogue Box
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Coogle Desktop Search
The Google Desktop Search software allows you to search your computer using a
Web browser. It will also find e-mails, AOL Instant Messaging Chars, files, and Web
caches. The advantage that the Coogle Desktop Search program has over Microsoft's
search program IS irs ability to classifY advanced file types. Bemg able to display
cached Web images and chat logs increases the ease of search and evaluation. In
addition, using Coogle Desktop Search to look for information is a format that most
computer users are f:1.miliar with.

Download Frol/1
The Google Desktop Search tool can be downloaded and installed from
IlIfp: / / desktop.goo.gle.col1J.

Jnstallation Jnstructions
Google has made installation of the Desktop Search software as easy as possible.
Using your Web browser, go to http://desktop.google.com. Click on the Agree
and Download button; tllis will begin the installation procedure. A pop-up
window will ask if you want to run or download CoogleDeskt(lpScarc1lSetllp.exe. Click
Run; this will begin the installation procedure. The installation program will shut
down any open Web browsers in order to continue installation. Once this has fin
ished, a browser window similar to the one shown in Figure 5.24 will open, indi
cating successful installation and otTering several configuration options.

Figure 5.24 Google Desktop Search's Configuration Page
~ ....... """,,,.....,....,.,.,,,.. ~~,,,,,,,,,,,,,,,,,,.,,, ~

... ""_._.- ....
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Of the given options, Enable search over AOL and AIM chats and Enable
search over secure Web pages should be set. The option for providing feedback
to Coogle can be set if you wish; however, it has no bearing on the effectiveness of
the Coogle Desktop Search tool's ability to search for information. Once you have
set your preferences, select the Set Preferences :md Continue buttons. The next
window that appears indicates that Coogle is indexing your computer, as shown in
Figure 5.25.

Figure 5.25 Google Desktop Search's Indexing in Progress Page
l ............ " ..". ~.,...",..,,_, ••~'" c~')(

On.-lIm. IndnlnD h•• a1an.d,

_""",.,s-, _ .._......._ ..."..""._ ...._........... , -._u_ _" .-........
, v.. ...,__"_ , _ " ..,, ..... _ .... , .......

, -'..............-- '-""..
s.."Swctoot

- -
Clicking on Start Searching takes you to Coogle's main interface for searching

your desktop, as shown III Figure 5.26.
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Figure 5.26 Google Desktop Search's Main Search Dialogue

0 ... ·0 i!l ~ ;J- - e g. ~-; ~L3':1
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Usage
YOll can select the desktop icon, or the Coogle Desktop Search item from thc
Program Files mcnu. A window similar co thac in Figure 5.26 will appear. From this
Web site you can choose to search the Web or follow other Coogle links. However,
as long as desktop IS selected, yOll will be searchlllg from your hard disk. When per
forming a search, the Coogle search tool classifies its finds as files, e-mail, images, and
chat logs. Any of these are clickable and viewable by whatever application they are
registered with.

Collecting on the Computer
Like the tools mentioned in "Finding Interesting Stuff," the software discussed ill this
section is designed to help you collect information passing through the targeted
computer. These tools are used to collect files, e-mails, or event.~ that took place on
that computer, but that has left no long-term evidence behind.

PC Inspector
The first type of software we lise to collect information that was once (blU is no
longer) on the computer is a tool named PC Inspector. It takes standard searching
techniques one step further by scouring the hard drivc to recover files that have
becn delcted (and long forgottcn).
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Download From
You can obtain the most recent version of this freeware tool through the uIIPII<pdl1

spcaor.deljrlc_rccopcryIUKllI'e/romc.hfl1l Web site, or with the other archived software
on our Web site.

Installation Instructions
The installation process for this application is straightforward. You are not required to
make any decisions or selections other than indicating which language the instruc
tions should be displayed in and accepting the license.

Protected Storage Explorer
Next, we expand our search for hidden information to the memory of the computer
and the applications that execute on it. [n particular, we directly target Microsoft's
Protected Storage area with a tool rightfully named Protected Storage Explorer.

Download From
You can acquire this tool either through from wWlIJ.cyberspybook.col/1 or from
uIIPl/(jorel1sicsideas. com.

Installation Instmctions:
Like the previous tool, lIlstaliation of the Protected Storage Explorer is straightfor
ward. Double-click all the installation executable that you acquire from the Web site
and follow through the menu questions. In addition, we suggest that you ensure that
the "JUSt me" box is checked so that icons are not created 011 the desktops of other
users of the computer (Figure 5.27).

Figure 5.27 Protected Storage Explorer Installation Folder Selection
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Best Free Keylogger
The searching tools already mentioned in this chapter can look for information that
llsed to be on a computer; now we want to gather new and transient information as
it is created. To accomplish this, we rely heavily on an application called Best Free
Keylogger (BFK), whICh is capable of captuflng keystrokes and surveillance Images
of tbe desktop.

DOlVllload From
The BFK is available at /illp: I Ibjk.sourccjllrge. lief and at ll'l/IlI'.c)'berspybllok .com.

lllstallatioll IllStrllctiollS
The most importam aspect of the installation process for this tool is the selection of
the Installation folder. This is where the images and collec(iol1 will be stored, so
make sure that it has plenty of available disk space (see Figure 5.28).

Figure 5.28 Best Free Keylogger

~ Setup 8FK rJ - ~
Sele<:t Deltination Loc:alion

'Nt!eIe IhooJd 8"" be ioI$loled?

I 8,,,,...

<Bd; I l-Ie>l > J I I:.onceI I

Like many of the others, this is a GNU-licensed application.

Collecting over the Wire or the Air
A lot of the dar.1 on computers is evanescent; it is sent to the computer, or passes
through it, but never stays there for long. It may be information that originates on the
computer, but is not collected by other tools, or it may be d1ta such as an instant mes
sage that is sent to the target computer, viewed briefly, and thell discarded forever.
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The next category of tools we discuss are commonly referred to as :miffcrs.
Sniffers enable you to monitor network traffic and collect some of this ephemeral
data that can be very interesting and very elusive. A sniffer allows you to capture all
of the infOrllution that is entering and leaving a computer via the network. A cor
rectly installed and operating sniffer will yield a wealth of information to any cyber
spy. M:lI1Y valuable protocols such as Internet Relay Chat (IRe [the standard
version]), AOL Instant Messenger (AIM), Yahoo, Microsoft Network (MSN), e~maiI,
and HypertextTransfer Protocol (HTTP) are transferred across the network in plain
text, meaning they are not encrypted and anyone who captures the packets can view
the data in them.

There are basically two different locations that you can sniff from: the target's
machine or another machine that can see the traffic. The target's machine is an easy
choice if you can get to it. A sniffer on that machine will see all network traffic
coming in and out of the machine. When coupled with a remote access tool, a
snifTer-implanted target machine is a well-bugged and powerful eavesdropping
device. We also show you how to set llP your accollnt to sniff for all traffic, even
when you aren't logged in.lffor some reason YOll can't obtain access to the target's
machine, a different approach must be taken. In that situation, network monitoring
has to be done from a remote machine.

There are several options that can be used when trying to capture traffic
remotely. In order for remote sniffing to work, the computer you install it on must
be able to see all of the traffic to and from your target machine. There are several
scenarios where this is possible. An easy and ideal scenario is if all computers are
connected with a hub. To test for this scenario, first determine your IP address then
turn on your sniffer of choice (to be discussed shortly) and look at the traffic. If any
of the traffic has IP addresses that belong to your network but not your computer,
your computer is probably connected via a hub.

If you are on a network connected by a switch, you have a couple of other
options. The first option is to set your listening computer as a network chokepoint
and force all network traffic to pass through it. This would involve putting two net
work adapters in your machine, configuring it to forward traffic, and placing it in a
network chokepolllt, as shown III Figure 5.29.
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Figure 5.29 Computer Used as a Pass-through for Sniffing

Wlrele••
Router

Alternatively, you could acquire a small hub and connect it into a chokepoint.
Using the hub creates a much simpler setup. All that is needed is the hub and two
additional network wires, one to connect to your listening station, and olle to com
plete the original connection. Figure 5.30 shows how co set up this topology.

Figure 5.30 Using a Hub to Build a Network Tap

Wireless
Router

C"bl.
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The only difficulty with uSlllg a hub IS that III tillS day and age it may be hard to
find a true network hub. For performance and cost reasons, most stores now gener
ally only sell low-cost switches.

You may remember that there are two obvious chokepoints: between a router
and the cable/DSL modem and between the cable modem and the wall. The con
nection between the modem and the wall is done either with coaxial cable or phone
cable as opposed to network cable. Most people do not have network adapters that
can use these types of cable. As a result, the best chokepoint is between the router
and the cable/DSL modem. a computer intercepting all of the traffic on the home
network would be able to see everything.

One area that is guaranteed to be a broadcast region is a wireless network. If
your target's computer is connected to a network via Wireless Fidelity (Wi-Fi),
sniffing will be a relatively easy process. Because of its very design, wireless mllst be
broadcast, and a wireless signal can be picked lip directly out of the air. There are
two ways to sniff wireless traffic. YOll can sniff with your computer without adding it
to the wireless network, which has the advantage of bemg stealthier. Because your
computer has never become part of the nenvork, no one knows if it's there and
therefore no one can monitor its traffic. However, if wireless encryption is turned 011

(i.e., Wireless Encryption Protocol [WEP] or Wireless Application Protocol [WAP]),
it is easiest to become part of the network to see the plaintext view of all the
packets. Even then it is still extremely difficult to detect if your computer is actually
collecting and sniffing traffic.

The following are software tools that call be llsed for sniffing.

WinPcap
This device driver must be installed 011 ally Windows machine that will be used for
nenvork monitoring. It enables different packages to collect or sniffpackecs on the
network. Some popular sniffers come with WinPcap as part of their installation, but
most don't, so we cover its installation here.

Download From
The latest version ofWinPcap that will work with the tools we use in this book can
be downloaded from l/Illlll'.cybcrspybook.wl/1 or from its home page at
Imp:! /I/Iillpcap.pofifo.it/. While it comes in many formats, the best and easiest to use is
the WinPcap auto-installer. This is an executable that, when rUll, installs WinPcap
and all of its associated files.
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Installation
Installation is straightforward and follows a few simple steps. Unlike most of the
other software packages we will be discussing, WinPcap does not have any real con
figuration options. As a result, installation is done in five easy steps:

1. Using techniques from this chapter's "l3asic Skills" section, look for and
remove previously installed versions ofWinPcap.

2. Double-click on the auto-installer.

3. Click Next on the Welcome screen to go to the license information.

4. Accept the license mformation and then click Next. You should receive a
final screen showltlg WinPcap was mstalled.

5. Click Finish

Ethereal
Ethereal IS a very powerful tool that we will be using throughout the remainder of
this book. Ethereal can be used to capture packets and analyze protocols. We will
show you how to use Ethereal to examine captured packets, which will allow you to
determine what data was passed in the conversation. Ethereal can be used to filter
the captured packets and to display selected data. This allows us to capture a large
amount of traffic and quickJy sift through It for the important mformuion.

Download From:
The latest version of Ethereal can be found 1lI1111/1.cyberspybook.COIII or at Ethereal's
main site, ll'l/Il/l.ctlicreal.com/dol/lllload.!ltml. Ethereal can be obtained either as a sclf
extracting executable or an archive. For the purpose of this book, we will discuss
using the self-extracting executable because it will provide the easiest method of
installation.

Installation
Installation of Ethereal is relatively straightforward. However, WinPcap must be
installed before installing Ethereal. Installation of Ethereal requires six steps:

I. Double-click the downloaded Ethereal executable. This will create a pop
up window displaying the Welcome screen.

2. Click Next; you will be greeted by a license screen.

3. Read and agree to the license.

www.syngress.com
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4. At the Choose Components screen shown In Figure 5.31, select the
Ethereal Components you want to install. The de£1ults are usually accept
able.

5. Now you should be at the Choose [nstall Location screen. Once again
the default values work.

6. You will be greeted by a final pop-up window; click Finish to finalize
installation.

Figure 5.31 Ethereal "Choose Components" Screen
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Usage
Ethereal is a relatively easy tool to use. Initially, we only cover its basic capabilities.
Once you've become comfortable with its basics, we will discuss its more powerful

features. This section explains the basics, which focus on using Ethereal as a packet

sniffer.
The first step is to start Ethereal, which can be done either by double-clicking

the icon or from Start Menu I AU Programs I Ethereal I Ethereal. This brings
up the Ethereal's interface, as shown in Figure 5.32.
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Figure 5.32 Ethereal Interface
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Although the main Ethereal graphical user interface (CUI) may seem a bit
daunting, don't become dismayed; using Ethereal is actually very easy.

The next step is to go to Capture I Start, which will display the capture dia
logue, as shown in Figure 5.33. This dialogue allows you to select various options
that will determine what Ethereal captures. If the computer has multiple network
interfaces, you can choose to capture on one or all of them. Ethereal can also be set
to write collected traffic to a file, which can then be examined at a later date using
the Ethereal CUI. An important option to check is Capture packets in promis
cuous mode, which allows every packet on the network to be collected, not just
those intended for the local machine that has Ethereal installed.
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Figure 5.33 Ethereal Capture Dialogue
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Once you have selected your options, click OK to begin packet capture.
Ethereal will then display a status dialogue indicating how many packers and of what
type have been captured. Packet Capture continues until the Stop button is selected.
After Packet Capture IS stopped, Ethereal displays the captLIred packers 111 a manner
similar to that shown in Figure 5.34.

Figure 5.34 Ethereal with Captured Packets
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The Ethereal GUI shows all of the captured packets. As shown 111 Figure 5.34,
the GUI is split into three sections: the top section displays all of the captured
packets, the middle section displays a single packet's protocol information, and the
last section allows the user to examine a raw packet. To select which packet to
ex:unine, you simply highlight it in the top sectioll. As you will notice, this causes
the highlighted packet to be displayed in the middle and bottom sections as welL
Selecting different sections of the packet field descriptions in the middle display
causes Ethereal to expand those areas and show additional information about the
packet. This also allows you to select which sections of the raw packet you wish to
analyze in the bottom display.

One of the most useful features of Ethcreal is its capability for filtering out
selected packets. You can select a packet, and Ethereal provides the ability to display
only the conversation that the packet was a part of. In order to do this, right-dick
on the highlighted packet and select Follow TCP Stream, as shown in Figure 5.35.

Figure 5.35 Selecting the "Follow rep Stream" Option
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Ethereal thcn displays the conversation that the packet was a part of, as shown 111

Figure 5.36. This allows you to easily identify and follow specific conversation
streams on a heavily congested machine.
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Figure 5.36 Ethereal Showing a Decoded rcp Stream
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After examining the conversation, select Close and go back to the captured
packets.

Once you've finished following a Transmission Control Protocol (TCP)
stream and you are back at the main GUI, you may notice that Ethereal
is showing packets belonging only to the conversation you just studied.
In order to obtain a complete view of all captured traffic, it is important
to click on the Reset button on the lower right·hand side of the GUI.

Ethereal is a very powerful sniffer and protocol analyzer. It is recommended that
you use Ethereal to capture and examine some of your own packets as practice, to
help you learn how to use it effectively.

Packetyzer
Packetyzer is another sniffer package that we recommend. At its core, it is very sim
ilar to Ethereal and, in flct, lIses the Ethereal Capture engine in order to work.
However, the makers of Packetyzer determmed that Ethereal did not meet all of
their needs. The resulting product, Packctyzer, performs all of the core functions of
Ethereal :md thcn some. Notablc improvemcnts includc a more Microsoft Windows-
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like ltlterface, its ability to graplucally visualize traffic, and the capability to capture
and analyze Wi-Fi (wireless) traffic and locate Wi-Fi access points. Some people also
find its intert:1ce more intuitive than Ethereal's.

Down/oad From
Links to Packetyzer can be found at Il'wl/I.cyberspybook.colll or at http://www.llclwork·
chcmislry.col1l/producls/packelyzerl. Each site should have a link for downloading the
current version of the Packetyzer setup executable.

Installation
Packetyzer installation is relatively easy, and to keep thinb"S simple we will be using
the default layout and options. Installing Packetyzer requires eight steps:

I. To start installation, double-click on the Packetyzer set-up executable. This
will bring up the initial Setup screen.

2. Select Next at the mitial screen to bring up the license agreement.

3. After reading the license agreement, select the I accept the agreement
bunon, then select Next. A.~ noted earlier, the GPL license allows you to
freely download and lise the tool, but restricts repackaging and selling it.
Following acknowledgment of the GPL agreement, you will be dispbyed
additionallicensmg and copynght mformation.

4. You should now be at the screen for setting lip the installation location.
Accept the det:llllt path and click Next.

5. Packetyzer's setup will now ask where to place the Start Menu Folder.
Once again, use rhe det:1ult and select Next.

6. The nexr screen (Figure 5.37) prompts for two additional options. The first
is to install a desktop icon. St.'lect this option at your own discretion.
Although it will make it easier to find and rUll Packetyzer, it makes it easier
for other users to discover it as well. Completely overt installation of a
sniffer may clue some users in to your SIlea!..')' intentions. The second
option IS to IIlstall the WinPcap dnver.lfyou have not already Illstalled
WinPcap, select this option. If you walked through the installation at the
start of this section, yOll should already have the latest version of WinPcap
installed. After selecting YOllr options click Next.

7. Now that the options are configured, Packetyzer is ready to be installed.
Select Install to begin the process.

8. After a minute or twO, the final screen will appear. Click Finish.
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Figure 5.37 Packetyzer Options
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Usage
We will be using Packetyzer as a sniffer and an analyzer. After starting Packecyzer by

clicking on the icon or through the menu bar, you will be presented with a
Capture Options pop-up window (Figure 5.38). This window allows you to set
the interface that Packetyzer will collect on, as well as size limits and promiscuous
mode. Usually the def:1ult Illterface will work for packet capture. We don't recom
mend limiting the capture size on each packet; promiscuous mode is a good idea.
Automatic scrolling of a live capCllre is a good feature; it shows you packets on the
screen as it captures them. Unfortunately, this option also takes a lot of central pro

cessing unit (CPU) time and can slow your PC down to a crawl. The final option
limits the size of your tmal capture to about 10,000 kilobytes, or about 10
megabytes. That is an acceptable default value for some things. If you are on a net
work where several people are browsing the Web or engaged in other high-band
width activities, 100,000 or even 1 million kilobytes might be a better value. After

selecting all of your options, click OK to continue.
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Figure 5.38 Packetyzer OPt~io~n~S~~~~~~;~~129
Ad~er: IrmlJiillumtiiiii4liiWtM1::] ~

Wpt".-" nome Icopt".-eO

r lfnil e~h p~ket 10 1~10Cll""-- by'~
P" Capt.".-" packets in promiscuous mode

r AutCllMlic SCfoli"lg oiJrilg c~".-e

lirril: lo(a1 copt".-" to I' ((OJ kilobytes

OK Wncel

The main Packetyzer window (as shown in Figure 5.39) is now displayed. You
can select the Help tab to receive further help at any time. Much like Ethereal, the

main Window is divided into sections; however, it also has tabs taking yOli to other
screens of interest.

Figure 5.39 Packetyzer Main Window

...... _--- ~"ail "". Q, __ J( e~i)" •
~-I-I-I-I

00 • _. -,... _I '§j ,- -

. "

::J~~~ "-'''I _000'____...

To beglll Captllflng packets you can either go to Session I Start Capture or
press FS. To stop capturing packets go to Session I Stop Capture or press F6. In
the example shown in Figure 5.40, a browser was started tbat went to ll'lIJIII.g(wglc.COIII
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as its home page. The captured packets are displayed In three separate sections of the
GUI: the top right section shows all of the packets that were captured, the bottom
right section shows the raw dump of the highlighted packet in the top window, and
the left side shows the protocol of the packet broken Ollt. This is the same basic
design as Ethereal.

Figure 5.40 Example Packet Capture
~ ... _...-_-
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··..
""·

-...1 iii_ -.
"" ~-
"" _~••~•• n.." ..".~, .. """".~,
",-,,,,,.~, """".~, ..
""_'"'''~''' ,",n',",'".......,,,,.. ..",.. ,..~, ..

""m,,,,,,,
,"" ..".~ ... '",,'>0,>0,'"
,,~"',..... .., ,,,,,.~, ..
,,~,..~.... "'" ..,,.~' ..,.. ,,,,,.~, .. ',",'",'','''..,-,,,,,.~, .. ",,'..',..,

~~..' ......' ~ ,....,.....' ....,~....-, ,...
"' , ,...-, ,"'.j
"'...........,,,-,

.............. ~'..... n~ .. ~~............ ~ .. " ..

_,_""". 100

By selecting a packet in the top right portion and right clicking on it,
Packecyzer will display advanced options. l'ackecyzer wiJ[ automatically follow the
Tel' stream of a session. Figure 5.41 shows all of the traffic that was sent between
the machine and Google's Web server.
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Figure 5.41 Captured Traffic for a Web Session

...... ..-_"'"
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Looking back at Figure 5.39, you may notice that there is a tab labeled Wirek-ss.
This tab gives access to Packetyzer's wireless features. If your computer or laptop is
equipped with a Wi-Fi card, you can use this section to obtain information about
wireless access points available to your machine. Packetyzer has some more advanced
features than Ethereal. Feel free to experiment with Packetyzer and explore its capa
bilities. You may find it is more intuitive to use than Ethereal.

Snort
Snort is an open source Intrusion Detection System (IDS) that has many distinct
usc-'S. As an open source project, it benefits from having lllany people contributing to
its evolution. As a result, it has become a very powerful and effective IDS. One crit
Ical component of its mtruslon detection capability IS its ability to capture and store
packets. It can also be run as a service, allowing it to collect packets from all users,
which is especially useful on a multi-user Windows XP machine. As a service, Snort
can run covertly in the background, making it difficult to detect.
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Download From
Snort can be found at 1I1l/1U1.cylJerspylJook.colIJ or at Ull/Il/I.sl/orl.org. Like most other GPL
projects, it comes in a range of formats from source code to archive files to self
extracting execucables. A self-extracting execucable is the best and easiest choice for
our purposes. As with mher tools previously installed, WinPcap must already be
mstalled.

Installation
After downloading the self-extracting executable, double-click on it to begin the
installation process. The installation of Snort requires five steps:

1. The first step is to read and agree to the license. By this point the GNU
GPL should be f."lmiliar to you. Click I Agree to continue.

2. The next screen is Installation Options where Snort can choose to log its
data to a database (Figure 5.42). We will not need to use this advanced
option. Click Next to continue.

3. The next step is to choose your installation components. As usual, the
default components will suffice. Click Next to continue.

4. Next choose the installation location. Take note of this location. Unlike
most of the other programs that we havc installed, Snort docs not creatc an
icon or an entry in the Start menu. It must be started from the directory
that it \Vas installed into.

5. Click Install to begin the installation process. Snort will display a status bar
to keep you updated abom its progress and a final pop-up window when it
has completcd.

Figure 5.42 Snort logging Options
"~norl 1 1 SctlUp l",talloUon Opllo'" [.1- (XI
1.01_0......._""""'oooiW _

"_~d~_«<Un ........ ''''__.,'olty5Ql.-.lCCO::
_._-".,,-~--_..

0'..,......... bo", &0--', .. ' ... ........, ..bo ...... <1 tt.a_...""-O'..- ........ ,.. --.,.._'QI.-' -. ..... tt.a'QI._ ..._._._tla_"' ....-..or.
01..- ''''__.,'''0.-''''''. -._...o.-ado""'_._._
be_ '"""'"""',
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Usage
Snort will be used as the local snitTer, because it can gt'nerate traffic log files and
examine those logs. Snort must be installed and configured co run as quietly as pos
sible; therefore, it should be installed as a service. This takes several steps that are rela
tively easy.

1. The first step is to create a directory where the log files will he placed. For
our example, this directory will be located where the Snort executable file
resides, but it call be put anywhere, and in (,lct should be put somewhere
less obviolls. The easiest way co create the log folder is CO lise Explorer. Go
co the Snore directory, right-click New I Folder, and change the folder
name to Log. You can also give it a less obvious name.

2. Once the Log directory is created, you must set up Snort as a service. To do
this, use the command line from where the Snort executable resides. At the
command prompt enter

cd c:\snort\hin\Snort.exe \service \install -L C:\snort\
bin\Log -h.

where the -L option indicates where to place the log files. Since there are
spaces in the path, the entire path must be placed within parentheses. The
-b tells Snort in what format to save the log file.

3. Now that Snort has been installed as a service, it must be set to start auto
matically on reboot. The easiest way to do this is to click Start I Control
Panel I Administrative Tools I Services. Now all of the services on
the machine will be displayed. Find the entry associated with Snore and
right-click and select Properties. A Properties window will be displayed
that will look s1l1ular co Figure 5.43. Under the Startup Type, select
Automatic and press the Start button to activate Snort.

www.syngress.com
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Figure 5.43 Snort Properties Dialogue

F'_"'S_lMN>\Mto.x.-.~_1S
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Snort is now installed and activated. To ensure that it is functioning correctly,
start up a Web browser and go to a Web site. Check the Log folder; there should be
a slIorr.log,xxx file. These are the files that will be examined later to determine the
activity on the machine.

NOT,-,E~ _

You can drag your Snort log files into Ethereal or Packetyzer and use
these more advanced tools for packet analysis.

OWNS
One-Way Network Sniffer (OWNS) functions like a rcgu1:lr sniffer but goes further
in its processing of the information. OWNS attempts to reconstitute the fLIes that it
observes passing through the network. This allows you to examine the files that were
passed on the network with minimal analysis and no recollStruction on your part.
OWNS attempts to break out the Graphics Interchange Formats (GIFs),Joim
Photographic Experts Groups UPEGs), e-mail, and other file types, which are all
very useful in determining what someone is doing online. This is a good sniffer to
use if you are actively monitoring the person in real time. It is also good for cap-
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turmg e-mail sent with MICrosoft Outlook, OlUlook Express, and AOL mail. The
biggest downside to OWNS is that it is an older piece of software and no longer
updated.

Dowl1load From
OWNS can be found at either ll'll'lI'.cyberspybook .COIII or at htlp: I Isollrcqorgc./lcl Ipro
jeers 1001111S. The current version is 01/1/1-0. 5-l/Iill.zip.

Il1s tallatiol1
OWNS uses WinPcap, which should already be installed on the system. Installing
OWNS is quite simple and is done by double-clicking on the OWNS archive file
and extracting it to a directory of your choosing. It is important to note that this
application does not create an icon on the desktop or Start menu, so keep a note of
where it is extracted.

Usage
OWNS is very simple to use. To start using it, click on the Owns.exe file in the
directory that you extracted the application to. Doing so brings up the OWNS
interf:1ce, as seen ill Figure 5.44.

Figure 5.44 Initial OWNS Screen

Source fa,__I.....,_ION'-'1 s-I~I-."""'"c <"
c~_-,. ~.-lo<:o

IAI.I) POET Fett>lyE_,...""", (l.1ooo'''''013

The Source tab allows you to select the snifTer and source that it will collect on.
Because we installed WinPcap previously, this option should be selected. You also
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have the option of Llsmg a file or nenvork tnterf:1ce as the source. The file could be a
/CpdlllllP file from a previous session captured by any of the previously mentioned
sniffers. However, for our demonstration we will use the network imerf:1ce to collect
and analyze the files that are viewed by our target. By selecting the Paralneters tab,
the next sct of options (Figurc 5.45) can be displayed.

Figure 5.45 OWNS Parameters Tab
-------------

eOwn>"'~b x
_IPeooo _.........,IiIItoI~_1 SlOIo 10tIlu<l1

BPF__~O'O)<l

£0" ftN_'!P!Mllj_r-_8VJ

Ody~""_"'__"'bo_""''''''''''''
s-__"""""_

-~.---1-
r~jpg

r ~9251i*.i"'.fSf>Z1<l265-l1~

rf1'l;'5Ii*.i~JP9

r. ~9251i<S"'.fSf>Z~~

This tab allows you to determine where the output files will go and in what form
they will be saved. In the example shown in Figure 5.45, OWNS will create a direc
tory named "files" wherever the executable resides, to store the collected files. After
sniffing the nenvork, yOLl can go back to tillS directory and look at what was fOllnd.
Clicking on the HTTP Filter tab brings Llp the next set of options (Figure S.46).
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Figure 5.46 OWNS HTIP Filter Tab
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F1T (IlOr(a...... )
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"'_t,.o.",,)"' _(Mp~_"".fId. ).. ....,..1-_)"'F.... _

-_ I - I

The Save Files option allows you to select which types of files should he saved.
For OUf purposes saving them all is recommended. We also recommend lowering the
minimum file length for s<wing. Currently, it is set at 10,000 bytes, or abom 10KB.
YOll should lower this setting to 3hollt 1,000 or even 500 bytes. This will be impor

tam in later chapters because yOLl will discover that some sites, in order to reduce
bandwidth, will transmit tbelf Web pages compressed. These compressed Web pages
are often well under the 10,OOO-byte default. Make sure you also check the For all
HTTP Connection box in the "Save http headers" and "Save Tep streams" sec

tions. Select the Other Filters tab for more options (Figure 5.47).

Figure 5.47 OWNS Other Filters Tab

s-ool...._.I...,_~_lllooI>Jql
IWl~'O)..._ .... ("'"!..._Tel'_"",
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..._ .... (_l
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The Other Filters tab allows you to select if yOLl wall[ to capwre e-mail and
news traffic. Once these have been selected, the Start Capture button will begin
sniffing.

As OWNS works, the Stats tab will Llpd1[e with the traffic going by (Figure
5.48). Selecting Stop Capture stops the sniffer. Once OWNS is Hopped you can go
into thc files directory and examine the files that wcre transferred. This makes it very
easy to determine what the person was looking at. Additional ht'lp on OWNS can
be found in the doc directory that was installed with OWNS. Double-click 011 the
index.html file to view the help file.

Figure 5.48 OWNS Stats Tab
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OWNS provides an extremely powerful capability for network traffic analysis. It
can break Oll[ all of the material flying across the network, making visualization
simple and easy. Using OWNS on your Snort log files can significantly reduce the
amount of time you spend analyzing them looking for interesting material.
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Tips & Tricks ...

Live Web Browsing Monitor
You can watch the pictures that fly across your network in real time by opening
an Explorer window to your OWNS collection directory and setting your view
options to thumbnails. Any pictures that OWNS can see and reconstruct will
appear one by one in the directory. You can at any time double-click on one for
close inspection by using your installed image-viewing program.

Remote Access Tools
Some tools like Snort are very effective spy software because they run quietly on a
target machine. Othcrs likc Ethcrcal, need more intimate access. What do you do if
you can't get continual access to the computer? You lIlstali a remote access [Qol.

A remote access tool is a piece of software designed to allow you to control a
computer from another box, as if you are physically sitting at the computer. Three
very good and easily available options are Back Orifice (2k and XP versions),
Microsoft's Remote Dcsktop, and VNC. In this book, we utilize the program
UltraVNC (1IIIrarmc.sollcgorcc.llct) in our examples.

UltraVNC
VNC comes in several flavors. There is the original VNC or RealVNC
(lIIlI'll'.rcaivl/c.com), an optimized version TightVNC (WlI'lII.lightVIIC.COIll), and thc version
we will be using, UltraVNC (Imp:! Iliitravllc.sollrcgorgc.llcf). We believe that
UltraVNC is the best choice for several reasons. First, it contains most of the opti
mizations ofTightVNC. Second, it has built-in stealth options, making discovery by
your target slightly more difficult. Finally, it also has extra capability for file transfers
and other added functionality.

Download
UltraVNC can be downloaded either from our site or from its home page at
hltp: 1IIIItrml//c.S(//lrCejm;gc.llcl. It comes either as an archive of all necessary files or as a
self-installer. For this book, we cover only the self-installer.
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Installation
Once you download the self-installer, you can run it by double clicking on the exe
cutable. This will launch a Setup screen that will prompt you to ask what compo
nents you wish to install (Figure 5.49).

Figure 5.49 Installation of the UltraVNC Remote Access Tool
~ SClup UIt'GlVNC Rclc4!C 1 0 0 RC 18 I"J~ r8:

S"""CI Co.ponent. ~

I---------.-.....-~_..._-----------'~
Seecl"~lIOU_to ~ cIea<"~'lIOU clonal _ to
....al ClcI< NextwhenllOU ...e ''''''''' to C<JI'Irue.

o UboVNCs.......
OUbINNCV_
OIUJifi'l'ilJ4I,

I <B$Ck

1,8MB
10MB
111*13

Next> II ~ I

This prompt is very import.lnt because it will determine what software is
extracted and installed on which computer. Unlike the other applications, you need
to install this in two places: (1) on your target's machine and (2) on the remote
machine that you arc planning on using to access the target's computer, On your
target's computer you want to check only the UltraVNC Server option and click
Next. This will also ask you if you want to create a desktop icon; we suggest that you
leave this box unchecked. IfYOll want this to restart upon each book, check the
Register UltraVNC Server as a system service. Next, it will inst.ll1 the software.

Next you can start the server from the Menu bar or from the icon that is created
on the desktop tray. The first thing that you need to do is configure a password and
other specific options that you desire (Figure 5.50). In particular, we suggest that
you check the Enable File Transfer box so that you can copy files tolfrom this
computer.
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Figure 5.50 Configuration of the UltraVNC Remote Access Tool
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Meanwhile, you need to install the viewer on your computer. To do this follow

the same aforementioned steps, but this time check only the box that says
UltraVNC Viewer III the Select Components dialogue box. Once elliS IS com
plete, you will be ready to remotely access the computer.

Usage
Usage of this tool is covered indepth in Chapter 6.

Tips and Tricks...

Take a Trip Back in Time
Throughout this chapter we have been instructing you to install software on your
target's computer. In doing so, we continuously urge you to be as stealthy as pos
sible with making a note of changes and returning the system to its original state
when all is complete. However, there is one thing that you cannot prevent when
you install software, and that is the presence of new files.

Continued
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If you install a keystroke logger on your target's computer, and he stumbles
across it, you could be caught. In fact, your target will have found not only the
software but also a means of determining when it was installed. Microsoft
Windows keeps track of time attributes having to do with file creation time, mod
ification time, and last access time.

One thing you can do to help keep the accusatory fingers from pointing at
you is to set the clock back on the computer before you install any software or
access any files. For example, if you were out of town last week, and you set the
clock back to that date, then when your mark notices the access time, you
couldn't possibly be a suspect! This is also an easy way to evade searches done
for specific access times. For example, let's say your mark always uses the
Microsoft search tool (Start I Search I All files or folders I When was it mod
ified) to look for files that have been recently accessed. By changing the date
back, you will evade your target's search. But whatever you do, do not forget to
change the time back.

You can change the time by double-clicking on the time displayed in the
bottom right of the computer screen. A calendar and a clock will appear on your
screen. Both can be changed by selecting either new dates or a new time and
clicking the OK button.

Mastering Your Domain
The first steps you must take are to "master your domain." Like a good spy, you must
develop knowledge of what you are up against so that you are prepared to operate in
it. This involves becoming familiar with the networks, computers, and software you
will be monitoring. As with all of our spying endeavors, from now on we will follow
the six steps of the SLEUTH methodology to help us accomplish our goals.

In attempting to understand your environment, you should at a minimum try to
learn the followmg Information:

• What computers are in your home network?

• What operating systems do they have installed?

• Are they connected to the Internet, and if so how?

• What security software do they have?

• Do yOll have all account that you Glll lise to install software?

• What access does your account give you?

• What account does your quarry use?

You should also make an effort to determine if and how the computer IS COll

nected to the Internet.
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• What other objects are on the network?

• Is the computer connected via wireless or wires?

• Do all the computers connect into a hub or switch?

In addition to the ((Il/CrtlC f:1ctors mentioned, you should also study your target
and detertmne how, when, and where they use compmers.

• Do they send and receive e-mail from home?

• Do they chat?

• Do they plug in a work laptop to your network?

• Do they leave themselves logged III all day?

• Do they set a password on their account?

• Do they stay up and use their computer late at night?

All of these factors will playa part III how you spy. The techmques you milize
agalllst someone who sends and receives e-mail from a family computer will be dif
ferent from the ones you use against someone who plugs in a laptop wire1essly.
Another problem can arise if your target logs on and otT frequently with a password
protected account. Not an insurmountable problem, but one nonetheless. If you are
successful, you will have the requisite knowledge needed to develop a more involved
spymg campaign against your targets.

Despite the apparent simplicity of your goals, they are involved enough to lend
themselves to two separate missions. The first is done around the house before you
even touch a computer; the second is done at computers of interest. The first deter
mines targets of interest; the second penetrates them and collects the information
that you will need for further surveillance against them. Everything so far has been
presented as one unified plan; however, in reality, it has two logical parts, which will
be executed at two ditTerent times. Even though we introduced both parts together,
we now break them up into twO separate missions, each of which will follow our
SLEUTH methodology.
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Mission 1: Assess Your
Surroundings (Before You Sit Down)

Set Goals
The goals for this mission are to obtain a working knowledge of your home com~

puting environment. This includes all of the computers and peripherals, who uses
which machine, when and what for, and how they connect to the Internet. After the
mission is completed, you should have a better idea of your targets of interest, and
know what computer or computers in your home yOli would like to run a more
involved spying operation against.

Layout a Plan
Now that you have an idea of the information you need, you Gill develop a plan for
obtaining it. Because it will be from and about a computer, the plan is broken into
several parts. The first is a general information-gathering plan that will inform yOli
about your home's computing environment and people's usage patterns. h will be
used to help yOli focus your efforts on each computer that is significant to your
goals. The second part of the plan will give you a more in-depth picture of your
target of interest. It will give yOli the information yOLl need to develop a deeper and
more II1volved spylllg campaign agamst that system.

Before you even sit down at a computer, you can answer a few of the questions
asked in the "Goals" section. Walk around your house and COUIlt the computers. For
each computer, make note of who uses it and for what. Once you have that informa
tion you can probably narrow down your collection to those machines of interest.

Before you begll1 to look at your newly targeted maclnnes, look at your home
network. Figure out how it's connected. Is it cable, DSL, dial-up, or something else?
Document how it works. Locate and document some of the critical infrastructure
pieces. Look for your cable or DSL modem, Find out where it's connected. Is there a
router for your home network, a switch or a hub? Locate each of these. At this
point, it may help to draw a diagram of your network. It doesn't have to be sophisti
cated; boxes will do to represent computers, hubs, and routers. Draw in the network
wires that are used to connect them. If the computer is connected wirelessly to the
Internet, give it a special marking. Now you have a nenvork map. You will use this
later 011 when we address sniffing.

Finally, before yOli Sit down, plan to take some time to look for usage patterns.
This can be helpful since the next few steps will require you to spend some time
physically at the computers you're interested in. In some cases, you may \Y:!nt to do
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this covertly, so it's Important now to deternune when you will have wlI1dows of
time to fit your spying in. If the computer looks like it will be difficult to access,
develop a plall to obtain access to it. For example, if your kids are on the computer
nonstop when they're home from school, and you can't get to it when they're in
school, work on a plan to gct thcm out of thc house while you're home. Send thcm
on an errand or send them on an outing with your partner while you stay home to
"catch up on work."

Evaluate Risks
For the first mission, your risks arc relatively limited. The information you wish to
collect can be obtained easily and with little effort; it can be done by overt observa
tion. The biggest risk is in alerting your target to your interest in computers, which
may alarm them if you are not usually uninvolved in the home computer and net
work. Luckily, your quest for this information can usually be passed ofT as simple
curiosity or obsessive compulsiveness, whichever works for your situation. Another
risk to consider is that any notes and diagrams you make can be discovered.
Different methods can be developed to address this. For example, you can designate
several pages of a "work" notebook for your information. Putting your computer
diagrams in the middle of a notebook filled with boring accollnting may be one safe
place. Other steps would involve physical security of all your documentation. At this
poim, discovery of any dung you document will be the weakest link 111 your opera
tions chain. While your activities may be dismissed, the 6ct you are recording infor
mation may be a little harder to dismiss. Develop a method to minimize the risk of
your dOCllmentatiOI1 being discovered.

Use Best Judgment to Execute Your Plan
Goals are set, a plan is developed, and the risks are assessed and minimized. It is time
to execute your plan. This mission should be relatively simple and straightforward;
we foresee few obstacles preventing successful completion. However, make this prac
tice for your future operations. Don't stray far fr0111 the SLEUTH methodology and
remember the other important spy principles. Don't be greedy in your search for
information. Remember, many successful operations take time. Trying to get too
much too 6st may clue others in to your intemions. Don't modifY your behavior
too much. Try to get the information you need while making it look like you're not
doing anything unusual.
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Take in Observations
This is the most crucial step of your first mission. It is important to carefully docu
ment the information you've obtained. Below are some of the specific details you
should bc looking for:

• How many computers do you have?

• For each compllCer determine:

I. Where is the computer located?

2. Is the computer a laptOp?

3. Is the computer connected to network? The Internet? How?

4. Who uses the computer? What do they use it for? When do they
usually use it? What account access do they have?

5. Can you access the computer?

• What other devices are on the network? Routers, cable modems, and so
forth?

Handle the Situation
Now that you've collected your mformation, it IS time to use it. You know your
target and now hopefully you know about their computing habits; what machines
they use, when the use them, and for what. Basically, you should have a good idea of
your target machines and when you can physically access them. This is the informa
tion you will nced to begin your second mission, a more in-depth collection of
mformation.

Mission 2: Penetrate
Your Targets (at the Computer)

Set Goals
The first mission helped yOll narrow down the computers you will be going after
and helped you determine a good time to have physical access to those machines.
Now that they have been determined, it is time to gain a deeper knowledge of your
targets of interest. The second mission is about obtaining the appropriate information
from each machine to be able to carry out more in-depth and remote spying. The
specific goals for this mission are to identify the operating system and its users, the
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passwords or knowledge of how to obtam access, and the security software mstalled
for each computer you have targeted.

Lay Out a Plan
For this mission, you will seek to accomplish the following objectives:

• Obtain access to the machine

• Determine the operating system

• Determine security software

• Create a method for sllstamed access

The first step yOll need to plan for is obtaining access to the machine. This
requires that you have physical access for a certain period of time; we recommend
30 minutes. AU of the procedures can be done in less than one minute, and almost
instantaneously by a piece of software; however, it is always good to build in extra
time for mistakes and possible errors. Thirty minutes should give you enough time
to get in(Q the machine, record the necessary information, and dean up.

The next step is to make Sllre yOll can log on to the machine. Many home
machines don't have passwords, but some do. If you encounter a password prompt
such as the one shown in Figure 5.51, you will have (Q obtain a password to access
the machme.

Figure 5.51 Windows XP Password Prompt
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When f':1ced with a prompt you have several chOices. If you're an advanced com
puter user you could boot to a different media and mount the drive, or power down
the computer and take its hard disk out to view elsewhere. These techniques,
although effective, are involved, take experience, and leave traces. For example, a
paranoid user may notice their computer has been reset since they were last on.

Obtaining the password is generally a better solution. You can go about this in
several ways. One is to "guess." Guessing generally works in the movies, but we've
never had much luck with that method. To improve your chances with guessing, you
can look for a password "reminder" lying around. In movies, this is a post-it note
stuck to the monitor, and in this case, we actually agree with the movies. Another
great place to look for a password reminder is under the keyboard.

Using a keystroke logger offers an alternative to guessing passwords. A keystroke
logger is a piece of software or hardware that captures user input at the keyboard.
When a keystroke logger is software, it collects the keystrokes and writes out textual
interpretations to a file. A hardware keystroke logger can take many forms (see
Figure 5.52). It IS a small device that fits between a keyboard with a PS/2 connector
and the PS/2 slot. It quietly records keystrokes and stores them in its internal buffer.
The keystroke logger call thell be taken to another computer and its cache of
keystrokes viewed. In cases when you can't log on to a computer, a hardware
keystroke logger is the best bet for getting the password.

Figure 5.52 Hardware Keystroke logger

Once you've obtained access, tile next step is to determine the operating system.
In most cases, tlm can be done Visually, bm there are several guaranteed methods that
should be used for verification. The ver command will reveal the operating system
version and can be launched by opening a command prompt and typing ver.exe.
Figure 5.53 shows the results of running ver on a Windows XP machine.

Although this can givc opcr:lting systcm vcrsion and build information, it docs
not necessanly do it 111 an easy-to-understand format. For example, servICe packs are
never clearly stated. An additional way of finding Ollt the operating system version,
including service packs, is to open the control panel, find the System icon, double-
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Figure 5.53 Running ver.exe on a Windows XP Machine

"DoCD"'~U .~" &.ni~g.'\II"..I~>v.r

ICr(looft lIldo... XP [U.... I .... 5.1.2~8II)

click to open it, and select che General tab. You should chen see a window like thac
shown in Figure 5.54, giving the operating system, service packs, and information
about the CPU and mam memory.

Figure 5.54 Determining as Version
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Next, it is time to look for security software, in particularly for virus scanners

and firewalls. These are the types of sofcware chat can play havoc on spy cools. They
are designed specifically to prevent what you are attempting to do. Althougb most of
our tools should bypass virus scanners, it is still good to be aware of them. Firewalls,
on tbe otber hand, can prevent some of our tools from working altogether. YOll can
find most of these tools by looking at the small icon bar in the lower right-hand
corner of the screen. Hold your mouse over each icon and its title will be displayed.
JfYOll are llsing Windows Xl~ yOll might have to click on the arrow that displays
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show hidden icons to see all of tbe nlllnltlg software. Popular ViruS scanners are
made by the Norton and Mcaffee companies. Popular firewalls are Zone Alarm,
Norton, and Microsoft's built-in firewall. If you are using Windows XP Service Pack
2, you c;m go to Control Panel I Security Center. This gives yOLl all of the
information about installed firewalls and virus scanners.

Finally, it is time to create a method of sustained access. This is how you will
have continued access to the computer. In some cases where there is no password
and physical access is easy, there is nothing to do. If you had to obtain the password
from a hint or a kcystroke logger, it is a good idea to leave a keystroke logger and
means of remote access in place in case the password is ever changed. If you do not
think you will have ample opportunity to physically reach the computer again, it is a
good idea to install one of the remote access rools described in the "Software" sec
tion.You can use these tools to access the machine remotely, almost as if you were
physically sitting at the computer.

Jfyou are going to install remote access software, you need to take the following
steps:

1. Install and configure the remote access software.

2. Determine the information necessary for reassessing the machinc.

The first step is relatively obvioLls and follows the procedures mentioned in the
"Remote Access Software" senion. The second reqll1res that you know three dungs:
the port number you plan to run the software on, the IP address, and whether the
firewall will allow it to run. The first of those values, the port number, is easy to
determine. Unless you configure your backdoor (assumed to be UltraVNC) to use a
different port, it will be 5900. Figuring out the IP address is also a relatively simple
process. On older Win9x machines you can run llIillipifg.e.w to get a graphical display
of IP address mformation. The current method is to open a command prompt, as
explained in the "Basic Skills" section. At the command prompt type in ipconfig.
The results should look like Figurc 5.55.

Figure 5.55 Running IPconfig

, , e.-..,,_,
e.-.«,_ ",. _ .... ,•. , , ,_,... . " , ,..<._ "•.•"'_'.0;..._. ' ••1_' _1'--_." -.." ...."'....,
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Finally, you need to make sure your remote access software works with the Cllf

rently installed firewall, if there is one. If the machine is Windows Xi> Service Pack 2
or greater, Microsoft's firewall will be running by default, but also be prepared to

expect Zone Alarm or Norton Firewall. The best way to test for this is to run your
software and look for a pop-up prompting about it. Defore you permit your software
to run, look for an option to make slife it is always permitted. On Zone Alarm this
means selecting a Make This the Default Action, and in Norcon, St'lect the
Always Permit versus the Permit option.

NOT"'E _

If you are installing remote access software or any software that uses
the network, make sure you test it first, and make sure that the firewall
allows it. You may have to explicitly tell the firewall to let the software
connect and receive connections. When doing this, make sure your
choices for allowing the software access become the default action for
that firewall. You don't want your user to be prompted by his firewall
anytime you want to access your target's computer.

Notes from the Underground ...

Password Profiling
If you're lucky enough to obtain a password, either through a keylogger or via
some other means, make sure you record it. Keep a list of passwords for your tar
gets. After you've compiled some you can begin the process of password pro
filing. This is the process where you look at passwords and, using your
knowledge of your target, look to see how they generated their passwords. In
addition, you want to look for any similarities between their different passwords;
in many cases, people will use the same password for many different types of
accounts.

To begin profiling, start by writing the person's name on a piece of paper.
Make sure to include their maiden name, nickname, or any other moniker appli
cable. Then write down their parent's name, spouse's name, kid's names. pet's
names, as many names of those close to your target as you can discover. Now,
write down their birthday, anniversaries, license plates, and other relevant num
bers. Follow this with a list of all of the passwords you've obtained so far. Now

Continued
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begin to look for patterns and similarities. Do they use parts of their names? Any
significant numbers? Although people are encouraged to generate strong pass+
words, most don't. There usually is some weakness and familiarity in what they
use. Once you find that you can compile a list of frequently used passwords and
a list of possible passwords.

For example, assume we are targeting John Doe. Our profile sheet for him
might look like this:

Name John Doe

Wife Jane Doe

Child Billy Doe

Dog: Spot Doe

B-Day: 10-10-1959

Anniversary: 6-12-1981

Hobbies: Hunting, cooking, car repair

PC password: johnd59

AIM id: johnd59

AIM password: meandjane81

Yahoo id: johndoe

Yahoo password: meandjane81

MSN id: hunter1959

MSN password: johndkillsit

From our example, we see that his "typical" password is meandjane81 , basi
cally the story of his wedding. Since it's used multiple times, we have a high likeli
hood of seeing it again for other accounts. We also notice that his password for his
PC is his login ID for another account. Finally, we see that he uses words relating to
his hobbies and numbers from significant numbers in his life to build his pass
words. Most real profiling will not be as easy, but it's a worthwhile exercise.

Evaluate Risk
Like the previous mission, your risk should be minimal, and easily explainable, but it
IS still present. Tim time, because you will actually be at a computer, it IS llllport..1nt
to make sure that you have suffICient time to sit at and work at the computer
without being discovered. Make sure that you plan for some "oops" time, as things
can go wrong. Have a mission clock and set a make or break time. Once you've
reached this point you either cominue your operation or give up. It's also good to

set a conservative finish point, a time by which you will leave the computer regard

less of miSSIOn status. Deternunmg these values beforehand will help reduce on-the
fly decision-making and mitigate the risk posed by the
"I-just-need-5-more-minutes" problem.
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Using Best Judgment to Execute Your Plan
Once again, it is time to actually execute your plan. Hopefully, your prior planning
and preparation will payoff allowing you co accomplish all of your goals quickly and
without being detected. Remember that you are working in the real world and not
a spy book, so expect something co go wrong. Someone may discover or confront
you, or the technical steps you so carefully planned may not work out as expected.
Be prepared. Have a good story for those that you may encounter, and if the com
puter is not co-operating, don't panic. Write down what you observe, step back
wards, try CO unset anything you did, and go back CO the planning phase.

Take in Observations
For chis mjssion, you want co have cwo types of observatiollS. First, collect your tar
geted information, the scuff you want co learn abom each computer. For each
machine you target you should note the following:

• Operating System TillS IS llnportant. When selecting software 111 fllCure
missions you, will have to make sure that it runs on that operating system.
Most software discussed here will have documematioll showing what it will
run on. Know this before you try CO install it.

• Security Software Knowing what security software is there helps with
planmng for your software Implants. If yOll can, get copIes of the security
software and test your future implants with them. This will help you set
things up so that your remote access cool doesn't trip firewall alarms, or
your keystroke logger isn't caught by a simple anti-virus program.

All of this will be useful in the future. However, you should also collect some
operational intelligence. As you do so, record things that you mayor will change so
that they can be reset to their original values when you are complete. For example, if
you change the View options on Explorer, make sure to change them back. If a cer
tain user was not logged in, make sure you log out completely. Try to leave thinb'S
exactly as yOll found them.

Handle the Situation
By now you should have a complete view of your target's computing environment.
You have all of the information to begin planning a more in-depth attack against
their system. By learnll1g the operating system, user's ll1volved, and connectivity
information, you can plan what will or will not work on a computer. Installing per
sistent access either via means of remote access such as VNC or collected passwords,
will allow yOll to re-enter your target at a future date to conduct further operations.
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Summary
This chapter covered a wide variety of topics. It imroduced some basic skills and
tricks for working with a computer, described the many pieces of software you will
be Llsing in depth, and performed two operations. You should have learned the fol
lowlllg llllponant lessons from tim chapter:

• Covering your tracks is critical to being a successful cyber-spy.

• Explorer and the command prompt give you the ability to closely examine
and run little known commands on your target computer.

• Differem utilities sllch as IZArc and 5uperscan are not necessarily spy soft
ware, but they will help with your spying efforts.

• Microsoft's built-in search tool and Google's desktop search tool otTer you
the ability to look for files of interest on a target computer.

• SnitTers otTcr an extremely powcrful capability to collect information from
the network, in some cases even from computers you are not literally sitting
at. Ethereal and Packetyzer are great tools for watching traffic on the net
work. Snort is a great tool for covertly installing on a target's machine.
OWNS is a great tool for automatically analyzing and decoding i.nteresting
network traffic.

• The first mission had you profile and narrow down your targets.

• The second mission helped yOll obtain specific information about your tar
gets that will be used to conduct a more sustained spying etTort against
them.

By now yOll should have a good idea of proper tradecraft, and how to apply to the
SLEUTH methodology to your spying endeavors. Hopefully, you have a good deal
of information about your target's computing habits, and their computer systems.
Everything you've learned so (1.r, in both collected intelligence and tradecraft, will be
neccssary and useful in the following chapters.
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Chapter 6

"Opportunities multiply as they are seized"
- Sun Tzu

Topics in this Chapter:

• Mission One: Collect the Basics

• Mission Two: Examine the Past

• Mission Three: Live for the Present

• Mission Four: Prepare for the Future

• Mission Five: look for Hidden Information

• Summary
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Introduction
By this point, you should be f,1miliar with almost all that you need to know about the
mechanics of conducting a successful spy operation using a computer. You know how
to act, what [Q expect, and what you are looking for. Now, yOll just need the skills,
and that IS what tillS chapter will teach you. In the followlllg pages, we guide you
through basic techniques that will get you started. No matter the intention behind
your spying, these scenarios will apply to yOll. They will be needed to make informed
decisions and [Q proceed with the more pinpointed operations such as collecting e
mail and snooping on Web traffic introduced in later, morc advanced chapters.

Tcchniques in this section arc organized by their goals. Mission I's goal is to col
lect basic information about your target, which will help you become fantiliar with
your target's computing environment. Familiarization is a necessary step and is why
intelligence operatives are sent to intensive courses about a country prior to their
deployment to a foreign land. In Mission 2, you must learn about your target's his
tory and examine his or hcr past by sifting through differcnt information caches
throughout the computer. You will be amazed when you discover the types of evi~

dence your target leaves behind after he or she is gone. In Mission 3, you take
account of what is being done now, in the present, by identifYing what files and
applications have been recently accessed. This step allows you to find Ollt the current
state of affairs. Present evidence may not lead you [Q all that you need, so ltl Mission
4 we mtroduce you to expanded methods for future collection. This type of collec
tion means covert sustained access; we demonstrate simple ways to do this step. In
Mission 5, we cover aspects of forensics and how to recover files that were thought
to be permanently deleted.

Together, these steps will introduce you to basic spy tcchniqucs on a Pc. Thcy
Will help you identifY what a person IS domg on a compllter and when he or she IS
doing it. Knowledge of their activities will allow you to determine where to focus
next.

As with previous missions, we strongly recommend following the SLEUTH
methodology; however, in order to focus on the details of this chapter, we will no
longer explicitly spell out its steps.

Mission 1: Collect the Basics
The first step for any good spy operation is to learn about the environment and any
potential type of access that already eXIsts. If you were a spy deployed overseas to
learn about another country, you would first need to identifY the major players and
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places of the area. TillS IS essentially what yOll are doing 111 tillS miSSion, bllt on a
smaller scale.

In your case, you have already identified lII/WI/I you are spying on. But in the
world of computers and the Internet, this person can go by many names. YOLI need
to identify what e-mail addresses and chat personalities your target is using. You also
need to size up your "competition" by determining what this person uses the com
puter for. This means fmding out what files have been executed, viewed, and saved,
what Web sites have been visited (and how Illany times they have been visited), and
what has gone on in past e-Illail communications.

Tips and Tricks...

Unplug or Risk Being Discovered
We live in an instant society with connectivity at our fingertips. When spying,
however, instant connectivity can be a bad thing. Some clients automatically
download e-mail when they are launched, and chat programs such as America
Online Inc's (AOl's) Instant Messenger can be configured to launch automatically
by default following a login. It is a dead giveaway to your target if one of these
things accidentally happens.

Imagine what would happen if you decided to carry out your spy operation
in the middle of the night, and when you launched Netscape Navigator it started
up AOL's Instant Messenger. Everyone who has your target's Instant Message
name in his or her "buddy list" will see the name sign on. The next day, someone
may make a comment about you "being up late" or something of that nature.
Even worse, during the window in which the name signed on and you were able
to sign off, someone may have sent a message and become distraught when you
did not reply back.

To be safe, before logging into an account or launching an e-mail client on
an already logged in account, it is best to disconnect yourself completely from
the Internet.

The most common ways to disconnect a computer from the Internet are as
follows:

• Physically removing the Ethernet cable (refer to Chapter 3 for a
review of hardware components).

• Removing the wireless external Personal Computer Memory Card
International Association (PCMCIA) card or disabling wireless access
by pressing the wireless button on your laptop if your antenna is
internal.

Continued
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• Shutting off the cable or Digital Subscriber line (DSl) modem is
effective if you suspect that the computer may be connected via
wireless or other means, but you can't identify a wireless card. This
should ensure that no traffic leaves your house to the Internet.

• Alternatively, as a last resort, once you log on you can disable net
work connections from the operating system by clicking on Start I
Control Panel I Network and Internet Connections I Network
Connections, and then right-clicking on each connection listed and
selecting Disable, as shown in Figure 6.1. Note, however, that this
change remains after you log out or the system is rebooted, so be
sure to follow the same steps as the previous instructions. but select
Enable to restart the connection once you are done spying.

Figure 6.1 Disable Network Connections Before Spying to Reduce the Risk of

Accidentally Launching an Application with "Auto-Login"

13 Create a .,"""""
G 5et "" a ho:ne Of smaI

dfn network
1I DlsabIe ttos network""".
" ~lhs~omection
I!J Refwne lhs ~omection

\? 'o'Iew status of lhs
,"""""

~ <elt of lhs

... LAN or HiO/l-Speed Internet

v

Identifying User Accounts
Uncovering account identities IS like locating the targets of a conventional mtelli
gence operation. On the Internet, your 13-year-old daughter Katie can be a 16
year-old named Sarah, or worse, a 21-year-old named Jenn. IdentifYing accoullts, or
personas, on the computer will assist yOll in the targeting needed for later chapters.

E-mail and chat names can be highly descriptive and may alert you to troubling
behavior. For example, identities such as "Snorty MicCoke" could indicate that your

son has a potential interest in illicit drugs, or hangs Ollt with people online who do.
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TIllS next section helps you identifY potential access, e-mail, and chat accounts tbat
can be collected upon. We start with access accounts on the computers themselves
and end with the more illusive Web mail and chat accounts chat provide anonymity
and very little attribution.

Access Accounts
Operating systems separate one person's preferences and privileges from another's
with user (or access) accounts. As discussed in the previolls chapter, when you are
adlllill;slrator, you have access to every file on the computer. However, to be suc

cessful in targeting and using spying software, you need to determine what other
accounts exist on your computer. As administrator, other accounts on the computer
can be easily found by selecting Start I My Computer I Control Panel I User

Accounts (see Figure 6.2).

Figure 6.2 listing of Users on a Microsoft Windows XP Installation

-

You need to know what account the person you intend to spy on uses. Many of
the monitoring programs that you are going to install throughout this book are
account sensitive. It is important to be aware of all of the access accounts on the

computer and to identifY which ones your target is using.
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Details count when you are spying on others. If you discover a secret
account that your children or spouse is using, be careful with your
knowledge. The last thing you want to do is forget to log out when you
are reading e-mail on that account; carelessness like that will get you
caught. If you find that a secret account is being used and you choose
to log in and explore it, always leave the computer "untouched" looking
when you walk away. This means that if the computer was originally
logged into the Administrator account when you sat down, be sure to
log out of the secret account and log back into the Administrator
account. Otherwise, your spying will change from covert to overt,
whether you want it to or not.

E-mail Accounts
Just as operating systems segregate the property of differem users by account, so do
e-mail servers. E-mail accounts are used to sepaldte which messages belong to which
user. There are two categories of e-mail services: those that download e-mail onto
your computer and those that store e-mail remotely on the provider's servers.
However, in many cases, the line of distinction between the two categories has
blurred because many offer flexible options to do either.

As a general rule, your Imernet service provider (ISP) has most likely configured
your service to be checked and retained by local e-mail clients such as Microsoft
Outlook, Outlook Express, or Eudora. E-mail-only scrviccs such as Hotmail and
Yahoo wcrc dcsigned to be m:maged by Web browscrs. Because clients must be con
figured and e-mail is stored on the local computer, the first category of service is far
less anonymous.

On the other hand, Web-only accounts can be very anonymous because they
can be chccked from anywhere, anytime with very little evidence left on the
machine used to access the mail. Unfortunately, if your target uses good tradecraft,
you may be limited to detecting Web mail accounts in the short duration in which
your target actually accesses the Web sites. As you should bc aware of by now, spying
for the purpose of solving a mystery (is person X doing 'r?) will probably not
uncover a smoking gun when you first start your efforts. Instead, think of this as a
trail of breadcrumbs, and each detail helps you get one step closer to the knowledge
or truth you seek.
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NOT,-,E~ _

The username for accounts is almost always part of the e-mail address.
For example, the account name is authors in address authors@
cyber-spying.com.

Knowing about an account gives you an important piece of che e-mail puzzle.
Passwords to the accounts are the second piece of the puzzle, and they are needed to
monitor the e-mail (as discussed in a bter chapter). For now, you need to harvest
information and identify every e-mail account that you think your target is using.
We start the search by collecting account information from Microsoft Outlook,
Outlook Express, and AOL's e-mail client. We then address the threat of Web-based
e-mail and the anonymity it provides.

Microsoft Outlook Express ACCOUNts
The e-mail client Outlook Express comes with the Microsoft Windows operating
system and is the deC,ult mechanism for sending and receiving e~mail in standard
installations. Because of this, it is a primary focus of our book. It is a versatile client
that allows you to separate e-mail into different accountS and send and retrieve Web
based e-mail as if it were no differem than what is provided by a standard ISP.

Later chapters explicitly focus all how to collect e-mail, but first yOll need to
learn about your environment by discovering accounts, or as Outlook Express H.'fers
to them, identities. A listing of all of the identities for an installation can be found by
opening that application and selecting File I Identities I Manage Identities. As
Figure 6.3 shows, identities on this computer are Barbara, David, and the Main
Idemiry for the IIlstallatioll.
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Figure 6.3 Microsoft Outlook Express Listing of Identities

x

n.o.-. ••no<_.to~,Od<
onCorU<t> ..a ...... .-oria«.

..... ltO<dotUv-.."""'.._ .... ><MJto_ ........,

Identities can be explored by highlighting the name and selecting the
Properties buttoll. Accounts can be password protected; however, the Protected
Memory Viewer tool and keyboard snifTers addressed later can help bypass this
method of protection. Within each identity are onc or more c-mail addresses. To
identifY an address being used, select Tools I Accounts. When you select the Mail
tab you will see e-mail accounts configured for the identity. Highlighting any listing
of interest and pressing the Properties button will bring up the more detailed
informatiOll needed for further collection (see Figure 6.4).
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Figure 6.4 Hotmail Account for Jenn under a Microsoft Outlook Express

Identity

'":l'r::~~!::::,"",=~I ."-... ... w.. _ ~ ,......_ ..._ .... oo>Jdllo.o .. _ .. _

_ f.._'_-..'_....
~---'-:-------

w_ r..........
[--~----s_... """"'__..... _

".".. ... "'_'0_.(1<0",co-.-.._.__.

•

It is very important to realize that one option of Microsoft Outlook
Express (and many other clients) is to always check for new e-mail auto
matically as soon as the program is launched. If you launch this program
and it downloads e-mail, your target may realize that you are moni
toring him or her. Instead, be sure to disconnect your computer from the
network so that it cannot reach the mail server and retrieve the e-mail
accidentally.

Microsoft Outlook Accounts
If Microsoft Office is installed on the computer, it probably bas Microsoft Outlook
installed as its def.1ult e-mail client. Therefore, WI.' show you the illS and outs of identi
tying accounts withjn Outlook. Unlike Express, it does not have different identities,
so we go str.ught to listing e-mail accounts. To access mformation about the accounts,
star( the application and select Tools I E-mail Accounts (see Figure 6.5).

www.syngress.com



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 212.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=237

212 Chapter 6· Spying on the PC

Figure 6.5 Locating E-mail Accounts in Microsoft Outlook

..-..._.""'O¥>_ ....__....__~_,

-,~""'.__.._-_.._.-..",.........._...-

!fyou select View or change existing e-mail accounts, it will display spe
cific account information for each address similar to the details shown by Outlook
Express. Note, however, that [his will show you accoum mformation only for the
access user that you are logged III under. To idemify accounts used by mhers, you
will need to either log ill as each access user (i.e., in our case du[ would mean
Mom, Dad, Sarah, Guest, and Administrator) and follow the aforementioned steps or
proceed to the more advanced techniques related to scouring the hard drive.

AOL Accounts
AOL is a popular ISP that distributes a specialized client for viewing downloaded e
mail. As shown ill Figure 6.6, AOL accounts can be identified by looking at [he
"Screen Name" bar. As with the others, if your target checked [he Save Password
box, you will be able to access the account easily.

Figure 6.6 E-mail Accounts Configured in AOL's E-mail Client

"' .. ""-_-.._-""''''

-- ---1- 8
;. , '

J.~ ~.!J) - .~... ,__
~ ...~<. --:.-'JJ.:JlJiJJ
v:.~ -1--8

.._If _ .. 1
..._~,--,------- ····

... _M....--....._- .....----- ...-
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At tillS POlilt you should have a collection of e-mail addresses configured UltO
the Microsoft Outlook, Outlook Express, and AOL clients on the computer. This
gives you a good starting point, but it is not where your search ends. Now we guide
you through searching the computer for hints of Web-based e-mail aCCOUl1t~ that are
being used. To do this, we scour the hard drive.

Notes from the Underground ...

Exposing Microsoft's Protected Storage
If identifying the location of the e-mail accounts has whet your desire for col
lecting data, you can go one step further by accessing Microsoft's protected
storage to uncover the passwords to these accounts. There are many commercial
applications that do this, but we had great success with a freeware tool called
Protected Storage Explorer, which was written by James and Jeremy Pullicino. You
can download this tool from www.forensicideas.com. Installation of the tool is
straightforward, and it creates an entry in the Start menu under Twinternafs. The
tool itself has an interface that is very similar to the regedit application that we
used previously (see Figure 6.7).

On the left side of the image are categories of elements that have been
extracted from memory, and on the right are the values. In this case, Microsoft
Outlook account number 01c4c852779500c6 belongs to the Yahoo address of
fictional character, Sarah Evans. You can see that the Yahoo mail password we
created for her is fourwheeJs. People tend to reuse passwords whenever possible,
so utilizing a tool such as this may assist you greatly in your endeavors. It should
also be noted that this tool is capable of displaying passwords saved by Internet
Explorer as well as other applications that utilize "protected" storage.
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Figure 6.7 Protected Storage Explorer in Windows 2000 or XP
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Scouring the Hard Drive
Although our main intention of searching the hard drive is to identity Web-based e
mail accounts, we will also search for other evidence of interest. As we said previ
ously, hard drives are the closets of compmers; some are clean and some are dirty.
The dirty ones, though, can be very dirty, so make sure that you are ready for what
you may fmd.lnformation is either intentionally stored on a hard drive, or it is
unknowingly placed there by applications. We Will search for both types.

Searching for Web-Based E-mail Accounts
Web-based accounts are easy to use, bur difficult to track down. If you notice, most
of the controversial postings in the previous cbapters were done with Web accounK
This is because acquiring an e-mail address requires no true form of identification,
and they can be easily used and thrown away.

Popular Web e-mail providers include:

• lIJlI/lIJ. hOllllai/. (011I

• lI1ail. yahoo.wm

• gll1aiI.googlc. COlli

• IVl//I/I./IlIShma;I. Will

• lIJeblllai1jUlio. (011I

• lIJl/!w.posfmark .llet

• IllY. sucel/llame. aol. COlli

www.syngress.com
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Some provIders such as Hushmail and Yahoo go one step further and download
the e-mail compressed or encrypted co the browser, making it significantly more dif
ficult to collect and analyze. First, you must identifY which accounts exist before you
can determine the best method of collecting on them. Besides methods such as
keystroke capturing and network sniffing (discussed bter), accounts can be identified
through information stored in browsers or files left on the hard drive (such as
cookies). We will now scour the hard drive for this evidence.

Automatic Login5
Many browsers offer the ability to store the username and password of a Web site so
that users do not have to remember it. If your target has done this, then by allmcans
take advantage of it. To find out if these automatic logins exist, first make sure that
you are logged in with the same access account on the computer as they use. Next,
launch Netscape Navigator (if it is installed) and go through the following section to

identifY stored passwords.

Netscape
Identifying both the existence and the value of passwords in Netscape Navigator is
easy. From the application select Edit I Preferences, expand Privacy and
Security, click Passwords, and press the Manage Stored Passwords button. This
will list the Web site that uses the password as well as the assoCiated username (see
Figure 6.8).

Figure 6.8 Netscape Navigator's Password Manager

----~-._,---......_P~ ... _ ....,-- -
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~
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You can go one step further and click the Show Passwords button to find out
what the usernames and passwords are (see Figure 6.8). Remember, everything is a
breadcrulllb here. Humans are creatures of habit, and we are willing to bet that your
target has used this password on many other sites as well. We suggest making a note
of any passwords that you come across, as they may be of significant use later. In
addition, for future reference, this same dialog window contains a Remove and
Remove All bunon that can be used in the event that you accidentally store one on
your target's computer.

Netscape Navigator started into business working on a browser that had
a similar look and feel to the National Center for Supercomputi ng
Applications' (NCSA's) Mosaic program. In fact, two developers who had
worked on the browser at NCSA were the developers who formed
Netscape Communications Corporation. Interestingly enough, Netscape
is said to have been actually codenamed "Mozilla," short for Mosaic
Killer, during this development period. Years later, an open source pro
ject named Mozilla has begun and is the producer of the Mozilla Firefox
browser demonstrated throughout this book.

Mozil/a Firefox
Mozilla Firefox is another popular browser that is very similar to Netscape
Navig.ltor. In most cases, the techniques described for Mozilla will operate in
Netscape Navigator and vice versa. Because of this, for the remainder of this book
we limit our demonstrations to Marilla alone (unless there is a significant difference
in the behavior of Netscape Navigator). To view the saved passwords in Mozilla,
seIect Tools I Options, select Privacy, expand Passwords, and press the View
Saved Passwords button (see Fih'l.Ire 6.9).
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Figure 6.9 Mozilla Firefox's Password Manager
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Internet Explorer
Unfortunately for us, Internet Explorer makes things difficult. It provides the capa
bility to "remember" passwords and dear those that have been remembered, but it

does not provide an interf':-lce to view them once they are stored. One option is to
traverse down the lists of possible providers and Visit each Web site lIsmg Internet
Explorer to see if it remembers a password. The big ones to try are Yahoo, Hotmail,
and Coogle's Cmail. (fthe password has been remembered it will show up as aster

isks in the aCCOLint input section (see Figure 6.10).

Figure 6.10 Example of a Stored Username and Password in Internet
Explorer

<
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NO[e that HO[mail has the option to log directly III when the password IS

remembered; therefore, do nO[ be alarmed if you are immediately greeted with e
mail when you visit l/Il/IlI'.JlOtlllai/.colII.

Ahernatively, the Protened Storage Explorer application demonstrated in the
sidebar titled "Notes from the Underground: Exposing Microsoft's Protected
Storage" can be used. When you run it, on the left side of the column you will see
Internet Explorer as olle of the stored data categories. Wht'n you expand this tab it
lists a Uniform Resource Locator (URL) for each site that has been stored, and
when you click on that site, it allows you to view the associated password. As Figure
6. I Ishows, it can display both the user 10 (sfllldyrillg) and the password (Cfltomde) for
the Association for Computing Machinery's (ACM's) portal site.

Figure 6.11 Internet Explorer Passwords Exposed Using Protected Storage
Explorer

§ Protected Stordge Explore, [Explo"ngS"u,on 1l 1'J§~
FitI fdl ¥Itw IMndow ... _ • X

D ' .. f
B System PrCllected Star. 0000 73 00 61 00 6E 00 6' s.a.n.d,,"'...., 0007 00 79 00 72 00 69 00 .y.r. i.lit ld.,di<ation

$ ldertllcal:ion OOOE 6E 00 67 00 00 00 67 n.q .. . q
m-ldetUY"l9' 0015 00 61 00 " 00 6F 00 .8.t.O.
8- lnte<net Ex;>Iore< DOle 72 00 61 00 64 00 65 La.d.e

e- Internet Ex;>Ior.. 0023 00 00 00@W::li'jllIFDiS ...
htt;>< ://POrtal.aetrI.Clfolpc

< >.... r

Microsoft Search
So £1r, we have shown yOll how to identifY Web-based accollnts saved in browsers
and HypertextTransfer Protocol (HTTP)-compliant e-mail clients such as Outlook
and Outlook Express. Next, we search the hard drive to find cookies and other files
that may contain account information. One easy way to do this is to use the
searching capability that is directly built into Microsoft Windows. To do so click
Start I Search and expand All files and folders. As a start, we recommt'nd
searching for partial addresses such as "@hotmail.com" (see Figure 6.12).
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Figure 6.12 Using Microsoft Windows' Searching Capability to Uncover

Evidence of Hotmail Accounts

fjoWl_~_,.... 1toIl

0- 0 .1lp--' _. llil·
_ ...U_lh....... " ~GO

_lh~ x "'..-
'o .,..........",Iobo""'_I'I.... Iofl"""'.

'l<:w<hl>y_", .. ", ...
,... "t<tl&_.
010' PO't " tho", _:

lid II 5eo<lh I

Microsoft created the .NET Passport to provide a simple means of
signing on to Web sites. Some Web-based mail sites (such as Hotmail)
leverage this capability. User names for Web sites that use this type of
authentication are stored in cookies from admin@passport. Even though
it is not a Web mail provider itself, add @passport to your searching cri
teria. You may be surprised by the account names that turn up.

Tips and Tricks...

Microsoft XP Search
May Ignore Nonregistered Extensions
If your searches using Microsoft XP are not yielding the results that you expected,
make sure it is configured to index all files. There is a setting in the registry that
controls this option.

Continued

www.syngress.com
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To make sure that it is correctly configured, start regedit by clicking Start I
Run, and entering Regedit into the dialogue box. Once this comes up, on the left
column click on HKEY_LOCAL_MACHINE I SYSTEM I CurrentControlSet I
Control I Contentlndex and make sure that FilterFilesWithUnknown
Extensions is set to 1 (see Figure 6.13).

Figure 6.13 Registry Entry That Allows You to Expand Your Search
Capability

•

Edl1 DWORD Value !1J~

.-
."~,....

Google Desktop
Another searching option is to use the power of Coogle Desktop. As with anything,
there are positives and negatives to using this £001 in your spying endeavor. The posi
tive is that it is very thorough. With this tool you can view all AOL Instant
Messenger chats, Microsoft Outlook and Outlook Express e-mails, and Web sites vis
ited by Internet Explorer (including those that use secure connections).

As an example of the usefulness of this tool, a simple search for "Yahoo mail" on
our target's computer reveals cached copies of the inhox folder, copies of incoming
messages, and copIes of messages sent by our target (see Figure 6.14).
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Figure 6.14 Using Google Desktop to Uncover E-mail Accounts
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The two biggest drawbacks of using Coogle Desktop to spy are that: (1) it is

always running, and its presence is not covert and (2) by constantly searching the
computer for information to cache, it changes the access dates on files. Besides run
ning multiple indexing processes at all times, Coogle Desktop places an icon on the
desktop tray (see the ICon to the left of the temperature m Figure 6.15).

Figure 6,15 Google Desktop's Tray Icon
;r=="';;1

There are many tray icon-hiding applications available on the Internet (including
our site) that can take care of this issue. Even so, be cautious; this tool \Vas not built
to be covert and running it without your target's permission may alert them.
Processes will continue to be shown in the task list and if your target ever clicks the
Google Desktop link on WlIIlI'.goog!e.(om, they will be diverted to the tool on port
4664 of their own computer.

The other negative side effect of using Coogle Desktop is that it is constantly

searching files on the computer to update its indexing information. This means that
it is continually changing the access time on nearly every file on the computer, and
searches that reference "access time" will not reRect the true access time of your

mark. Instead, they will simply point to when the indexing application last accessed

www.syngress.com
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them. If you have tillS installed, try searching for the modified date instead of the
accessed date.

NOT,-"E _

If you are having trouble uncovering Web-based e-mail information with
any of your searches, try to broaden them. One giveaway characteristic
of every e-mail is that it contains an "@." If you do not mind sifting
through all of the false matches, try searching for a "@" alone. This
should bring better results, and is a foolproof way to find documents
that contain e-mail addresses in them.

Finding Old E-mail
Stored in Mail Clients on the Computer
Besides caching tools such as Coogle's Desktop, there are two ways that e-mail is
stored on your computer. It is either retained in the message database used by your
particular client, or it is saved by users when they select Save As. Depending on the
configuration of the e-mail client, the Save As option typically saves the message in
Hypertext Markup Language (.!lflll), plain text (.txt), Outlook Template (.4't),

Outlook Message format (. IIISg), or Outlook Express e-mail format (.ellln. We suggest
llsing either Microsoft Search or Coogle Desktop to search for all of the potential
options, particularly those that are proprietary to e-mail such as .{ifl, .lIJsg, and .eml.

Ollt/ook Express
With Outlook Express, yOLl can find where messages are stored by gomg to Tools
Options and clicking the Maintenance tab. From there, click the Store Folder
toward the middle of the screen; it will show you the directory where aU of the

messages arc stored (see Figure 6.16).

www.syngress.com
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Figure 6.16 Outlook Express Stored Message Folder Location

_..."'_..
... <=-0<>... ..-. ... ...,,-

You can copy the contents of this folder onto a CD for later analysis. Note that
you need to dose the application before doing so. Once you have made copies of
the entire folder and loaded it on another computer for analysis (see Chapter 8),
make sure that you also browse the Deleted and Drafts folders.

Microsoft Outlook
Using Microsoft Outlook, databases can be located by selecting Tools I Options
from the application and pressing the Data Files button in the Mail Setup tab (see
Figure 6. [7). Like Express, you should dose the application prior to making a copy
of these files.

Figure 6.17 Microsoft Outlook Stored Message Database Location
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Notes from the Underground ...

Use Hard Drive Scouring to Identify
Microsoft Outlook and Outlook Express Mailboxes
Now that you have learned what Microsoft Outlook and Outlook Express mail
boxes look like, you can specifically search the hard drive to identify them. To help
you, here are the names of common files:

Microsoft Outlook Express

Inbox.dbx The main mailbox containing incoming messages

Outbox.dbx The location where outgoing messages are temporarily placed

Sent Items.dbx A folder that contains messages that have been sent

Deleted Items.dbx Previously deleted e-mail

Drafts.dbx E-mail messages that have been written but not yet sent

Save.dbx A folder where messages can be placed and saved

Microsoft Outlook

Outlook.pst The main mailbox containing incoming messages

Archive.pst Archived messages for storage

To make things easiest, bring up the Microsoft search tool and search for all
files that end in either .dbx or .pst. You can do this by going to Start I Search,
clicking on All files and folders, and entering .dbx into the All or part of the
file name input box. Following this, do the same search for .pst. These searches
will uncover the most common mail message databases as well as any custom
folders created by your target.

AOL
AOL's mail clicnt can storc mcssages locally on the hard drive or remotely on AOL
servers. To find the location of local meSS<1ges, expand the Saved on My PC line
under My Mail Folders on the client (see Figure 6.18).

www.syngress.com
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Figure 6.18 AOL Stored Message Database Location
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Tips and Tricks...

Expanding Your E-mail
Search Beyond the Local Computer
Finding messages on the local machine can be enlightening. However, finding
postings by your spouse or children on the Internet can be truly eye-opening.
Once you identify a collection of e-mail addresses and have thoroughly searched
the hard drive, expand your search to the Internet. Search engines such as
www.google.com or www.yahoo.com are great at caching Web site and news
group message postings for months (or even years).

Remember, each piece of information that you uncover takes you one step
closer to your goal. Discovering a secret Web-based e-mail account being used by
your spouse or child, and then learning that this account is being used on the
Internet to post inappropriate messages, may not be as unrealistic as you think.
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Searching for Chat/Instant
Messaging Accounts and "Buddy" Lists
Three of the most common chat clients are AOL Instant Messenger,Yahoo
Messenger, and MSN Messenger. Identifying accounts on each is slightly different, so
wc attempt to show a mcthod for each.

AOL Instant Messenger
The Registry Editor can be used to locate a significant amount of information
about AOL Instam Messenger ;lccounts. First, you can lise it to idemify user names.
To do tillS, launch regedit and go [Q HKEY_CURRENT_USER I Software I
America Online I AOL Instant Messenger (TM) I CurrentVersion I Users.
Below this section, you will find ;l folder for each screen l1;lme previollsly used on
this computer. By clicking on the screen n;lme th;l[ you are interested in finding

more about, you will see ;lnNher series of folders. One of [he more interesting
folders IS recent 1M ScreenNames, winch contains ll1forma[]on about who tillS

person has recently been chatting with (see Figure 6.19). In this case, we learn [hat
[his computer has been used under the name skgirl1988 [Q chat with someone

named creepychrisOO'1.

Figure 6.19 Using the Registry to Identify 1M User Accounts and Contacts

We encour;lge you [0 explore e;lch of the folders [Q le;lrn additional infonll;l
[ion. For example, you will find that the Misc folder contains an entry named

www.syngress.com
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LogillCorllll, wluch can tell you how many times this accollnt has been lIsed. This
could be a helpful way to determine if your child is using Instant Messenger after
you have told them to log out and focus on their homework.

Yahoo Messenger
A Yahoo Messenger account is even easier to locate. Simply open the file explorer
and look in C:\Program Files\Yahoo!\Messenger\Profiles to obtain a listing of
the default installation directory for the application (see Figure 6.20). If it does not
exist, try using the Microsoft search tool and query for Messenger.

Figure 6.20 Yahoo Messenger Profiles

0""'·0 t! P 5e¥ch It.. Foklets =.
~

liiAd<>=~:'==C:'\P<=""=~=F1="\Y:O:hoo:;j!\M<F-A~'~"~""'~!\P<~"~"''''- ~vCill~Go

File and Folder Task!; ::l:

~ M.*e a new folder

p,ilkh this foklet to
the web
5har hisfolder .;v ..1

In this case, we learn that someone named sl1cakyskgur/ has been logging in to
Yahoo Messenger to chat.

MSN Messenger
Like other Microsoft services, MSN Messenger utilizes the .NET Passport system as
its logon. That means that anyone with a .NET Passport can automatically utilize
MSN Messenger without having to create a special account. For example, because
Hotmail also uses .NET authentication, any Hotmail account could potentially be
used in MSN Messenger. We suggest scouring the hard driving using Microsoft
Search or Coogle Desktop to locate documents chat contain references to passport. lief

or passport.Will to locate potential user names.
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Mission 2: Examining the Past
Now that you have identified e-mail addresses and chat aCCOUl1(S of interest, it is
time to learn what they have been used for. Start by locating information on pre
vious chat logs that you were able to locate and place special emphasis on uncov
ering past activities withm browsers.

Chat Logs
Sometimes people seem to almost want to get caught; when they do something
taboo they save a memento of the occasion. When it comes to chatting or instant
messagmg, tillS IS generally III the form of either a photograph of wbom they
chatted with, or a recording of the entire chat session. In the computer world, these
recordings are referred to as fogs because the application essentially logs everything
that is sent and received between the parties tbat chat. Unlike federal laws associated
with telephone conversation recording, either party can legally record the other in
chat applications.

You can capcure these chats using many different techniques. For a start, we help
you recover previous sessions. There are essentially two ways that log files can be
stored using most chat clients. The first format uses the rich text format (RTF) and
is stored within :tn .11/11I file. In order to re:td :tn RTF log, you need to open it using
the client itself. For ex:tmple, using AOL's Inst:tnt Messenger, you can do this by first
clicking on :tny one of the "buddies."This opens a second graphic:tluser interface
(GUI); you should select File I Open Saved 1M and select the file that you wish to
open. Note that it will probably have either an Internet Explorer or a Mozilla icon
associated with it because it ends in .II/m. The second and probably easier way to
open It IS to use a word processor tbat supports this format, such as MICrosoft Word.
Ch:tt logs can also be stored as plain-text files, which end in ./xt. This type of file C:tn
be opened with most :tpplications, including Mozilb, Imernet Explorer, Notepad,
and Microsoft Word.

In Figure 6.21, we give you a glimpse oftbe more advanced Google Desktop
techmques, wluch are covered III more detail later III tillS book.
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Figure 6.21 Using Google Desktop to View Previously Captured AOL Chats
Ji GooVo ~o. S..«h "1>0, 010 ,.olil<. '0 ..,Il"""u, ._bolo" "",,...lll"," ~ rx...... _,....... ,--
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Here, you see that a simple search for "chat" using Google Desktop uncovt.'red
previously captured AOL chat logs between skgirf"1988 and creepycilrisOO"l. (Even more
interesting are the live chat collection techniques that we show yOLl in Chapter 10.)

Browser Caches
Another interesting way to look into the past activities of your target is to view
browser caches. Caches are stored copies of frequently visited Web pages and images
that a browser uses to speed up reloading and enhance performance. Luckily, these
caches also enhance the performance of your spying! We illustrate how to view
them using the two most common browsers. Internet Explorer and Mozilla.

Internet Explorer
First, we examine how to view and increase the cache of Internet Explorer.

Viewing the Cache
The cache of the Internet Explorer browser can be viewed by clicking on Tools
Internet Options. selecting the General tab. pressing the Settings button in the
Temporary Internet Files section, and clicking on the View Files button. This
opens an explorer browser that consists of a list of Web pages. images, scripts, and
cookies (see Figure 6.22).
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Figure 6.22 Viewing Internet Explorer Cached Pages and Images

Make sure you select View I Details for a full listing. If you scroll to the f.1r
right, you will find information on when the image was last accessed, which can be
particularly informative.

Increasing the Cache
As you can see, information collected from the cache can be interesting.
Unfortunately, the one drawback with caches is that they are limited in size. You can
actually increase your likelihood of collecting additional information of value by
increasing the cache. When using Internet Explorer as the browser, you can increase
the cache by foUowtllg steps similar [Q the prevIous example. From tbe browser click
on Tools I Internet Options, select the General tab, dick the Settings button in
the Temporary Internet Files section, and increase the Amount of disk space
to use.

Mozilla Firefox
We now show yOli how to view and increase the cache of MoziHa Firefox.

Viewing the Cache
Viewing the cache in Mozilla is relatively simple and particularly interesting because
it allows you to view what IS III memory as well as on disk. To do so, type
about:cache in the address bar as if you were typing a Web site URL (see Figure
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6.23). TIllS bnngs up a page of statistics that lists where the cache IS stored as well as
how much disk and memory space is in use.

Figure 6.23 Viewing Mozilla Firefox's Cached Entries in Memory and on Disk
tj Info,m4t,on 4boul the (0<:"" Se,.-k:e /010,11I4 F"efox - ClIX

'" ,. "., ~ -- ,~ .. -
<).+.§ 0 ~Ia.-.~ . O~ "K:~ I
O~, .. .
I\Iemory cache device

l',r,,,n!>.,. or tll";tt: '"hlunnwl\ J!o..act one: 11164 KU

Sto,'act ill ,,,e: HS6 K.~

Ina<tin ",o,'ace: 3Z7S K.!

Last Caolu! Entn"$

Disk cache device --
This page also contains a link to List Cache Entries for both memory and disk

utilization. If you click on this, it will bring you to a convenient listing of all entries.
Each entry comams information about the images, as shown m the foUowing
example:

Key: https://www.syngress com/images/logo.gif

Data size: 67876 Bytes

Fetch count: 5

Last Modified: 10/26/04 17:10:39

Expires: 12/22/04 19:57:01

Jfyou click on the Key hypertext link, it will bring you to additional details
about the object.

key: http://www.syngress.com/images/logo.gif

fetch count: 5

last fetched: 10/26/04 17:14:33

last modified: 10/26/04 17:10:39

expires: 12/22/04 19:57:01

Data size: 67876

Security: This document does not have any security info associated

with it.

Client: image
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If you click on the hypertext hnk al;.llll, it will fetch the Image so that you can
view it. It also teUs you when the image was first viewed and bow many times it has
been fetched. ffyou discover that someone is looking at particularly disturbing
images, there may be a big difference between one viewing that could have occurred
by accident and one that has been fetched several times.

Increasing the Cache
Like Internet Explorer, Mozilla allows you to adjust tbe size of the cache for perfor
mance enhancements. To do so, from the Firefox browser click on Tools I
Options. On the left column expand Privacy and click on Cache in the bottom
of the right column. Next, you need to increase the size of the cache by typing in a
new disk space size. Assuming that your computer is relatively new and has a hard
drive of sufficient size, you should be able to increase the size to be around
150,OOOK. Also notice that just to the right of the cache size specification is a button
that says Clear (see Figure 6.24).You can use this button for fmute reference to clear
your personal history so that these very spy techmques WIll not accidentally uncover
any of your private activity.

Figure 6.24 Increasing the Cache in Mozilla Firefox

iI C,d..

...""'_.........ldnthl<Od'>e""_-.;IIt......

l<J'I .... lO: ISOOIXl <lo/6lI;_.r",thlud'!I.
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Browser Cookies
Cookies are a good way to find out what sites someone visits and what they do at
those sites. As we did with the caches, we show you how to view cookies in both
Internet Explorer and MoziJla Firefox.

Internet Explorer
Because cookies are in a sense a type of cache, you can view the cookies in an
Internet Explorer browser by following the exact same steps as you did to retrieve

the cache files. From the browser click on Tools I Internet Options, select the
General tab, click tbe Settings button, and select View Files. To better hIghlight
the files that are cookies, click Type, the header of the third column. This ensures
that the files are organized by file type versus date. address, or any other criterion
(see Figure 6.25).

Figure 6.25 Viewing Cookies Stored by Internet Explorer

v

>

As an example of the type of useful information you can find in a cookie, take
the highlighted cookie from the last figure chat was set by admill@paSSpO(u(//l1. If you
double-click on the first column, you will be warned about the danger of running a
system command (which is not a threat because these are text filt-'S) and then the
cookie will be opened. In this case, the content of the cookie reveals a Honnail Web
account.
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admin@passport(l]

MSPPre

sarah_8vans687@Hotmail.eom

passport.com/

9216

2189574144

32107986

3573644000

29667875

•

ThIS cookie tells us that the e-mail account that has been recently registered
with Microsoft's passport. COlli service is sarah_evans687@hotmail.com.As learned
earlier, this also tells us that sarah_CI!(/lIs687 is a potential user name for MSN

Messenger as well.

Mozilla Firefox
When using Mozilla as a browser, you can view cookies by selecting Tools I
Options, expanding Privacy, selecting Cookies, and clicking on View Cookies
(see Figure 6.26).

Figure 6.26 Cookie Stored by Mozilla Firefox
St.rod Cooklo. @

--._...........>taot-
,_"-"",,l'D«!>'Io9
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YOll will notice that tillS Inter(1Ce provides yOll with the OppOrtlllllty to remove
your evidence on the computer by clicking either Remove Cookie or Remove
All Cookies, depending on your need.

Browser Histories
Browsers provide a collective view of activity through their his/ory mechamsm.
Please note, however, that this history may not be completely reliable, as it is trivial
to remove any entry from the list by highlighting it and pressing the Delete key.

Nevertheless, it is still a useful place to check, because many people are not aware of
this capability.

Internet Explorer
First, we explain how to view and increase the history cache in Internet Explorer.

Viewing the History
The history of what Web sites were visited and when IS easy to access when using
Internet Explorer. To help yOll visit sites, Microsoft has created an Explorer Bar. To
add this bar and access the history select View I Explorer Bar I History from
the browser (see Figure 6.27).

Figure 6.27 View the History in Internet Explorer

'"""'" '"Relres/> "
Te>t 5i:e

""......."
Priv.... Report .. ,

"''''- '"

V¥loo!Mes~

"",,,
'"

c= :===J~"!£Il
-ci~G~,"-91~'~S~"-"~h-->lr[~rm~F'~'~lin-g~L-",~k-y-->1 W"OY'O' Tool<
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DOlllg tillS creates a column with the left side contallung a listing of Web sites
that were visited, organized by when they were accessed. Like everything else, make
sure you undo this when you are done by closing the History window. Simply
closing the browser in its entirety will not remove it, and the next time the browser
is launched, thc History Explorer bar will open again. Imaginc thc discovcry your
tar!,'et will have made if that happens!

Increasing History Cache
Similar to the steps to increase the cache or cookies, you can increase the number of
pagcs that are stored using this history. This can be done by selecting Tools I
Internet Options from the browser and from the General tab increasing the
number of pages in the History section.

Mozilla Firefox
Now, we explain how to vicw the history and increase the history cache in Mozilla
Firefox.

Viewing the History
The history of someone accessing the Internet using Mozilla is similar to that of
Internet Explorer. To see Mozilla's history select View I Sidebar I History or
alternatively Go I History from the browser. This opens the History window
sidebar to the browser that organizes the history by access time (see Figure 6.28).
Each specific domain can be expanded to view additional details about when it was
last visited.

Figure 6.28 View the History Using Mozilla Firefox
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Increasing History Cache
If you find that collecting information about the history provides useful details, it
may be useful to expand its collection capability. Just as browser caches can be
expanded, so too can history buffers. Using Mozilla, this can be done by selecting
Tools I Options. Next, expand the Privacy icon, and click on History. Under
Browser History you can 1l1crease the number of days III which history is col
lected, which will increase your ability to discover information about Web usage. In
addition, for future reference, note that to the right of the input section is a Clear
History bunon that allows you to remove all of your browser history evidence from
the application.

AOL Browser
It is f.1ir to mention that like the other popular browsers, the AOL software easily
allows you to view the history of the Web sites. This can be done by dropping down
the arrow to the right of the URL address text box. Notice that AOL includes
search keywords m its History bar, winch can be espeCially useful if you discover the
terms dating services on your spouse's computer (see Figure 6.29).
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Mission 3: Live for the Present
When we say "live for the present," we mean identify the applications and files that
your target uses on a daily basis. Here is your chance to get imo the "mindset" of

what your target uses the computer for. We s[are by identifYing frequently accessed
programs and end with ways [0 keep track of recently accessed files. Pay speCial
attention to this section; if you are not careful, snooping on your target's compmer
may land you 011 either of these lim.

Recently Used Applications
The Windows Stare menu and Registry provides a means of identifYing frequently
used applications.

Start Menu Recent Programs List
You have probably noticed how, for convenience, Microsoft Windows keeps a list of
the most frequently and recently used applica£ions III the [Op of the Start menu (see
Figure 6.30).

Figure 6.30 Applications Listed in the Microsoft Windows Start Menu

Admin-
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This IS one of the easiest and best ways to learn what the complUer IS bemg used
for. As the next couple of sections demonstrate, applications themselves can give
away tremendous amounts of information about who is doing what and when.

Some people try to hide their activities by lIsing alternative applications. For
instance, if you and your spouse share a common computer, and Internet Explorer is
set as the default browser, your spouse may switch to secretly using Netscape
Navigator instead to hide his or her history, cache, and cookies. By obst'rving the
Start menu, you can watch for behavior such as this because Netscape Navigator will
show up as a commonly used program (see Figure 6.30). Likewise, if you install spy
software on your target's computer and run it, it will also show lip. For example, take
the previous figure; it advertises that a portion of the program TightVNC, which
could be used for spying, has been recently used.

Tips and Tricks...

Removing the Frequent Programs List
Be cautious that what you are going to monitor is not observable to others. Just
as your mark's frequently used applications will show up in the Start menu, so
too will yours. There are two ways to prevent this from occurring. The first is to
remember to launch several inoffensive applications when you have completed
your monitoring so that they show up instead. The buffer of frequently used pro
grams is small, and you can likely clear it by launching five or six others.

Otherwise, if you fear that you may forget to do this you can take the more
drastic measure of disabling this list from the Start menu altogether. However,
note that by doing this you have created an observable change in the behavior
of the computer that may alert your target. If you intend to do this (or want the
tip for your own personal privacy) than read on.

On Windows XP the frequently used programs list can be removed from the
Start menu by adding the following DWORD values of (Ox00000001):

HKEY_CURRENT_USER I Software I Microsoft I Windows I
CurrentVersion I Policies I Explorer I
NoStartMenuMFUprogramsList

HKEY_lOCAl_MACHINE I Software I Microsoft I Windows I
CurrentVersion I Policies I Explorer I
NoStartMenuMFUprogramsList

Continued
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In addition, you can remove a specific program from the most frequently
used list by creating a string value named "NoStartPage" at
HKEY_CLASSES_ROOT I Applications I <the program you want to
exclude> .exe

Registry Entries for Recently Accessed Programs
An extensive list of recently accessed programs can be revealed in the Windows
Registry by opening regedit, accessing HKEY_CURRENT_USER I Software
I Microsoft I Windows I CurrentVersion I Explorer I ComDIg32 I
OpenSaveMRU, and clicking all the exe folder (see Figure 6.31).

Figure 6.31 Using the Registry to Identify Recently Accessed Applications
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Note that this 5.1me method can also be llsed to view previously accessed files by
clicking on folders such as doc, mp3, txt, and so on.

Registry Entries for Recently Run Programs
Directly accessing programs is only one way of launching applications. As we did
with regedit and Explorer, applications can also be indirectly started using the Run
application on the Start menu. You can use the Registry to learn which programs
have been recently started llsing this technique by using regedit to view
HKEY_CURRENT_USER I Software I Windows I CurrentVersion I
Explorer I RunMRU (see Figure 6.32).
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Figure 6.32 Using the Registry to Identify Recently Run Applications
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Here, our spy techniques of searching through the Registry are being logged.

Start Menu Recent Documents List
Besides the infornution stored within the Registry we just showed you, recent doc
uments can be accessed by making a copy of the Recent Documents folder when
you first log all. To do this go to C:\Documents and Settings\<tlre I/ser>\My
Recent Documents, where <tIle user> should be the user you are spying all (see
Figure 6.33).

Figure 6.33 Opening the "My Recent Documents" list
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Double-clicking on tillS Icon will open a folder contammg links to flies that
have been recently accessed. This is also an area that yOll need to be very aware of in
order to cover your own tracks later and ensure that any files you open on your
target's computer are not shown. Entries into this list call be deleted easily by right
clicking on the file link you want to remove and selecting Delete. Because most
people are not aware of the existence of this folder, you are likely to find an
unedited version of what files have been recently accessed.

Notes from the Underground ...

Applications that Support MRU Lists
An ever-increasing number of applications are enabling Most Recently Used
(MRU) list caches. These applications include, but are not limited to, the
following:

Audio and Video

Microsoft Media Player

Winamp

Compression

WinZip

WinRAR

Editors

Microsoft Word

Microsoft Wordpad

Microsoft Notepad

Microsoft PowerPoint

Microsoft Excel

Graphics

Microsoft Paint

Microsoft Image Composer

Ultimate Paint

Continued
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WinMorph

Image Eye

World Wide Web

Internet Explorer

Outlook

It should be noted that there is an alternative method that is not as intuitive, but
is more reliable. When files have been purposely deleted from this listing, they can
still be found within the registry's listing of recently accessed documents. To uncover
these, from regedit access HKEY_CURRENT_USER I Software I Microsoft
I Windows I CurrentVersion I Explorer I RecentDocs (see Figure 6.34).

Figure 6,34 Uncovering Recently Accessed Documents from the Registry
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[n this example, a link to the file Vtilclllilll:sda)',dllc has been recently accessed, but
no longer appears in the My Recent Documents list because it has been pur
posely removed. Nevertheless, eyber-sleuthing can still identify it in the Windows
Registry.
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Tips and Tricks...

Disabling All User Tracking
At this point you may be feeling paranoid about how easily you can be tracked
on your own computer. You can specify a couple of registry values to prevent
some of the techniques discussed in this chapter from being used against you.
Specifically, create DWQRD entries of one of the following keys depending on
your level of paranoia:

HKEY_CURRENT_USER I Software I Microsoft I Windows I
CurrentVersion I Policies I Explorer I NoRecentDocsMenu
Completely removes the recent documents menu

HKEY_CURRENT_USER I Software I Microsoft I Windows I
CurrentVersion I Policies I Explorer I ClearRecentDocsOnExit
Clears the recent documents list every time you exit the account

HKEY_CURRENT_USER I Software I Microsoft I Windows I
CurrentVersion I Policies I Explorer I Nolnstrumentation
Disables all tracking

Searching Specific Time Periods

Microsoft Search
One of the best liule-known capabilities of Microsoft's built-in Search tool is its
ability to search files based on when they were last accessed. TIllS will undoubtedly
prove to be one of the most useful capabilities in YOllr cyber-sleuthing. You can
follow behind someone on a computer and determine exactly what files he or she
has touched and when he or she touched them.

WARNING

The spy world is full of baits and traps. Watch out for this. If the person
whom you are attempting to monitor is sneaky and watching you, then
he or she may set traps that you unknowingly stumble into. Just as the

• access time search capability can be an asset, it can also be used against
you if you are not careful.
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For example, if you search and discover a document named
Secret.doc, clicking on it to view its contents will update the access time.
When your sneaky mark returns home, he or she could use this search
against you by also searching for all of the files modified during the last
x number of hours. This would reveal that you have accessed the file.
One way to avoid this is to change the date on the computer before
accessing it (we elaborate on that later in the book).

For example, launch Start I Search and then click on All files or folders.
Expand When was it modi.fied and select an option such as Within the last
week (see Figure 6.35). When you are ready, click Search.

Figure 6.35 Using Microsoft Search to Uncover Activity During a Specific
Time Period
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Be sure to select More advanced options in the Microsoft Search
window and make sure that Search system folders and Search hidden
files and folders are both checked.
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Tips and Tricks ...

Popular Search Terms
One of the best ways to learn about Web sites that have been visited is to learn
what keywords are being searched for. With Microsoft Internet Explorer you can
enable this by checking the box at Tools I Internet Options. selecting the
Advanced tab. and checking the box that says Use inline AutoComplete (see
Figure 6.36).

With auto completion enabled. you can easily browse to see what search
terms have been used. This is as easy as starting to type the name of commonly
used search sites such as lI~I~I,.),'O,~le.{(lm. By the time you get to the second "G" in
Google many options appear in the Address bar (see Figure 6.37).

This is another way to view the history that some people find more conve
nient than searching daily.

Figure 6.36 Turning on AutoComplete in Your Target's Browser
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Figure 6.37 Stored Web Sites and Search Terms Revealed through
AutoComplete
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Mission 4: Prepare for the Future
Some spy operations are more like mvestigations: you find tidbits of mterest but no
smoking gun, yet you still suspect that somewhere one exists. It requires patience and
a great deal of care not to get caught while spying. We are going to imroduce you to

some stealthy methods of maintaining secret access and collecting information that

may lead you to what you arc searching for.

Creating a Means of Access
If the computer that you sllspect your target of misusing is yours, and it is !lonnal
for you to access it as you like, you are ill luck. If not, you need to pay special atten

tion to this section. Each time you access someone elsc's computer you risk getting
caught. We are gomg to tell you abollt two remote access tools that you can Install ,
which will enable you to remotely access the data on it secretly.

Virtual Network Computing
Therc arc many popular commercial applications that otTer the capability to

remotely (and securely) access a PC over the Internet, as well as a handful of so
called hacker community tools such as Back Orifice. The tool that we suggest you
use is the freeware tool named Virtual Network Computing (VNC). Like most free
ware tools, there are many versions of this, each with minor improvement~over the
othcr. Thc distribution that scems to fit our nceds thc best is UltraVNC, found at
IIlrrmmc.sollrcqorgc.llct. As the prcvious chapter demonstrated, installation of this tool is
simple, and running it is even easier. Once the VNC server on the target machine

www.syngress.com
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has been configured and started, you can connect to it remotely with the vIewer. To
do so, launch the viewer from the St.lrt menu Application list. This will prompt you
with a dialog box asking which server to connect to; this is where you put the IP
address of the target's computer (see Figure 6.38).

Figure 6.38 Launching VNC to Connect to Another Computer
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Next, as the connection begins to be established, you are prompted to enter a
password (see Figure 6.39).

Figure 6.39 VNC Password Authentication Prompt
-------------------------

VNC Authentication

Password: I·....·..
Log On I Cancel

Within moments you will be amazed as a live feed image of the desktop is trans
mined to your computer for you to observe (see Figure 6.40).
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Figure 6.40 VNC Remote Access Tool in Action
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In this live feed, you will be able to observe everything that your target does, as
they do it. This means watch as they edit Microsoft Word documents, read e-mail, or
chat (see Figure 6.39). But that is not the main reason for teaching you about VNC.
We are talking about remote access. As you move the mouse pointer in the VNC
wmdow you will actually be movmg the mouse pomter on your target's computer.
This means that by using this tool you can access the computer as if you were siuing
right at the local keyboard. You can send e-mail, create files, read files, delete files,
run programs, and so on. Note that there is tremendous danger in this, however. Just
3S you can watch what your target does, when yOll take concrol of the mouse, your
target can watch you as well. Imagme your target's surprise if they walked IIltO their
room and found their compucer mysteriously scrolling through and reading e-mail
messages. Remember,just because they are not sitting at the keyboard does not
mean they are not in the room.

In addition, the reason we recommend the UltraVNC release above the others is
that it comes with a convenient method to transfer files back and forth between the
two computers (see Figure 6.41).
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Figure 6.41 Using UltraVNC to Transfer Files Between Computers
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Tips and Tricks...

Can VNC be Used Covertly?
like most of the tools we have introduced you to, VNC was created to be a
remote administration application. and not a tool used by a cyber-sleuth such as
yourself. It was been created to explicitly notify the user at the desktop of its
presence through a small, but alerting tray icon. Examples of tray icons for the
various popular versions of VNC can be seen in Figure 6.42.

From left to right the icons are created by ReaIVNC, TightVNC, and
UltraVNC. respectively (the release we recommend). To make matters worse for
you as a spy, when a connection is established to your target's computer using
VNC, these icons change color (and in some releases flash). Unless you do not
suspect that your target would notice such an alerting behavior, we suggest
taking measures to remove this icon.

As mentioned before, there are tools that hide tray icons, but with the ver
sion of VNC that we recommend there is a more elegant solution. Using regedit,
you need to create a new DWORD value of 1 named DisableTraylcon at
HKEY_lOCAl_MACHINE\SOFTWARE\ORl\WinVNC3 (see Figure 6.43).

Continued
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Stop and restart the application, and magically you will notice that it is no
longer present in the Desktop tray even though VNC is still running. This needs
to be done on the target's machine.

Figure 6.42 Tray Icons for Popular Releases of VNC

aJ RealVNC bJ TightVNC c) lJltraVNC

Figure 6.43 Removing UltraVNC from the Desktop Tray
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Sharing Drives
If you are not sure that you want to risk thc chancc of installing remote access tools
on your target's computer, you can always take less perilolls steps first. One option IS

to enable sharing of a portion of the hard drive that you want to be able to access
remotely. Sharing files or folders across an unprotected network is a security risk. We
do not suggest that you do this if your local computers can be directly reached from
outside of your nctwork (i.e., if you havc wireless access cnabled or have actual
"routable" IP addresses). If you understand these risks and still want to continue, you
can do so by following these steps:
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I. Pick the folder yOll want to share from Start I My Computer.

2. Right~dick on the icon and select Sharing and Security.

3. Under the Sharing t.lb dick Share this folder on the network and give
the folder a name. Make sure to remember this name becallse you will
need it later.

4. It is up to yOll if you want to provide yourself with the capability to
change files 011 the drive remotely. If you intend to do so, check the Allow
network users to change my files option. Be warned, though, that
doing so is a security risk because potential attackers could also gain access
and change files remotely.

5. When you are finished, press the Apply button.

Now, go back to your computer, to view the files remotely:

I. Click on Start I My Network Places.

2. Select Add a network place from the lcft panel.

3. Highlight Choose another network location and press Next. Put the IP
address of the computer and the share name that yOll gave it into the
dialogue box (see Figure 6.44).

4. Give it a name and click Next.

5. Click Finish; it will remotely open the folder.
Next, we suggest that yOll copy the contents of the share over to YOllr local

computer to ensure that you do not damage them and reveal your access.

Figure 6.44 Adding a Remote Network Share

,_",_~",_",."P_~ __"''''_''_
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Notes from the Underground ...

Using Shared Folders to Access E-mail Remotely
Now that you are aware of how to share folders on your target's computer, we
would like to suggest this as a method of remotely accessing their e-mail. You can
do this by following the steps outlined in "Sharing Drives." Depending on which
e-mail client your target uses, select the location of the shared folder to be the
mailbox database directory. In our example we use Microsoft Outlook Express,
and the directory is C:\Documents and Settings\Admin\local
Settings\Application Data\ldentities\{6A43D3FS-A97D-4BE4-9BD9-99C8BB
A848AA}\Microsoft\Outiook Express. Selecting a Share folder buried deep in a
directory tree will be difficult for your target to casually discover.

Once you have established the connection, create a new folder on your
computer to house the contents of the remote e-mail database. Copy the files
over and launch the mail client. In the chapter on e-mail collection, we introduce
other utilities that can be used to view collected e-mail, but for our demonstra
tion, we used our local copy of Outlook Express. To do so, we changed our store
location to point at the folder we created that contains the copy of the target's
remote e-mail database (see Figure 6.45).

Figure 6.45 Changing the location of the Outlook Express Store
Directory
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Continued
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Next, we dosed and restarted the application, and were able to access the
e-mail as if we were sitting on the local computer (see Figure 6.46).

Figure 6.46 Covertly Displaying Our Target's E-mail on Our Computer
Remotely
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",~"'cr"", __,

e-•.,
.-~

NOT,-"E~ _

If you are having trouble making copies of the folders remotely, it may
be because the file is in use by the target's machine. You cannot make
copies of certain files such as Microsoft Outlook and Outlook Express
databases when they are in use by the application locally.

Keystroke Loggers
Preparing for the future also means using enabling technology such as keystroke log
gers. Keystroke loggers can be used to capture every INter that your target types.
Because we want you to put these concepts into practice immediately as yOli read
this book, we are going to limit our demonstrations to software-only solutions.
However, you should be aware that many powerful hardware solutions exist and are
available for purchase on the Internet.
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Best Free Keylogger
One option is to download the tool Best Free Keylogger (I3FK) from
b.Jk.sollmjorge.llel. One of the primary benefits of this £001 is that it can be configured
to e-mail its collection periodically to an address that you specifY.You can figure this
from the e-mail tab on tbe application (see Figure 6.47).

Figure 6.47 Configuring BFK to Periodically E-mail Collections

-'
.- "'lkejj:;;...;;;;----

... oend ...... _ 1. dol'

....--
~ IshoI>PO>g bI

1~1i!'lD1

Note, however, that because of problems with spam, many ISPs block outgoing
Simple Mail Transfer Protocol (SMTP) mail to any server other than the ones in
their domain. Be sure to press the send test button prior £0 relying on e-mail as an
acceptable means of acqulfIng the collected traffic. Once you specifY how and where
to send the collection, you must specify exaccly what you want collected. This is
done through tbe Settings tab. The most important component of the Settings tab
is the designation of Special keys (see Figure 6.48).
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Figure 6.48 Configuring the Type of "Take" from BFK

_......dl'---'--~ log .. wet>st••

P" e<>eble oe<.... ohoott r e<>eble-.l

take so-."""'.-y [[J mir'Ue.

You will need to type these keys anytime that you want to start or stop the
monitoring or view the logs manually from the logging, Web logs, or screen shots
tabs. You can optionally supply a password (recommended) if you want to protect
yourself from your targe£ accidentally by pressing the keys and viewing the collec
tion. In addition, in the log1l1 options you can specify what exactly yOll want to col
lect. When you are happy with your selection, press the start logging button and
it will begin.

If your provider does not block it, e-mail will be sent daily to the address you
specified with collection details. Altern:nively, you can periodically sit at the key
board (or access the take location remotely through VNC or a shared folder) and
view the results (see Figure 6.49).
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Figure 6.49 Viewing the Take from BFK
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As you can see, keystroke capturing collects typing as it happens and not the fin
ished (polished) produce. Because of this, yOll will see typos and other key events all
mixcd together. In addition, yOll will notice that somc of the characters that were
typed appear to have not made it into the log. In particular, this appears to not cap
ture letters that are repeated (i.e., mall = mal and 555-555-5555 shows up as 5-5-5).

However, this program does have one outstanding quality, which is another
reason why we chose it as our example. It is capable of periodically taking snapshots
of the desktop co give yOll a bener picture of what is going on (see Figure 6.50).

Figure 6.50 Viewing a Collected Snapshot in BFK
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Here, we see one of the recorded snapshots (by default stored 111 the
C:\Program Files\BKF\Images). This snapshot shows you the polished version
of what the text in the previous collection represents. As apparent by the granularity
of the photo, these images are stored with low quality to limit their consumption of
the hard drive's memory.

Mission 5: Look for Hidden Information

Easy Stuff
Ifhard drives are the closets of the computer world, the recycle bin is the closet in
the attic where things get placed and later forgotten. Images, documents, and pro
grams that are deleted get placed here and are stored in this folder until they are
removed or restored. These files can easily be forgotten (see Figure 6.51).

Figure 6.51 Recovering Forgotten Files in the Recycle Bin

•
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~.~ ~.~-'.... --eJMy~~

~ MyC~ ... -~ .-~.~ Microsoft w...d Ooa.me<t
'J My Netl'll::rl:. Places Ill""",l.-- "".v

It is not llilusual to have thousands of forgotten files in the recycle bin, any of
which can be restored by right-clicking on the icon and selecting Restore. Make
sure that when you are finished copying or viewing the recovered file, you place it
back in the recycle bin as it was previously.
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Tips and Tricks ...

How to Restore the Recycle Bin Icon
Some people prefer not to have the Recycle Bin icon visible on the desktop. This
can actually be a blessing in disguise because they may never think to empty it.
In this case, the recycle bin still exists and files are still sent to it. The icon is simply
not observable any longer.

To browse to the Recycle Bin without using the desktop icon, do the
following:

1. Go to Start I My Computer I Tools I Folder Options I View Tab.

2. Make sure that Display the contents of system folders is checked,
Show hidden files is checked, and Hide protected operating sys
tems (Recommended) is NOT checked.

3. Go to Start I Run I Explorer.

4. On the left you should see Recycle Bin.

Advanced Stuff
It is possible to go one step beyond recovering files from the Recycle Bin to actually
recovering files that have been truly deleted. For speed and overall operating effi
ciency, files that have been deleted by a user are not actually removed from the hard
drive. Instead, pointers, or references, to them within the operating system are
removed. There are many tools that take advantage of this Situation. One that we will
demonstrate is named PC Inspector.

PC Inspector File Recovery
PC Inspector can be used to scan a hard drive to identity files that have been
recently deleted and are recoverable. TIllS IS useful both as a cyber-sleuth and as gen
eral knowledge in the event that you accidentally remove something you later need.
To begin, Iaullch the PC Inspector program from the Start menll (or desktop if yOli
created an icon during installation). Answer which language you prefer to use and
then press OK. Next, the incerf..1ce for the application will start. To search for recov
erable files select Object I Drive. Next, lughlight the dflve you Wish to search and
press OK (see Figure 6.52).
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-....Wi·I.a.'.

Figure 6.52 Preparing to Scan a Drive for Deleted Files Using PC Inspector
]
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Once the search has completed, you will see another window with two pands.
On the left panel is a listing of folders that contain recovered files. Of particular
interest is the Deleted I RECYCLER folder. When you see a file of interest, right
click all it and select Save to (see Figure 6.53).

Figure 6.53 Locating and Selecting a File to Recover
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Next, select the directory you want to s.we It to (Desktop IS the default) and
click OK (see Figure 6.54).

Figure 6.54 Recovering a Deleted File with PC Inspector

- ..... ..... ..

T.........._.-..."'"-""-'-
_~'noFA1' ......._~_ .......-

Now that the file has been recovered, either open it for viewing or transfer it
elsewhere to open (recommended). Make sllre yOll delete It agam when you are fin
ished. Make sure thar whell )'011 delete files )'01/ dOll't hold dowlI the <Shift> key whell )'01/
either press the delete key or seleCl Deletefrolll the lIIeJlII.17,is will delete YOllrfiles directly
a"d prevelll tlwlII frolll goillg ill/o tile Recycle Bill.

Case Study: Expand Your Investigation
Beyond the Local Computer

Topic
Slipping grades in school indicate a problem.

Elaboration
Young Christopher \Vas a good student. He always made his teachers proud, but he
was awkward among his peers and classmates, who often teased him. Nevertheless,
his mother saw only his best side, until the day his report card conveyed that there
was a problem. Fearful that he had become involved with the wrong crowd or worst
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yet drugs, IllS mother, SophIa, decided to become more involved 111 Ius life. As a
single parent, she was always wrapped up in her work as the vice president of the
local hospital and stayed very busy. However, given the circumstances, she made the
time to pay more attention to Chris's activities. She tried talking to him, but he
always stated that everything was fine. She tried to get him interested in after-school
activities, but all he wanted to do was stay home and play online computer games.

Two weeks went by since his report card, and she still had not found a definitive
answer to why his grades were slipping. The only conclusion that she could come up
with was that he had been spending far too much time online playing games. She
decided that her first step was to move the computer out of his room and into the
f.1!1lily room.

Another two weeks went by, and this time a note came home from one of his
teachers stating that Christopher had not been adequately completing his homework
assignments and on two occasions had not arrived to class on timc. Furious, she
decided to forbid him from playing games in the afternoon until his homework had
been completed. She told this story to a coworker, and he suggested lllstalling some
sort of parental lock on the computer so that it could not be used while she was at
work. Sophia did not want to be so up front with her lack of trust ill her son's
adherence to her rules, so she decided to secretly monitor his usage instead.

Tim night when she got home, she used the Microsoft search tool to identify all
of the files and folders that had been accessed over the past 24 hours (when no one
should have been usmg the computer). What she found was a Aurry of Internet
activity. In particular was a Microsoft .NET Passport cookie associated with the e
mail address deadslw/793@1wfmail.com.She was a liule alarmed by the name of the e
mail, but assumed that it was a reference to one of the many videogamL'S he had
become so obsessed with. She confronted him, and he seemed embarrassed and
rcpeatcdly apologized for not following her rules.

After he went to bed that night she became increasingly bothered by the name
on the e-mail address. She decided that she wanted to do a search on the Internet to
find out what it was a reference to. What she found was more disturbing than her
worst nightmare. Using Google and searching for "deadshot," she came across a
number of hateful Web site postings made by ber son. The messages were on a wide
variety of teen boards, and they all spoke of wanting to do violence against the
"preppies and jocks" that "had no idea who they were messing with."There were
questions about purchasing weapons, and detailed descriptions about his attempts to
use firework.<> in his creation of pipe bombs to "teach them a lesson." What she
uncovered was a totally different side of ber son, one that was deeply troubled and
on the path to causing real harm.
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All tlllS time he was tormented by the kids III IllS class (to the POlilt of losmg
total interest in school), yet he was too embarrassed to tell his sllccessful, high-pow
ered mother. He had been pushed beyond his limit, and despite his sweet personality,
was no longer thinking logically about his circumstances. The very next day his
mother had a heart-to-heart talk with her little boy, and they openly discussed the
pressures of life that everyonc (including herself) expericnces from timc to time.
Shortly aftcr that talk, she cnrollcd him in a new private school along with a coun
seling program at her hospital to help deal with his problems.

Analysis
It is difficult to imaginc what could have happened next if Sophia had not picked
up on the early warning sides, as so many parents fail to do. This shows how a com
puter and the Internet can sometimes become a sort of confessional where people
feel the freedom to let their true emotions show in anonymity, and without fear of
being judged. This is especially true for young children who are often very fearful of
disappointing their parcnts. Searching the Intcrnet for an e-mail address is no more
an evasion of privacy than paying attention to the type of clothing that your child
wears. Each is an outward sign meant to make statements. The question is simply if
that statement is a cry for help or perhaps a warning of something dangerous yet to
come.
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Summary
In this chapter, you have begun the active part of your spying. You have assessed the
current scate of the computer, analyzed past histories, identified current activities,
prepared yourself with fmure access, and identified files that you thought had been
deleted. The followlllg list Il1cludes some of the key cechmques that you Will need to
remember if you want co be successful throughom the rest of your cyber-sleuthing:

• If an instant message chat session or ocher interactive online program is not
currently open, disconnect the computer from the Internet before you
begin spying.

• You can reveal passwords co Microsoft Outlook, Outlook Express, and
Internet Explorer (among ocher programs) using the Protected Storage
viewer.

• Microsoft Outlook mail storage databases end in .pst and can be copied and
viewed on another computer. Likewise, Outlook Express folders end in
.db.\" and can also be copied and viewed elsewhere.

• Web mail accounts such as YaIIOO.COIII and Hotl/1ail can be identified through
careful inspection of remembered browser passwords, cookies, HTTP
capable e-mail clients such as Microsoft Outlook and Outlook Express,
browser cookies, and saved messages on the hard drive.

• The Registry contains a collection of recendy used applications and file
names, even after they have been deleted from the "My Recent
Documents" list.

• Coogle Desktop provides a means to monicor (and search) files, e-nlJlI,
Web pages, Web mail, and chats that take place on a computer.

• Remote access programs such as VNC allow you to view and manipulate
the desktop of a computer remotely.

• Keystroke-capturing software can be used to covertly collect images and
activities on a computer, and e-mail the information remotely.

• Just because a file has been deleted (even those removed from the Recycle
Bin), does not mean that the data has been removed from the hard drive.
Recover tools such as PC Inspector can restore the files from the drive
long after they have been forgotten.
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Chapter 7

The printing press is either the greatest blessing or
the greatest curse of modern times, sometimes
one forgets which it is. - E. F. Schumacher

Topics in this Chapter

• What Is Web Browsing?

• What Can You Get from Web Browsing?

• ~plcal Web Browsers

• Collecting Information from Your Target's
Computer

• Collecting Information about Your Target
from the Network

• Summary
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Introduction
Like the printing press, radio, and television, Web browsers have revolutionized
the way people obtain information. The World Wide Web (WWW) has become
the premier information source for most of the world. It offers a f."lster, more
expansive view of the news and other events than most traditional media. In
some government-controlled states where all media is "approved," people use the
Web to learn about events in the outside world as reported by unbiased (rela
tively) views. Everywhere else it has been embraced as a quick and convenient
method of finding information.

To fully empathize just how powerful and pervasive the Internet has become,
ponder these figures from the U.S. Department of Commerce: it took radio 38
years to reach an audience of 50 million, it took television 13 years, and it took
the Internet only four. This rapid growth demonstrates just how much this net
work of computers has become a part of people's lives.

What Is Web Browsing?
To many people, Web browsing is the Internet. The advent of the WWW revolu
tionized how people used and viewed the Internet. It is one of the m;uor factors
responsible for the popularity of the Internet. Web browsing has created an easy
way for people to publish and view all types of information and has allowed
many to share their views and perspectives. Web browsing involves two separate
entities: a server that contains the Web pages and a browser that displays them.

A Web page itself consists of rwo main components: irs core informarion that
is to be presented and directions on how to display the information. When you
use a Web browser to read a page, your browser starts by sending a "request" to
the remote server. The server reads the request and sends the browser a copy of
the Web page. This copy is then stored on your machine and displayed by your
browser. The Web browser inrerpret~ rhe instructions in rhe page to display rhe
images, text, and multimedia elements as the designer intended. By hav-ing the
browser actually interpret the instructions, the amount of information that must
be passed between the Web server and your computer is significantly reduced.

Web pages are written in Hypertext Markup Language (HTML), which is a
simple rext-based representation ofrhe core information and rhe instructions to
display it. As a result, raw Web pages can be viewed in any file editor, such as
Notepad or Microsoft Word. On first glance, raw HTML may look odd, as most
of it will be the markup commands used to tell the browser how to format and
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display the contents. !fyou look carefully, you will fllld the core or main infor
mation that the page is trying to convey.

The first Web pages were completely text based with little markup and no
graphics. Over time, capabilities have been added to improve the Web-surfmg
experience. Modern Web pages can embed Java applications, flash animations,
media, and images. Flash animations are embedded in Web pages in such a
manner that when the page is retrieved from the server, the animation is shown.
The advent of rich multimedia and fast connectivity has allowed the Web to

flourish. It has gotten so popular and content rich that it rivals traditional media
outlets such as television and newspapers. In (.ct, many people no longer sub
scribe to newspapers because they read the content via the Web.

What Can You Get from Web Browsing?
Because Web browsers are the main entrance to the Internet for most people, it
is important to know what kind of information you can find when exploiting
one. For most people, the online experience starts and ends with a Web browser,
which they may use to read Web mail online, shop, bank, pay bills, and search for
topics of interest. Being able to monitor a Web browser offers an opportunity to

skim vital intelligence from these activities. Several important areas you can col
lect information from are Web mail, online accounts, sites visited (histories), and
multimedia. Using the information from these areas, you can reconstruct a good
deal of your target's online activity.

Web Mail
Web mail is currently the trendy way for sending and viewing e-mail. E-mail in
its pure form has been around since the dawn of the Internet. In the older days,
it was viewed and composed with text-based programs on the servers that people
logged into. By the mid-90s, some programs such as America Onhne's (AOL's) e
mail software, Eudora, and Microsoft Outlook allowed people to download their
e-mail from the servers to view and store on their personal computers. Using
these same programs, people could write and respond to the downloaded mes
sages and transmit the new mail back through their mail servers. These mail pro
grams had many advantages; people no longer had to log in to difficult mail
servers and struggle with UNIX commands to view their e-mail. However, there
were also several disadvantages posed by these tools. Because mail was down
loaded to a specific application, management became much more difficult.
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Viewing e-mail couldn't be done without a computer that had e-mail software. If
you wanted to view e-mail from multiple computers, there were coordination
problems between the different c1iems on the different machines.

In the mid to late 90s, Web mail began to appear. Realizing the increasing
role of Web browsers in the Internet experience, clever programmers began to
develop a Web interface to traditional e-mail. Users could log on to a Web site
and view a Web representation of their e-mail box. While initially rather crude
and plain, Web mail has improved over the last few years. Current implementa
tions have more advanced features and closely resemble more advanced c1ient
side e-mail programs. Web mail allows people to read and write e-mail with only
a Web browser as their client program. Now, you can view e-mail from any
machine that has a Web browser. This is great for people who travel or rarely sit
at the same computer.

Because e-mail is now combined into the ubiquitous WWw, collection
strategies that work against browsers have the opportunity to provide you with
your target's e-maiL

Online Accounts
With the rise in the use of Web mail, several other types of online transactions
have also risen in popularity. It is not unusual for people to do banking, bill
paying, and shopping online. In most of those cases, a person would have an
account with the respective institution. There are also other situations where a
person would have a virtual online account. They may be a member of different
hobby clubs that have their own respective Web sites and message forums. These
online accounts arc often accessed through Web browsers.

Being able to monitor these activities can be extremely useful. By combining
most of a person's economic transactions (shopping, bills, banking) with some of
his or her leisure transactions (online forums, and so on), you can build a f:"lirly
complete picture of what a person has going on in his or her life. By focusing on
and exploiting the common ground of Web browsers, you can collect a lot of
information from one location.

Sites Visited
Most browsers keep a history of the sites they have been to. A history call also be
obtained from the network by recording aU of the HTTP requests for different
Uniform Resource Locators (UI"-Ls). Although seemingly useless by itself, a list
of visited sites call help shine light on people's interests and happenings. Are they
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visiting the same Web mail site daily? Hourly? If so, they are probably expecting
important e-mail. Do they go to the same Personals site continually? Once again,
this gives you more information about what a person is doing.

Multimedia
Multimedia can be valuable for a number of reasons. First, it in itself can be
directly incriminating. For example, pornography on your family computer,
while not necessarily illegal, shows that there is a member of the f:'unily with an
interest in it. Multimedia content such as images and flash movies can also lead
to clues about different sites. Are the images cars, computers, or single eligible
women? Do the flash animations advertise for technology companies, promote
the virtues of the new Ford Mustang, or tell a naughty story? Close examination
of the multimedia material that comes with Web sites can help lead you to an
idea of intent withom ever having to examine the Web site.

Typical Web Browsers
A browser is used to access Web pages on the Internet. It is an application pro
gram on your computer that handles Web content. The Web browser will
request, download, and display Web pages as you "surf" the Internet. There are
many different Web browsers, with some of the most popular being Internet
Explorer; Mozilla and its light version, Mozilla Firefox; and Netscape. There are
many other Web browsers available; some are free, and some are available for a
small price. Each has its own features, shortcomings, and eccentricities.

Currently, Internet Explorer is the most popular Web browser used; however,
Mozilla Firefox is making gains. Regardless of all the bells and whistles that each
Web browser advertises, they all have the same basic functionality: bookmarks, a
history file, and a cache. These three commonalities are critical locations that can
be examined for clues of different activities. As demonstrated in the previous
chapter, some Web browsers even have the capability to remember user names
and passwords. This feature was designed to enable £1ster surfing because you
don't need to constantly log into a Web site, but it can also be a large security
risk that you can take full advantage of.

All Web browsers have the capability to bookmark favorite Web sites that a
user visits regularly. By selecting a drop-down menu with a list of bookmarked
pages, the user can be taken directly to that page without having to remember
the site's Web address. Depending on the browser, bookmarks are sometimes
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referred ro as "favorites." Bookmarks are a good indication of what sites a person
regularly visits, or more imporcancly, has deemed essential enough ro remember.
Most Web browsers include some of their OWll bookmarks, but these are gener
ally sites that would not be cause for alarm. Similarly, Web browsers maintain a
hisrory. In the previous chapter, we showed you how this hisrory can be used to
determine the recent Web activity of a machine.

The cache contains the very sites that the Web browser has recencly displayed
co the user. When a user browses co the Web site, the Web page is downloaded ro
the compucer and srored in the cache. The browser then displays a copy of the
Web page that it has downJoaded. After the user has surfed to another page, that
copy of the Web page remains in the cache. This is maintained for efficiency in
the event that the user recurns co the page within a shore period of time. The
Web browser determines if the Web page on the Web server is newer than the
one in the cache, and if it is, the Web page is dowllioaded. Otherwise, the cached
copy is displayed. Most Web browsers can be configured to check for a new ver
sion of a saved page every time, never, or only when the browser is restarted. By
using a cache, the Web browser attempts ro minimize the amount of data that
needs co be sent. A cache has a set amount of size that it can ucilize. Once this
space has been filled up, older Web pages are deleted. Users can also clear out
their cache to hide their tracks. A cache is a wonderful part of a Web browser
that enables it to serve up Web pages f."1ster and more efficiencly, yet can be used
co gain an insight inco the activities on the computer.

Cookies are small files that are used in Web surfmg for a variety of reasons.
Many sites configure the Web server to send a cookie, in addition to the
requested page, that is stored on your local machine. The next time you go to the
Web site, the server will ask if you have a cookie; if you do, that cookie is sent to
the Web server. The most common use of a cookie is co save information about
you such as your IP address or an assigned to so that the server can quickly
determine who you are. Many Web sites have an option when signing jn of
telling the server to remember your information. This information is being stored
in a cookie. There are many other useful aspects to cookies; however, in the past
they have gotten a bad name because some Web sites have taken advantage of
them and used them maliciously. As a resu1c of nef."1fious cookies, most Web
browsers allow their users to forbid cookies from being saved on their machine.
This option can help prevent some nefarious activities, bue most people allow
cookies because many legitimate sites use them.
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Using the Internet has become an increasingly greater multimedia experi
ence. Web browsers have become more complex, and many have integrated plug
ins CO run flash and Java applications. When viewing Web pages, the application
files are often embedded directly in the page. The browser atltomatically loads the
correct environment and runs the application. Most Web browsers also comain
limited File Transfer Protocol (FTP) capability, which allows a Web server to
offer up a file for download. In Chapter 5, we downloaded installation executa
bles; the browser manages the downloading of these flies.

Web Browsers
We will now analyze some of the most popular Web browsers and many of the
features they implement. Special attention is paid to the information that can be
used for exploiting them and nuking them into effective means of collecting
information from your target.

Internet Explorer
Internet Explorer is far and away the most popular Web browser 011 Microsoft
Windows-based computers. A copy of Internet Explorer comes bundled with
every version of Microsoft Windows, so convenience plays a big part in its popu
larity. It is also the most targeted browser by hackers and otber net:.lrious individ
uals. Defore Windows XP Service Pack 2, Internet Explorer came with some
det:.lult security settings that were absolutely worthless. With more attention
being drawn to Internet Explorer's security flaws, Microsoft has made an effective
and concerted effort to improve the browser's security profile.

Lucky for you, most of tbe information that you want is not affected by the
new heightened security posture. Most of the information you are interes(ed in is
scored on the computer the browser is run from. In Chapter 6, we discussed
finding most of this information using (he browser. This is a good method, bu(
mos( of this informa£ion can also be found On the file syHem. This medlOd is also
useful for collecting the browser's information. By knowing where i( is scored on
the file system, you can copy i( remotely or copy i( to removable media for later
examina(ion, all without having to worry about launching the browser and
affecting set(ings. For example, bookmarks are saved under the "Favorites" tag,
and come widl a number of defaul( sites. They can be collened as an aggregate
from C:/DOCIIIIICllts alld ScttillgS/<USCf Namc>/Favoritcs, where <Uscr Namc>
refers co (he account name you are looking for information on. Copy that folder
and you have a copy of that user's bookmarks for Interne( Explorer. Internet
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Explorer history is set to remember Web sites for 20 days. You can view Internet
Explorer's history at C:/Doclllllcllfs alld Settillgsl<User Name>/Local Setrillgs
History. Unlike Favorites, this folder is not as agreeable to copying, so it must be
viewed on the disk. If you do copy it, there are certain tools that can decode it
that can be found on our Web site, l/IwHI.c)'bers}J)'book.COIII.

Cache files are stored in C:/DOCllIllClltS alld Setrillgs/<UserName>ILocal
Seltillgs/TclIl}Jorar)' [I/tcmer Fifes.You can also discover the person's cookies in a
similar location, C: IDoCllmCIlfS alld Sctlill,j?sl<User Namc>ICookics. This directory
has most of the cookie files that l!Hernet Explorer has collected during its time
browsing. Figure 7.1 shows the cookie directory for a typical user.

Figure 7.1 Cookie Directory for a Typical User
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Internet Explorer is the most popular Web browser, and as a result, it is the
first place you should look for clues as to what a person is doing online. Now
you know where to find a person's history, his or her bookmarks, and the loca
tion of the cookies and cache from both the browser (Chapter 6) and the file
system.
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Notes from the Underground

Super Hidden Files
So far we've taught you how to find Internet Explorer's cache. Clever
users, however, probably frequently clear their caches either to save space
or to ensure that their caches are not browsed through. Microsoft, how
ever, has a super secret cache that is not cleared out by the browsers'
"clear cache" feature. This directory and all of its related files are consid
ered to be "super hidden," meaning that in addition to the built-in hidden
attributes they possess, they are also hidden with some additional steps
so that they remain invisible even if Internet Explorer is configured to view
all hidden files.

For an example of this hidden directory, browse to the cache direc
tory Cldocuments and settingsl<current user>llocal settings/temporary
internet files for your current user with Internet Explorer. Now in the top
menu bar, after the path listed, add the directory Content.lE5 so that the
new path is C/Documents and Settings/<Current User>/Local
Settings/Temporary Internet Files/ConentJE5. You should see something
like the screen in Figure 7.2.

This is a "super hidden" folder that has extra cache information. It's
very likely that your target doesn't know it is there and has not cleared it.
Although not as complete as the normal cache, it should offer you a sig
nificant window into that person's Web-browsing habits.

Figure 7.2 conte~:~t~.I~~~5_!F~~i!~~:~riiiiiiiiiiiiiiiiiiiiii~.
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Mozilla Firefox
The Mozilla Foundation is determined to provide a choice for Internet applica
tions. It produces and distributes a Web browser, Mozilla, along with a stripped
down version, Firefox, and an e-mail application, Thunderbird. As hackers and
virus creators target Internet Explorer, Mozilla gains in popularity. A vulnerability
in one Web browser does not necessarily indicate an identical vulnerability in
another. MozilIa endeavors to provide all of the functionality of Internet
Explorer and then add some features to make Mozilla more secure and user
friendly. Mozilla has tabbed browsing enabled and thus allows multiple Web
pages to be loaded within the same browser window. A user can switch between
the tabs to look at the different pages. This is an alternative to having multiple
instances of the browser being open. Another feature of Mozilla is the ability to
remember usernames and passwords; this capability is different from using
cookies to remember logins. The Mozilla browser allows the user to set the user
name and password for Web pages that need to be logged into. It even allows for
multiple usermme and password combinations. Mozilla also has other extensions
that can be downloaded to personalize and increase the browser's functionality.

Like Internet Explorer, Mozilla has a cache, history file, and bookmarks that
can be looked at to determine a person's activities. Mozilla's application informa
tion is kept in the Mozilla folder. For instance, data for a person with the user
name Sarah is found in C:IDoCllIIICIltS and ScrrillgslSarahlApplicatioll
DaralMozillalFircfox IProfileslcv41Iills.dcfall/1. The last folder may be named differ
ently, as it appears to have a random name for each installation, but it will be
under the Profiles folder. As can he seen in Figure 7.3, this folder cOlltains a suh
folder tided Cache, which keeps all of the temporary Internet files.
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Fig 7.3 Mozilla Firefox Application Folder ..
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The bookmarks file is scored as an HTML document inside the Profiles
folder. If you look closely at Figure 7.3, you will notice a bookmarks.hfllli file. This
can be double-clicked on and viewed like a normal Web page. There is also a
cookies file, which contains the cookies for Mozitla. Mozilla Firefox continues to
gain in popularity, and its features easily rival those of Internet Explorer. Once
yOll have determined where Mozilla stores its application data, yOll can retrieve
and look at thJt data.

AOL Explorer
In the past, AOL has lIsed aU types of Web browsers as its standard method of
browsing. At one time, it designed its own proprietary browser. Netscape
Navigator W:lS the default choice for a while, :lnd finally AOL setded on using
Internet Explorer. Currently, AOL users are provided with a slightly customized
version of Internet Explorer. This browser is integrated into the AOL application,
but for the most part, acts and works like traditional Internet Explorer. From this
poine on we treat the AOL browser as if it is a standard installation of Internet
Explorer.
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When this book was written AOl's browser was based on Microsoft
Internet Explorer. However, during the editing, they announced that they
are in the process of converting their browser engine to MozilJa Firefox.
While they will continue to support the ability to switch to Internet
Explorer as the rendering engine, don't be surprised if in the future the
look-and-feel of the AOL browser closely resembles Firefox.

Other Browsers
Many people have used the prevalent Web browsers and found them lacking.
Some of these people have even gone so far as co create their own Web browser
and distribuee it. Features such as tabbing and pop-up blocking are included in
many of these browsers. Some of these are free, such as Netscape Navigator, and
others like Opera are available for free or for a small price. Advant (wllIw.adlJam

browser.wm) is another Web browser that is gaining popularity. These browsers do
not have a significant market share, bue they are still popular with some users.
Many of the innovations in these browsers are replicated in the more popubr
browsers. Most of these browsers have a history, cache, and bookmarks, all of
which can be discovered.

Our Focus
Our focus is on Microsoft's Internet Explorer. Because this is the world's most
popular Web browser, learning how to exploit it is a must. The other browser
that we focus on is Mozilla's Firefmc This browser is currently gaining in popu
larity, as many online viruses and spyware applications take advantage of holes in
Internet Explorer. A solution to the security Raws of Internet Explorer is co use a

different browser. Mozilla Firefox is r.lpidly gaining market share, so learning how
to find its secrets is important. By learning how to find the information from
these two Web browsers, using any other Web browser should be an application
of the same techniques.
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Basic Skills
To succeed at spying on your target's Web browsing, you need to master some
basic skills.

Running Programs from Explorer
To maintain a low profile and prevent your target from accidentally learning of
your activities, we showed you how to remove a program from the Start menu.
This helps prevent your target from discovering your software on his or her
machine. However, now you need to use the software. Luckily, there is an easy
way to do this using Explorer.

The first step is to start an Internet Explorer window and then browse to the
location where the software was installed. This will most likely be in C: /Progam
Files / <seifrHlare vel/dor> / <Software applicalioll> or C: / <sq{tlllare applicatio/l >. As
shown in Figure 7.4, you must browse to C:/Progmm Files/WillSpy in order to
run WinSpy.

Fig 7.4 Starting WinSpy Using Explorer
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You then start the application by double-clicking 011 it. This enables yOll to
run the application without having to access it from the Start menu. This is neces
sary because to covertly install software you should try to minimize all traces of it.
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Collecting Information
from Your Target's Computer
We now discuss some utilities that are useful in collecting information about a
person's computer activities.

WinSpy
WinSpy is a very useful utility that is used to analyze what people are doing on a
compucer. It aggregates data that reports what URLs have been visited and the
addresses in the address bar. It displays the cookies on the machine and reports
what documents have recently been opened. It will read the illdex.dm files and
display the address contained.

Download
WinSpy is available from http://lIlllllll.aCesift.llct IUJil/spy. There is also a link to this
site from lI11I11IJ.Cyberspybook,colII. Download file ll'ssetllp.exe.

Installation
WinSpy is installed like most normal programs.

1. Using Internet Explorer, double-click on the wsse(up.exe file. This will
begin the installation process. As usual, the Security Warning will pop
up; click Run to continue.

2. As the Installation Process continues, the official @WinSpy installation
window will be displayed. Select Next to continue.

3. As. the installation proceeds, WinSpy will ask where to place the files.
Using the default is acceptable, so click Next to continue.

4. The setup program will ask where to place the Start menu folder. Again,
click Next to continue.

5. Figure 7.5 shows the next window. In this window unclick the box next
to Create A Desktop icon. This stops an icon from being placed upon
the desktop. Select Next to continue.

www.syngress.{om



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 279.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=304

Spying on Web Browsing' Chapter 7 279

Fig 7.5 Removing WinSpy's Desktop Icon
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6. The WinSpy setup program now has all of its options. Select Install to
complete the installation.

7. A fmal pop-up window will be displayed. Select Finish to end the
installation program.

WinSpy is now installed and almost ready for use. However, before you con
tinue, there are still a few more steps necessary to decrease your profile. The first
is to remove it from the Start menu (discussed in Chapter 5). If you have for
gotten how to remove it, go to Start I All Programs I @WinSpy. Right
click and select Delete. This will remove it from the Start menu, but you can still
start it using Internet Explorer. Next, if you want WinSpy to remain on your
target's machine, you should remove it from the "Remove Software" list and also
ensure that it does not show up on the "Recently Used Programs" list on the
Start menu (discussed ill Chapter 5).

Usage
WinSpy is very easy to use; however, there is a limitation: WinSpy must be run
from the account where the files you wish to analyze are located. The easiest way
to do this is to obtain the user's password (if there is one), log on to his or her
machine, and start WinSpy using the Internet Explorer window. The main
WinSpy window (see Figure 7.6) is displayed. The different buttons at the top
cause WinSpy to display the differing information.
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Figure 7.6 shows the UI"tL History tab. This window displays the title of the
visited URLs and the Web pages' titles. For example, there was a Google search
for ~lI1orexia. This information could be cause for concern, especially when com
bined with the Anorexia Nervosa page.

Fig 7.6 WinSpy Reveals Recent URLs
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_.--,---_0_...__.._"-_CoM'_------_ ..-. .......----_.......-......•__"01

..",---..", ~,.,..Ill__~

....'----'---....'----'---....'----'-"",...""'---.-",,....'_,00..-..", ..., .... t.-,---,---...,..""'-...

....'---..",---...."_.._-""

Figure 7.7 shows the Address Bar page. This is similar to the URL History
tab, but is a record of all the addresses typed into the address bar. Again, you can
see that the user visited the anorexia Web site.

Figure 7.7 WinSpy Reveals Typed-in Addresses
·M.,
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The Cookie tab displays aU of the cookie files associated with the user.
Sometimes, the cookie resides on the machine even if a user has deleted his or
her cache. Next is the Recent Documents tab, which shows all of the fJ..les that
the user has accessed recently (see Figure 7.S).

Figure 7.8 WinSpy Reveals the Recent Documents

---___... : Co<o.oo ""_1 __1_.. 1

~ --~_"' n<_..._-_..
~-"'_--'_'_I"<-"'---'-'-'"<_ _--,_._,..<._ __..
~_ _.__..
<_ _--"""*..<_ _--......

By utilizing the Run History tab, all of the programs started from the run bar
can be shown. This information is useful in showing programs that the user
started without using Internet Explorer. The Open/Save tab displays all of the
recently opened or saved pictures, bitmaps, and text files. This data can be espe
cially useful for finding out what the user has been looking at. Finally, the
index.dat tab is where Internet Explorer stores its information. This tab displays
all of the Web pages that have been visited. This information is very useful
because the Web pages that were just accessed by clicking links from other pages
will be displayed. This tab should be explored, because it offers some of the most
complete information.

Collecting Information about
Your Target from the Network
Now that you have searched the person's Web browser for evidence of his or her
past activities, you must determine what your target is doing now. One effective
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way co do this is to sniff the network and capture all of your target's Web traffic.
Once you have the traffic, you can analyze the files co determine what your
target has been doing and looking at. Although you probably can get most of the
information from the computer and the Web browser, collecting off of the net
work offers the following advantages:

• Depending on your network's configuration, the location of your lis
tening post, or some advanced attack (see Chapter 10), you can eaves
drop and collect Web traffic from a completely independent computer
other than your target's. Thus, you would significantly reduce your foot
print on your target's machine and lower your chances of being discov
ered.

• Most of the information scored on the target is temporary, meaning it is
stored in caches or hiscory files. Caches by their very nature are tempo
rary, and the data in them is fleeting. You can never guarantee that the
data relevant to you is in the cache. By sniffing, however, you collect all
the data as it happens. Nothing can be done co clear this data once
you've obtained it. You are guaranteed co have the latest data.

• Information collected on the network can show a temporal rebtion.
When you look at cache and histories, yOli can get a somewhat good
idea of when different sites were viewed. Collecting off of the network
can give you a real-time view of events that happen. Watching URLs on
the network can show how frequently things happen and give you a
more granular view of events. For example, the granularity of most
browser's history is down to one day. A network dump em show you at
what time and how many times in a day a certain site was visited.

Collecting by Sniffing
To collect information by sniffing, you need to use two tools. In Chapter 5, we
discussed using Snort and OWNS as sniffers. In this chapter, we show you how
to use them in conjunction with each other co sniff traffic and then analyze it.

The first step is to set up Snarr as a service. This will log all of the Internet
activity from a machine. If yOli know that you can sniff the entire network, as is
the case with a hub, yOli can run Snort on your personal machine; otherwise, you
must install Snort on the target's machine. Once you have the activity, you can
examine it in file sllOrl.!og.Xxxxxxxx. There may be several log files in the direc-

www.syngress.{om



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 283.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=308

Spying on Web Browsing' Chapter 7 283

tory, and you may need to examine them one by one to ensure that all of the
collected traffic is examined.

Now that you have the Snort log file, you must examine it. Fortunately,
OWNS is very useful in analyzing a capture file. You only need to set it up to

read from a capture file instead of the snifTer. Figure 7.9 shows how to configure
OWNS for reading from a file.

Figure 7.9 OWNS Configured to Read from a File

Source Pe<....-.I ,.._1""'"'_.1 Slob 10ebu0 I-, """'"

"""""~{IlOCW01~1~1l.

··F_1It

~~loQll00<ll],;4Q

There are a couple of other changes you must make to OWNS before you
are ready to begin. First, you need to set the parameters so that OWNS knows to
break out the captured traffic by IP address (see Figure 7.10). This way, if you
track multiple computers communicating with the network, you can easily
narrow down and focus on trafTlc related to the computer of interest. The other
noteworthy thing is the Output directory. In this case, it is ./ files, which means
that a files directory will be created where the sniffer log is located. This is where
OWNS places its output.
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Figure 7.10 Setting OWNS Output Directory
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Next, you must select the HTTP Filter tab, where you select what type of
fJ..Ies co save. In this case, you select everything. It is easier to disregard extra files,
than co miss something important that might have transpired. Once you have set
the files, you are ready to run OWNS. Switching to the Stats tab gives you an
easy way to see how much data is broken out. Select Start Capture to begin
breaking oue the files using OWNS. This may take some time, but the Stats tab
will update everything.

Once this has finished, you can examine the output of OWNS by going into
the directory. Figure 7.11 shows that under address 192.168.245.129, which is
our machine, OWNS has created several directories. These files include .cab, .gif,
.Jaml, Js, Jpg, and .5111 directories.
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Figure 7.11 OWNS Output Directory ..

~
.~-
~.

~-
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~ ...-._-
Now you can go into each directory and look to see what you have col

lected. Some of the directories will be more interesting than others. The .slI1
directory contains all of the shockwave flash objects that were downloaded.
Similarly, the js directory is where all of the Java Script files are found. The .cab
directory has all of the cabinet files, which are a Microsoft-specific type of
archive. The .gif folder contains all of the .gif files that were downloaded. This will
give a due as to what types of Web pages the user is looking at. A quick glance
into the jpg directory can reveal what your target has been doing.

The final directory is the .I/tllli directory where all of the downloaded
HTML files are put. This directory may be very large, but will have all of the
Web pages that were looked at. Examining these pages will shed some light onto
what your target was doing.

Now that you have seen what the person has been doing on the Internet,
you can decide what to do next. A good first step is to cover your tracks by
deleting all of the contents that OWNS gave you. The Snort log should also be
deleted. Using Snort and OWNS together, you can examine your network's
traffic and have the contents easily broken out.
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Case Study: Browsing for Trouble
Most Web browsers such as Internet Explorer and Mozilla Firefox leave traces of
the Web sites they have visited. It is possible to search through the log files and
determine exactly what sites the person using the computer has been visiting.

Elaboration
Robbie was a relatively successful information technology manager in a
medium-sized health-care company. He had been married to Beth, a wonderful
woman whom he met at church, for the past seven years. Robbie and Beth had
two young daughters Isabella, 3, and Michelle, 5. They lived in a comfortable
house in the suburbs ofWashingron, nc. Beth stayed at home with the kids
during the day, while Robbie went to work. They found that this was the best
arrangement for the kids, even if it stressed the fmances of the family. They had
to share a car, which Robbie commuted in, every day. From the outside, they
looked like a happy family.

Unbeknownst to Beth, the marriage was not so strong as she thought.
Robbie was not the devout husband that she believed he was, despite his assur
ances to the contrary. Beth was busy taking care of their two young children full
time, while Robbie concentrated on his job. Beth had given up her promising
career to take care of their children, and had not held a full-time job since she
was pregnant with Michelle. Robbie had become less interested in the marriage
as time progressed.

Robbie had begull to spend more time at work and spent his free time
socializing with his work friends. He had begun to drop hints that everything
was not right in the marriage. Robbie's coworkers were aware that he was llot
being the attentive husband that Beth deserved, but declined to intervene.

As the marriage slowly fell apart, Beth continued to be kept in the dark
abollt Robbie's feelings. Robbie finally decided that he wanted to leave Beth and
informed his coworkers of his decision. He told them that he was going to leave
his wife and kids because the marriage was not working Ollt. He wanted to be
alone.

When Robbie took a step back, he realized that he was not ready to leave
the marriage. Although he wanted out, he came to the conclusion that he
needed to save up money and get prepared before he left Beth. Robbie wanted
to be able to have his own car and apartment when he left the marriage.
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Robbie began to save money and began his preparations while keeping Beth
in the dark. He even began to ask out coworkers and other women on dates,
despite still being married. Robbie for all intents and purposes was single, despite
not telling Beth. Robbie \Vas going to leave the marriage when he was ready, and
not before then.

Eventually, Beth began to get suspicious of Robbie's activities. Although
nobody had told her what was going on, her suspicions began to grow as Robbie
became more distant. After she confronted him with her suspicions, and they had
several long talks in all effort to get the marriage back on track. However,
Robbie's efforts did not match Beth's, and her suspicions grew to where she felt
she had to take action. Robbie spent more and more time at work, and when he
was home, spent an excessive amount of time on the Internet. Despite her con
tinuous questioning, Robbie never came clean about his actions.

Finally, Beth decided that she had to take action. She spent hOUTS debating
what to do about her situation. She considered hiring a detective, but did not
want to pay for one, or anger Robbie if he found out. Beth decided that going
through his computer and figuring out what he was doing online would give her
a clue, without taking any action that was irreversible. After searching his Internet
cache, she determined that he was visiting an online bank, among other places.
This piqued Beth's curiosity, as they had onJy one shared bank account. After
this, Beth grew more suspicious of her husband's actions.

Over the next couple of months, Beth continued to monitor her husband's
actions and tracked his Web activity. She noted that he continued to access the
bank's Web site, along with looking at rental property Web sites. There were also
links to several used car dealerships in the area. Finally, Beth confronted Robbie
with her knowledge of the activities. Boxed into a corner, Robbie finally came
clean to Beth, filling her in on the intentions he had voiced to his coworkers
months before. They are currently still living together and the situation is unre
solved.

Analysis
Beth managed to potentially dodge a life-altering event. Although she was not
happy about violating Robbie's privacy, she realized when talking about the situ
ation was not alleviating her suspicions that something had to be done. Beth was
still in love with Robbie and did not want to hurt him in any way. She decided
to take the least intrusive method available to determine what was happening to
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her relationship. Beth felt that she had a responsibility to protect herself and her
daughters.

The technology that Beth used was not 011 the cutting edge. By utilizing the
Web browsers' history, she determined what sites Robbie was visiting. Because he
failed to clear his cache and history after he surfed the Web, Robbie unknow
ingly left a trail that could be followed. Beth did not have to be technologically
competent in order to gain the information that she needed to protect herself.
There were more invasive methods that Beth could have used, but she relied on
the least intrusive. In this case, the technology Robbie used to help plan his
future without his wife ultimately led to the discovery of his activities.

If Beth had not decided to snoop on Robbie's activities, the outcome could
have been vastly different. Robbie had planned on leaving her and their children.
Beth would have been left unemployed, responsible for two young children and a
mortgage, without :l1lY s3fety nee.
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Summary
The Web browser is the portal to the Internet. As your quarry browses the
Internet, he or she leaves tracks that can be examined. The Web browser saves
vital information that can be used to your advantage. This chapter addressed the
following key points about Web browsers:

• Web browsing has defined the Internet experience for many users. A
browser is the only poreal and interf.lce to the Internet for most people.

• Exploiting Web browsing can yield a wealth of information, including
Web mail, online accounts, lists of visited sites, and other multimedia
information.

• Internet Explorer is currently the most popular browser for Microsoft
Windows users. It leaves loes of information on the disk about where it
has been and what it has been used for.

• Like Internet Explorer, most other browsers have the same few funda
mental components, bookmarks, cookies, and caches, all of which give
valuable clues to what your target docs online.

• Tools like WinSpy allow for easy aggregation of Web browsing informa
tion that is left behind on the computer.

• OWNS and Snort combined make an effective system for monitoring
and analyzing Web traffic.

The information that you collect from Web browsers, both on the computer
and from the network, is an imporeant piece of the puzzle to obtaining total
information awareness of your target. If yOll applied proper tradecraft, followed
SLEUTH, and were careful how you approached your tasks, you are IlOW

holding a significant amount of information on your target with them being
none the wiser. It is now time CO proceed ;"lnd look for more inforlll;"ltion CO
round OUt your collection and flll in the gaps not covered by Web browsers.
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Chapter 8

You Can't Always Get What You Want, But If You
Try Sometimes, Well, You Just Might Find, You Get
What You Need

- The Rolling Stones

Topics in This Chapter:

• Overview of E-mail

• Popular Methods of Viewing E-mail

• E-mail Collection Strategies

• Summary
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Introduction
E-mail is the No.1 application on the Internet. Along with the World Wide Web
CWWW), it is largely responsible for the incredible growth and popularity of the
Internet. Much in the way traditional mail tied the world together more than a cen
tury ago, e-mail has sprung up to offer an mformation age replacement. As, a result, it IS

one of the most used methods of communication today. E-mail can contain a simple
greeting ("hey, let's have lunch"), receipts for an online credit card purchase, or a long
diatribe on someone's emotional state. Since the relevance of its content varies from
trivial to deeply personal, e-mail, even more than Web traffic, allows you to pry into
someone's private business.This chapter explores how to monitor someone's e-mail
account and collect and analyze this valuable source of information.

Overview of E-mail
E-mail is an electronic letter sent from one person to one or many people. Just as
sending or receiving traditional mail requires a postal address, sending or receiving e
mail requires an e-mail account. E-mail accounts exist on e-mail servers. Users exer
cise one of several different methods to access their account to view and send e-mail
(these methods will be discussed later in this chapter).

First, let's discuss howe-mail is transmitted on the Internet using the account
created for tillS book, "Sarah Evans," or sarahe1988@ya/wo.com.Thls address, like all
e-mail addresses, consists of two parts: a user name and a domain name. Everything
before the "@" is the user name (i.e., sarahe 1988), and everything after the "@" is
the domain name (i.e., yahoo. com). This is very similar to an address in traditional
mail, where thc account name is thc addrcss and the domain is the zip code. All c
mail that is sent has at least two addresses: a sender and a recipient. Most e-mail mes
sages also comain other unseen data called "headers." Headers are llsed to help an
e-mail message reach its final destination, but are usually invisible to the user.
Headers are like the postage markings on a letter that passes through a post office. To
better understand e-mail scrvers, imagine that they are likc post officcs; each onc is
responsible for delivering mail to a group of addresses. E-mail is routed from sender
to recipient just as traditionalmai! is. If e-mail is sent from one address to an address
nearby, a server merely transfers the outgoing message to the inbox of the other local
aCCOUllt. When e-mail must be sent to an address farther away, the e-mail server
sends it via Simple Mail Transport Protocol (SMTP) to the remote e-mail server for
the domam that matches the domam m the reCipient field. TillS IS Similar to havmg a
letter sent to the post office that matches the recipient's zip code.
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The route that e-mail takes depends on how f:1r It must travel. When a typICal
message is sent, it first goes from the sender's account to the local e-mail server. In
turn, the local e-mail server relays the e-mail to the destination's e-mail server. After
receiving the message, the destination's e-mail server places it in the recipient's
account. In practice, the e-mail may be passed to multiple e-mail servers before
reaching its final destination. Some of these intermediate steps may be delayed,
which is why e-mail is sometimes received out of order.

Using the mail analogy again, when you want to send an e-mail (mail a letter),
you first compose the letter and then place it in an envelope, address it, and affix
postage.You then put it in your mailbox for the letter carrier to pick lip. The letter
carrier picks up your mail and looks at the recipient's address. When the recipient is
served by the same letter carrier (the same e-mail domain), the letter carrier post
marks the mail (adds header information) and places it in the recipient's mailbox. If
the mail needs to be sent to another domain, the letter carrier takes the mail back to
the post office where it is postmarked and sent to the post office that serves the
address requested. There, the letter carner pICks up the mail and delivers It to the
recipient. E-mail works by the same principles; however, there are some slight differ
ences, the most important being that the mail is marked at each post office. This is
why the headers are so important. Figure 8.1 demonstrates the e-mail process.

Figure 8.1 E-mail Process

ssr.".1988O)1."oo.com

~--

y."oo.com
server

cyb.<spybook.COm
S.rve.

Having origmated in the early I970s, e-mail has slglllficantly evolved in capa
bility during its time. Origmally, people would log inca time-shared UNIX maclllnes
to read their text-only e-mail. The concept of attachments originated when
someone realized that binary files could be encoded in text and attached to e-mail
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messages. Tills process enabled flIes such as Images and programs to be sem along
with text-only messages. While there are still quite a few people who use this
method for e-mail, its manual overhead keeps it from becoming popular among
home users, particularly those with Microsoft Windows operating systems).
Thercforc, wc do not covcr any mcthods of exploiting thcsc types of users.

Thc ncxt big revolution was the widespread use of e-mail clicnts for reading and
writing messages from other e-mail clients. E-mail clients are programs that reside on
people's personal or work computers. They allow users co download, reply, and send e
mail from their own pes without having to log into a server. America Online (AOL)
\vas a very popular early e-mail client. Eudora, Outlook, Outlook Express, and Mozilla
Thunderbird arc othcr popular c-mail c1icnts. E-mail c1icnts take advantage of SMTl~
POSt Office Protocol (POP), Internet Mess.1ge Access Protocol (IMAP), and Hypertext
Transfer Protocol (HTTP) for sending and receiving e-mail. SMTP is the mechanism
by which an e-mail client transmits outgoing messages to an e-mail server, and POP is
the mechanism where a diem logs into an e-mail server and downloads messages.
Another protocol, IMAl~ IS similar to POP III that it is used for downloading messages
but does not remove them from the e-mail server. This method resembles the older
style of e-mail, since a copy of all e-mail is still stored in one central location. This
method of e-mail became very popular in offices and business settings. Another impor
tant step in the evolution of e-mail was the ability to use Hypertext Markup Language
(HTML) and other rich contcnt to send messages that wefC enhanced beyond plain
text. Now, e-mail can contalll Images, complex fonts and colors, and even hidden
scripts ill the message body.

The next big revolution in e-mail was the rise in popularity of Web mail.
Although using an e-mail client greatly advanced the capabilities of e-mail, it had sev
erallimitations. Unlike the time whcn people logged into ccntral scrvers to manab>('
their e-mail.using clients tied people down to specific computers. If people did not
use the same computer for connecting every time, e-mail box management became
extremely difficult as different sent and received e-mail collections were spread out
among many computers; there was no one single repository. While lMAP solved the
problem somewhat for the receiving side, there was no good solution to unifying sent
e-mail folders. Web mail was developed as a new means of sending and recelvmg e
mail. It is similar to the traditional method, except instead of logging into a remote
machine and running an e-mail program, a Web browser is used as the interf:1.ce, which
allows users to check and send e-mail from anywhere. Since the Web browser is a
nearly ubiquitous inter(Ke, most people's e-mail accounts are highly accessible.
Anyone, anywhere with a Web browser, can send and receive e-mail.13ecause e-mail is
stored on the remcee server, there is no longer the problem of different mailboxes on
different computers.
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£-mail's simplicity, falll.lliarity, and extendable sophistication allow it to remam
usenll and extremely popular despite the arrival of newer technologies. From early
account-based e-mail to sophisticated Web mail, all e-mail is based on a set of stan
dards. This allows the e-mail you send on an early 1990s UNIX machine to reach
your Hotmail account and receive a response. As a result, regardless of its delivery, e
mail messages have quite a few commonalities, allowing att.1cks and analysis of one
method to work on another.

Popular E-mail Clients
Many people use an e-mail application to read, compose, and store their personal e
mail. Using the application allows users to access saved e-mail even when they are
not connected to the Internet, create an e-mail, and send it at a later date. The appli
cation connects to the Internet service provider's (ISP's) e-mail server to send and
receive messJges. Many providers allow you to keep a portion of your e-mail on
then server, bm set strict limits so that their disk's storage capacity is not over
whelmed. For this reason, most stored e-mail is kept on the user's maclune. Many
people who use e-mail ill their work environment employ specialized local e-mail
applications. Some of the most popular ones available are discussed in this chapter,
but cliems such as Lotus Notes, which are extremely popular in office settings, are
very fare in a home environment and are therefore not discussed in this book.

Outlook Express
One of the most used e-mail applications is Outlook Express, which comes installed
011 every Microsoft Windows machine. Outlook Express has many features and is
tightly integrated with the Windows environment. It can be used as an e-nuil Jpplica
tion and as a newsgroup reader. One neat feature is its ability to manage multiple e
mail accounts, thereby allowing users to connect to all of their accounts. Since
Outlook Express is run locally and connects to an e-mail server to send and retrieve e
mail, the e-mail is stored on the computer. As demonstrated in Chapter 6, Outlook
Express filL'S can be retrieved and viewed secretly. Outlook Express remains extremely
popular despite the f.1Ct that it is the target of many e~mail viruses and worms.

Outlook
Outlook is the professional version ofOut1ook Express. It comes either as a stand
alone product or as part of Microsoft Office. In addition to basic e-mail services,
Outlook has functionality for calendars, schedules, notes, and other types of personal
information management. It is also very popular for synchronizing with Palm Pilots
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and other personal digital assistants (PDAs).An Outlook account can be valuable
because it may contain all of these types of data.

AOL E-mail Client
This e-mail client is the default that comes with AOL, and is the primary local e
mail client that most people are fanuliar with. It IS closely IIltegrated with AOL's
software, but has tbe same functionality as a normal local e-mail client. One limita
tion is tbat it is specifically tied to AOL's service and cannot be used for down
loading e-mail from ocher services. Another significant difference is tbat although the
AOL e-mail client looks like a traditional local e-mail client, it now opcrates like a
Web mail service. It does not use SMTP and POP for sending and receiving e-mail.
Most of the techniques described for local e-mail services do not work Oil AOL
clients. Monitoring AOL e-mail should be approached the same was as monitoring
a Web mail account.

Thunderbird
Another e-mail application rising in popularity is Thunderbird, a free application
from the makers of Mozilla. Like Outlook Express, Thunderbird allows for the con
trol of multiple e-mail accoums. It also allows users to search all of the accumulated
e-mail in the user's accoum. Thunderbird has been gaining in popularity as viruses
continue to target its competitors.

According to the usage statistics we studied, Microsoft Outlook, Microsoft
Outlook Express, AOL, and Thunderbird are the most popular e-mail clients for tra
ditional non- Web-based e-mail.This is not a comprehensive list, and there is always
the possibility that your mark is using a different e-mail client. Luckily, since e-mail
is standards based and all clients must adhere to these standards in order to function,
the techniques we discuss work with most clients.

Web Mail
Another popular way to access e-mail IS Web mail. To utilize Web mail, users use a
Web browser to connect to tbe e-mail server. With this Web interface they can read,
compose, and manipulate their e-mail. Any attachments they receive are stored on
the remote server, and, at the L1ser's request, are downloaded to the local computer.
One advantage of using a Web mail account is tbat it is accessible from anywhere as
long as the computer (or othcr Internet-acccssible device) has an Internet browser
and an Internet connection. Many of the original Web mail accounts were free, but
came with very little storage space. Additional storage capability was reserved for
paying customers. As the price of disk space has decreased and the popularity of
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online advertislllg has Illcreased, compames Illcreaslllgly use free Web mail accounts
with large storage capacity to lure users to their sites where they Gill check their e
mail and access other premium content. Their account is used as the identification
(10) for the rest of the company's services.

Over the years, Web mail has become more popular. Many people use their
work-provided e-mail account for work and keep several Web mail accounts for per
sonal use. Because of their anonymity, "disposable" Web mail accounts can be useful
in helping protect your identity online and in reducing the amount of spam that is
sem to your personal account. Many Web mail services also provide free virus scan
ning, which helps protect users from malicious programs and viruses.

Using a Web mail account is easy. The first step is to launch your favorite
browser and go to the Web mail provider's main page (i.e., lI!l1/I1'.JlOtmail.COIII for hot
mail accounts). On this page there is an area to login using your user name and pass
word. From here you can compose, save, send, receive, and read e-mail. In addition,
most services also have address books to save and sort comacts.

Yahoo
Yahoo offers free Web mail as a way to entice users to the Yahoo Web portal, and is
currently one of the most popular Web mail services. Vou can sign up and access
accounts for Yahoo at Imp: / /mail. yaJlOo.colII. A basic Web mail address from Yahoo
currently comes with 100MB of storage. Yahoo also allows users to check other POP
accounts from its Web inrerf."lce. As with most Web mail providers, additional services
may be purchased to expand capability (i.e., more storage, POI~ and SMTP access to
Yahoo accounts, and so on).

Hotmail
Hotmail is a free Web mail service provided by the Microsoft Corporation. Along
with Yahoo, it is one of the most popular free Web mail providers and is accessed at
1I'1I'1I'.IlOtmail.colII. Basic Hotmail accounts currently come with 250MB of storage
space. Like Yahoo, Hotmail accounts can have premium services such as more space
and POP and SMTP access added for a fee.

Gmail
Cmail is a Web mail product offered by Coogle. Originally a search engine com
pany, Coogle has expanded into many different areas. YOll have already seen Google's
desktop searchmg tool; its powerful, mllovative e-mail mterface IS another one of its
clever inventions. Gmail is still in beta testing and is an invitation-only service; how
ever, Coogle plans to make it publicly available in the near future. A Gmail account
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Gill be fOLlnd at l/IlI'll'.glllail.com.TI1lS accoLlnt comes with 1000MB (1GB) of storage
and currently offers more free space than any other service. Gmail also provides the
ability for users to sort and organize their e-mail using Google-based search engines
and techniques. Gmail is also introducing the capability for users to access their
accounts with SMTP and POI~ Howcver, clever organization that it is, Google forces
users to use encrypted versions of both, thwarting would-he packet sniffers. If cur
rent trends hold, expect to see Gmail emerge as a dominant force in the Web mail
world, possibly overtaking the incumbents,Yahoo and Hotmail.

Other Web Mail
There are many other Web mail services that people are using to communicate on
the Internet. Some of these are free and others are pay services, yet they all work on
the same principle. By using a Web browser and an Internet connection, a user can
access their e-mail service from anywhere. There is even software that allows people

to sct up their own Web mail servers. It should also be noted that many companics
provide a way for their employees to use the Web to check their normal work e
mail when they are away from their local e-mail application.

Collecting E-mail
Now that you have an understanding of e-mail, it IS time to focus on collecting it.
This section demonstrates a series of strategies to obtain e-mail either via collection
from the target's PC or with more crafty means slich as sniffing the network and
collecting e-mail as it passes from machine to machine.

Target Identification
Target identification is the first step when spying on e-mail. Once you have deter
mined what e-mail service or services are being lised, you can plan how to get the
information from these messages. E-mail received or sent by your target C;:ln be very
insightful.

Chapter 6 discussed how to identifY all the e-mail accounts known on a com
puter. Because some computers may yield dozens of accounts, yOll need to focus and
decide which ones to monitor. A person may be using one account to correspond
with their conspirators, and another account to keep in touch with family. Of the e
mail accounts you viewed, were some active and some not? Were the ones you
thought inactive really that way, or was the e-mail nor there, deleted, or something
along those lines? Examine each one carefully for clues about its purpose and rele
vance in your mark's online life.
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For example, If you find an AOL e-mail account and the last mesS<"1ge stops over
a year ago, you may still want to investigate. However, if you know for a fan that
your mark no longer uses AOL, you can safely assume that this service is no longer
active. Although irs contents may be interesting from a forensics and history stand
point, you probably do not need to include this account in your further collection. If
you find an account in Outlook Express that has a fcw messages in its inbox but
little other evidence of activity, you may still want to consider monitoring it. Your
mark may not save copies of outgoing e-mail and may delete e-mail after he or she
reads it, making the account appear to be inactive.

Since the user may have multiple e-mail accounts and may try to hide accounts,
thc ncxt step is to determine what exactly he or she is doing. There are two ways to
do this: (1) sniff the network and analyze the traffic or (2) search the computer for
evidence trails. Evidence trails might be in the history of the Internet browser (if
they are lIsing Web mail) or in a saved message on the hard drive. References to any
Web mail services would be a clue. Another place to look at would be the common
e-mail applications; many of them support lllultiple lIsers.

Collecting E-mail Files from the Target Computer
These methods involve searching for e-mail stored on the target computer. This can
be done in many ways, such as locating the stored mailboxes or using the Google
Desktop Search tool. (Techlllques for domg tillS are covered III depth ltl Chapter 6.)

Collecting stored or cached e-mail from a target's computer has many advan
tages. Depending on how old it is, and how completely it is stored, e-mail can be
extremely valuable. This method is also relatively easy; if you know how to search for
files on a 1113chine, you can search for e-mail. Once you find it, you can take the e
mail files offline and view them on another computer without your mark bemg the
wiser. Finally, tillS method also allows yOll to collect information without having
complete knowledge of e-mail accounts and passwords.

Collecting stored e-mail also has several problems associated with it. One is that
yOll may not get all of the e-mail that yOll want. When looking for stored e-mail,
you are looking for anything that a user has explicitly or accidentally saved all his or
her machine. Paranoid users may have nothing on their personal computers. Even
with the powerful Google Desktop Search rool, the caches you search through may
not have the material you are looking for. This method also requires that you have
close and continual access to the computer. This may not always be the case. Finally,
this method does not work well with all types of e-mail. When a user logs mto a
remote account with a Web browser, not all of the material on the remote account
will be transferred to the user's computer. Valuable information could be sitting on
the e-mail server.
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While collecting Il1formation from a computer IS very llseful (e.g., address lists,
notes, and calendars), it is important to keep the limitations in mind. Ifyol! do not
seem to be getting new or particularly useful "take," you may want to explorer other
options.

Keystroke Logging
Keystroke logging offers another local method of collecting e-mail. Although it is
still done on the target's box, it is different enough from collecting e-mail files to
warrant mention. This method involves collecting keystrokes from your target's com
puter using eithcr a hardware or software kcystroke logger. The logic behind this
method is that every single keystroke your mark types is captured by the keystroke
logger. As a result, any e-mail they create 011 their system will be logged. Its structure
will differentiate it from other material being typed in.

Using a kcystroke logger also has several other advantages. It can collect from a
number of different c-mail accounts without having to adapt a strategy for cach one;
in f.1ct, you do not even have to know about all of the accounts your mark uses. As
long as your target types on his or her PC, the information will be caught. In addi
tion, you do not necd to know passwords for either the e-mail accounts or for access
to the computer. A wonderful benefit of a keystroke logger is that eventually many
passwords will be revealed when your mark types them in.

One of the weaknesses of tillS method IS that keystroke logglllg captures only
data that originates on the target's machine; incoming messages are not logged. Have
you ever heard half of a conversation? This is basically what you will get with a
keystroke log. You will have your target's original e-mail and his or her replies to
messages, bue be left guessing at the replies your target receives or messages he or she
IS replymg to. If your mark IS usmg a Web mail accOLlnt and logs m from remote
locations, that e-mail will not be available either. Finally, using a keystroke logger
requires close and continual access to your target's machine in order to harvest the
keystrokes. Failure to collect the keystrokes in a timely manner could cause your col
lections to be overwritten as the user eypes enough to overwrite your keystroke
loggcr's buffer. In addition, keystroke loggers are not limited to collecting e-mail. If
your user bounces back and forth between surfing the Web, writing a school paper,
chatting online, and eyping an e-mail, then you will get a f.1irly difficult-to-read con
glomeration of their eyping.

Collecting with a Client
Using a client is a clever way of collecting e-mail from accounts that have or allow
POP access. To enable this method of collection, you need several prerequisites:

www.syngress.{om
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• The account name

• The account password

• The POP server hostname or IP address

• An "always-on" Internet connection such as a cable modcm or DSL

• A local e-mail client

All of this information can usually be collectcd from e-mail files on the target
computer or by sniffing the network. Once you have the necessary information you
can set up a "shadow" client. This shadow client will periodically download e-mail
from a POP server, but wlllieave a copy on the server so that the target still receives
and reads his or her e-mail.

The following exercise walks you through setting up a shadow client with
Outlook Express to colleer on a Yahoo account; however, this technique can be done
with any local e-Illail client on any POP account.

The first step is to obtain the necessary mformation. For this exerCIse, we use the
"Sarah Evans" account. From searchmg around on her PC, we have determmed that
her e-mail accountisSClrahc1988@yal1oo.wm.Next.using tools covered in Chapter 6 to

view Microsoft's hidden storage, we learn that her password is "restless." Finally, by
looking at the configuration for her Outlook Express, we see that she downloads her
POP c-mail from popmail.yahOt).com. Now that you have the nccessary information,
open up Outlook Express and go to Tools I Accounts I New I MaiL You will be
prompted to choose a display name and an e-mail address. Pick anything; it is not
important since you will not be sending e-mail from this client. At the next screen,
input the POP or IMAP server you will be collecting from and the SMTP server you
will be sending c-mail to. Figure 8.2 shows this dialogue box.

In the top slot, fill out the information on the POP server. In the bottom slot,
input completely useless information so that you will not accidentally send e-mail
from this account. This is a very important step for covering your tracks. Next
is the dialogue box for the account name and password, as shown in Figure 8.3.

Enter the account name and password. After clicking Next, the account creation
is finished and yOll are taken back to the accounts screen (see Figure 8.4).

Notice that there is now an entry for pop.mail.yahoo.com. Now select the
Properties button on the right-hand side of the Accounts dialoguc box. When the
Properties dialogue box appears, select the Advanced tab and make sme the "Leave
a copy of messagc on the server box" is checked. The dialoguc box should look likc
the example m Figure 8.5.
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Figure 8.2 Server Selection Screen
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Figure 8.4 Outlook Express Accounts Dialogue Box
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Figure 8.5 Advanced Settings for Account Properties
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Finally, close the dialogue box and select Tools I Options on the main

Outlook Express window. In the General tab, you can modify the "Check for e
mail every 30 minutes" option to a shorter time span. We have found that 7 to 15
minutes are good values. Congratulations. You now have a shadow client set lip to
collect your target's e-mail.

In the spring of 2004, AOL announced Open Mail Access, a policy
through which normal standards-compliant e-mail clients could be used
for checking AOL e-mail. Using SMTP and IMAp, users can send and
receive AOl e-mail through Outlook, Outlook Express, Thunderbird, and
other popular e-mail clients. As a result, you now have the power to set
up a shadow client for downloading AOL e-mail. Web site http://mem
bers.aol.com/adamkb/aol/mailfaq/imap/ discusses the steps necessary to
set up a client for IMAP and SMTP access, although we recommend you
skip the steps for SMTP access as you do not want to accidentally send
e-mail to your target.

A shadow client is a good covert method for spying on your target: however, it
has many advantages and disadvantages, some of which can pose significant risk of
discovery. Since it can be run on a remote computer from almost anywhere in the
world, it can be incredibly stealthy. A shadow client will allow you to have almost
complete access to all of the e-mail your target receives. However, the biggest disad-
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vantage IS that you now have the opposite problem of keystroke logging: yOli have a
copy of all incoming/viewed e-mail, but no access to e-mail written by your mark
(except in replies). This method also requires knowledge of all account and password,
which, if your mark decides to change it, takes away your capability. Also, checking
and downloading e-mail marks it as "Read." If your mark uses only a local e-mail
application, they will never notice the difference, but if they also log into the Web
interface for the e-mail account, the messages in the inbox that you have copied will
be marked as "Read" and appear different than truly "New" or "Unread" e-mail. We
do not think that the trade-offs are enough to totally discard this method of collec
tion, but instead think it should be used in combination with keystroke logging to
collect a complete picture of incoming and outgoing e-mail.

It would be ideal to use a different client for other types of e-mail. You
do not want to mix your collected intelligence in with your personal e-

•
mail or accidentally reply to some of your take with your personal set
tings. That is why it is very important to make sure that the client you
are configuring for e-mail collection cannot send e-mail. This is easy to
do; just make sure that the values for outgoing SMTP servers are set to
impossible ones such as "fake.fake.fake.fake."

Tips and Tricks...

Web Mail as a Local Client
This chapter discusses using a local e-mail client as a spy device. While this has
many advantages, like people who legitimately use local e-mail clients, you may
soon encounter some of its disadvantages. For example, this ties you to one com
puter for collection, and unless it is a laptop, you are not necessarily able to check
your e-mail from anywhere. Downtime for your collection computer means gaps
in coverage of your target account. A clever solution exists, however, that com
bines the power of a local e-mail account with the convenience of Web mail.

Yahoo offers the capability to check POP e-mail boxes from Web-based e
mail accounts. Other Web mail providers may have the same capability. Refer to
your specific provider's instructions for setting up this feature. For Yahoo Mail.
from the main screen select Mail Options I Mail Accounts to go to a series of
setup questions. After this, set up POP access just like you would for a local e
mail client. With this capability you can spy on your mark's POP e-mail from your

www.syngress.com
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Web mail account, giving you the flexibility to collect from any machine you can
get a Web browser on. You now have the spying capability of a dedicated e-mail
client, with the convenience of Web mail.

Using a Password to Log Into Web Mail
Using a password to log into a Web mail account is another method of collecting
your target's e-mail. This procedure is necess.1fy when your mark is using a Web mail
account, and the messages cannot be collected with a local e-mail client. Since Web
mail is a very popular and conveniem way of using e-mail.this is becoming a more
prevalent scenario. If your mark is using Web mail there arc two methods for col
lecting It. One IS to collect the data from the network via sniffing and the second IS

to log into their account using a capmred password.
Chapter 6 demonstrated several methods of collecting passwords, which can be

used to obtain access. Once you have logged into a Web mail account, there are sev
eral f.lctors to keep in mind as you snoop around. If you arc going to read a message
in their "lnbox," note whether or not it is marked as "unread." If it is, make sure to
reset it as "unread" after viewing the message. Hotmail, Yahoo, and Gmail all have
easily accessible commands to mark messages as unread. When browsing through e
mail folders, do not overlook the sent e-mail folder. This holds all of your mark's
outgoing messages, which may be a valuable source of information and important in
completing your collection mission.

While this is a very effective method for e-mail collection, like the others it is not
perfect. It gives you full access to all of the e-mail in the account, but not all accounts
have sent e-mail saved, and e-mail that is read and deleted between the time you spy
011 it will also be missing. Therefore, you must realize that what you see is merely a
snapshot, and does not paint the full picture of your target. Even with those shortcom
mgs, it should be considered part of an effective e-mail collection arsenal.

Tips and Tricks ...

Call Me
logging into Web mail accounts is a game of chance. You are always hoping that
the e-mail in there is the "freshest" view, in that you are seeing it before you mark
has a chance to delete it. One way to stack the odds in your favor is to set up a
system to alert you whenever your mark receives new e-mail. Yahoo, Hotmail, and

Continued
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Gmail all have different utilities that you can use for message alerts. These utili
ties allow you to receive alerts in an instant messaging client or even your cell
phone. Yahoo's can be found by reading http://help.yahoo.com and going to the
e-mail section You'll find a description of how to set up the account so that e
mail can be sent to an instant messenger or text message a cell phone. Hotmail
allows you to have e-mail sent to a mobile phone. On Hotmail from the e-mail
accounts main page select Options I Mobile Alerts. Google provides the Gmail
Notifier, a tool that periodically checks a Gmail account. It can be obtained from
http://toolbar.google.com/gmail-heJper/. There are also other notifiers that can
serve a wide variety of accounts at once. Some instant messaging clients have
notifier plug-ins and will even send you a message notifying you of new e-mail.

Gmail and the premium versions of Hotmail and Yahoo mail also allow their
messages to be forwarded to another account. If you are bold enough you can
set up a new "dead drop" account for yourself, and configure your mark's Web
mail account to send you a copy of their messages. This will guarantee that you
get everything they get.

While these tools and methods may provide a convenient "in" for alerting
you to your target's e-mail, there are some possible downfalls. When you sign up
to for a mobile phone alert or to have e-mail forwarded, your contact informa
tion is embedded somewhere in their account, and is a possible means of dis
covery. While a lot of people rarely look at their settings once their account is set
up, it is a possibility. The notifiers are generally the safest method, as they require
only an account name and password and should leave little or no trace in the
original account.

Sniffing the Network
As seen in previous chapters, sniffing the network can be a very powerful method
for monitoring Internet activity, especially because most e-mail is transmitted across
the network III plalll text. PrevIous methods discussed usually give only half of tbe
picture. Keystroke loggll1g only captures e-mail typed on a computer, while using a
"shadow" client only captur("S incoming e-maiI.Ontheotherhand.Sniffing. when it
works, captures all incoming and outgoing e-mail being transmitted on the network.
Impressive as it seems, sniffing the network has several drawbacks. For one, a sniffer
captures e-mail only on a network that it is installed on. With today's very mobile
population, it IS unlikely that your target uses only one nenvork for sending and
receiving e-mail. A lot of people send e-mail from work and travel, and children use
computers from school, libraries, and their friends' houses to read and write mes
sages. The second big drawback of sniffing is tbat collected network traffic is useful
only if the e-mail is in plain text. Encrypted e-mail, or e-mail that travels through
Secure Sockets Layer (SSL), such as Gmail's versions of POP and SMTp, can be col
lected, but are nearly impossible to decrypt.
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Sniffing Traditional E-mail
Despite the growing popularity of Web mail and the use ofSSL t'ncryption for POP
and SMTI~ a large amount of e-mail is still sent via unencrypted POP, IMAP, and
SMTP standards. This e-mail is very easy to identifY and collect with a sniffer. We
cover two different methods of doing this; manually through Ethereal or automati
cally through One-Way Network Sniffer (OWNS). Both require a packet capture
file, which can be obtained in many different ways. Our preferred method is by flm

ning Snort or some other covert sniffer on your target's computer, although both
Ethereal and OWNS can also be run as sniffers.

Once you have your packet capture file, you can drag and drop it into Ethereal.
When viewing a packet capture in Ethereal, you can use your knowledge of e-mail
protocols to filter oU[ traffic of interest.The easiest way is to type the following phrase
exactly as shown (capit.1lizatioll matters) into the filter bar, as shown in Figure 8.6:

smtp or pop or imap

Now that tbe "nOise" bas been flltered out, you are left only with traffic assocI
ated with traditional methods of e-mail. Right-click on any packet and select
Fol1ow TCP Stream to view relevant messages (see Figure 8.7).

To automate the entire process you can skip using Ethereal and feed your entire
packet dump into OWNS. OWNS will automatically sort out all POP messages it
can flnd III a packet dump. WhIle tlm IS a very easy method of collecting messages
from a packet dump, OWNS fails to identifY and analyze SMTP and IMAP traffic.

Figure 8,6 Filtering Out SMTP, POP, and IMAP in a Sniffer
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Figure 8.7 Following an 5MTP TCP Stream

., -

Sniffing Web Mail
Now that you know how to collect SMTP and POP e-mail via a sniffer, it is time to
focus on Web maiL Since Web mail is accessed through a browser, collection is a t:oirly
straightforward process; however, there are a few twists that must be taken into
account. The procedure for obtaining Web mail by snifflllg is nearly identical to the
procedure for obtaining Web pages from the network (see Chapter 7). For the fol
lowing example, we sniff the network with a Snort sniffer installed, which will capture
all of the traffic surreptitiously. We will then go back and review it. As with the Web
browser traffic, you will run the sniffer log through OWNS to break out the separate
HTTP files.

Once yOll have broken oue the files, you can go into the HTML directory ;lIld
exam1l1e the Web pages. There are a couple of different types of Web pages that are
important to examine, which will provide you with clues. The first is the Inbox (see
Figure 8.8). The Inbox shows recently received e-mail, the sender, and the subject.

WARNING

When we were looking at collected Web mail, we noticed that some
browsers, like Internet Explorer (IE), would open the page and then
blank out right away as it tried to refresh or connect to something .

• Finding that annoying, we tried using Mozilla Firefox on our captured
Web pages and they displayed just fine. So, as you analyze different cap
tured material, be sure to exhaust all possibilities for viewing it before
you discard it as useless. At worst case, most Web pages can be opened
up in Microsoft Word or even notepad.
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Figure 8.8 A Web Maillnbox Collected from a Sniffer
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This can be very informative, but remember that many Web mail :-accounts
receive a large amount of spam. Therefore, just because an e-mail has an interesting
subject and sender, does not necessarily mean that the mark has requested this e
maiL The more important e-mail to retrieve is the text of the e-mail messages that
have been read. The server creates an HTML Web page, when a Web-based e-mail IS

clicked on. This page is downloaded CO the Web browser, which displays the e-mail
(see Figure 8.9).

Figure 8.9 A Web Mail Message Collected from a Sniffer
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While most Web mail messages appear as HTML files, there are some excep

tions. For example,Yahoo compresses the HTML files for a L1ster transmission so
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that they appear as archive files that can be opened with IZArc. By clicking on the
archive, you can retrieve the Web page in its entirety (see Figure 8.10).

Figure 8.10 Yahoo Web Mail Messages in Gzip Archives

•
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Unforcunately, obtaining the e-mail that is sent from the Web mail accounts is
not as easy as obtaining the Web mail that is received and viewed. This is due to the
way that e-mail is sent from a Web mail user to the e-mail server. When a user clicks
"Send" in their Web browser, the message is transmjtted to the Web server, which
takes the message and passes it to the e-mail server, which then sends the e-mail.

To collect this outgoing e-mail. we take a different approach than the one used
to read and view incoming e-mail. We lllust look at the actual data being sent by the
Web browser. The same Snort log used to retrieve the viewed e-mail can be used to
find the sent e-mail.

To do this, begin by loading your Snort file into Ethereal. This will then break
up the collection into all the individual packets that were transmitted on the net
work. In this example, since you want to search for messages sent to Dirty Larry,
bring up the search window by selecting Edit I Find Packet. You can now search
through all the packets looking for the word "Larry." It is important to make sure
that the "String" radio button is selected in the dialogue box (see Figure 8.11).

"Larry" was used as an example text stream; however, you can search for any text
that you are interested in. Depending on what you are looking for, substitute key
words that make sense. Figure 8.12 shows the results of a successful search for a string.
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Figure 8.11 Using Ethereal's Search Feature to Find Information in Packets
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Figure 8.12 Packet Containing the String "Larry" Is Found
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Now that you have located a packet with data of interest, it is time to "break it
out" by following the Tep session it belongs to. Do this by right clicking on the
packet and then select Follow TCP Stream. This brings up a new window with the
data from the entire session. Once the session is brought up it will resemble st.lndard
Web traffic.The data will bc in one of two possiblc 10catiollS. If it is a receivcd mcs
sage, it will be either HTML, or GZlpped HTML (appears as gibbensh but can still be
broken out by OWNS). E-mail being sent usually appears as an HTTP Post request,
which is how Web browsers send information to the Web server (see Figure 8.13).
Outgoing e-mail is difficult to see and read because in a HITP Post it is URL
encoded, meaning that it written so that spaces and other characters are replaced by
different values (e.g., a URL-encoded strlng will have all spaces replaced with a "+." It
IS not always easy to fmd and decode outgomg Web mail, but it IS there, and it can be
done if yOll feel the information is worth the time and effort.
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Figure 8.13 Outgoing E-mail in URL-Encoded HTIP Post

_ .....'_'..M_'_' ., .__.,_

Special Collection Software
If you do nO[ feel that any of the methods we have presented are effective or easy
enough, there is always the possibility of using specialty software that is designed
specifically for collecting different types of e-mail. While searching on the Web, we
found several vendors that provide ditTerent software packages designed for e-mail
collection. We have not tested or verified any of these packages, and hope that the
vendors are not making erroneous claims. However, if after researching yOll feel a
commerCial software package IS the way to go. happily make that deCISIon. We have
no bias against commercial sofnvare, and in some cases they are actually very pow
erful systems. Since we are not supporting any commercial vendors, we wi.ll not give
evaluations of any packages available.

There are several things to consider when using a commercial spy software
package. The advantage you receive with most commercial packages is that they are
designed specifically for spying. These applications comain many features not found
in the software previously discussed, such as e-mailing reports and alerts and ditTerent
highly stealthy security settings. These software packages may be designed to specifi
cally avoid firewalls and virus scanners. They may have more full-featured spying
options and might automate things that we discussed doing by hand.

However, despite all the apparent advantages of spy software, we do not feel they
are the be all and end all for cyber-spying. Before evolving to the point where all of
your collection is automated. it is good to have a grasp of spying basics. In many
cases this involves performing most spy tasks by hand. Also, software vendors are
mfamous for making lofty clanllS and havmg software fail to live up to those claims.
Although many packages are advertised as meeting all of your spying needs, you can
never be sure that they will until you have purchased and tested them. By that time
it may be too late, or their failure could result in discovery. If llsing a commercial
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package, research it carefully and test it Ollt before you actually deploy It so that you
are aware of all of its advantages and shortcomings.

As you can see in Table 8. I, there is no perfect way to collect e-mail. Every
method has its advantages and disadvantages. You should select the method that best
fits your target and access. We recommend a combination of methods. We feci that
you should collect as much archival information as possible, using the techniques
described in Chapter 6. This provides your base of knowledge and is what you will
use to determine how to collect future data. Further collection can be done either
with a compromised client, using the password to log into Web mail, or by sniffing
the network. All of these are strong methods of continual collection. Be creative;
there arc probably many other ways of subverting e-mail to your advantage that we
have not discussed here. Like most spying problems, start out by looking at what you
have and what you need, and then think of a way to connect the two.

Table 8.1 E-Mail Collection Methods Summary Chart

Method

Collecting E-mail Files
from the Target
Computer

Keystroke logging

Using a Client to
Download

Using a Password to
log Into Web Mail

Advantages

Easy.
Files can be taken offline and
viewed elsewhere.Does not
require knowledge of e-mail
passwords.

Does not require knowledge of
e-mail accounts or passwords.
Will eventually uncover e-mail
accounts and passwords. Can
be done in hardware without
even having complete access
to the computer.

Very stealthy if done correctly.
Can get some e-mail before
it is deleted. Relatively simple
procedure.

Gives full access to all e-mail in
account.

Disadvantages

May not get everything, limited
to what the user saves.
Depends on access to the
computer .WiII not work with
Web mail.

Can only collect outgoing e
mail; incoming material is not
seen. limited by capability of
keystroke logger, its buffer may
fill up before e-mail is
collected. Will not collect e-mail
that is written somewhere
beside the target computer

Requires knowledge of e-mail
password. Can only collect
incoming e-mail; e-mail written
by mark will only be seen in
replies, if at all. Will not work
with Web mail. Will mark e
mail as "read."

May not have complete pic
tures as some e-mail may be
deleted; sent e-mail may not be
saved. Requires knowledge of
password. Will only work for
old style e-mail or Web mail.

Continued
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Table 8.1 E-Mail Collection Methods Summary Chart

Method

Sniffing the Network

Special Collection
Software

Advantages

Can catch all incoming and
outgoing e-mail. Does not
require access to the target
computer. Can easily be used
to obtain e-mail account
passwords. which can enable
other methods.
Tailored specifically for spy
purposes. May have extra
stealth features and avoid
security software.

Disadvantages

limited to e-mail sent on the
network being sniffed.; e-mail
written elsewhere will not be
caught. Mail in encrypted
connections will not be
viewable.

Purchasing can create a paper
trail.
May not work as advertised.

Case Study: Return to Sender
E-mail is an important means of communication that many people have embraced.
Messages can take all many levels of meaning bctwccn diffcrcnt people. Somc
people prefer the perceived anonymity It provides, and feel safer using It to commu
nicate than voice or other methods. If you are a young person doing something
wrong, it is a great way to get in touch with co-conspirators since you do not have
to worry about someone "overhearing" you.

Overview
A young girl makes an e-mail mistake that tips her family off to her relationship
with an older man. Technical collection allows them to further gather enough evi
derKe to confrollt her and verify the truth and lies.

Elaboration
Samantha was a bright normal 16-year-old. She was in honors classes, ran track, and
had plenty of friends. Like most girls her age, she had a great time dating and hanging
out with boys. And, like most girls her age, she thought most of the guys in high school
were immature idiots.

When she got home from school, she would plop down III front of her computer,
browse the Web, do homework, instant message her friends, and chen chac online. One
of her 6vorite rooms was AOL's 20's love. It had the mosc lively conversations and
interesting people. Their teen chat room was way too immature.

This vcry chat room was whcre shc met Chuck. Chuck was a 26-year-old guy
who also liked chat rooms, and found Samantha to be mteresting, very mteresting. She
was a cute and spunky girl who did not have a lot of the jaded and bitter attitude that
he felt most women his age had. She was way more mature than most teenagers he
knew, and she could carryon a conversation and really "understand" him.

www.syngress.{om



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 315.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=340

Spying on E-mail' Chapter 8 315

Their online relationship progressed and moved on to the inevit.1ble in real life
(IRL) meeting. Samantha thought Chuck was great; he had his own car and apartment,
and worked at a real job, so he had money to spend 011 her, which was cool. None of
her fricnds' boyfricnds could do that Of course, she had to kecp this reb.tionship secret
from her parents. They would freak out if they knew she was dating an older guy, espe
cially that much older.

Their dating went on dunng the sprmg and continued IntO the sUlllmer. Samantha
got a job at the shopping mall, so she could walk over to the garage Chuck worked in
and see him every day. There was now the pertect excuse (work) to spelld time with
Chuck, with her parents none the wiser. It was a good summer for Samantha.

Around AUb'l.ISt it was time for her 6l1liIy's annual summer trip. This year they
would be visiting a cousin in California and staying with his f.lmily. Crowing up she
had always loved the 6mily trips, but was she getting too old for that now? Two weeks
without Chuck; how would she get by? He could meet and fall in love with someone
new during that time.

During the trip, Samantha had a really good time. Who wouldn't in California?
Her COUSlil lived m an awesome house halfway between the beach and the mountains,
and she liked the West Coast lifestyle. Even better, he had a high-speed Internet con
nection in his office, and no one went in there. She had plenty of time to chat with
and e-mail Chuck. Things wcnt wcll and Samantha was able ro keep her boyfriend
happy by talking to him as much as possible.

When they got home, Samantha was happy about gomg to work, and havmg a lot
more opportunity to spend time with Chuck completely undiscovered. Everything was
pertect, or so she thought. After coming home from work one night, she waved hello
to her parents who were sitting downstairs. This rimc, instead ofjust waving back and
going back to their conversation, they called her back into the room.

"Samantha, come here. There's something we wanted to talk to you about."
Hmm, she wondered, what could they want?
Her parents thell presented her with a printout of the first e-mail she had written

to Chuck on their trip. Funnily enough it was one he never responded to.
"How did you guys get that?" she asked.
Did you use your cousin's computer to send this guy an e-mail your first night in

California? Well, next time you do, make sure you type his address correctly. I bounced
back to your cousin had a day after we lcft. Hc was surprised to see it, and felt like he
should pass it on to us.

"Oh no!" Samantha's heart was beating f.lst At least she had not said too much on
that particular e-mail, and J guess that explained why he never responded.

"Well, Samantha there's more. After we read this, we asked your cousin If he had
anything else. He ran the Coogle search rool on his computer and was able to come
up with quite a fcw more of your Web mail messages. You have a lot of cxplaining
to do.To start, tell us about this Chuck. "
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Analysis
Samantha was in a dangerous and illegal relationship. While the age ditTerence may
not be the worst thing in the world, the e1Ct that she kept the relationship from her
parcnts was demollStration of poor judgmcnt. Just likc in previous case studics, it was
an accidental techmcal mistake that sent up the first clues that sometlung needed co
be investigated more. Samantha's eagerness co send a message caused her co make
two mistakes: a mistyped address and using her cousin's mail program. That combina
tion was enough to tip him off, and eventually her parents. Finally, her use of Web
mail and Coogle's ability to search through the cachc, allowed her cousin to search
for more evidence upon her parent's rcquest. A human mistake and a tcchnical solu
tion allowed for a solid collection of evidence and a quick ending CO this case study.

Summary
E-mail is a critical part of gathering computer intelligence on a target. It can lend a
very msightful view mto someone's life. Since a lot of people have been using e-mail
for some time now (the authors' archives go back more than ten years), it can be a
very revealing source of intelligence. E-mail, possibly more than any other type of
media, gives a very deep perspective on a person, their relationships, and their
activity. Several important concepts to remember are:

• E-mail is the Internet's killer application and still the most popular way of
communicating online.

• There are many ways to read and write e-mail, including logging onto sys
tems, using an c-mail client, and via a browser through Web mail.

• There are many different ways to exploit e-mail, mcluding copying files
from the compllCer, keystroke logging, using a client, using a password, and
sniffing the network.

• No single method otTers a perfect means of collecting e-mail. You should
use the techniques tbat best fit your target and target environment.
Combine different techniques to help you obtam the entire picture.

By utilizing the techniques we have taught, you can tap into the valuable
resource of personal e-mail, which can offer an unparalleled look into SOllleone's
private life, giving you more insight and knowlcdge into your target's mind-set and
activity. Successful collection and analysis of e-mail IS often all the lIlformation you
need co confirm your suspicions.
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Chapter 9

Spying on Chat and
Instant Messages

Do You Like Older Men?

- Dozens of chat partners

Topics in this Chapter:

• What Is Instant Messaging?

• Types of Chat and Instant Messaging

• Collecting Passwords and Buddy Lists

• Collecting Chat and Instant Messages

• Impersonation

• Summary
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Introduction
Chat and instant messaging (1M) are quickly becoming two of the most popular
methods of online communication. The convenience of an instant response has helped
fill the communication gap left between e-mail andtraditionalconvers..1tion methods
such as phone calls. 1M has Ilugrated from the computer and become ubiquitous,
because it can be accessed from handhelds, cell phones, and pagers. It offers the inti
macy of a one-on-one conversation without the pressure of a f:1ce-to-6ce discussion.
It is also a good method of meeting new people and widening your social circle. The
ambience of a chat room can vary from support group, technical chat, and church
group to a singles bar. In each of these situations, a person can enter a crowded room
and participate, usually only identified by as much or as little information as they wish
to provide. Online chats are amazing phenomena; they are literally conversations with
dozens to hundreds of simultaneous participants. A live discussion of this scale is some
thing that is nearly impossible with prior methods of communication.

After entering a chat room, users are exposed to dozens of other chat participants
from around the world with whom they can individually engage without any of the
complications that would accompany an in-real-life (IRL) meeting. While many
people would hesitate to approach a total stranger to discuss intimate details of their
lives, it seems to happen quite frequently with 1M. The perceived anonymity offered by
1M and chat makes people more open about the many topics they will discllss.

Unlike e-mail where the message becomes a record for the sender and receiver,
chat and IMs appear evanescent. They are hard to record and their use is difficult to
prove. Still, chat and IM.s are important parts of someone's online life, and collening
and analyzing them are critical steps in determjning a person's profile. This chapter
helps readers collen and analyze IMs and chats using different forensic and live col
lection techmques.

What Is Instant Messaging?
Since the beginning of time, speech (of one form or another) has been one of the
most useful forms of communication available. This method is so useful that we have
invested billions of dollars to ensure that we have the ability to speak to people any
where, anytime. The phone industry has sprung up as a result of this effort. While
phones have become smaller, more portable, and more convenient, they are not a
complete communication solution; they still have several fundamental problems. For
example, not every location is appropnate for a phone, and It IS still difficult to have
a phone conversation with more than a few people.

With the Internet revolution, e-mail promised a new and better way to commu
nicate. It is faster than conventional mail (snail mail) and has much of the same for-
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mality and structure, but with more convemence. While it fills a IlIche as a good
substitute for snail mail, e-mail does not completely offer the spontaneity and instan
taneous response of talking. It is still mainly a one-way commllilication system.
While someone can send e-mail, feedback depends on the responsiveness of the
receiver as well as the mail infrastructure, which can vary depending on the Internet
provider. So, while e-mail provided many useful services upon its invention, virtual
meetings and conversations were still necessary.

Chat is a development that filled in the gaps between phone conversations and
e-mail. It offers many opportunities not available with previous communication
methods. One of the earliest chat applications is a program called wlk that runs on
multiuser UNIX machines. Talk allows two users to send simple text messages back
and forth to each other. As the world's personal computing paradigm shifted from
logging into a multiuser machine, many new personal 1M and chat applications were
developed, each adding more functionality and capability. These applications allowed
people to simulate being logged into one of the large multiuser systems from a per
sonal computer so that they could talk with other users on the 1M network.

As of this writing, there are several different and very popular 1M networks.
Unlike e-mail, which transmits across a common protocol to seam.lessly travel
between Hotmail,Yahoo, and so on, today's instant-messaging networks operate in
isolation. Communication on a network is in a proprietary protocol, meaning thac its
method of 1M is unique to it. Each messaging service has its own client that users
exerCise to log onto the network, view other online users, chat III "rooms," and send
other users private messages (PMs). The most popular 1M networks are AOL's AOL
Instant Messenger (AIM),Yahoo's Messenger, and MSN Messenger. While all of
these are closed systems with their own protocol, meaning that someone on AIM
cannot communicate with someone on Yahoo, there arc some programs that allow a
user to sign into multiple accounts and multiple messaging systems at one site. We
call these aggrcgalors, and some good examples are che open sourced Gaim and
Cerulean Studio's Trillian and Trillian Pro.

Most of the popular 1M software works by the same principles although it may
differ in some of the lower-level protocols. When a user starts the 1M program, it
connects and logs onto a central server with a username and password. The server
then passes che messaging program the most up-co-dace buddy lisl. A buddy lisc is a
lisc of all of the aCCOLlnts that person wants to keep in touch with. By having
another person's account in the buddy list, you can quickly send them IMs. The
buddy list also gives you a user's status, how long they have been online, how long
they have been active, If they are away from the computer, and sometimes their per
sonal "away" messages explaining where they are and what they are doing.

Some 1M protocols allow you to add whomever you wish and some require per
mission from your buddy before they are added to your list. The~-
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high-tech speed dialer of 1M except it is stored in the server and not on the end
client. This is similar to having your cell phone number directory saved with your
wireless provider so that you can use anyone else's phone to access it.

To chat, you either click on a buddy entry to bring up a chat window or enter a
chat room. In the bottom of the window is the arca in which to type your mcssage.
After typing the message and sdecting the Send button, your text is sent to your
buddy. In actuality, with most clients, the messages arc not sent directly to your
buddy, but to an intermediate server where the message is then relayed. For the most
part, this is transparent to the end user and makes very little difference.

Types of Chat and Instant Messaging
For the most part, we cover the big three 1M clients: AIM, Yahoo, and MSN. These
are the most popular among home computer users. There are two other protocols
that are worth mentioning: Internet Reby Chat (lRC) and ICQ (I Seek You). IRC
is llsed mostly by technical people, and ICQ is of historical Interest, but both have
played a significant role in shaping the chat and 1M landscape.

When preparing to spy all someone's 1M, it is a good idea to identify which
clients they use. Like e-mail.anindividual can have multiple 1M accounts, one for
each service, or multiple accollllts for the same service. Correct identification of
which clients and which accounts your mark uses is necessary for collecting his or
her information.

1M clients seem to be in a continual state of flux. They are always being
updated because the newest features are quickly integrated. As a result,
things are not always where they used to be, and some capability is
removed, while other is added. Keep this in mind when you try the com
mands and menu options we recommend. Since messenger clients
change fast, some of the specific directions may be outdated by the time
the book is printed. It is more important to keep the concepts in mind,
which should remain the same for a long time. Use the Web or other
resources to help you find implementation-specific instructions.

IRe
IRe was the first cross-Internet chat system to become popular. It started at the
University of Qulu in Finland in 1988. After a few years of growing pains, people in
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different Internet-connected locations begm USlllg it to chat with each other. While
originally started on multiuser UNIX machines, there are IRC clients for Microsoft
Windows that allow people to connect to IRC servers and chat. One very popular
Windows client is MIRC (lIIl11wm;rc.coll1).

IRC consists of many isolated networks, each with its own set of rules, guide
lincs, culture, and dcdicated members. Three of the most popular networks are EFnet
(1II111111. Iji,CI. org), Undernet (WIIIIIWI/dcnlcr .org), and DALnet (wlIIfll.dal. IICt). Each net
work has many channels, which are similar to "chat rooms" found in modern 1M
clients. Each channel allows dozens of users to join, chat, PM each other, and transfer
files. Because of its origins on UNIX bulletin board systems, IRC has a very rich,
but somewhat complex command set. In addition, unlike chat rooms on other nct
works, IRC has implemented a pecking order of sorts on its members. Each room
has at least one member with Operator (generally referred to as "ops") status. This
person is responsible for maintaining order within the channel by forcibly removing,
banning, or filtering disruptive participants. While it is still a very popular method of
commumcation, and the different IRC networks still see substantial amounts of
traffic, most people have embraced the more friendly 1M clients.

ICQ
ICQ is the clever phonetic spelling of I Seek You. It is the oldest of the PC-based
1M networks. Released III November 1996, it has amassed over 180 million llsers.
Unlike the other 1M networks, ICQ does not use user names; instead, when people
register, they receive a unique ICQ number with which to identify themselves. In
1998, Alnerica Online (AOL) purchased ICQ's parent conlpany, Mirabelis. AIM now
incorpomtes ICQ and can communicate with ICQ accounts.Vou call still go to
wlIIJII.icq.COIlI and get a new ICQ account, but it has waned III POPUlaflty III compar
ison with the newer 1M clients.

Clients
Clients are the applications that enable you to connect to the differem 1M networks.
While they all work fund1memally the same way (you create an account, log Ill,

populate your buddy list, and either chat with them or enter "chat rooms"), there are
a few small differences. Each has the same basic functionality (chat, buddy lists, PMs)
and usually the same advanced functionality (Web cams, voice, file transfer), but each
works 011 its OWll network. AIM clients cannot speak with Vahoo or MSN c1iems
and vice versa. Each of these tools also comes with a raft of add-ons that add tool
bars, set your home page, and give you e-mail alerts.
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AIM WWUWIII1.COIll

AIM may be the most popular of all of the messaging protocols and clients. Once
accessible just to those who used AOL for their Internet connectivity, it h:ls been
opened up for all users. It can now be used on cell phones, palm pilots, and other
portable platforms. Like all of the 1M serVICes, users create accounts and log Into the
AIM servers, which store and synchromze buddy lists. When users want to transfer
pictures or files they Gill connect direcdy to their buddy. AIM also has screen
name-linking in which several different online names can be collected and used
simultaneously on one account.

Yahoo lIlessenger. yahoo,conl

Yahoo Messenger is similar to the other 1M networks and includes buddy lists,
emoticons, and the ability to hide your status from certain people. Yahoo has also
included the capability to send voice via speakers and microphone. As with other 1M
networks, Yahoo provides the ability to send photos and files. Yahoo Messenger is
very integrated with the Nher services that Yahoo provides, such as Yahoo Mail and
the Yahoo Browser Toolbar.

MSN lIlessenger.IIlS1/,COIll

Microsoft's MSN Messenger is the company's entry into the chat wars. MSN
Messenger is integrated in Microsoft's other Internet services, such as Hotmail. Like
AIM and Yahoo, MSN Messenger also incorporates Web cams and voice so that two
people can view each other while chatting. MSN Messenger allows users to set their
online status, and, like Nhers, can exclude certain people from knowledge of that
status. MSN Messenger is also becoming more integrated with the Windows envi
ronment. Despite its placement in the Windows operating system (OS), it still has
not surpassed AOL's AIM in popularity.

Aggregators
Aggregators arc special 1M cliems. They do not have their own prowcols :lnd
servers, but instead allow you to combine your accounts from other 1M diems.
Multiple accounts from Yahoo, AIM, MSN, and in some cases ICQ can be collected
together and treated as one. Your contacts from each messenger are aggregated
together into one unified buddy list, which gets around some of the problems previ
ollsly mentioned. While it does not fix the fact that different types cannot talk to

each other (AIM still cannot message Yahoo or MSN), aggregators make it some
what appear that way.
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In addition, the aggregators may be less mtruslve than the traditional clients, as
they do not install the slew of"extras" that each other messenger comes with. Since
the aggregator itself is a complete tool and not trying to promote an Internet portal,
they do not come with or install extra search bars, modify your home page, or add
programs to your system tray.

Gaim gainuourciforge.net
Gaim is an open-source program that supports multiple messaging protocols. People
who use the Gaim client can access AOL Instant Mess..1ging,Yahoo Instant
Messaging, MSN Messenger, IRC, and scveral othcr more obscure nctworks from
the same client. Gaim also allows a user to log into a single service with multiple
identities. This allows one user to have multiple identities such as both DirtyLarry
and DirtyL.1rryOOI on AIM or another service at the same time. More important, it
allows for a pcrson to be logged imo multiple messaging services at once. Gaim
incorporates most of the features of the regular messaging program, but is currently
lacking in its ability to handle video, voice, and some of the more advanced capabili
ties that the 1M clients offer. Because it is an open source project, work is being con
tinually done to enhance its capability. For basic chat and messaging on many
services, Gaim is an excellent tool to use. It is important to notice if your mark is
using Gaim, as this will change some of the ways the collection is carried out.

Trilhan ",,,,uuri/lian.cc
Trillian and Trillian Pro are products from Cerulean Studios. Like Gaim, it is an 1M
aggregator. It is currently popular among people with many chat client.~, and its
power and easy installation also make it a popular choice of users. It comes packaged
m a smgle executable, winch reqlllres lIIstalling a base executable and several "plug
ins." Because of this, its user base appears to be more widespread in the Windows
world than Gaim.

The basic version ofTrillian is downloadable for free, and the professional ver
sion is available for a small fee. Like Gaim, Trillian can connect to the main 1M net
works. It can log on with multiple identities to each network at the same time. It
can be used to transfer files, and has a rich plug-Ill system that allows it to do every
thing from showing the weather to alerting its users to their new maiL Additionally,
Trillian can be used to access chat rooms from the many different 1M services.
Trillian aims to provide every feature that the 1M clients provide and add features
that enhance the experience. Trillian is popular because it allows one program to
take the place of multiple programs and helps simplify a user's workspace.
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Tips and Tricks ...

Please Hack Me Now!
Determining when a computer is on and when it is not being used are two very
important details. For example, you might want to know if someone is away from
his or her keyboard if you plan to access his or her computer remotely with vir
tual network computing or another tool, or if you need to physically get to it to
swap out keyloggers. On the other hand, you may only want to turn on your
screen-capture software when someone is actually using the computer. All of
these scenarios require that you know when your mark is online and ideally also
when your mark's computer is left idle or active online.

Thanks to 1M, we have a crude form of that capability. Have you ever looked
at your AOL, Yahoo, or MSN messenger buddy list? This is a great way to tell if
your mark's computer is online. Many people have their instant messenger tools
set to "auto start" with their computers. If your buddy is online, you know his or
her computer is up. Also, most messengers can let you now if your buddy is idle
(has not done anything on the computer for a period of time) or is away (idle for
a long period of time). This is great information to have, and can be obtained for
free just by putting your mark on your buddy list.

Actually getting your mark on your buddy list may be a slightly more chal
lenging issue depending on the chat network he or she uses. How you do this will
depend on what 1M clients your target uses. You must first identify the 1M
c1ient(s) your mark uses and the account 10 on each one. It is a good idea to keep
track of all of them, in case your mark stops using one particular service (this is
where having Gaim or Trillian comes in handy). If your target uses AIM, you are
in luck, as it lets you add anyone to your buddy list without your target knowing.
Yahoo sends your mark a message saying someone is trying to add him or her to
a list and makes it your target's decision whether to let himself of herself be
added. In addition, Yahoo has an "invisible" mode, enabling you to appear online
to some users and invisible to others. MSN is similar to Yahoo in that it queries
your target to ensure that you want your target to add you, and lets you decide
if the person adding you can tell if you are online. If you are dealing with one of
the trickier messengers, you may have to do some social engineering to get your
mark to let you add him or her to your list. Use your imagination and try to create
an online identity that would appeal to them, and build up enough of a "rela
tionship" so that your target feels comfortable letting you add him or her to your
list. If that does not work, a fake identity may be a great way to learn more about
your mark.
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Collecting Passwords and Buddy Lists
While there is a lot of information that can be gleaned from 1M conversations, there
are some situations where just having knowledge of who is on your mark's buddy list
may be sufficient. This piece of information alone can shed v;llllable light omo the
composition and nature of your target's online relationshIps; after all, these are the
people your mark feels are worth having only a click away. Also, depending on the
messenger service, it can be useful to have block/ignore lists as well. Once obtained, it
may be necessary co impersonate your mark to determine some of his or her contacts'
relevance and relationship with your mark. This impersonation usually requires your
mark's password, anothcr important piece of dat.1 to collect. In somc cases, thc pass
word is hidden and sCldmbled in registry settings; III others, it sits m a plain text file.

Collecting the Buddy
List and Password from AIM
Chapter 6 covercd the process for obtaining the buddy list from AIM. Obtaining the
password is a slightly trickier procedure. Versions ofAIM older than 4.7 stored the
scrambled passwords in the Windows registry. Version 4.8 and higher store a hash of
the password. A hash is the result of feeding the password imo a one-way function,
meaning that it is mathematically impossible to recover the password from the hash.
So, if your mark IS uSlllg an old version ofAIM, there IS a chance yOll nllght be able co
recover the password. To determine the version, go to the AIM window and select
Help I About AOL® Instant Messenger. A dialogue box should pop lip giving
numerous tidbits of information, along with the version number. A Coogle search on
AIM password recovery will show sevcldl tools that willuncovcr the password. While
this would be a fortunate scenario, it is a highly unlikely one. As of the writing of this
book, the current version ofAIM is 5.9, and it will most likely be much higher by the
time this book is printed. The best bet for actually acquiring a password is to use a
hardware or soltware keystroke logger. In addition to installing one, a good idea is to
pull up the client and type in an incorrect password. Since many c1icnts automatically
save thc last password typed, you need to modify the one stored to ensure that your
mark enters the correct one the next time he or she logs on.

Collecting the Buddy List and Password from Yahoo
Like AIM, viewing the Yahoo Mcssenger's buddy list is covered in Chapter 6. Like
AIM, Yahoo passwords arc not stored or transmitted in plain text. Similarly, using a
keystroke logger is the best advice for collecting this information.
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Collecting the Buddy List and Password from MSN
MSN uses Microsoft's .NET passport as the basis for its authentication. Like AIM
and Yahoo, the password for MSN is not swred or transmined in plain text.
However, since it relies on .NET passport, access to your target's accoullt is usually
enough w get MSN to log on.

Another very useful option of MSN IS the ability to save a contacts list By gomg
to Contacts I Save Contact List. Using this capability, you can take a list of bud
dies/contacts from your mark's computer and load them on a different computer for
analysis.

Collecting the Buddy List and Password from Gaim
Since Gaim is not distribllted by the owners of the 1M networks and must interact
with more than one network, it is more efficient for Gaim to store its own buddy and
password lists. Gaim scores all of its information in easy-co-view .xlIIl configuration
files. XML files are a type of markup language that is relatively easy to understand and
which can be opened by most Web browsers. This is the program you want your mark
using. If you have any influence at all, steer your mark this way. There are two flies of
interest: (J((orll1ts.xml, which has all of the 1M accounts and their corresponding pass
words and blist.xIIII, which is a copy of the buddy list for each account. There are basi
cally two ways to find the XML files that you arc looking for-manually, if you know
where they are, or by searching the entire hard drive for them. We discuss both
methods along with cheir trade-offi.

Maltual Locatiolt of Files
The default location of Gaim's XML files can be found by opening explorer.exe and
browsing to the following location:

C'\Oocuments and Settings\<Your Marks Account>\Application Oata\.gaim\

Both files should be there ;ll1d accessible using Notepad or 1lI0st any other text
viewing application. This requires one of two thinb"S to be true: the user has not
marked his or her files as private, which is often the case. Or, if they are marked as
private, you must be looking for these files from an administrator account or from
the same account as your mark. While this method depends on permissions and is a
little trickier than the next one we discuss, it allows you to locate the Gaim configu
ration directory for your mark, which also contains other useful information. In
addition, should the nomenclature for the file names change, you can examine the
files in the directory aile by one, looking for the correct information.
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Automatic Location of Files
Use Microsoft's or Coogle's search tool and look for IJIisu:ml and (/((Ol/lIlS.xl/Il.To

broaden your search and find even more potentially interesting files, a search for
*.xml in Microsoft's tool or x/Ill in Coogle's should produce useful results. Like the
previous method, this one also depends on file permissIons. Once you have found
the files, tbelt contents should be plamly vIsible. The follOWing example shows the
(/((OlI1l1s.xl/Il file for a Caim user. As you can see from this example, account names
and their corresponding passwords (when stored) are both clearly visible. In this
example, the account name is "sarahevans 1988," and the password is "gacorade."

0' encoding='UTF-8' 1>

<accounts>

<account>

<protocol>prpl-oscar</protocol>

<name>••rahevan.1988</name> <pa••word>gatorade</pa••word> <settings>

<setting name='check-mail' type='bool'>O</setting>

<setting name=' server , type='string'>login.oscar.aol.com</setting>

<setting name= 'encoding , type='string'>ISO-8859-1</setting>

<setting name='port' type='int'>5190</setting>

</settings>

<settings ui='gtk-gaim'>

<setting name='auto-login' type='bool'>l</setting>

</settings>

</account>

</accounts>

In the next example, we show you che type of information thac you can retrieve
from a stored buddy list. This example shows you the blist.xml file for
"SarahEvans1988."
rsion='l.0' encoding='UTF-S' 1>

<gaim version="l">

<blist>

<group name_"Recent Buddie.">
name='collapsed' type="bool">O</setting>

<contact>

<buddy account="sarahevans1988" proto="prpl-
oscar'>

<name>dirtylarry001</name>
</buddy>
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</contact>

<contact>

<buddy account;"sarahevans1988" proto;"prpl-
oscar">

<name>chuckypoolOO</name>
</buddy>

</contact>

<contact>

<buddy account="sarahevans1988" proto="prpl-
oscar">

<name>8k8gurl</name>
</buddy>

</contact>

</group>

<group name="Contacts">

<setting name="collapsed" type="bool'>O</setting>

</group>

</blist>

<privacy>

<account proto="prpl-oscar" name="sarahevans1988' mode="l">

</account>

</privacy>

</gaim>

From this file, we see that Sarah does not have many buddies added. In true life
examples, it is not unusual for people (especially teenagers) to have hundreds of entries
III the file. Also, besides Just learnmg the names "dirtylarryOOI ,""chuckypool00," and
"sk8gurl," we have learned that each entry is under the group listing "Recent
Buddies." Many people categorize their buddy lists into several groups (i.e., "Friends,"
"Work," "Hookups," and so forth), which can be descriptive in its own way.

Collecting the Buddy List and Password from Trillian
Similar to Gaim, Trillian stores its buddy list on the computer (via the server). You
can retrieve [his list by browsing to:

C,\Program Files\Trillian\users\default\Buddies.xml.

However, unlike Gaim, this list does not contain the password of the user. Instead,
the password is stored encoded in an .illi file for each service. For the popular ones
we are monitoring, the files are:
C,\Program Files\Trillan\users\global\default\aim.ini
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c, \Program Files\Trillan\users\global\default\msn.ini

c: \Program Files\Trillan\users\global\default\yahoo.ini

In these files, we are searching for a line similar to
password=9447F5A.I34BE713FF7. Instead of encrypting the password, Trillian uses a
two-charactcr encoding schcme to scramble them. Thcrc arc sevcral programs that
will break this encoding for you (including one available on our Web site), but co
give YOll a better idea of how they work, we have inclllded Table 9. I, which we can
use to break the password in Ollr ail/l.ill; file). The top row contains the characters
from our file, and the left-hand row comains the decoded plain text. You just need to
match up the two character lettcrs from the top row with the correct lctter.

Table 9.1 Sample of a Table to Decode Trillian Passwords

Plain Text 84 7 5 AB 4B E7 BF F7

• 92 47 EO AS 58 E7 BA F3
b 91 44 E3 A6 5B E4 B9 Fa, 90 45 E2 A7 5A E5 B8 F1

d 97 42 E5 AO 50 E2 SF F6, 96 43 E4 Al 5C E3 BE F7
f 95 40 E7 A2 SF EO BD F4
9 94 41 E6 A3 5E E1 BC F5
h 9B 4E E9 AC 51 EE B3 FA

9A 4F E8 AD 50 EF B2 FB

J 99 4C EB AE 53 EC B1 F8
k 98 40 EA AF 52 ED BO F9
I 9F 4A ED A8 55 EA B7 FE
m 9E 4B EC A9 54 EB B6 FF
0 90 48 EF AA 57 E8 B5 FC
0 9C 49 EE AB 56 E9 B4 FD
p 83 56 F1 B4 49 F6 AB E2
q 82 57 FO B5 48 F7 AA E3

81 54 F3 B6 4B F4 A9 EO, 80 55 F2 B7 4A F5 AS E1

87 52 F5 BO 40 F2 AF E6
u 86 53 F4 Bl 4C F3 AE E7, 85 50 F7 B2 4F Fa AD E4
w B4 51 F6 B3 4E F1 AC E5, 8B 5E F9 BC 41 FE A3 EA
Y 8A SF F8 BD 40 FF A2 EB, 89 5C FB BE 43 Fe Al E8

If you followed this exercise, you should have determined that 94 = g,47 = a,
F5 = t, AU = 0,413 = r, E7 = a, I3F = d, and F7 = e. The result is that we now know
that the password for this account is "gatorade." Next, we turn our attention to the
collection of the actual communications between chatters.
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Collecting Chat and Instant Messages
Collecting information on the chat sessions that your mark is conducting can be
done in several ways. Most of the popular chat programs come with the capability to

save a log file of the conversation. While some people may enable this to keep a
record of theIr conversations, a lot of people never borher with this setting. TillS IS a
great place to keep track of chat, because a thorough log can yield all types of useful
information. When logging is not an option, either because the program does not
have the capability, or because you cannot physically access the machine, sniffing

becomes the other alternative. Most chat is still in plain tcxt and can casily be picked
up with sniffers.

Collecting through Logging
Most 1M clients can be configured to log all of their traffic. This is an excellent fea

turc that can help you in your spying cfforts. Vcry fcw uscrs pay attcntion to the
maze of preferences that most clients offer, and turmng on loggmg IS generally a
very quiet and unobtrusive option that has a low risk factor. Even if someone were
to discover that logging was enabled for his or her messenger, it does not immedi
ately point the flllger at anyone, or indicate that spying has occurred.

Setting Up Logging with AIM
AIM does not come with a method to log all of the chats. However, there are many
extensions and add-ons to AIM that will provide this functionality. If your mark has
installed them, it may be possible to log his or her chat~. It is also possible (as

demonstrated in Chapter 6) to usc the Cooglc Desktop Search Tool to log and vicw
AIM chats. Also, scveral packages such as Parent Tools for AIM <add othcr pack
ages> offer a logging capability.

Setting Up Logging with Yahoo
Thc first step is to log into the person's account and start Yahoo Mcsscnger.Then you
need to bring up the Prcferences menu. This can bc done eithcr by selecting
Messenger I Preferences or Control + Shift + P. After the Preferences menu is

shown, select the Archives option on the left. After toggling all the Archives option, log
ging will be activated. You can then exit Yahoo Messenger and log off of the account.
Log files are saved for a duration of 10 days as .dal files in the following location:
C:\Documents and Settings\<Mark's Account>\Application
Data\Yahoo!\Messsenger\Profiles\<Mark's Yahoo ID>\

The contents of this directory can be copied to be viewed at your leisure later.
Unfortunately, Yahoo does not store the data in clear text and in order to read the
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files you must use Yahoo's built-Ill VIewer, which reqlllres you to be logged Ill. Since
this is a risky option, we prefer to use a tool called ArchilJcReader.exe. This tool can
be found either at its home site, JV1lI1II.carbollize.co.lIkIYallOolarcliilJe.plip, or from our
Web site. For Archive Reader to work, yOll mllst also have Yahoo Messenger installed
and the .dar files placed in a valid account's log directory.

Setting Up Logging with MSN
Only the newer version of MSN Messenger has the ability to log chat files. If your
mark is using Messenger v6 or higher yOll are in luck. After starting Messenger and
logging in, the options can be accessed by selecting Tools I Options I Messages
I Message History. Select the check box next to "Automatically keep a history of
my conversations." MSN Messenger will now log all of the conversations and place
the log files in the following location:

C:\Documents and Settings\<Mark's Account>\My Documents\My Received
Files\<User ID>\History\sender.xml.

Note that the User 10 will be the Messenger 10 and some additional names.
The .xIIII files can be viewed by double clicking on them, or opening them in a
word processor such as Notepad or Wordpad.

WARNING

After you have collected log files, buddy lists, and passwords, you may
be eager to immediately view them. Keep in mind that by opening the
files on your target's machine you are leaving a history behind. If you
open a .xml buddy list using Word pad, the name of that buddy list will
be left for the next person that uses Word pad to see.

Instead, get a small Universal Serial Bus (USB) drive and copy the files to
it. Take them somewhere else and view them on a computer that you feel is
reasonably secure, or that you can reasonably clean up so that anyone
seeing it will have a hard time determining what you have done on it.

Setting Up Logging with Gaim
Gaimlogging is very easy to toggle on. Proceed by logging into your mark's account
and start the Gaim program. Once the Gaim program is started, select the Preferences
button on the window, which will pop up a window with menus. Select the Logging
tab to bring up the logging options. Under Message Logs, select the check boxes
next to "Log All Instant Messages" and" Log all Chats."you can also select the format
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it will save them Ill: .Ixt (view with Notepad) or .lItllll (vIew with a Web browser).
Finally, select Close to exit the window. Once logging is enabled, it will work for all
of the messenger networks. Gaim will automatically log the files under:

C:\documents and settings\<Mark's Account>\Application
Data\.gaim\logs\aim\Userid\sender

C:\documents and settings\<Mark's Account>\Application
Data\.gaim\logs\yahoo\Userid\sender

C:\documents and settings\<Mark's Account>\Application
Data\.gaim\logs\aim\Userid\sender

In these examples, "Userid" is the name that your target uses to log into the ser
vice, and "sender" is the account of the person that they arc communicating with.
The stored logs can then be copied and viewed at a later date.

Setting Up Logging with Trillian
Trillian, like its counterpart Gaim, can log all of the messages and chats for aU of the
messaging protocols. To set lip the Trillian logging, first start the program. Next,
bring up the menu window which is done by clicking on the green globe at the
base of the Trillian window. From this menu, select Preferences and the Message

History tab. This will allow you to select what is logged to a file and where that file
is to be stored. By de(1ult, Trillian stores the log files in:

C:\Documents and Settings\<Mark's Account>\logs\<service>\

In this example, service is AIM, Yahoo, MSN or whatever 1M service your mark
is Llsing. Trillian stores its log files as text files, which enables them to be viewed with

Notepad.

Collecting through Sniffing
While sniffing may not be able to get passwords for you anymore, it can still obtain
most messages and chat~, which are still (mostly) done in the clear. Although some

clients have encryption built in, it is usually not by default (although this is changing
wHh Trillian). In addition, encryption currently only works between two of the same
client.

For sniffing, we recommend using Snort to collect and Ethereal for analysis.
Ethereal has many different protocol filters, which are tools that allow it to sort out
different types oftraffic.AIM,Yahoo, and MSN are all included in it~ list of protocol
filters, and their traffic can easily be isolated for analysis. For example, you can utilize
these filters by typing aim, msnms for MSN or ymsg and yhoo for Yahoo in the

filter bar, as we did in example Figure 9.1. It should also be Iloted that you can com
bine them with the words "and" or "or."
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Figure 9.1 Using Ethereal's Filters to Isolate 1M Traffic
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Once you have found a protocol you want to watch, you can more closely
examine it by right-clicking all a packet and selecting "Follow TCP Stream." While
aU of the content is there, most 1M traffic is not as straightforward to interpret as e
mail or Web traffic is. As Figure 9.2, demonstrates, the left-hand side of the stream
shows the question from Pikewerks to Sarah asking: "Can yOll babysit tonight?"The
right-hand section shows the response where Sarah replies: "No, sorry, I have a date
with Larry."

Figure 9.2 Using Ethereal's "Follow Tep Stream" to Analyze an 1M
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Advanced Collection
Sometimes it is possible to use a new technology in a way that is unintended to help
LIS achieve our goals. One of these is 1MSmarter (ll'lIIl1'.iIllSlllarter.cmll), which is a tool
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released by Coceve Inc. IMSmarter works with eXisting 1M clients and makes them
more useful (or as the name indicates, smarter). It is currently a beta version, which
means that the IMSmarter service may change in usability and functionality. The
1MSmarter tool allows you to log into a Web page to view copies of your chats,
search through your chat histories, and set it up to send you reminders. All of these
capabilities, while useful to most 1M users, are also very useful to those of us who
wish to spy on 1M users.

IMSmarter automatically logs (Ms. It works by altering the Instant Messenger
client's configurations to use the IMSmarter as a proxy. This basically means that
when configured, the IMSmarter servers sit between 1M clients and their original
servers. Because of its convenient location, the IMSmarter server can now see all
traffic between a particular 1M client and the 1M server. This is how the 1MSmarter
service is able to log all of the 1M traffic.

One of the advantages of IMSmarter is that it logs all of the IMs on its Web site,
and is accessed by a Web browser. For most 1M users, this translates to a convenient
place to collect and search through thelf records should they ever need to recall a
previous 1M session. For you as a spy, this means you now have a convenient place to
collect all of your mark's 1M traffic and search through it. Of course IMSmarter was
never designed for this type of surreptitious use; it is intended that only the person
who actually owns the accounts will have the messages logged.

To set up IMSmarter you first need several prerequisites.

• Access to your mark's computer

• A list of 1M clients your mark uses

• The 10 and password for each 1M client you wish to route through
IMSmarter

Once you have this information, log onto a computer and bring up I/1wlIJ.ims·

marter.com in a Web browser. First, you need to create an account for yourself. Select
the "Get Started Now" button and answer the questions about the OS and clients
you will be attacking. Figure 9.3 shows LIS selecting to configure AIM, MSN, and
Yahoo with IMSmarter.

After you have made your selection, the Web site will give you a Web page
explaining how to configure each client. Print them alit and take them with you.
Now that you have instructions, the next few steps will have to be performed on
your mark's computer. Log on and one -by one configure the clients as instructed.
After each is configured, the dangerous part occurs. YOli must log into the 1M net
work for each client; within a minute or two, IMSmarter will send yOll a message
telling you to create an account. Once you are dOlle, you may want to open up the
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browser history (done through the "History" button on most browsers) and delete
the IM$marter and all related Web sites.

Figure 9.3 IMSmarter Setup Screen
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Once you have lM$marter configured and running, you can log onto the
account that you have created and view the logs. Figure 9.4 shows a screenshot of an
IM$maner account. In it, you can search for the messages that have been sent and
received with the registered 1M client~. You can ;llso see the status of the different
accounts; it shows If your mark is currently logged Into any of them. Figure 9.5
shows how IM$marter can be used to search and view chats by different criteria.

WARNING

IMSmarter is a beta tool and so the functionality may change. It was
observed that the IMSmarter adds itself to the MSN Messenger buddy
list when the user logs on. Therefore, using 1M Smarter with MSN
Messenger might not be a good idea. However, this behavior may
change as it is still a beta version.

US1l1g the IM$marter service as a means of logging your mark's IMs is one more
tool in your arsenal. There are risks in using this as a spy tool because it is f.1irly easy
to discover, merely by having the mark look at his or her client's configuration.
IM$maner service will occasionally send your mark messages in an attempt to be
helpful. While a legitimate user of IMSmarter may appreciate that, those of us
coercing it to help us spy might frown on this. Hopefully, an unwitting target will
dismiss the IMSmarter messages as spam. Finally, if your mark is already a member of
IMSmarter, or tries to become a member, the t:1ct that your mark's account names
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are already registered will produce some problems. If your target creates an account,
he or she may be surprised co see that his or her 1M accounts are already associated
with an IMSmareter account. These risks are all things co keep in mind when con
sidering using IMSmarcer as a spy cool. As the IMSmarcer service becomes more
mature, additional features may be added. In the end, while risky, we believe that this
tool has potential and that it can be useful with other means of collection f.1il.

Figure 9.4 IMSmarter Main Page
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Figure 9.5 IMSmarter Used to Search through Logged Chats

•
- ---
• ' _'hi' iiiM. "lUi ill... ,_..

...._...._..--.... --ow ..... _ .._ _M' ....-..._ ....._-" ...
~_.

~---_.......- ..,-.
~

www.syngress.com



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 337.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=362

Spying on Chat and Instant Messages· Chapter 9 337

NOT"'E _

Back in Chapter 6, we demonstrated how Google desktop can be used
to collect and search 1M conversations. Do not forget to include this in
your spy arsenal when you are contemplating how to collect this type of
traffic. We encourage you to review this section of the chapter to see if
it meets your needs.

Impersonation
Sometimes the most successful tactic is to just go for broke and talk to your mark
and their contacts. While this usually carries the most risk, it can also reap the
highest rew,ltd. If you have the mark's accounts and passwords, you have the option
of logging onto the Internet as them and interacting with their buddies and con

tacts. This gives you the option of determining the extent of any online relationship.
The risks of impersonating your lllark cannot be understated. They come from

all sides; thus, impersonating your mark should not be done without cnreful applica

tion of the SLEUTH methodology. In addition, it is probably a good idea to make
sure yOll have an extremely good understanding of your mark. Know what your
target likes and does not like, as well as IllS or her views on some of the big issues of
the day. Since yOLl Will be acting like your mark, be prepared to be your target, even
if this means expressing views and ideas that you personally find distastefuL

The first and most obvious risk is that you will be found out. If this happens,
your whole spy operation is compromised. This can occur ifone of your mark's con
tacts speaks to your lllark at a later date about a conversation that the contact

"believes" the two had. Depending 011 how suspicious your lllark is, this can be a big
red flag showing that something is wrong.

In addition, you should be careful of the timing of your impersonatioll. It should
closely correlate with a time your mark would normally be online. For example, if you
log on very late at night, after your mark goes to bed, you run the risk of one of his
contacts possibly telling him "you sure were up late last night" the next day at work.
You may also want to be sure your mark is not out doing something that all the con

tacts are aware of. "J thought you played basketball every Tuesday" is all inllocent com
ment that could come from any curious contact and be presented to either you or
your mark. If you get this type of question, you might be able to carefully handle it. If

your mark gets it, there is another cause of suspicion.
Another risk that must be managed is that your mark could log in from another

location. AIM, for instance, would send them a message chac thtl' were logged on from
another location. While some people would probably discount this with a simple statt'-
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ment such as "Oh, I must have left it on at work/school," it IS still a risk factor that
you should be aware of.

However great the risks may be of impersonating your mark, it may be the only
way to conclusively determine the context of some relationships. Only t.1.lking to the
mark's buddies will give you the opportunity to elicit information that lllay not appear
in the normal course of spying. It will also give you the opportunity to sec who is
interested in your mark. Since some messaging clients allow you to send a message as
soon as someone logs 011, merely logging on will initiate conversation. This could be a
good indicator that someone is up to no good. In the course of writing this book, sev
eral people added our 16-year-old identity "Sarah" to their buddy lists. Whenever she
logs in, they send her messages. This would not be bad except that 30-year-old men
have no business picking up 16-year-old girls. The best way to determine if someone is
being "cyber-stalked" is to impersonate that person.

With knowledge of some of the known risks, carefully make the decision on
whether yOll want to impersonate them or not. If yOll decide that the risk is worth the
reward, be sure to mitigate them at every opportunity. This means that if yOll use your
target's account and machine to log on, be sure to clean up your tracks. Turn off log
ging before you chat, or if yOll forget, make sure to delete any logs that you have cre
ated. Do not hold convers.ltions that are too deep or that will be memorable to any of
your mark's buddies. And if you are asked a difficult or unusual question, do not be
afraid to fake a quick disconnect.

Impersonating your mark provides a llluque opportunity to Interact with the
people whom you are worried about. It is a very high risk versus a reward payoff. In
many cases, it gives you the edge and needed information you cannot obtain from
collection and analysis. However, since the human (,ctor is involved, and there are

many unknowns at play, careless application of this technique can send your entire spy
operations tumbling down. Use impersonation as necessary, but use with caution.

Tips and Tricks ...

Let's All Get Together
Ok, you plan on using a Trillian or Gaim to impersonate your mark. We recommend
that you install and use whichever one you do not currently use for personal reasons.
Why, you ask? Trillian has a bad habit of merging buddy lists, meaning that all of
your buddies could be added to your mark's account. The next time your mark legit
imately logs in, his or her list could be populated with all of your friends. This is a

Continued
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bad situation. As always in the spy business, caution is the name of the game; make
sure to separate your business from your pleasure.

Case Study: Chat
1M l1:1s become the way that teens and many mher tech-savvy demographics prefer
to communicate. Many teenagers no longer spend hours on the phone. Instead, they
spend hours in front of their PC chatting away with not one, but usually dozens of
their friends at once. With online chat as the place for casual and sometimes not-so
causal conversation, much can be learned about someone while they chat.

Overview
The parents of twO high-school-aged girls receive from one the rumor that the
other has an eating disorder. Worried about the very serious condition, they use their
knowledge to gather information to prepare them to either confront their daughter
and handle the problem or comfortably put the rumor to rest.

Elaboration
Ron and Sherry had two girls that they both greatly loved. In their minds, their
daughters were both perfect in every way. However, one day they received the shock
of their life when Jane, their younger daughtcr, approached thcm with a problem.

She had apparently heard from other students at school that her sister, Alison,
had a habit of throwing up after meals. Realizing the seriousness of the siwation, and
the (,Ct she was in no way trained to handle such an issue, she went to her parents
immcdiately.

Both of her parents were also taken aback by the news. While they wanted not
to believe it, they also felt that the possibility did exist. After all, Alison was very dun
and concerned with her image. Since this was a delicate and dangerous issue, they
decided to get as much information as they possibly could first. What they were
working with now was a third-hand rumor. If they were going to confrom Alison,
they wanted hard evidence. Of course, they could just ask her, but if she did have
such a disorder It was someth1l1g she was not even talking to her sister abollt. They
did not want to risk scaring her and driving her to even more secrecy.

They made a plan to obtain as much information as they could and work from
there. Alison, like most teenagers spent a lot of time IMing her friends. 130th of her
parents had her AIM identity added to theirTrillian buddy lists. (They were actually
using Trillian based on Alison's' recommendations.) The evening they heard the rumor
from her sister, while they were doing their personal work, they kept an eye on
Alison's buddy icon waiting for it to go idle. Once it did, they knew she was not on
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the computer, and they would have an opportunity to use her machll1e. As they
walked up the stairs they heard the shower. Good; she was not going anywhere for
a while.

After sneaking quietly imo her room, they quickly went to her computer,
enabled logging on Trillian, and left. Two days later they waited for their daughter to
enter the shower again. This time they took Ron's USB drive with them and copied
the last couple of days ofAlison's chat logs to ie. They went back downstairs and
loaded them up on their laptops. They quickly turned Microsoft's search tool against
the directory of chats, and began to search for different key words, "bulimia,"
"vomit," "food," "throw up." After a few dead ends they finally came across a chat
where Alison touched on the subject:

Alison224: So I can't believe Tom really likes me

Carol045: Yeah, but man is Jessica jealous.

Alison224: I know, that b···h. Can you believe she started telling people I

have an eating disorder?

Carol045: She's just jealous; she wishes she could be as thin as you.

Alison045: It's nice and all, but I get teased about that all the time. I
actually wouldn't mind putting on a few pounds just to shut people up.

With those few lines of chat, Ron and Sherry felt like they had gotten enough
information to make their decision. Since it was extremely unlikely that Alison was
aware of thelT spymg efforts, she was most likely speaking candidly and telling the
truth. Along with the information from the chat log, they kept a very close eye on
Alison over the next week, especially after meals. Failing to find any other evidence of
an eating disorder, they dismissed what they heard as TUmor, and stopped worrying
about it.

Analysis
Since they were dealing with a difficult topic, Alison's parents had to approach it very
carefully. Because they had received all of their information third-hand, they felt that
they needed to have all the facts straight before they approached their daughter about
her alleged problem. A mistake could force her mto demal and even more secrecy.

While some people may question the approach that Alison's parents took, it
turned out to be effective. While worried abollt their daughter, they did not want to

confront her with such a heavy issue unprepared. They used their knowledge of
computer systems to colleee some ofAlison's candid conversations with friends, to
look for clues to the source of the supposed eating disorder. From their secret obser
vations they received enough information to show that the problem was most likely
a rumor. They felt secure that their information was correct, since by spying on their
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daughter without her knowledge, she was III a sItuation where she would have no
reason to alter or hide the truth.

Summary
1M is quickly becoming a popular communication method for young and old alike. In
many ways, it is like a telephone because coworkers, friends, and t:1mily can use it to
communicate interactively and to stay in touch. However, unlike telephones where
you can hear the voice of the person you are chatting with, messaging is much less
attributable. Many times people speak without reservations on 1M about things that
they never could bnng themselves to discuss m person or over a phone line. Further
enabling this anonymity IS the way that messaging t:1cilitates anonymous meeting loca
tions (e.g., chat rooms) where these thoughts are shared with absolute strangers. It is
these secrets, and the fact that most teenagers will happily tell you that the acronym
POS stands for Parent over Shoulder, tim brings us to this chapter. The following are
some of the key points that you should take away from reading tillS chapter:

• Messaging services AIM, Yahoo Messenger, and MSN Messenger operate
on completely separate and isolated networks. Users on Yahoo Messenger
cannot communicate with AIM users and vice versa.

• Aggregator clients such as Gaim and Trillian can be used to combine the
account management of many different services into one cOl11mon client.
In addition, because these clients are freeware, yOli will not be bombarded
with the advertising that is present in the other clients.

• If possible, add your target to your buddy list. You can (and should) use the
idle time, away notice, sign-on, and sign-off, of your target to track him or
her and decide when you can secretly access his or her machine without
being detected.

• Most cliellt~ provide the option to automatically log all conversations. This
is a useful option for you to secretly collect your target's discussions.
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• If you cannot access your target's computer, bm are located on the same
subnet, you can use a sniffer to collect the conversations.

• IM$marter offers a great method of collecting and searching through chat

logs remotely without having to repeatedly go back to your target machine.
However, its continual stream of messages make it a rather noisy and dan
gerous techlllque.

• When all else t:<ils, you can either try to impersonate your target with a
collected password, or you can try and establish communication with your

target using an alias. Many bw enforcement agencies use tactics like this to
gather evidence of wrongdomg. For example, in child pornographer s[jngs,
the agents must pose as other child pornographers. There is a fme line
between catching someone and coercing them.
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Chapter 10

Now we are going to knock it up a notch. Bam!

- Emeril Lagasse

I love it when a plan comes together.

- George Peppard as Col. Hannibal Smith of the
HA-Team"

Topics in this Chapter:

• Improving Your Skills

• Expanding Your Horizons

• Summary
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Introduction
Congratulations, you have made it through the first part of eyber-spy school. By
now you should have a basic understanding of the spy process and quite a few tricks
to help yOll pry into people's online lives. You may be feeling computer savvy, and
even a little dangerous. De warned, tillS IS Just the begml11ng. We have given you a
few basic tricks and scenarios, which will work most of the time, especially in ideal
situations. Of course, olle of the most important rules of cyber-spying (all spying, in
f:1ct) is that there are no ideal situations.

To be as prepared as possible for these non-ideal conditions, you need to develop
skills that will expand your knowledge base and make you as vcrsatile as possible.
One major thrust of this chapter IS to Improve and build upon some of the tech
niques discussed earlier in this book. We want you to take what you have learned
and convert it from basic to guru, so that when you encounter those odd cases, you
still have a few more tricks up your sleeve.

Although this book focuscs mostly on personal computers (pes), thcy arc only a
small part of the entire cyber-realm. While they are generally most people's gateway
to cyberspace, they are not the only area a good cyber-spy should focus on. As cell
phones, personal digital assistants (PDAs), and even video game consoles become
more advanced, there are morc ways to gct online and to store and use information.
All of these devices can hold clues about how their owner lives. A cyber-spy should
not overlook tillS potential gold mine ofmformation. Harnessmg the Internet and Its
many powerful search engines and online databases should also be a tool in every
spy's arsenal. Many people still do things the 0Id-f:1shioned way-by paper. Detailed
credit card statements, phone bills, and other periodic paper documents are a great
place for collecting even more information. Viewing the entirc picture and col
lecting and correlating data from different sources IS a very Important part of spy1l1g,
and an advanced technique that even professional spies have a hard time mastering.

Tips and Tricks

Take Two
Throughout this book, we have discussed using hardware-based keystroke log
gers. In many cases, they are the easiest and only way to get the information you
need. If you decide to purchase a keystroke logger for your spying endeavors, we

Continued
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strongly recommend that you buy two identical ones. Having two keystroke log
gers is extremely helpful when you have to deploy and analyze data from them.

A good spy tries to expose himself as little as possible; for you that means
minimizing your time on target. While installing a keystroke logger is a quick and
easy task, if you want to take it to any other computer and analyze it, there is a
time issue involved. If you only have one, you are forced to install it again after
you have dumped the data; hence, there is a window of time when the machine
is not being monitored at all.

The situation is improved with two keystroke loggers. When you remove the
full one from the back of the target PC, you replace it with the empty one. You
now have immediate coverage on the computer. Meanwhile, you can analyze the
other keystroke logger on a different machine.

Improving Your Skills
This section is about "taking it up a notch." Many of the basic skills and scenarios
prescnted carlier, whilc valid, do havc problcms. Hcre, we address some advanced
techniques to makc you a more powerful cyber-spy whcn encountering realistic
complicated scenarios.

Collecting on Switched Networks
As mentioned in Chapter 4, switched networks are becoming very common. For PCs,
there IS no longer much of a pnce gap between switches and hubs. In £:"lct, hubs are
disappearing from most consumer electronics stores, while switches are being built into
cable and Digital Subscriber Line (DSL) routers, making them ubiquitous. Since many
of the techniques from the earlier chapters involved sniffing the network, a task made
difficult by switched networks, wc necd to dcvelop a solution to make sniffing a uscful
endeavor again. We will do this by using a concept known as Address Resolution
Protocol (ARt» spoofmg. As we will demonstrate, ARP spoofing enables you to use a
"Man-in-the-Middle (MITM)" attack against your target.
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Notes from the Underground

What Is Spoofing?
Spoofing is the computer term for altering information in a packet in an attempt
to hide its true contents. This term is used most often in the context of "spoofing
an Internet Protocol (IP) address." In this case, a packet is labeled with an incor
rect sender IP address. The receiving computer is deceived into thinking that it is
communicating with a computer other than the real sender. Oftentimes, IP
addresses are spoofed so that the destination computer cannot respond to the
packet.

ARP Spoofing
From Chapter 4, you are familiar with the concepts of an IP address and bow it is
used to route packets across a network. We will now go a step lowcr to learn about
addresses that the hardware it~elf uses, which are called Media Access Control
(MAC) addresses. A MAC address is a 12-digit, 48-bit number that uniquely identi
fies a hardware adapter (i.e., an Ethernet or wireless card).

Each network adapter in a computer has a unique MAC address. This is how the
hardware knows winch packets it should retrieve, and which belong to a different
adapter (potentially at the same IP address).The ftrst section of each packet is dedicated
to the MAC addresses of the sender and receiver. If the MAC address of the packet
matches the hardware address of the network adapter, the computer examines it.

To send to a packet with an IP address, the adapter queries the local area net
work (LAN) for someone who has a matching MAC address. (This IS called an ARP
request, because you are asking the entire network which MAC address corresponds
to the desired IP address.) An adapter that matches responds with an ARP response
essentially saying, "Yes, that is my IP address, and my MAC address is
00:08:))8: IC:00:6C." 8ecause this transaction requires that two packets be sent (a
qucry and a rcspollSc), the sending computer tries to reduce future network conges
tion and stores the response in memory. This table of past responses is called an ARP
cache. In addition, any other computer that saw the response will store the informa
tion. If no one responds, or the IP address is out of the range of the local area
subnet, the router or switch that serves the requestor will send a response, which tells
the sender that they should send the packet directly to the router to be forwarded to
its ftnal destination.
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Now, for the danger: there was no mention of allfhelllicarioll. It IS possible to send
spoofed ARP responses to machines on a network to confuse the computers. AJtP
spoofing can result in a perfect MITM scenario. There is nothing that stops you
from shouting out "Yes, that is my IP address, and my MAC address is ... " before the
legitimate adapter has a chance to respond. That works easily on local area subnets,
but what about switched networks? The attacker's computer can proactively send
spoofed ARP responses to the gateway router or switch indicating that the attack
compmer's MAC address corresponds to the target computer's IP address. More
spoofed ARP responses are sent to the target computer, telling it that the MAC
address of the attack computer corresponds to the IP of the gateway. Having done
this, all traffic sent to the gateway from the target computer will be sent to the attack
computer, which then examines and forwards the packets to the actual b"<1teway and
finally to the target computer. All responses will be sent from the gateway to the
attack computer, which can examine them before forwarding them to the target
computer (see Figure 10.1).

Figure 10.1 Results of ARP Spoofing/Poisoning

A • c
Switch

I.~';;;;=""~_·jE- jjfl
~ ~

A successful ARP spoofing attack will result in all MITM scenario that is not
easily detected by all unsuspecting user. One advantage of being in the middle of a
target computer and its gateway is that yOll can examine and colleer all traffic to and
from the target computer. In addition, being in this location relative to the target
computer and the outside world enables you to attack certain types of encryption,
most notably Secure Sockets Layer (SSL). Since their traffic will actually be passed to
the Internet through the attacker, the victim wilillot notice the attack without
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smffing the network. Since the ARP caches eventually time out, by stoppmg to send
the spoofed ARP responses, the network will eventually work back into its natural
state. It should be noted chat this type of MITM attack is sometimes called ARP poi

sOllil/g.

Cain & Abel
Some people create tools to do one ching very well, while ochers create tools that do
many things. Cain & Abel (C&A) v2.5 Beta (released by the owner of lIIww,o.xid,il) is
advertised as a password-recovery tool for Microsoft Windows. C&A is capable of
sniffing networks, coUecting passwords, and using a variety of cryptographic attacks
to crack encrypted passwords. Newer versions of C&A have incorporated methods
such as ARP poisoning, to allow for the discovery of more passwords. Although
C&A has many exotic and powerful features, we concemrate on some of its more
standard features to help expand your current capabilities. We encourage you to
download and experiment with this as a tool in your cyber-spy arsenal.

The ncwest version of C&A can be found at I/IwlIJ.o.xid.it/c(/il/.h'llll, as well as
from our site, 1I1f/fmcyberspybook.com. In our examples, we use C&A for Windows NT,
Windows 2000, and Windows XP

Installation is a two-step process because a special version ofWinPcap must be
installed. The first step is to double-click on the C&A executable file and install it as
you would any other application. Once lIlstaliation IS complete, it IS time to 1I1stall
WinPcap, winch has been integrated directly into the installation process (you will
be prompted to install it). Since installation ofWinPcap was shown earlier, we will
not cover it again.

With everything installed, you are ready to use C&A.As with most applications,
the first procedure is to configurc the tool to your needs. To do this, launch the
application and select the Configuration Dialog tab (see Figure 10.2). This allows
you to select the imerf.1Ce all which to sniff. It is easiest to select the interf.1ce by
using the IP address as a guide. You can also set the snifTer and ARP to begin on
startup, although we do not recommend this. We suggest that you only use C&A
when you explicitly want to.
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Figure 10.2 Sniffer and General Configuration Options of the C&A Tool

---~\HPr~1II0C9l101..vcJ..11~~1'C052Ool519(f

""-'"~---• SI.o_""..-• SI.o_..,,
I;7P_~_>~1;7 _

Selecting the ARP Poison Routing (APR) tab (see Fi!:,'ure 10.2) brings up the
next set of available options. The det:1tJit options (see Figure 10.3) should be suffi
cient, but if yOll are having problems gening the attack to work, you can set the
"Poisoning remote ARP caches every 5 seconds" field to poison at a quicker rate.

Figure 10.3 ARP Poison Configuration Options of the C&A Tool
C.nf'Eurohon OJoloE X

~I

......
__AAPo«:h........y 15:±j --.
(0" U..AAPR.wPO<btt

U..AAP Roq,M~ Pod... l\o4oo.N_1,,116:1

OK Cora! I

With configuration complete, you are read to begm performmg an MITM
attack. Double-click on the executable to bring up the C&A window (see
Figure 10.4).
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Figure 10.4 Main Interface of the C&A

__ _ _" ... _ """'" _ «W_...._....._.._..._-

Next, you need to start the sniffer, which can be done by clicking the sniffer
button (the far-left ICon shown III Figure 10.4). Once the sniffer has started, you can
select the Sniffer tab 111 the window co bring up the sniffing suboptions. Right
clicking in the window allows us to be aggressive and scan for other machines (see
Figure 10.5).

Figure 10.5 MAC Address Scanning Dialogue in C&A

_.
1:'--

... '- b1-Q; - __ ~ --...., Ll _-om>s I± _ us: _ I

As demonstrated next, C&A can explicitly discover any machine on your net
work (Figure 10.6 shows the various options [bat are available). We invite you co
explore these options after you download the cool. Since we are going co perform
our MITM auack on a small home network, scanning all the hosts in the subnet is
enough to bring up all of the computers in our network. If you are on a brge net-
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work, use a small range to limit the amount of traffic (and potentially alerting nOise)
that you generate.

Figure 10.6 C&A MAC Address Scanner Options

•
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•••It _lu<Xnl

-12 .... '" ....--l!! .........' Ll .......".. I± _lli - I

Once C&A has finished its scan of the network, all of the computers it discovers
are displayed (see Figure 10.7). In this case, it has successfully discovered all of the
machines in our local network. As yOLl can see, the IP address and MAC addresses
are both displayed. If C&A determine more information, it will be displayed as well.
For example, 192.168.1. I is most likely a router because the Organizationally
Uniquc Identificr (OUI) fingerprim field says [hat it is "Thc Linksys Group, Inc."

Figure 10.7 Results of a C&A MAC Address Scan
'.:. 'QlX
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Now it 15 time to start the ARP pOIsoning. Firs[, select the APR tab at the
bottom left of the window. This will bring lip the APR interface (see Figure 10.8).

Figure 10.8 C&A APR Interface

~":"-'- ....
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Selecting the "+" button in the upper left corner of the C&A window presents a
list of possible machines co ARP spoof. On our network, Figure 10.9 shows the
machines that we can poison to mount our MITM attack.

Figure 10.9 C&A Interface to Select New APR

,,,.,.. ,, .::<10'" ,,,.lI."'" MO>OlIt<I

In this instance, we want to poison 192.168.1.107 (the target) and 192.168.1.1
(the gateway). By selecting 192.168.1.107 in the left window, the choices of other
machines are displayed in the right window. Selecting 192.168.1.1 and then the OK
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button sets up the parame£ers. Because 192.168.1. I IS the gateway for our network,
spoofing this connection will redirect all Internet activity from 192.168.1.107 to our
machine (see Figure 10.10). At the moment it is idle, so the network is functioning
normally.

Figure 10.10 C&A Configured to ARP Poison
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To beglll ARP pOisoning, select the round yellow and black APR symbol III the
upper left corner of the window. This will start the poisoning of all of the caches.
C&A will constantly send out ARP responses in order to set up the MITM attack.
As the user on the unsuspecting machine L1ses the Imernet, the status of the ARP
poisoning is displayed in the windows (see Figure 10.11). We can see where the user

on the targeted computer has been browsing. The number of packet.s passed by the
MITM attack is also displayed.

Figure 10.11 Successful C&A ARP Poisoning Attack Example
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Next, we see the results of our sniffing by selecting the Passwords tab III the
bottom of the window. Figure 10.12 shows the passwords that we have found. On
the top row, we can see Sarah's hotmail password. As seen in the next two rows, not
every password can be broken out by this application. Some schemes such as Yahoo
transmit unbreakable hashes of their passwords. You can task C&A with attempting
to break the hash, but unless the software is extremely lucky, it will not happen.

Figure 10.12 Passwords Collected from C&A on a Switched Network
.
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Unfortunately, MITM attacks are not an IIl/kliOiI/1I method of gammg access. A5 a
result, Web pages have security certificates and other mechanisms to help secure the
Web site (see Figure 10.13). Our unsuspecting victim will get this warning when
they browse to a sire thar uses these certificates. Mosr people click their way though
the security warning, giving free access to their encrypted Web traffic.

Figure 10,13 Certificate Security Warning to Discourage MITM Attacks
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If we are lucky, they will select yes to proceed and therefore continue our MITM
attack.An MITM att.1ck performed by C&A can be a very useful tool in your arsenal.
C&A also has many more nll1ctions that can be used to spy on your mark.

Sneaky Web Tricks
TIllS section IIlvolves using the mformation obtamed from other methods to help
expand access to your online targets. In Chapter 6, you learned to collect e-mail
accounts, passwords, and browser histories. In Chapter 7, we discussed how to collect
e-mail. The trick here involves combining all of these lessons in order to access other
online sites that your target may be using.

For example, many online personal advertisements and dating sites allow users to
create acCOUllts where they receive personal messages and other information specific
to that site. Depending on why you are spying, this could be information you are
interested in.

The first step is to ensure that you have the ability to view your mark's e-Illail.
Once you have control of the e-Illail, the next step is to acquire a browser history
and after that, search for sites of interest. Most can be browsed to and viewed; those
that cannot may require accounts and passwords. When yOLl encounter one of these
sites, the next step is to look (either in protected storage or cookies) for an ID asso
ciated with that Web site.

Once you have the target site and account, browse to the SIte. To log Ill, you will
probably need the password. (If you transfer all of your target's cookies to your com
puter, yOLl may be able to browse using their session information and not need the
password.) While there are many ways to obtain the password, such as logging
keystrokes or guessing, most Web sites offer another option: attempt to log in, use
anytlung you want as the password and when you fail, look for a "I forgot my pass
word" button. This usually e-mails the original password, or a new password, to the
user's registered e-mail address. Now chat you have the password, yOll can enter the
Web site at your discretion.

Another thing to consider is how you are going to handle the e-mail. If yOll
receive a password reminder or a change in password, it is best to delete the message
if you can. Although changing the password may be alerting, your mark will most
likely follow the same procedure as you and have a new password e-mailed to him.
Since you can monitor e-mail, you will also have access to the new password.

A Secret Web Server
Now that you know about the structure and sweet spots (i.e., e-mail boxes and tem
porary Internet files) of the Windows operating system, you may want to consider

www.syngress.com
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mstalhng a tiny Web server on your target's complUer. Even when files were hidden,
we were able to access them remotely from several Web servers. One such server is
freeware application Abyss Web server. You can retrieve this executable from
Il'WmdOl/lllload.colII (search Abyss).

If you want this to remain secret, you must be stealthy in your installation
options. We recommend checking only the Abyss Web Server (required) box and
the Auto Start box so that the server is always running (see Figure 10.14).

Figure 10.14 Recommended Abyss Web Server Installation Options

liBl Abyu Wcb SCIVCI Xl Sctup. Inst<JU4tlon Options ~ r ~

~ n."nstall\bys.Wet>s..-XI onYWf«JrT1llt...

5ele<t,~ 10 i'><UJI:

C.u I

~MMt;p'41H!!J·! e.g
Ii:I At«o Start

D-
O Starl MenJ SIO'Ia.(.

I <Bad< II Next>

After the Web server has been installed, it is time to configure it for use. The first
thing to do is specify an Administrator Login name and password (see Figure 10.15).
From a tradecraft perspective, you may want to consider selecting a name like
"133thaxOr," which might be the popular choice of a young hacker. Likewise, you
could lise the name "Mom" ifyoll were trying to overtly convey to your children
that you are monitortng them.

Figure 10.15 Configuration of Abyss Web Server Administrator Login Name
and Password

-~...__ .. _.--
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The next section must be followed closely; by def.1ult, the Web server IS tightly
configured to be a conventional application serving up .HTML pages. To make
things easier, we demonstrate how to do this in a short series of steps.

1. Serving directory. Change the def:"\ult-serving directory to be the folder
yOll are most interested in viewing, by clicking on the Server
Configuration ICon on the left side of the console IIlterface. From there, set
the Server Root to be C:\ and the Documentation Path to be Documents
and Settings (or Program Files, depending on your intentions) and
change Port 80 to something you will remember (see Figure 10.16).

Figure 10.16 Configuration of Abyss Web Server Root Directory and

Port
'!'!.-I<"_io __ ..

• '~'IJ il:J.:l'-.m".....,'-..... 0 ..
e-..... __ ... ' ..... ' ..... _ ' ......... ' ......

~ra~ Server ConfiguratIon

n.o .... _ ....,,~......, ... _

............. ,~,'_........ _.....-
_,",'00

2. Disable access log file. Before you can successfully restart the server, you
must remove the logging files. This can be done by clicking on the
Advanced... button on the left side of the page. This will bring up a new
set of icons. Select Server Parameters, blank out the value for the "Log
File" field (see Figure 10.17), and click OK.

Figure 10.17 Removal of Abyss Web Server Log File Storage

.... _.. _--
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3. Disable common gateway interface (CGI) capability. Next, the
server will notifY you if the eGI Error File does not exist. Since you are
not using this in the traditional Web server sense, you do not need this
capability enabled. Click on the CGI Parameters icon, change "CGI
Processing Enabled" to No, blank out the "eGI Error File" location, and
click OK. Your settings should resemble those in Figure 10.18.

Figure 10.18 Disabling Abyss Web Server CGI Capability
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4. Restart and access. Lastly, yOll call press the Restart button and access
the Web server remotely usmg a browser pomted at the IP address and pon
number specified. This gives you full remote browsing access to the root
server directory (see Figure 10.19).

Figure 10.19 Browsing to the Abyss Server Remotely
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WARNING

•
Do not install a remote Web server with a root-server directory if you
have non-encrypted wireless access on your network, or you do not have
a firewall or Network Address Translation (NAT) appliance such as a
Linksys router between you and the Internet. If the IP address of the
server is routable over the Internet. this is a BAD idea unless you want
everyone to be able to access the directory. If you do not have encryp
tion enabled on your wireless access point, a War Driver could secretly
gain access to your network and access this server as well. If you do not
adequately secure your target. you will not be the only one spying on
that machine.

You may think that choosing a port other than 80 ensures you are
secure, but many "scanning" applications are in circulation that search
for the existence of servers just like this.

From a stealth perspective, one problem with this server is that it has an icon vis
ible in the system tray (the f:1r right of the Start menu). As mentioned, applications
exist to remove these icons; however, you can also take intermediate measures by
hiding options within the menu itself. To access these options, right click on the
system tray and select Properties. Click on the Customize button, which will
bring up a list of items. Highlight the Abyss Web Server and change the behavior
to be Always Hide (see Figure 10.20). This trick also works for Coogle Search and
other tools that you may have running on a target complUer.

Figure 10.20 Hiding the Abyss Web Server System Tray Icon

www.syngress.com
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While you cannot change or add files onto the remote server, you can browse to
it whenever you wish. This is an ideal way to periodically copy e-mail, buddy list
information, and temporary Internet files. Unfortunately, this method of access does
not lend itself well to retrieving key logging or screenshot takes, because you do not
have the means of resetting their file size to be zero. Depending on your technical
ability, you can experiment with turning the CGI capability back on and creating
CGI executables that are capable of executing small tasks such as this. Likewise, if
you enable a CGI command and control interf.1ce such as this you can theoretically
use it to start and stop other monitoring applications such as the desktop monitoring
tool discussed next.

Making Desktop Movies
Desktop movies are recordings of all movements on a desktop and are generally used
for tutorials; however, they may also be of assistance in your spying endeavors. There
are few frce sicalthy desktop-rccording applications available. Most operate by dis
playing visible "record," "pause," and "stop" buttons. However, it should be noted that
commercial versions of this software has been purposefully created to be hidden and
stealthy such as "Desktop spy" available at 11fI/fw.spyarsellal.colIJ. We do not endorse any
commercial products and therefore have not evaluated any of the options, but most
(including Desktop spy) give you the opportunity to download them for a free 21
day trial. If you are lucky, you may learn all you need to know III those 21 days.
Commercial applications such as this one generally enable you to set certain start
and stop times for the captures, which can enables you to know if your spouse wakes
up an hour or so before you to access the computer in "privacy."

Another option is to combine the power ofvirtualnctwork computing (VNC),
winch was demonstrated III previous chapters, with desktop mOVie-making software
to record movements on your target's compllter. Because the desktop monitoring
software is located on your compllter (instead of your target's), you do not have to

worry about a noisy dialogue box. Instead, you merely launch a VNC session and
begin capturing data. Figure 10.21 demonstrates how the CamStudio recording box
is positioned around a VNC session to make an .AVI movie of the movements on
the remote computer. CamStudio, which is freeware, can be downloaded from
www.bmthersofi.colII/1\11l1lti/lledia_Graphics_SaeCII_CaptllrcCam 5t11dio_3944 .IltlllI.

There are several freeware desktop movie applications that you may find useful
(or more in tunc with your needs). Also, it should be mentioned that as or the
writing of tillS book, there are Linux and MacOS versions ofVNC recording and
playback plug-in applications; however, we were not able to identify any straightfor
ward Windows ports. We encourage you to experiment searching for Windows

www.syngress,{om
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VNC viewer-recording capabilities tbat are built directly into VNC, as they may be
more effective. Recording is an option that can be used for proof or confrontation
material following an event.

Figure 10.21 Combining VNC and Desktop Recording Software Such as
CamStudio Can Enable You to Secretly Store Movies of the Activity on a

Remote compu~t..e~r;;;;~;;;~~
_~,,"_Go __ '"

.• ·11 f:l ----....

Web Cams
Web cams are difficult to detect and collect data from, not because of technological

enhancements that keep them protected, bllC because of tbe large (and ever
expanding) number of different clients that are available. Most clients use their own
protocol and operate all their own port. Table 10.1 shows a sampling of the various
port~ llsed by the different services.

Table 10.1 A Sampling of Ports Used for Video

Description rep Port UDP Port
VDOUve Streaming video
Streaming Real Audio & Video
VocalTec Internet Phone Video
Xing StreamWorks Streaming Video
MS NetShow
MSN Messenger Web Cam
ICU II Video Conferencing

iSPQ Video Conferencing
AIM Video Chat
Yahoo Video Chat

7000
554, 7070
1490, 6670, 25793

1755
5100
2000-2003
2000-2003
1024-5000
5100

User SpecIfied
6970-7170
22555
1558
1755, Dynamic

1024-5000

www.syngress.com
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Clients that accompany AIM, Yahoo, and MSN chat clients are some of the most
popular for home use. While Snon, Ethereal, and most sniffers collect traffic, there
are no good tools for reassembling the video streams from the traffic. Currently, the
best we can do is to determine that one is running on our network.

Expanding Your Horizons
For the final part of this lesson, we are going to expand your collection circle from
the computers 011 your home network outward. We start with your home router and
end the search on the Imernet exploring Google, white pages, and several databases
full of mformation useful for SPYll1g.

Small Home Routers
Home networks today often utilize low-end routers such as those produced by
Linksys, to share a single Imernet connection among several computers. In these cir
cumstances, the router is a choke point in the network that uses NAT to map
packets among hosts. Given this responsibility, these devices have access to all of the
traffic on the network, and many maintain logs of that traffic.

The first step is to discover where the router is located on the network. This step
can be done by identifying which Ii> address your computer lIses as its deL'mlt
romer. One method of domg tillS IS to execute ipconfig lall <ENTER> from a
command prompt (see Figure 10.22).

Figure 10.22 The Default Router IP Address Can Be Obtained by Executing
ipconfig from a Command Prompt
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From these results, we see that our IP address is 10.1.1.106 and the address of
the def.1ult router is 10.1.1.1. Nearly every home router provides a convenient Web
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Illterface for admmistration and mamtenance. The next step IS to open a browser and
"surf" co this IP address. You will most likely be greeted with a page querying you
for a user name and password (see Figure 10.23).

Figure 10.23 Password Prompt from a Linksys Router

e- ....... -..to* ...
~-. fliOe:t 00" •• • 0 .. Q.
,0-.... .- __ ... . __ .'''''' _

.......... '-' ....~ .._.",.,' ..............
--~

_ ....... 1-1 .. -

Ifyoll are lucky, this password may not have ever been set by anyone in your
home. Several Web sites such as l/Ill'wcirl.IICI /{gi-bill/passwd.pllist default passwords
and account names on products such as thiS. Alternatively, you can walt for someone
co log in co administer this, and capture the keystrokes. However, note that doing so
may take a lot of time because few people need to frequendy view or change this
information. Given all of the previous password recovery cools discussed in earlier
chapters, another option is to try e-mail and Web accoum passwords that are com
monly used by your target. It is very likely they are using one of them on the router.

As a last resort, many of these deVIces provide a means of"resetting" the system
to f.1Ctory defaults. Doing so completely eliminates the password and enables you to

have full access of the system. We recommend only doing this if: (1) no one else in
your house is currently accessing the Internet (as it will disrupt the connection, (2) if
you have reviewed set-up and configuration information on the manufacture's Web
site, and (3) if you have a good cover story/back-up plan in the event that you are
not able to re~configure the Internet connection. For example, if you claim that the
power went alit, Rip the switch on the circuit breaker so that other devices appear to
also have lost power. This is also a good time to quickly install a keystroke logger on
your target's computer so that yOll can identify what the new password is.
OtherWise, if the Imernet connection works after you reset it, you should be able to
direcdy access the Web site (after potentially using a def.1lilt login such as lIsername:
admin password: admin). Note, however, that resetting the router will also delete any

www.syngress.com
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wIreless encryption keys, so be sure that yOll have considered all of the pocencial side
effects before you take this extreme approach.

From this point on, we will assume that you have gained access to the router
through one of the means mentioned. For our purposes, the most interesting aspect
of the routers is its logging capability. In the Linksys model (see Figure 10.24), you
can access the log page by clicking on Administration I Log. Your version may
differ somewhat; therefore, you should look at the documentation for yOUT particular
model for specific directions. In our example, ensure that the "Log" button is
checked Yes to capture traffic information.

Figure 10.24 Internet Traffic Log Location on a Linksys Router
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When some time has passed and a log has been collected, you have two options.
You can cithcr view the log dircctly on the routcr itself through the Web intcrface,
or you can have it sent remotely to a computer where it is stored and updated on
the fly. When your cOlllpllter is shared with your target, you should access the log
only from the Web incerf..ce; otherwise, your target may stumble across the software
and become suspicious. To view the log locally, you must click either Incoming
Log or Outgoing Log. The incoming log maintains a list of traffic that is destined
for your home network and the Outgoing Log lists where users in your network are
going out. The Outgoing Log will probably be the most useful (see Figure 10.25).

In this figure you can see outgoing traffic information for four different com
puters:

• 10.1.1.100 is llsing thc AOL Instant Messaging (1M) clicllt (port 5190)

• 10.1.1. 101 is surfing to the l/Il/Il/I.SOlly.fOlIl Web site

www.syngress.com
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• 10.1.1.104 IS accessmg the 1lI1l1l1'.lIsatodaycolII site and its associated advertise
ments

• 10.1.1.106 is also usingAOL 1M.

Figure 10.25 Outgoing Internet Traffic log on a linksys Router
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The drawback to accessing information directly on the router is that it has a
limited amount of storage space. This means that depending on the amount of
traffic, tillS log may only date back 5 or 10 n11l1llCes. IfYOlif target was conducting
illicit activities while you were at work, you may be Ollt of luck.

To solve this problem, save the log files remotely on a computer that your target
does not use. This will enable you to maintain larger amounts of data abollt the traffic.
Most home routers have remote clients such as this for accessing and saving log files.
In our example, Linksys provides an application named LogViclI'cr, which can be
downloaded at .{tV / ~{tp.lil/ksys.colII /prlb/beftr41 /fogvicuJcr. cxc. Once you install this appli
cation you must verify that the address entered into the "LogViewer III address" field
is correct (i.e., in our case it is set to 10.1.1.106). As Figure 10.26 demonstratt.-'S, the log
from the LogViewer application is very similar to what you will view on the Web site.
The two biggest differences are (I) larger amounts of access data can be stored and (2)
logs arc updated in real time so you can literally "watch" this application for an up-to
date view of all Internet activity on the network.
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Figure 10.26 Outgoing Internet Traffic Viewed Remotely Using logViewer
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Cell Phones
Cell phones have become a ubiquitous coml1llltlicatioll device. Modern ones much
more closely resemble computers than the traditional phones of 10 years ago. Today,
cellular phones have Web cams, still cameras, Internet surfing, e-mail, and 1M capa
bility built directly into them. Each new model takes a step closer toward realizing
the same communication functionality as desktop computers. With this enhance
ment also comes a security consciousness, with exploits and viruses aimed at cell
phones already in circulation.

Given the wide assortment of carriers (i.e., Cingular, Verizon, NexTel, Sprint, T
Mobile, and so on) in the U.S., there is also a wide selection of phone manu(lcturers
and each manufacturer has a hefty selenion of cell phone models. Because it IS

impossible to cover aU of them (and the most current models will likely be updated
by the time you read this), we stick to a series of collection recommendations:

I. Determine the model. When your t.lrget is in the shower or has stepped
out for a moment without the phone, physically investig:tte it to determine
what manufacturer and model it is. Most phones have markings that identify
them. Given the general interest that many people have with "gadgets,"
including phones, you can even admire it while they are around and simply
ask, "What model is your phone? It is cool." If this does not work, determine
which wireless provider they are using by asking them or looking for a bill in
the mail. Next, go on the Web and find the provider and then search through
all of their available telephone models for one that looks the same.

www.syngress.{om
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2. Read the manual. In general, people are not keen all reading IIlstruction
manuals, but think of this as your opportunity to tlme your skills before
you even touch the phone. ffyou cannot find the manual, search the
Internet; the manuf:1Ctllrer's site is sure to have an electronic one available
(see Figure 10.27).

Figure 10.27 Using a Provider's Web Site to Research a Particular
Phone
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3. Visit the store. If this model phone is available for purchase, you may find
it useful to visit the store for a demonstration. Request to see all of the "ins
and outs" of the phone's functionality. This will help you become f:1miliar
with it and give you a chance to experiment.

4. Scour the Web for features, tips, and tricks. Before jumping into col
lection, search online for information about the model. You should be
aware of every feature that is available for your exploitation, as well as any
exploitation methods for bypassing passwords, and so forth, that have
already been posted by others.

5. Look for histories. Now that you have done your homework, you are
ready to get started. One of the most useful characteristics about cell
phones is that, much like computers, they maintain usage histories. At a
minimum, this should tell you who has called your mark, who your mark
has called, and how long they talked. You can uSll311y access this informa
tion without a password.

6. Look in the address book. Stored address books can be useful because
(1) the phone numbers can be entered into the reverse telephone directo
ries and (2) labels entered into the phone may be extremely descriptive
(and sometimes alerting).
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7. Exploit the features. Many phones today have calend,rs and camera,
video, and Internet access. Search for residual information from any of
these. For example, many of the people that use their cell phone for instant
mess;.lging stay logged on notl-swp. This is an excellent chance for you to
retrieve the buddy list (and maybe even password) of your target. Likewise,
some forward communication through text messaging using services such
as AOL's MyMobile (see Figure 10.28).

Figure 10.28 Using AOL's MyMobile Service to Forward Instant
Message Text
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Consider using mobile forwarding as a means of sending e-mail and text
message pager alerts to yourself to notify you that your target is online,
signed on to 1M, or sending/receiving e-mail.

8. Dilling. If yOllr target literally has their cdl phone on their hip at all tinK'S,
you Illay find that your spying efforts have not YIelded mllch Sllccess. Never
fear, you have one more option. The beauty of phone calls is that they are
logged with details on the transaction times, locations, and participants. These
bills cOllIe in the form of paper listings, or even more popular today. are
accessible using electronic accounts. Analyze these can:"fully, because the infor
mation they contain could be your big break in the case (see Figure 10.29).
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Figure 10.29 Analyzing the Cell Phone Bill for Activities
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Imagine that 703-111-1111 is your home number and 703-222-2222 is your
cell number. You may be curious as to why your spouse is always calling 703-555
5555 for long periods of time. Furthermore, the calls co this unknown number tend
to occur first thing in the morning, during lunch, and late in the evening, all times
that you are not around. The call on October 23 at 11 :04 PM is an especially inter
esting one. You know that your spouse is always in bed by 10:00 PM. This would
mean thar your spOllse secretly got llP to lise the phone after you fell asleep.

Likewise, some bills have information about where calls originate from. This can
also yield interesting clues (see Figure 10.30).

In this statement, the origin of the call is displayed in the sixth column. Beyond
learning whom your target is calling and when, you can learn where they are. If they
are highly active on the phone, yOll can lise this as a type of tracking system. For
example,5.1y YOll are monitoring your child who was supposedly spending evemngs
at "football practice" in Springfield, VA.YOll may find it highly interesting that on
the nights of October 25 and 26 your child was making phone calls from
Washington, D.C., shortly after 5:30 I~M.

Figure 10.30 Cell Phone Bill Origination Information
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Agam, few things beyond a confessIon by someone bring a concern to closure.
Each tip and trick that we have given you can be used to collect a wide assortment
of clues that can be pieced together. This combination serves twO purposes: first, it
helps you gather more evidence against someone, and second, it helps you make sure
that you are correct in your concern before you jump to conclusions and make
emotional accusations.

Google
The Google search engine is a wondrous tool for eyber-spying. Despite the fact that
there are an enormous amount of Web pages online, Coogle manages to discover,
catalog, and cache the vast majority of them {or your searching pleasure. As you will
see, many of these pages were never meant {or public viewing. Furthermore, once a
page has been included in a caching engine such as Coogle, it will be there for a
long time (see Figure 10.31).

Figure 10.31 Outgoing Internet Traffic Viewed Remotely Using logViewer
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Imagine that "Larry Dirtius, a.k.a. Dirty Larry" changed his mind about posting
to the Illll'llI, tntccmuess;ollS, bO(lk Web site one day after first posting there. Even ifhe
successfully persuades the site administrator to remove his posting, it will still show
up III the Coogle search. Since the page has been removed from the Web site Itself,
clicking on the "Dirty Larry:The Real Story" link will give a "404 File Not Found"
error. However, thanks to Coogle, we can click on the Cached link, and it will
retrieve a copy of the original posting.
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Notes from the Underground

Cheat Notes on Google Hacking
The definitive Google hacker is Johnny long of Johnny.ihackstuff.com. Besides
being a highly useful forum on the subject, his site contains a database full of
useful search terms in Google for uncovering information that no one expected
to be made public. For example, Figure 10.32 demonstrates how the tip in his
database to search for "# -FrontPage-" inurl:service.pwd provides username
and password hashes for 121 different Web sites.

Figure 10.32 Google Hacking to Discover Information
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Even funnier in our context is a Google search for "buddylist.blt index
-hack," which gives you the screen name and complete buddy list for several
accounts. It is probably worth putting the name of the person you are searching
for in the query just in case their buddy list is being exported. If you are lucky,
you will come across one or two others that have that person added as a buddy.
We also recommend the book Google Hacking for Penetration Testers by Johnny
for additional examples and explanations on the subject.

Online Databases
There are several tpes of online databases.

Blogs
Blogs are basICally chronologICal online Journals. They are replacmg the vamcy per
sonal Web pages of the mid to late '90s as [he way most people anempt [0 leave
[heir mark on [he In[ernee It was estimated byTechnorati, Inc. [hat as ofOccober
2004, there were 4.2 million blog sites online. Also, a 2003 Pew/Internet survey
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reported that approxllmtely 53 percent of adults III the U.S. had written In a blog.
Even Google has a blog at 1I1l1l1/l.g(l(lglc.C(llIl~g(l(~glcbl(lg that records the musing of dif
ferent employee's at Coogle.

Different people and grollpS create blogs for varying reasons. Some are parts of
projects, others are people's personal thoughts and ramblings. When looking for
information on a mark, finding their personal blog, if there is one, is a great dis
covery. This can yield all sorts of personal information that you can use to support or
discredit other information yOll may have collected 011 them.

Public Records
Without a doubt, the finest option for public records searches is the renowned
LexusNexis service. We encourage you to research the 1I1l11l11.1exisl1exis.(OIll site and
determine if this level of service is necessary for what yOll are trying to accomplish.
You should note, however, that there are many free services that are extremely useful
as well. One such site is llllllllJ.searchsysICIIIS.IlCI. Because available records vary by city,
it starts by asking you to select the city and state that you are interested in. In our
case, we are curious about "Larry Dirtius," whom we have been reading about, so we
search "Richmond, Virginia." Figure 10.33 shows a small collection of the many sites
that are returned from our search.

Figure 10.33 Public Record Sites Available from www.searchsystems.net..... ...., ..--
1

.---.- -- - -- ---.... _,_c_'...._.
'-'- lat......·B.. __" e-.._~~_ ..._e-,____"_e-..."''"'_

--~--..-,-_ .......-
_ ..!wTooI' .....""cc....•.....'---'''---..__.......e-e- .. __.._..~---_.'-,--...-,--~--
1&1 _., ,,,.....""._......., B .....__~..__.._.__..,'~....-_-"-_ _-""---~_...._- ..
1&1 ""_._",,,-._,,!&,m......... __..... _-.aoa

One of the records databases of particular interest was the "Richmond County
Combined Court Records." Selecting this brought up a site that we used to search
for "Dirty Larry." Figure 10.34 shows an example of this site; most cities have similar
sites for their coun systems.

Use public-record databases for your area (e.g., marriage records, court records,
and drivmg records) to better investigate your target. Investigations that used to take
intensive effort are becoming easily available. As public records become easier to
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find and access, what once was seml-pnvate mformation such as houslllg assessments
is available to the intrusive neighbor.

Figure 10,34 Court Records for Richmond, Virginia
..... ~ .. _......
•.•.• fil ._"'..,_~ _. o~ Co

Virginia Courts Case Information

"- _...: I "-....... I_....-.------_..
~__ 1_..""'..... '----

Credit Reports
Thanks to the Fair Credit Reporting Act (FCRA), U.S. consumer reporting compa
nies must provide a free copy of their credit report to individuals once a year.
Because the debits of individuals that are married can often be grouped together, this
may be a good way CO search for hidden credit cards and bank accounts if you sus
pect fmanClal nllsconduct on the part of your spollse. You can access this mformation
at I/IWIII. all/wafered;IrepMt. COlli.

Address and Phone Listings
Online phone listings can help in many ways. Remembering that everything is a
trail of breadcrumbs they many not gleam a solid "proof", but they can certamly
provide useful clues.

White Pages
If you discover the name of an individual that your mark seems to be corresponding
with a great deal, you can use search sites such as lIJl/IU!.addresses.collJ or
IlItp://phollc.peopfe.yallOo.wl/1 to discover both that person's phone number and
address (see Figure 10.35).

Searching for Larry Dirtius reveals his 804 area code, phone number, and address
in Richmond, VA. IfYOll followed our story about 16-year-old Sarah from
Alexandria, VA (in Chapter 6), who we learned is really 13-year-old Katie, you
know that her parents should keep her away from any unescorted visits to
Richmond. Dirty Larry lives there.

www.syngress.com



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 374.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=399

374 Chapter 10 • Advanced Techniques

Figure 10.35 White Page Search for Larry Dirtius Yields His Address and
Home Phone Number

.. ~~ .. __ ...

...__......_--- ._-_......_.. ......,--
Similarly, you may not have solid proof that your spouse is cheating on you, but

you discover a brge number of e-mails from a person that has made you suspicious.
While we do not condone any type of atT.1ir (regardless of online-only or not), there
may be a difference between the exchange of lusty e-mails and an actual meeting.
Suppose you search for the address and phone of this person and discover that they
just happen to live in the town that your spouse has been recently traveling to "for
work."This also gives you a phone number to watch for on cell phone caller ID log,
winch may indicate that there IS a potential problem.

Reverse Directories
What can you do if you discover that the same unt:1miliar phone number has been
listed repeatedly on your child or spouse's cell phone? Make use of the many reverse
phone directones available. For example, Figure 10.36 shows how IIJlI1w.rcl1ersephollcdi

rectory. COlli can be used to look up phone number 804-555-5555.

Figure 10.36 Reverse Directories Enable You to Identify the Owner of a
Telephone Number

........._ ..
•.•.• tl fI _
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If the number that you are searchmg belongs to a cell phone, you may receive
information stating that it is registered to a provider, bm will most likely not receive
the actual owner's name.

Social Engineering
We cannot write enough about the power of social cllgillccrillg. Unlike compmers that
have rules and strict protocols set in code, people adjust their decisions based on
reasoll. This reasoning can be internal contemplation, or a choice that can be swayed
or altered by outside forces. Like it or not, nearly everything that surrounds us is
social engineering to some extent. This book is an example: in approximately 400
pages we have expressed our opinions about many subtleties of computer science
that mayor may not change the way you think. Every advertisement that you see is
a company's attempt to socially engineer you to tllillk that you lIeed their product.
Never discount social engineering as a method to gain access to your target's com
puter or accounts. What might not be available through technical means may be
available by talking to the right person. Why spend effort snooping on a person,
when you can get them to give you access?

Many times when tracking our mark we are looking for information that they
would not willingly give us. Sometimes it is necessary to use social engineering to
approach them and "pump" them for information. Since we have talked a lot ahom
online identities, It would not be a bad idea to create an online Identity that you feel
appeals to your mark, approach them, and build up a relationship with them. By cre
ating online characters to interact with your mark, yOLl can ask questions they
might/would not give to most normal people. In addition, with whatever knowl
edge you have of your mark, you can tailor your online identity to best match any
personal preferences they might have. For example, your teenage son may not want
to open up to you, bm he might feel comfortable talking to a girl his age. Keep this
path in mind in your search for information from your target. While technical col
lection is powerful, never underestimate the power of social engineering.

www.syngress.com
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Summary
New and advanced techniques help cyber-spies with more difficult "real world" situ
ations. In addition, potential spies should look beyond PCs for other areas where
useful information can be collected to help them build a picture of their adversary's
activity. Several key topICS III tillS cbapter were:

• C&A allows us to automatically sniff a switched network, perform MITM
attacks, and collect passwords from targeted machines.

• Techniques from the previous chapters can be combined to obtain difficult
to-find information, or to help deepen access into our mark's online life.

• A Web server is a great means of remote access to a computer. While based
on simple and stable principles, they have most of the capability needed to

become full-fledged spy tools.

• Personal routers are critical chokepoints in most home networks, and can
offer a great deal of mformation on what goes on inside them.

• The pervasiveness and communication abilities of cell phones makes them
an important technology to watch when tracking someone's activity.

• Therc arc a wealth of onlinc resources ranging from Cooglc to public
information databases that can be used to collect information about your
mark.

• Social engineering is one of the oldest methods of spying, and it is still very
important evcn with all of the technical means available today.

Becoming a good cyber-spy reqUires plenty of knowledge and lots of practice.
Everything we have taught up until now IS Just a launching pad. We encourage
everyone to keep learning about new technology and how it plays a role in your
everyday interactions. As more technologies become part of our lives, we open up
doors to both newfound utility from the technology, and privacy implications as
thesc new technologies arc subverted to bccome useful spy tools.

www.syngress.com
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Chapter 11

Counterspy: Are You
Being Watched?

'Just because you're paranoid does not mean
they're not out to get you."

- Unknown

Topics in this Chapter:

• How to Be Sneaky

• How to Tell If You Are Being Watched

• How to React If You Are a Target

• Identifying Who Is Spying on You

• A Note about Spyware

• Case Study: Guilt Is for Suckers, Not Spies

• Summary
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Introduction
Now that yOLl know how online activities can be collected, you should think about
your own vulnerability. As you are collecting your target's Web traffic, e-mail, and
instant messages, someone else may be collecting the same from you. As demonstrated
earlier, online applications come with little [Q no expectation of privacy; therefore,
unless you t..1.ke precautions, you are inherencly vulnerable [Q being spied on.

This chapter provides the tools you need to minimize your exposure and make
it difficult for others to spy on you. Beyond all of the technological plug-ins that can
enhance security, you must recognize that each action you perform on your COlll

puter leaves evidence for someone else to analyze. This chapter starts by teaching you
how [Q keep a low profile online, which means avoiding activities either by limiting
where you conduct them from or surrounding yourself with secrecy enablers such as
encryption and steganography.

Next, we teach you to identify if you are being spied on by pointing out
warning signs to watch for; we also teach you about traps that you can set to catch
others. Finally, we conclude by helping you prepare in the event that you are the
target of someone's spy attempt. Keep in mind that knowing how to protect yourself
from those trying [Q watch you will only help make you a better spy.

How to Be Sneaky
There are many ways [Q introduce stealth and operational elements into your daily
interaction with computers. As with most situations, caution introduces inconve
nience. You must decide what level of suspicion makes the most sense for your situa
tion. We begin by suggesting some methods to use to limit your dependence on
your home network and then we discuss methods of concealment for when avoid
ance is not all option.

Limiting Evidence by Limiting Usage
One of the easiest ways to reduce evidence on your home computer is lIot to use it for
anything that you do not wam discovered. There are three ways chat ellIS can be done:
the exclusion of media, the exclusion of a network, and total exclusion. We recognize
that each of these carries some level of inconvenience; however, keep in mind how
minor the inconvenience would seem compared to the agony of being caught.

Exclusion of Media
The exclusion of media ensures that the internal media of your home computer is
not used, meaning you never allow sensitive information to collch the hard drive of

www.syngress.{om
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your computer. Not storing evidence on the hard drive prevents someone from con
ducting after-the-fact forensics. This can be done with removable hard drives, virtual
drives, virtual operating systems (OSes), and bootable OSes.

Removable Drives
One of the easiest and least expensive removable drives is a portable Universal Serial
Bus (USB) drive, which is a great place to store sensitive information. USB drives
can be purchased for less than $50.00 at any retailer that sells computer accessories.
These drives provide up to 1 gigabyte (GB) of data storage; you can also go with a
larger drive and purchase a USB hard disk. These drives are essentially laptop hard
drives encased in a USB interface and can be purchased for less than S100.00. USB
hard disks can hold more than 100Gll of daca.

One thing co keep in mind is that anything incroduced into a scenario must have
a legitimate wlIcr story. If you begin secretly using your new USB drive, you may
draw attention to yourself. Instead, be sure that you have a solid explanation of why
you purchased IC and ensure chat ic can be backstopped if lIlvescigated. Indicacing
your desire to maintain "secure backups" of financial informacion may suffice. Then
make sure co actually use the device.

Another option is to utilize a storage device that you may already have con
nected (e.g., an MP3 player). Very few people chink co look all music players for
hidden files. Apple's IPod IS an appealing option because of the large amount of disk
space It offers (up to 60GB). Portable musIc players are plugged lllto the computer
to transfer music files, so a cover story is already incorporated. Figure 11.1 shows
how an iPod can be "explored"JUSt like a removable drive.

Figure 11.1 Exploring and Creating a Hidden Folder on an Apple iPod
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From here, you can create a new folder on the drive named "hidden" to main
tain your secret flies. (For even more sensitive data, see the fJ..le encryption and
steganography section later ill this chapter.) An ideal scenario to consider is llsing
strong encryption on your sensitive files and, lIsing stcganography, implanting them
into an existing song on your iPod. This should withstand tremendous interrogation,
c:spccially if you havc a largc number of songs loaded on your player. Even if
somcone suspected that the file contained steganography, they would haw to break
the encryption to access the information.

The same hiding attributes we suggest for hiding secret files, are used
on the iPod to prevent files from being copied. While there may be legal
restrictions. copying off of an iPod is technologically feasible. To do so,
launch Start I Run I Explorer. Verify that you have correctly set your
explorer window to show hidden files by selecting Tools I Folder
Options I View. Make sure that "Show hidden files and folders" is
checked and that "Hide protected operating systems files
(Recommended)" is not checked. and then use explorer to browse to the
iPod mounted on the computer (probably the "F:" drive). Music can then
be copied into folders from iPod_Controls I Music I FOO.

Virtual RAM Drives
A random-access mcmory (I"tAM) drive can bc created for the tcmporary storagc of
files. A I"tAM drive simulates a regular h:trCl drive, but completely disappears when
the computer is powered down. This IS a great option if you do not need long-term
access to a file. To download a free copy of this application, go to Art Soft's Web site
at 1lI111111.arsojr-oll/illc.c(///Ildolllll{oadlramdisk.zip. As Figure 11.2 demonstrates, there is a
few options to select from oncc the application is installed.

WARNING

Just because files can longer be accessed (such as Virtual RAM drives,
USB drives. and disconnected iPods) does not mean they will not appear

•
in the ""Histories" and "Recent Documents" lists. Precautions must be
taken to remove evidence of these locations, or they may give away your
hiding place. Imagine the clues someone investigating would get if they

www.syngress.{om
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stumbled across the file F:\Private\Weekendgetawaydoc knowing that
the F: drive generally refers to the iPod.

Figure 11.2 Configuring AR Soft's RAM Disk Application

?"'> -'IlloOFWlo... .._",,;m,
'" _''''~lI<fD)Ol

r;;'_.... o............-
.......1~, ..._1

Under the General tab, select the drive letter that you wish to have the I".tAM
drive mounted under. fie sure /lot to select a drive that is already in use. Next, select
the size (in me~bytes [MRs]) of the RAM drive under the Geometry tab. Do not
make the disk any larger than l00MI3 unless you have installed additional memory
in your computer system.

The File System tab allows you to name the volume, give it an II), and change
sector and entry counts. Do not change any of the values in this tab. When finished
configuring your drive, click the OK button to proceed.

The next step is to open up the I".tAM drive so that you can save files to it. To
do this, launch Explorer from the Start I Run menu. By default, the I".tAM drive
does not appear on the screcn; however, if yOll enter the drivc namc into the
Address box (see Figure 11.3), it will open the disk.

Figure 11.3 Opening Your RAM Disk for Use
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The RAM drive IS now ready to store files, folders, and applications as if it were a
regular hard drive. This is a good place to store temporary files or executables such as
steganography tools that you do not want installed on your regular hard drive. When
the computer is powered down, all information on this drive is permanently erased.

Notes from the Underground

Stealthy Installation on Removable and Virtual Drives
Because you select a removable or virtual drive as your installation location does
not mean you will not leave traces elsewhere such as system files and registry
entries. We encourage you to explore installation-monitoring tools such as
InstallSpy. available at WW\N.tucows.com/preview/337007.html. This freeware
application from 2BrightSparks tracks all changes that occur during software
installation. After the installation is complete, you can view a report of the
activity. This report helps to identify evidence that you need to remove when you
are finished with the software.

If you are confronted about having InstaliSpy on your computer, use the
fact that it is a great utility for tracking the installation of spyware for your cover
story.

Virtual OSes
Another option beyond using a virtual RAM drive is to use a completely virtual
as. A virtual as is an entire computer with as and software simulated within a
single program. There are several applications that do this; our favorite is the com
mercial program YMware (wWIII.l'IIlll'are.col1l). Using YMware you can install one or
more virtual machines inside your existing "host" as. Each machine is completely
self-contained and is graphically displayed in its own window (see Figure 11.4).

As can be seen, the virtual machine looks and feels almost identical to a true
machine. The prime difference is that the C: drive of this computer resides entirely
in a virtual file system located on the host computer. This makes forensics of the
hard drive more difficult because the investigator cannot easily extract information
directly from the host computer; the virtual computer would have to be started and
examined.

Another advantage of using YMware is the SlIapsflOl and R.ever! capabilities (see
Figure 11.4).Yoli can install a virgin system and take a snapshot of It, thereby saving
a copy of the "state" of the machine. This means that when you press the Revert

button it will appear identical to when you took the snapshot. From an operational

www.syngress.com
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perspective, you can take a snapshot of a clean system, access the Internet, and revert
to a clean state when you are finished. These steps will completely erase any evi
dence of your Internet activity from the virtual machine. Likewise, because the
entire virtual machine is saved in a file on the host lluchine, the file can be securely
deleted to remove all evidence of the machine itself. Virtual machines such as this
provide an excellent opportunity to access the Internet in a stealthy f:1shion.

Figure 11.4 VMware Workstation Currently Executing Microsoft Windows XP

Bootable OSes
Beyond OSes that execute virtually on your host as, you can use specialized "boot"
disks that do not require a hard drive. Because of size limitations, most of these are
Linux-based OSes, one of the most popular being Knoppix (see JIIllImklloppix.tlCf).

After you burn the Image to a CD, you have a completely portable, bootable as
that executes without the use of a hard drive. Figure 11.5 demonstrates the "look
and feel" of the Knoppix distribution of the Linux OS.

To use Knoppix, place the CD in your player and recycle power; it automatically
attempts to configure your Internet connection using Dynamic Host Configuration
Protocol (DHCP). By default, Knopplx comes with a Web browser, Instant Message
(1M) chat client (Caim, which is discussed later), and an e-mail client. Figure 11.5
shows Koppix using anonymous Hotmail and 1M accounts. Because this entire ses
sion resides entirely in memory and not on the bard drive, all evidence will be
erased from this computer when the power is turned off. In addition, conducting
your Internet activities in a Linux-based environment may give you the edge in
anonymity.
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Figure 11.5 Linux Bootable Knoppix As an Alternative for Privacy on a Home
Computer

... .
r:- _ ... -~._-_ .........""---'" --..._.._-

_._.

--
Exclusion of the Network
While not relying on the hard drive helps prevent some actions from being detected,
remember that evidence travels across your home network, which leaves you vulner
able to sniffers :llld other network-based colleC(ioll mechanisms. The next step is to
leverage wireless network services offered by restaurants, coffee shops, hotels, and so
forth, so that no evidence of your activity can be collected from your home net~

work. Keep ill mind that forensics can still be collected from the hard drive, so be
sure that you do not rely on any internal media ifit can be accessed by others. In
addition, many of these networks restrict activity to Web surfing; consider COIll
bining some of the media exclusion Illethods with network exclusion to enhance
your level of protection.

WARNING

While true that using a favorite coffee shop or bookstore to access the
Internet makes you safe from snoops on your home network, beware of

•
downright thieves. Public access points are a breeding ground for crimi·
nals who watch people enter passwords and credit card numbers that
they then steal and use. Most of these free access points use wireless
access, which means that the signals are floating around in the air for all
to see. Be careful that your transactions are protected via encryption.
Even with encryption, be careful with the transactions you conduct. A
cleverly executed Man-in-the-Middle (MITM) attack could compromise
your encryption.
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Total Exclusion
The last step is to take advantage of full Internet access services offered by libraries,
business centers, and Internet cares. Most Internet cares have automated systems that
erase and reinstall the OS of each computer between each session. However, some
do not, and It IS possIble that they could have keystroke loggers lIlstalied. Because of
this (and other lack-of-privacy issues), do not conduct any banking or other impor
tant activities from these computers. Internet cares do, however, provide a perfect
means for the totally anonymous and untraceable sending of e-mail and chat ses
sions, especially when combined with disposable e-mail addresses such as those avail
able from lIIl1/lI'.IlOtmail.colII, 1/111'11'. yahoo. COlli, and 1II1/1111.glllail.coI/I :md a disposable chat
ID. Many people believe that this is where a lot of Internet Spam is originated from
because of its potential for untraceable messages.

Tips and Tricks ...

AIM Express
Have you ever wanted to 1M someone but did not have the ability to install
America Online (AOL) Instant Messenger (AIM) on the computer you were using?
AOL recognizes that many schools and businesses do not allow you to install your
own software, so it created a program named "AIM Express."

AIM Express is exactly like AIM except you download a Java dient from
http://www.aim.comlget_aimlexpress and run it without any installation. The
look and feel is almost identical to traditional AIM, except that you do not have
to worry about leaving a disk and registry trail. Just make sure that you do not
accidentally save your password in the browser for others to find.

Limiting Evidence with Secrecy and Stealth
Venturing out of the house every time you want to usc the Internct is not always
practical, and for many applications, you cannot get away with installing them on
removable or virtual drives. For these cases, the best advice we can give you is to use
constant vigilance. In other words, erase 1I1//(/t yOIl cau, hide whal }'Ol/ {(/II/JIlt erase, and

el/crypt what yOIl call1lot hide.

Erasing Cookies and Internet Files
As mentioned in Chapters 6 and 7, histories, cookies, and caches can be erased llsing
almost the same steps. With MoziUa Firefox, you call access this option by clicking
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on Tools I Options I and the Privacy tab. This tab opens up a window that gives
you the ability to delete individual components, or you can click 011 the Clear All
button (see Figure 11.6).

Figure 11.6 Erasing Cookies and Temporary Internet Files with Mozilla
Firefox

-- ._--.-
- -~---- -~=-

The same can be done with Microsoft Internet Explorer by clicking on Tools I
Internet Options I and the General tab. In the "Temporary Internet files" section
you can click on the Delete Cookies and Delete Files buttons. Likewise, in the
"History" section you can click on the Clear History button. To keep your Web
surfing private, be sure to always clear this evidence from your browser.

NOT,..E _

In Chapter 5, we discussed the "super hidden" directory found in
C\Documents and Settings\<User Name>\Local Settings\Temporary
Internet Fifes\Content.lE5. In addition to being well hidden, this folder
contains cached Web pages and images from Internet Explorer, and it is
not automatically cleared out when you clear Internet Explorer's cache.
Therefore, if you are clearing out the cache, do not forget to manually
browse there (you have to enter the path in the address bar) and delete
all of the files.
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Erasing History with Tweak UI
One problem with privacy and Microsoft Windows is its lengthy collection of his
tory lists S<1Ved for nearly everything. As an option for users that prefer secrecy,
Microsoft offcrs Tweak UI from Windows XP PowcrToys. Download it from
ll'l/IJII. 111icrosoft. COlli / wiIIdoll'sxp / dOJIIII {oads / pOlI/erlol's /xppolllcrtol's. IIlSpX and search
through all of the options for those that fit your needs and preferences. Make sure
that Clear document history on exit is checked under the "Explorer" settings
and that both Maintain document history and Maintain network history are
ullchecked. See Figure 11.7 for all example of suggested configuration options.

Figure 11.7 Configuring Tweak UI to Clear Document and Network Histories

..._~.-......--.. T_..._.....-.._.~,-._--.----

';":M¥!.~.!!!!'!!!!!.'!'.-;':""_-
?_-"'~
~--'
0 ....__...::_--0 _

&1__.........

-""''--_.._-_.-.._..._--.....-_....._--_..",.

""'.._-_.
• -

Erasing Files with PGP Wipe Utilities
This section introduces the concept of"secure" deleting. To prevent erased files from
being recovered (as demonstrated III Chapter 6), utilize a lltility such as the one
included in Pretty Good Privacy (PGP) freeware version 6.5.8, which can be down
loaded from http://wcb.mil.edu /I1CIl/lOrk /pgp.Juwl. There are newer versions of the soft
ware available, but 6.5.8 is the last completely free version with full functionality.

The encryption software included in this package is utilized throughout later
sections of this chapter, but for now we will use only its "Wipe" capability. Once the
software is installed, yOll can safely delete a file so that it is not easily recoverable by
right clicking on the file (or directory) from the Explorer screen and selecting PGP I
Wipe. Alternatively, you can use the "eraser" icon on the PCP Tools menu launched

from Start I PGP I PGP Tools. Once tbe file to be deleted is chosen, botb metbods
open a confirmation window warning you tbat the selected files will be permanently
deleted (see Figure 11.8).
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Figure 11.8 PGP Freeware 6.5.8 Wipe Utility Demonstration

Similarly, this version of PCP freeware includes an application called "Free Space
Wiper" (see Figure 11.9) that is designed to cleanse any lingering files that were pre
viously deleted by non-secure means (e.g., the default Windows "Delete" applica
tion). "Wipe" every sensitive file you delete from your hard dnve so that it cannot
be recovered by anyone else.

Figure 11.9 PGP Freeware 6.5,8 Free Space Wipe Utility

".,.......I" .. _bl'l'O"<XJIIlI'ho.Iho<lal.olhol n
""'I"~_ ...,.,.."""_O ....
_".*90_<JPOI~""""<laI.oWl
behnd n ,..-.10m"'" ""l"U _
u_PGP'.I"~ ...... """"'!,ou_.... _
~ ....<J""'p!_O'C-~......_""
_od"'~"_"""'~_l"U--

At this point, we have illustrated several techniques for excluding and removing
sensitive data from being obtained by someone spying on you. However, some things
cannot be hidden and must remain in plain sight. For those items, we will teach you
methods of encryption and steganography, One problem with using advanced tech
niques is that if they are detected they indicate that yOll are intentionally trying to
hide somethmg. An Intelligence officer traveling overseas on vacation with a digital
camera is one thing, but an intelligence officer caught with a secret concealed
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camera is a completely different circumstance. Be careful using these, and make sure
that you are ready to give a well-thought-ollt cover story if confronted.

Consult the latest U.S. export regulations related to encryption at
www.bxa.doc.gov/Encryption prior to using, posting, or transferring any
software containing encryption outside of the U.S.

Encrypting E-mail
There are several encryption possibilities when it comes to e-mail, but the option
that we feel is best suited for the casual home user is PGP freeware 6.5.8. In addition
to providing the disk-wiping utilities discussed previously, PGP freeware 6.5.8 also
provides a robust mechanism for securely sending e-mail that is easy to use. As we
will demonstrate, this integrates easily into several e-mail clients such as Microsoft
Oudook and Outlook Express.

Gelleratillg, Exporting, and Importing Keys
Using encrypted e-mail comes with some initial overhead III the process of key gen
eration and exchange, but the benefits of sending private e-mail f:.r outweigh the
minor inconvenience of this process. To make things easier, we have outlined the
steps that you need to take to accomplish this.

I. Download PGP. Ifyoll have not already done so, download version 6.5.8
of PC P freeware from IUfp: I 11IIcb.lllil.cdll/llctl/ltlrk lp'lJp.hrllll.

2. Create a public/private key pair for yourself. Click Start I All
Programs I PGP I PGPkeys and accept the default options. Next you
will be asked to enter a pass phrase (see Figure 11.10). Make sure that you
select something that is easy for you to memorize, as you will /lor be able to
recover this (or read tT/I)'lhil/g encrypted with this key) if you forget it.

3. Export your key. Your key must be exported so that others can use it.
This is done using the same PGPkeys program as in the last step. Right
click on the entry that belongs to you ;}nd select Export (see Fib'ure
11.11).

www.syngress.com
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Figure 11.10 PGP 6.5.8 Freeware Key Generation Utility
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Figure 11.11 Export Your Public Key Using PGP Freeware
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4. Selecting Export causes a second window to open, which witi ask where
you would like the key to be saved. Once your public key has been saved
to a flle, send it as an e-mail attachment to anyone that you want to use it
with. In (Urn, you must ask that person for a copy of their public key so
that you can send/receive encrypted e-mail to/from them. When you
receive a key, you call import it by using the same PGPkeys utility. From
the top menu select Keys I Import (see Figure 11.12).
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Figure 11.12 Import PGP Public Keys Received from Others

,
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)

/

Export... Ctrl+E

Pl'QPertie5.. CtrI+l

5. If the key yOll received from the other person is not signed, i( is considered
invalid and cannot be uscd to cncrypt or decrypt e-maiL In this case, the
circle in the Validity column will be grayed out for that user. If you are
not certain of its validity, ask the sender to digitally sign the key and verify
the signature. Otherwise, if you are certain that it can be trusted, you call
sign it yourself. To do this, from the PGPkeys menu select Keys I Sign. As
Figure 11.13 demonstrates, tillS prompts you with a second wmdow that
explains the process.

Figure 11.13 Signing an Imported Key

8''O''W'Jl'''__ IO(,~,.,.._~_",__ ~,."_...",..,,,.ltI.oi:'''I.o,(·1

.....__IO(.I_-.g .."._"'""'l
8__........ ".kOli·I_._ ..,.,..n._._q,,,.__ ~,.,..t,..._,,.

~-".--

When you click OK, a third window appears that will prompt you for your pass
phrase so that the key can be signed (and therefore considered valid). Once a key is
considered valid, it can be used to send and receive e-mail.
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Using PCP Freeware with E-mail Clients
Although there are more recent releases, we demonstrate this version of PCP free
ware because of its nearly seamless interface with Microsoft Outlook and Outlook
Express. A message can be sem encrypted using this application in nearly the sallie
way as sending a plamtext meS5.1ge. Create the message as normal, but when you are
filllshed select the Encrypt (PGP) option from the drop-down cool bar on the
right (see Figure 11.14).

Figure 11.14 Encrypting a Message in Microsoft Outlook Express Using PGP
Freeware 6.5.8

If!; icc cr."" I';,JQ,[x....... '... _Hob .,

1)'00'" <00-.."'1 1_.1_ o/."tto..,,;O fI'WIl

<hoc..... <hop -J

_....to ..

Once you have done this, click the Send button to securely e-mail the meS5.1ge.
A wmdow will prompt you co select all of the keys that yOli wish to Include 111 the
encryption (see Figure 11.15).

By default, the window will have an entry for [he key that matches the e-mail
address of the recipient. However, if you wam others to be able to view this message
you can also drag their names down inco the "Recipient Selection" window. When
all of the keys have been included, click OK and the encrypted message will be sent
to the recipient(s) (e.g., the encrypted version of the ice cream message in Figure
11.14 can be seen in Figure 11.16).
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Figure 11.15 Selecting Encryption Keys for Outgoing E-mail in Microsoft
Outlook Express
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Unless you specify otherwise, e-mail messages sent to a recipient are not
encrypted using your public encryption key. This means that even
though you are the originator of the message, you must also drag your
name down into the "Recipient Selection" window if you want to view
them in the "Sent" folder.

Figure 11.16 Example of a Message Encrypted Using PGP Freeware 6.5.8

-----BEGIN PGP MESSAGE-----
version: PGpfreeware 6.5.8 for non-commercial use <http://www.pgp.com>

gANQR10BW£400vnwuNPgs98QBACELLXgG8kQ56XTzrBRlev8sypq2GEznjqTiIjo
19n/92g6FHtKi50Tf5TlugKiNZf4Qcl~1grYIOr66234EOC31/wz9QlnbYObyfBn
i5CFkJ3mAEgqy520GyO+7wzfRm2dcVkPT6UCJ193rGQZVltEy8U7rJZTP1R9x94v
GHhvaQP/spEU7F19v8iTOA11vFPfdsooubghf+OW/ODmOCdHoKt/Fos5mdnulF4i
CCL/9g6f+K3gSEFYVkHd7uogSOSWR56c53mNrnB6W£xcUTlut9KkfBBSG5Bn8UYad
hNVVOJZ7WYTzhI+JpKDGQGmxbBrCGX2LQ+D4oK9lngp50aFxFqPJbE3EcEbetwjp
LMHsololrqU4T8BicPUv6S75kdcPVMHZtL+WH70joy4PsEPrqv2cZ3PYEwQOBCrY
16t9VIBJa834kHumsk+oxv8jaNhQHKlqrSJjewBI+bFxjynBOeaw1FYysxbrVVkM
FNSJ2Q-·
_SP4T
-----ENO PGP MESSAGE-----
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Notes from the Underground ...

History Behind PGP
Philip R. Zimmermann released the first version of PGP on June 5, 1991, from the
U.S., which was quickly distributed among several Bulletin Board System (BBS)
networks. Soon afterward, he was notified by RSA Data Security Inc. that PGP
was in violation of their patented algorithm. Approximately one year later, the
next major release of this tool made its way outside of the U.S., which prompted
U.S. Customs to launch an investigation because of its alleged violation of the
regulation of non-exportable weapons.

In the meantime, Zimmerman sold the rights to the commercial version of
PGP to ViaCrypt, which happened to hold a license for the RSA algorithm. This
same year (1993), they released ViaCrypt PGP 2.4 for commercial use within the
U.S. In 1994, the Massachusetts Institute of Technology (Min struck an agree
ment with RSA and Zimmerman to distribute a freeware version of PGP for non
commercial use, which is demonstrated in this book.

Likewise, yOll can decrypt e-mail messages in much the same manner. Most e

mail clients send the encrypted message as an 3uachmcnt that ends with .me. Whcn a
message like tlus arrives, click on the auachmem and either Open it or Save it [Q

disk, depending on your preference. If you choose to Open it, yOll will be prompted
[Q emer your secret pass phrase before you will be allowed [Q read the message (see
Figure 11.17).

Figure 11.17 Receiving and Reading PGP Encrypted Messages in Outlook
Express

---••.~ -.- --::.. .::-~·dj-"-'-""'·~··~~~-""'~~'""--~·~-""-'"-- .
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Other freeware versIOns ofPGP eXist, IIlcluding GNU-licensed version GPG,
which is available at JlttlttEglll/ps.mg (We encourage you to experiment and decide
which version best suits your needs.) Encrypting e-mail is good p",ctice and helps
maintain privacy both 011 the computer itself (if messages are stored encrypted) and
across the network as messages are sent.

Encrypting Files with XP
Microsoft Windows XP Professional (not Home Edition) comes equipped with the
ability to encrypt files and folders with its default installation. This is done using
Encrypted File System (EFS), which operatcs by marking filcs that you want
encrypted with a special attribute that tells the as that the file should be stored
encrypted. This attribute can be set by right clicking on the file, selecting
Properties, clicking on Advanced, and checking the Encrypt contents to secure
data box (see Figure 11.18).

Figure 11.18 File Encryption Capability Built into Windows XP Professional

----I-
"" ..... ,........
""._.'_'"

"'.-."'''''''''

-,_...----

_........-
EJwroo.-..-..'"

L__~~D- ~. -
••••

...... _._1 ....

This encryption is based on public key cryptography and only works whcn the
file IS on the New Technology File System (NTFS), although it Will protect the file
even if the disk is mounted remotely or from a different OS. If the flie is transferred
to another (non-NTFS) system, it will be decrypted. Also, since the ability to
encrypt the file is tied to your account, anyone who accesses your account can read
your encrypted files. In general, we feci this encryption method is too limiting; we
only recommend it if the measures discussed next are not an option.
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Encrypting Files with PCP
Another use of PCP freeware is its ability to secure files using strong encryption.
Once the PCP application is installed, you can do this by selecting the file you wish
to encrypt, right clicking on it, and selecting PGP I Encrypt (see Figure 11.19).

Figure 11.19 Encrypting Files Using PGP Freeware 6.5.8

... ... _ -... T<do ""' ..
...- ...

1lJ- ...
,()e- ...
d...- ...-Q ...
.,Oi fIo

)( """" fIo

--
b--
I

-----

A second prompt appears that asks yOLl to drag the names of the recipients inco
the bottom window (see Figure 11.15). When you are finished, a second file is gen
erated with the same name as the original, but with an .asc extension. In our
example, this process creates a file named c1UII_!og.lxl.asc. It is your responsibility to
securely wipe out the original file (dUlUOg./X/) using PGP I Wipe (discussed previ
ously in this chapter).This is useful because files can be encrypted using multiple
reCipients and sem securely as an alternative to encrypting entire e-mail messages.
Similarly, this can be used to protect files that are transmitted across networks
through other mechanisms sllch as via Web sites. This type of encryption is also good
for files you wam hidden and protected on your computer.

Encrypting Storage
Entire portions of a hard drive can be protected with encryption using an applica
tion such as the TrueCrypt cryptographic file system (available from tYl/ccrypr.sollrcc
fO~\!c."ct). Once installed,TrueCrypt is easy to configure and use. Configuring the
application takes place in five straightforward steps.

1. Specify a volume. Select a drive letter and press Create Volume. This
will create a window asking yOll to enter a location into the field (see
Figure 11.20). When you are satisfied, click Next.
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Figure 11.20 Select a Volume Name. Type. and Location Using
TrueCrypt Configuration

~~~

......_-_......,.. ...
---,.._, _ -<»-. """'...__ .....- __..""-._ .._._.._............

_.1~

2. Select an algorithm. Select an encryption algorithm and click Next (sec
Figure 11.21). Be careful with your selection; some of the algorithms
included require a special license prior [0 legal use. We recommend sticking
with the def."lult (l3lowfish) encryption.

Figure 11.21 Selecting the Encryption Algorithm

3. Designate volume size. Next you Illust specifY the amoullt of space you
want to set aside for the EFS (see Figure 11.22). It is important to note that
this is all immediate use of space and not an upper limit. The entire amount
of space is consumed when the volume is created, even though you do not
technically have files utilizing the space in its entirety. The amount of space
that you select is dependent on your anticipated need and the amount of
free space that is available.
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Figure 11.22 Designating the Volume Size

•

\'oll1l1leS,ze

-_ ~ _....-,""_ ........,_.,. --_......,.,.,._.iS26".Iho-.._ __._...
","""',",_A ",'AT'l:!,",_

""""100 ...""""" ....

4. Choose a password. This password must be between 12 and 64 characters
long (see Figure 11.23). When matching passwords have been entered, con
tinue by pressing the Next button.

Figure 11.23 Choosing a Password
It' 1,_,I'l" 'O'L.mO C,.."on Wllo,. r;) -I~

Stql4 \·o]ulHePas."Wonl

_.~=-R._....,..... ..... ""'''''''''''.'lOOd_.,V''''.......__._......""'_.on;tt_ .....
......._~."""'-v«<.~~2, >, .....-1.........""-__.. "".... _ •......"" ..-... ,.,... - .."""""""'.._ __ .....u.~ ....__....,.
_ ~I·'''''.''''_ ...._ _ .•,"""""'--,...._ "
_"'.~Iho__"""' _ .....~

5. Volume format. The final step is to press the Format buttoll presented
on the next screen. This may take several minutes depending on the size of
the file system you selected. In this case, it took less than 10 seconds
because of the small volume size.

At this point, [he volume named C:v:>ritJ(/re, which is 100MB in size, has been
created and encrypted using the special password. To use this volume, it must be
mOLlnted, whICh can be done Llsmg the mam TrueCrypt lIltert1ce (see Figure 11.24).
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Figure 11.24 Using a TrueCrypt Partition

--'--
....,....;...,.,.,..."••..
••••••,

--
-

I 1-;;::.,._-

I

Beyond providing a means of encrypting individual files, this can be used for
more robust purposes such as encrypting folders used bye-mail (or banking applica
tion) clients. fu discllssed in Chapter 6, these folders can be identified for each appli
cation and changed by selecting Tools I Options I Maintenance I Store Folder.
Figure 11.25 demonstrates how you can change your folder for Outlook Express to
now be stored in the mounted EFS (drive E:).

Figure 11.25 Configuring Outlook Express to Store E-mail on the Encrypted
Drive

~• ~ -" - ....
J' .,

"'.1 - -_.~ - ....±...:-
-~ - _. ----, .. - .' D!__.....__.~-- • 0_•

rt'! -_._-~-- .......-
~- --<:lo-:~_ --Q-", • "':J'Z.:.""

...~
::;::]--,~ ............«"• ._- .. ~a>""I""

• Ilq.l-"'.l'" .- _.-
..... """"'f<liO>C!")--- wtI<lI""""."., ..<:1--_.

"''''l_,,I...
..<:1___._.. - ..<:1 ..... _ ._n......- "<:1----,.""... .• <:1 ......_, . ...

• - ;;']

When you are finished accessing the data on the encrypted drive, dick Dismount
All from the TrueCrypt imerf:1ce, which will prevent others from accessing your dat..l
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(see Figure 11.26). In tim case, the encrypted dnve has been unmollmed; therefore,
when Outlook Express is launched it is not able to access any of the securely stored
e-mail.

Figure 11.26 Attempt to Securely Access Data Stored on an Unmounted
TrueCrypt Drive

!
C>.tlooI:.Expres.coUdr-.x be statted. n-.~ ..... .......,.. toooenthoC>.tlool:.
EXflrffi~ stCO"e. yOU' <0fJfI<l:e< tr>aY be O<t 0/ /rolIIIlOrY CO" yOU" ci<kil lui,
ccrtoct f\'ocrosdt~ for "-!her assilUnce. (0):lI0070Xf:, 3)

=1I.........w....--I"_~
Experullem with winch applications that Gill and cannot operate with encrypted

drives. Encrypted drives are a good way to maintain information securely because
they do not require the overhead associated with encrypted individual files.

Encrypting Chat
Even though many people divulge some of their greatest secrets during an 1M chat
session, previous chapters have shown that this is not secure and leaves your messages
vulnerable to spying. In most clients, messages are sent in plaimext by def:1.ult, which
means that anyone with a network snifTer between you and the recipient can
rctricvc your mcssagcs. To help prcvcnt this, the following sections dcmonstrate thrce
available encryption options.

Trillian
Trillian is a multiuse chat client that is available for download at Jt!ww.lrilliall.cc. Unlike
AIM,Trillian can send and receive messages on othcr nctworks such as MSN or Yahoo.
AfterTrillian is installed, encryption can be enabled through the "Preferences" menu
by checking both boxes in the "SecureIM" section (see Figure 11.27).
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Figure 11.27 Enabling 1M Encryption in the Trillian Chat Application

" P"'m.... (xJ
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----'--"--_..-...-......_---
-~ .._-----_.. '"-'-"--FO __~"'--, ........._..- ..-._ _-..-
..". _..,..._ ,...-..- -. '

AOL versus Trillian

AOl Attempted to Disrupt Trillian
Despite multiple attempts by AOL to block Trillian traffic from traveling across
their network and interlacing with AOL clients, Trillian has repeatedly released
new versions that are capable of bypassing disruptions. A past blocking attempt
greeted Trillian users with the message:

AOL Instant Messenger: You have been disconnected from the AOL Instant
Message Service (SM) for accessing the AOL network using unauthorized soft
ware. You can download a FREE, fully featured, and authorized client, here
http://www.aoJ.com/aim/download2.htm.

You can read more of the saga between AOL vs. Trillian at
www.geek.com/news/geeknews/2002feb/gee20020218010316.htm .

In order for someone else to conul1unicate with you using Trillian, they must
install and enable Trillian SecurclM. Once this is done, both parties can communi
cate without fear of observers snooping on their communications (see Figure 11.28).
Note the lock icon in the bottom center of the chat dialog; this is how Trillian
shows that it has established an encrypted session.
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Figure 11.28 Trillian Client Demonstrating the SecurelM Capability

o iIlv)-
-, ..c....,.............~"'.

~

-s. .... "" ....tII.c_.-,
,~ "*'I>Ing""......._J,i.. ....., e

ADA.AA·II~.~

•
Cairn
A second op£ion with a similar look and feel to AOL's AIM client is Galin. Like
Trillian, Galm IS free and can be obt<lmed at Imp: Ilgaim.sm!rcejorge.llet. While tillS

application itself does not come with encryption capabilities by default, you call
obtain an encryption plug-in for Gaim at rlIlIl1/l.sollrclji.lrgc.llcllprojeclslgaim-eucrypliol1.

To use Gaim with encryption, download and install both the client and the encryp
tion plug-in. To configure encryption, from the Gaim client select Preferences I
Plugins, and check the Gaim-encryption box (see Figure 11.29).

Figure 11.29 Gaim Client Encryption Configuration

---.--------.------

--c __... .._ ...
c •• ._..

._----_..---------_._--_._-"--.
__ '3:l_'.~...---_..-....-...---
--

Once the plug-in is configured, encrypted messages can be sent to and received
from users that also have Gaim encryption installed and configllfed. You call verifY
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that messages are being sent and receIVed encrypted by the status of the "lock" but
tollS all the chac dialogue box (see Figure 11.30).

NOT,-"E _

Although both Gaim and Tril1ian clients can communicate using standard
1M protocol, Gaim encryption does not operate the same as Tril1ian
encryption; therefore, these two clients cannot be used to securely com
municate together. In order to securely chat with someone using Gaim
encryption, you must use the same client (and vice versa).

Figure 11.30 Encrypted Chat Dialogue Using Gaim

--A_··
.,,"'l-...a.oo.. ,..... I'

,,,,, .. ' "' ,,,-"" "'--"."' ~ ""-_ _....__..._-
......... P"O............-

:
I!lIIIIiJ l5lliil Slila , ••

Skype

ill- o Il- -~
o I"I.l ·1 "- ... ~""- "::,v _-..__.."",_ i

.,.~.... I

Skype provides low-cost long distance telephone calls over the Internet through
their client (available at l/IJIIll'.skypc.com) and for 1l0ncolllll1ercialusers, it provides free
encrypted 1M and voice chat. Skype does not participat(' with the AOL 1M net
work; therefore, anyone that you want to securely chat with must have a Skype
account (see Figure I 1.31).

The biggest difference between this client and other chat applications is that if
you click all the telephone in the left-hand corner of the chat window, Skype estab
lishes a secure voice connection between the two parties (see Figure 11,32). In addi
tion, there is a commercial Skype plug-in called SkypeOut that allows you to call
traditional telephone numbers using Skype. By using Skype, you are avoiding two
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problems that may plague you if you use a traditional telephone. First, you avoid any
traditional phone taps on your side, since you will be using the Internet to make
your outgoing phone calls. Even if you use Skype over a dial-up modem, its protocol
will make it much more difficult to decipher later. Second, by using Skype in place
of a real phone, your call record is modified. Calls that you do not want other
people to know about can be done over Skype, where there is absolutely no record.
With SkypeOut you merdy pay for minutes, so there is no record of the numbers
you call.

Figure 11.31 Encrypted Chat Using Skype
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Figure 11.32 Encrypted Voice-over-IP (VOIP) Using Skype
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Steganography
Steganography is another good way [0 hide information in files, either over e-mail
or in chat. The difference between steganography and encryption is that steganog
raphy hides information whereas encryption secures information. Encrypted files vis
ibly look protected (see Figure 11.16) and steganography hides mformation by
subtly placmg it III ways that are not visibly apparent. For example, imagine the fol
lowing e-mail message.

Hi David. I'm coming over to see your new house really soon. Call me
around two Saturday avening and we can set a night.

Even though it does not look protected, it contams the secret message: Hi Molly.
Call me at sellCII at lIigllt. Sound and image files are ideal places to hide information
because subtle changes in them are not visible. In addition, because their data is not
stored in a human-readable plaintext format, the information s[Ored can be
encrypted for additional protection.

Freeware [Ools such as $-tools, that easily drag and drop secret mes.sages mto
files, are available at ll'll'1II.sllapfilcs.colIIlgetlstools.hI11l1. Most of these tools offer addi
tional security by using password encryption in addition to their hiding capability.
However, we recommend that sensitive data be protected with strong encryption
(such as the kind demonstrated with PCP) before they are hidden using steganog
rap by. Figure 11.33 demonstrates how a password gets added to the image of a boat
containing a secret message.

Figure 11.33 Using S-Tools to Secretly Implant a Message within a
Photograph

flo Edt i'a'MIIt .,_ ttol>

ccme over to seTec ~stronany

and bring your $ecret decode
ring'

Vod}o~ase:

E~ tI\Icrihn: 1r;;"~";----3::l·

• 0 x
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Draggmg the secret file IIno the Image causes a prompt to appear asking you to
specifY a password and encryption algorithm. This password must be known by
whomever you want to open the file if you intend to use it as a secret storage mech
anism locally on your computer.

The benefit to using steganography over encryption is that it already has a built
in cover story. For example, imagine an e-mail from the owner of this boat with the
picture attached. This e-mail could be completely legitimate and contain informa
tion such as:

• For Sale: Marina del Key, CA

• Twin Volvo gas engmes, four cylinder 140s with 1050 hrs running

• Auto-pilot

• Hot water heater, electric when dock side and engine heated when
crUlsmg

• Battery charger

• Trim-tabs

• Two VHF radios

To the casual (or even well-trained) observer, nothing appears to be unusual or
secretive about this message. In Figure 11.34 there are two Images that appear to be
identical; however, the image on the left is an original and the Image on the right
contains the secret message from Figure 11.33. Any recipient that knows the pass
word and has a copy of the S-toots can read the secret message from the e-mail.

Figure 11.34 Images of an Original Message and a Steganographic Message

Steganography also lends itself well to a concept referred to in the spy commu
nity as "dead drops." Although the secret message is hidden in the boat picture, the
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mere act of sending an e-mail directly to another makes a connection between the
two parties. If you want to secretly conUllllllicate with someone else, consider "drop
ping" the image at a third-party location such as an online auction, newsgroup, or
Web site. The intended recipient could see the picture while searching for boars and
secretly decode the message. If done carefully and using a believable cover, catching
this method of communication is ncarly impossible.

Avoid Keyloggers
One trick to avoiding keyloggers is to not use the keyboard at all. While this sounds
impossible, it is indeed doable. The technique for doing this is definitely inconve
nient, but it is a useful secret to know in the event that you arc confident someone
is monitoring your keystrokes. The Microsoft Windows as comes prepackaged with
an application to do this.

1. Click Start I All Programs I Accessories I Accessibility I 00
Screen Keyboard to bunch the application. This keyboard call be used to
do anything that the regular keyboard does, but without the worry of bemg
logged in (see Figure 11.35). Instead of touching the keyboard, you LIse
your mouse to "click" on the keys.

Figure 11.35 On-Screen Keyboards that Help Avoid Keystroke Logging

While using this avoids keystroke capturing, keep in mind that lllany of the log
ging programs (such as the one demonstrated in Chapter 6) also capture screenshors;
therefore, you may not be completely safe from monitoring.
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How to Tell If You Are Being Watched
You have learned how to undo and defeat everything that we have taught yOll.
However, we feel that teaching this without teaching counter-spying tricks would be
like releasing a deadly virus without an antidote. We want CO arm you with the
knowledge and ability to defeat every means of collecting mformation so chat you
know what to do if you become someone's mark. First, you must determine ifyoll
are actually being spied on. The following steps will help give you confidence in
determining this, but like many things discussed in this book, there is no 100 percent
way to know for ccrt:'lin.ln the Central Intelligcnce Agency (CIA), it was often s:'lid
th:'lt :'Ill the b:'ld spies :'Ire found, but you will never know :'Ibout the good ones.

Examine Your Computer
Your computer is the most obvious place co look for evidence that you have been
spied on. Most methods of spying Icave bchind some clucs. If you think your com
puter IS bemg monitored, carefully examme it for evidence of unsavory actiVity. Treat
it like yOLi would treat a machine yOLi are monitoring.

When examining your computer there are several diff"erent things you should
look for, including but not limited to, hardware keystroke loggers, newly installed
software, duplicate files, ncw :'Iccounts, :'Illd reccntly run programs :'Illd file lists.
Ch:'lnges in multiple fields can be :'I strong indication th:'lt you :'Ire being monitored.

Newly Installed Software
Newly inst:'llled software C:'ln be an indiC:'ltor of suspicious activity on your com
puter. Several of our spy techniques require us to install software on our target's
computer; therefore, you C:'ln assume th:'lt someone spying on you is doing the smne.
There are three prim:'lry pbces to check for softw:'lre th:'lt has been inst:'llled on your
computer. The first is the Start menu, where some programs put items for easy
access. Only the IllOSt amateur spy would carelessly install software that leaves items
on the Start menu, but it call h:'lppen, and checking is :'In effortless task. Merely open
Start I All Programs and look for new software that you do not rcmember
installing. Sometimes, a sillall dialog box will pop up in the Start mcnu informing
you that "New Software Is Installed."

The next place to look for software is in Start I Control Panel I Add or
Remove Programs, which returns a list of softwarc that is registered with thc as,
and any L1llllsual software that has been placed on your machine. You can also
remove the unwamed software from your system at this location.
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Finally, open Explorer, browse to your C: drive, and look inside your "Program
Files" folder, which holds almost all of the programs that are installed on your
machine. Examine every folder carefully so that you have a good idea of what is all

your machine.

WARNING

As you prowl your computer's hard disk looking for suspicious software
packages, carefully study them before you delete them or take any other
extreme action. Microsoft Windows and many other legitimate programs
sometimes put oddly named executables in unusual places. Before you
delete anything, make a quick Google search on the item to see what it
is. Odds are that other people have encountered it and posted some
thing about it. Use caution; otherwise, deleting critical system files could
render your computer unusable.

Duplicate Files
Duplicate files :'Ire :'In indicator of unusual activity on your computer. Someone who
IS collecting your e-mail.ch:.lt logs, or other documents may be making a backup III

case you ever delete the origin:'lls. It is a good idea to occasionally search all of your
hard drives to look for:'lll .doc (Microsoft Word) and .pSI (Outlook) files.

New Accounts
Another thing to watch for is whether someone spying on you has created a new
account, either to covertly install software or to provide them with a method of
continual access, should you ever change your password. You can easily take stock of
the accounts you have on your computer by checking Start I Control Panel I
User Accounts. On most machines, there is usualJy only one account per unique
user and a by-default disabled Guest account.

Recent Lists
Recent lists can also yield clues as to what is happening all your computer. The first
one to examine is the recent program list, which appears in the left-hand columll of
the Start menu. Tim list shows all of the programs that were recently run; anything
appearing here that you have not llsed recently or do not use frequently can be
viewed as a warning sign that someone is rUllning software all your computer.
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Recent flle lists show what flies have been recently accessed. The flrst and most
important one to view is on the Start menu, which shows recently accessed docu
ments and other types of flies. You should also open up programs like Microsoft
Word and Works to see what files were opened up recently. Find every program that
can be used to view "interesting" files, and look at its recent list. If the lists contain
files that you know you have not accessed recently, there is a chance that someone
found the data interesting and viewed it on your machine.

Use Security Tools
There arc many security tools availablc, both commercial and frce, that can help you
identifY and trace a potential spy. Firewalls and virus scanners are invaluable for
catching dangerous programs, and they are also good at catching spy sofnvare.You
can also search the Web and look for companies that offer different products that are
designed to locate spy software. Since we have not evaluated many commercial spy
software detection packages, wc cannot vouch for thcir effcctivcncss; however,
remember that any single piece of software is just one part of the puzzle, and should
not be your only method of checking your computer. Use your best judgment and
the other techniques mentioned here to supplement any software you purchase to
keep yourself spy-software free.

Spy on Yourself
The same techniques you use to watch your mark can help you flnd a potential spy
when turned against yourself. The more information you have 011 your personal
computer, the more likely you will have information revealing the presence of a spy,
if there is one.

Log Keystrokes
A keystroke log is a great tool for snitTlIlg out possible spies and giving an accurate
picture of what has occurred on your computer. Occasional review lcts you know if
there is any ullllsual activity, since any keystrokes you do not immediately recognize
are usually signs of activity on your computer.

While this is a very powerful method, it has several angles that should be consid
ered before adoption. A keystroke log on a typical computer, depending on usage,
can become huge. Collecting all of the keystrokes 011 a machinc does no good if you
do not take the time to analyze them. Since you are creating a log of all of your
activity, yOll are now domg the spy's Job for them by handing them the mformation
they are probably looking for.
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Sniff Your Traffic
Sniffing your own network traffic is another good technique. Collect daily logs of all
traffic on your machine and occasionally analyze it with Ethereal and OWNS. When
examining the traffic, look for unusual Web conncctions and e-mail messages, which is
how many commercial spymg implants comllllllllCate. They transmit your private data
to their operator usmg e-mail or the Web. It IS also a good idea to look for Virtual
Network Computer (VNC). Back Orifice, or NortOll Remote Desktop connections,
which are all methods by which your computer can be remotely controlled.

Similar to keystroke logging, sniffing your tnffic can be :1 double-edged sword.
While its collection givcs you a wcalth of information that can be used to protect
yourself, it is also the very information you are trying to protect from others. A packet
dump from your personal machine will contain all of your e-mail.Webbrowsing.IM.
and other online activities. Complexity is another issue; while a keystroke log is rela
tively easy to go through and understand, packet dumps are not as straightforward. It
takes quite a bit of tnining to be able to successfully analyze a packet dump. Even tools
like OWNS that can automatically classifY traffic from packet dumps are not sophisti
cated to the point where they make traffic analysis a trivial task.

Treat this as one tool in your arsenal for catching spies. Since it is a difficult
method to use, only use it when other methods or signs have aroused your suspi
cions and you are trying to home in on a specific tool or person. When used cor
rectly, tim can be a great techmque for discovefmg how someone IS spymg on you.

Passive Forensics
To perform passive forensics, select Start I Search I All files or folders I More
Advanced Options and check Search files and folders. Next, click When was
it modified, speCifY dates, and change the drop down from Modified Date fa
Accessed Date (see Figure I 1.36).

Figure 11.36 Searching by Access Dates
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Set Traps
Intelligence agencies such as the CIA have used traps as a means of validating their
assets for years. The simpleS[ example is the spymaster who hands his asset a closed
briefcase and requests that he take it unopened to a third party; the briefcase is
trapped and deSIgned to mdicate whether it was opened III transit. An opened brief
case means tbat the asset did not follow the directions of his spymaster (a career
ending mistake). Even more alarming is the fact that it could mean he is a double
agent attempting to gleam intelligence and "methods of operation" from the spy
master. In practice, though, this example has one crucial Aaw: it is //(/t /larural. On a
day-to-day basis, how many people do you know that hand their confidential brief
case to a relative stranger for courier?

Setting a trap that is not natural will t:1il because it is obvious to the targeted
party that it is a set up and it divulges your operational intentions. Instead of con
coering something new as your trap, draw from subtleties that already exist and are a
natural part of your usage.

Internet History Search Trap
The default view of files is very different from the one shown in Figure 11.37. After
launching Explorer, select View I List to list additional information beyond the
name and ICon of each entry. Next, click on View I Choose Details and check
both the Date Created and the Date Accessed boxes.

Figure 11.37 Access Date on an Application's Binary Indicates When it Was
Last Used
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In this case, we are observing the directory for the Web browser, Firefox,You can
see that the application itself (the first entry) was last accessed at 5:34 AM on
121712004. This would be particularly interesting if we knew that we were not
awake at that time.
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Because it IS trivIal to change the date on MICrosoft Windows, an even better
experiment is to set a trap. When you have finished using the computer, explore this
directory, write down the exact access time, and take it with you. Before launching
the application, browse to this directory again and check to see if the time has
changed. If it has, someone else has used the browser and mayor may not have tried
to access cache and cookie information from it.

E-mail Access Trap
A similar trap can be done on directories that conr.1.in mailboxes. In the example in
Figure 11.35, we saw that the folders for our user account "Admin" in Outlook
Express were last accessed at 6:06AM on the same date (see Figure 11.38).

Figure 11.38 Access Date on a Database Can Confirm the Existence of a Spy
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• •

When you have finished accessing e-mail for the day, write down the time and
check it when you come back.

Honey Tokens
At this point, you know that legitimate applications can be observed for changes in
their access time. Now, consider a slightly different concept: !Iolley tokclIS. The idea of
a honey token is to create a file that has the look and feel of a legitimate file, but
never access it. For example, using the Notepad.exe application, you can create a file
that resembles an Excel spreadsheet with relative ease (see Figure 11.39).

This file is populated with what appears to be legitimate information, but is
actually a trap. In this case, there are two ways to check the access of this file. The
first IS to mom tor for the file name Pl/fcJwses.xls In Excel's recently used documents
list. For example, in Figure 11.40, the file "Purchases" is listed on the right hand side.
Since this file was created using Notepad instead of Excel, it should not be listed,
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whICh mdicates that someone else opened the file. We can now analyze the access
date on the file [Q determine when it was accessed.

- ...........,...,- -
Figure 11.40 Honey Token Purchases. xis Created by Notepad.exe
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Look for Outside Clues
Someone spying on you may nm be doing it through your compmer. There are
many mher signs that can indicate that you are being spied on. This generally works
when you have close access to those who you think may be spying on you.

Are your thinb'S' especially papers and other documents, always where you left
thcm? Does your spouse "accidcntally" open your mail or pick up a phone extcnsion
more often than chance would indicate? Are you interrogated at length about num~
bers on your phone bill or items on your credit card statements? Does your spouse
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question yOll abom your whereabouts and drop by your office Just to see that you
are there? These are all behaviors that indicate that you are being closely watched.

In addition to the behavior-based signs, there are also physical clues to look for.
What type of material is your spouse or kids reading? Have they taken an interest in
computers, spent an unusual :1l1l0unt of time on the family computer, or started
reading lots of computer "security" books. Look through credit card statements for
unusual purchases, especially those from online companies. When you find them, make
sure you go online and check what type of organization a service was purchased from.

Trust Your Gut
You will never know if a really good spy is watching you; however, the previously
mentioned techniques will give you a head start into investigating. One of the most
important things to do is to "trust your gut." In many cases, "a bad feeling about
this" has uncovered a well-planned spy operation. Gut instincts are a spy's worst fear,

as they are a very important factor that cannot be planned for or modeled.
While this is the last technique mentioned, it is usually the first one a person uses.

A gut feeling is a good start and can lead you to using more complex technical means.
Once your suspicions are aroused you can look for other clues, set traps, and spy on
yourself to try to fllld your pursuer. Although we feel your instincts are one of your
strongest tools, we also caution you to be careful and not get overly obsessed.

How to React If You Are a Target
Once you discover that you are being targeted, it is time to determine exactly how
you will react to their efforts. This is important since it can have a profound effect
on their spying operation and your relationship with the spying individual or organi
zation. When yOLl realize that you are being watched you have a multitude of
options, but they all boil down to either avoiding your spy, confronting your spy, or
maintaining the status quo. Either choice poses many possible issues. Being spied on
can be a very emotional and touchy subject, and there is rarely a good way to handle
the situation. It is important to pick the action that will result in the best solution
for your particular situation.

AvoidingYour Spy
Someone is spying on you and yOll want to avoid them. Instead of confronting your
spy, this choice involves modifying your behavior so that you avoid the spy's tech
niques. In order to successfully avoid a spy, you must be fully aware of their capabili
ties and methods. Any mistake on your part when evaluating this can cause you to
f:1il, make you a more suspicious target, and alert your spy that you are on to them.
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Once you have identified your spy and their methods, you can practice the age
old technique of feeding them false information. This is a very useful tool in your
coumer-spy arsenal. You can cause your spy to expend time and effort on as many
wild goose chases as you can design.

Maintaining Status Quo
When you decide to maimain the status quo, you are sure that you are being spied
on, but since you are not doing anything wrong you choose to neither avoid nor
confront your spy. You may choose to do this because you have discovered your spy's
mcthods, and know that thcy arc not catching anything. Forcing a spy to continue
their operations, especially when the mark is aware and can control the information,
can cause the spy to expend time and energy on a pointless exercise. This option is
generally the easiest on your part, as it requires doing pretty much nothing new.

Confront Your Spy
Confronting your spy can result in more dramatic scenarios and will most likely put
an end to the spying. During a confrontation, let them know that you know they are
violating your privacy and covertly monitoring you. As mentioned, this can be a
very dramatic event; several things can play out here. If you are doing something of
concern and have been "caught in the act," now would be a good time to handle
the issues. Although further denial at this point is generally useless, it is yom preroga
tive (e.g., the CIA will never discuss matters of intelligence or classified documents,
regardless of their authenticity or how they were obtained). Changing the question
able behavior that brought someone to spy on you in the first place is also a method
of a gentle confrontation. A dramatic change in behavior is likely to alert the spy that
somethmg has occurred and that they have been discovered.

If you feel that the spying is unwarranted, a direct confrontation may be more
appropriate. In this situation, everything is brought out into the open: your suspi
cions and evidence of being spied on, and your activity, right or wrong. Accusing
someone of spying is a very strong accllsation; if you select this path, be prepared for
all of the issucs that can occur.

Identifying Who is Spying on You
Harder than dctermining you arc bcing spied on is finding out who is doing the
spying; good spies are very difficult to detect. Now that yOll are fairly sure you are
being spied on, it is time to determine by whom. This is a question that may not
always be answered satisf.1ctorily, if at all. Many times just knowing that you are
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being spied on may be enough, but when it IS not, there are several steps you can
take to narrow down your list of possible suspects.

Make a List of Suspects
Make a list of all of the people and organizations you think lllay be spying on you,
Illcluding your spouse, your children, or a pnvate detective. Your spy could also be a
hacker or some other complete stranger.

Determine Motive and Means
Now that you have built an exhaustive list of those you think may spy on you,
narrow It down by exal1lJlllllg each entity and looking for their motive and their
means. While some entities 011 your list may be interested in spying on you, they
may lack the means (e.g., your children may not have physical access to your com
puter or the technology to set up a complete spy operation). Other entities may have
the capability, but not the desire.

Search for Evidence
Use the methods we have discussed to search for evidence that you have been spied
on. The type of evidence yOll find should reveal clues as to your spy's capabilities
(e.g., you might expect a spouse or child to usc a simple hOlllcmade or commcrcial
tool, and a company might monitor you with a popular Spyware program).

When looking at your computer you may see that some of your more inter
esting files, or e-mails have recently been opened and viewed. You may want to stop
and consider the cause before you accuse someone of spying. Perhaps your wife was
looking in your e-mail to see what you talked with your friends about to better
decide your birthday present. Maybe your kids were examining your online calendar,
looking for a good day to surprise you at the office. There are generally plenty of
relatively innocent reasons for someone to "browse" through your files. Take this into
mind before accllsing someone of running a spy operation against you.

Build a Hypothesis
Now, try to pull all the pieces together and determine who was spying on you. Was
it a simple hack job done by a curious child? Do the software and techniques match
the ones in this book, which your wife recently borrowed? Was the software a high
tech spy device that evaded every flfewall and virus scanner? In addition, couple
your discoveries with your activities. Are you cheating on your wife? Selling drugs,
or nuclear power plant blueprints? Does someone have a good reason to be spying
on you?
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Put together all of the evidence you have collected and correlate it with your list
of suspects. Does the evidence match anyone? Does anything you have found sup
port your hypothesis of their desire and capability. Analysis of this data will help
determine the most likely suspect.

Act, I[You Dare
Now that you have an idea of who is spying on you, it is time to act on the knowl
edge. We have already discussed many possible actions that you can take when you
feel yOll have been spied on. This step requires some of the most intensive prepara
tion and planning because the actions you take will have an effect on you, your spy,
and the relationship between the two of you. As always, confronting your suspect is a
possibility, although we would not recommend approaching the U.S. government or
the mafia with accusations that they are "watching" you. When your accused spy
does talk to you, be open to any excuse or reason they give. As recently discussed,
they may have been snooping for totally innocent reasons. Sometimes acting like you
have something to hide raises suspicions. Remember: calling someone a spy is a very
strong accusation. Do it with caution and be ready for the consequences.

Notes from the Underground ...

Be Sure You Are Right
I was chatting with my sister one night, and asked her a question about her and
her boyfriend. She was quite taken aback by my question, since it required me to
have information she did not realize I had. When she asked me how I knew the
information, I decided to play with her; I sent her a link to this book along with
the comment "look at what I'm writing." I had actually gotten the information
from another sister (in a large family, gossip is the best method of intelligence
collection). After seeing the link, my sister thought I was spying on her and
logged off in a furor. She then had her computer examined by several sawy
friends and found several keystroke loggers on it. I then got an angry phone call
and a few days of icy silence as my sister would not speak to me, thinking that I
was actually spying on her.

Once everything was straightened out, we talked about what might bee the
source of the keystroke loggers and other spy software. Apparently, her ex
boyfriend worked on her computer that previous summer and helped her "set it
up." He immediately came up as the number one suspect, who had motive and
access. My sister's angry emotional state and desire to explain my surprising

Continued
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information caused her to blame a target of opportunity and miss a more
obvious suspect. In this case, everything worked out fine and she is never going
to let a jealous ex boyfriend touch her computer again. However, in many cases,
this type of mistake can have drastic effects. Be careful before you accuse anyone
and make sure that you are correct in your accusations.

A Note about Spyware
Spyware is a huge problem with most home computer users. It is usually covertly
installed, coming bundled with differcnt frec applications or sneaking onto pes
through other insidious methods. Most spyware is set up to collect information on
browslllg and computer-user habits to help deliver targeted advertis1l1g. It may also
collect and examine e-mail, keystrokes, and mouse movements.

Unfortunately, since most home computers have spyware, it is hard to determine
which spy software was accidentally installed, and what was specifically put there to

spy on you. One can argue that all kinds of spyware target you, whether it is a large
advertising company or your wife, and they should all be destroyed. However, there
is a big difference between having your Web sites monitored by a spyware company
for marketing reasons and having your spouse read your e-mail because they think
you are cheating on them. Because of that, it is important to be able to sort out
what is corporate spyware and what is personal.

Luckily, there arc sevcraluscful tools for weeding out corporate-sponsored spy
ware. One popular example is Ad-Aware by Lavasoft, which can be downloaded
from lPlIIl/I.dOIlJl/load.COIIJ (search ad-aware). An example of this application in action
can be seen in Figure 11.41.

Figure 11.41 Lavasoft Freeware Version of Ad~Aware
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For extra protection, penodically use more than one type of spyware detection
and removal system. A second application similar to Ad-Aware, is Spybot Search &

Destroy, which can also be obtained at www.download.colll (search spybot). An example
of this application in action is shown in Figure 11.42.

Figure 11.42 Spybot Search & Destroy.

,..........."""_ = _ ........,""'_r."",..._ . ..-. _ __1'1«_

\ --_ -_ --................,.....~ _ -......,--::::-_ b_

Case Study: Guilt
is for Suckers, Not Spies
Spying is a very complex process, both technically and emotionally. Because every
case effects all parties in very different ways, it is very important to follow the
SLEUTH methodology, plan your actions, and do your best to anticipate the pos
sible outcome. Failure to be prepared for the emotional implications of many scc
narios could have disastrous results. When a spy f.1ils to separate their feelinb"S from
their mission, they set themselves up for f.1ilure. Spying is one of the worst things to

do in a haphazard manner.
Anothcr common mistake that many amateur spies make is to underestimatc the

awareness of thelf opponent. While not everyone IS a professional counter-spy, many
people place great trust in their mstincts and institution. Many spy operations are
discovered because "something just doesn't feel right." It never hurts to expect that
your mark is suspicious, and probably one step ahead of you.

Topic
In this case study a young couple is about to f.1ce their first serious obstacle. For the
first time in almost four years, Greg will be spending the spring and summer apart
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from Camille. He will be working 111 a different state while she waits to transfet from
her current job. Nervous about his fiancee's party-girl lifestyle, Greg decides to keep
a close electronic eye 011 her.

Elaboration
Together, Greg and Camille are a young, happy couple. They met thelf JUlllor year of
college and become great friends. Between their junior and senior year Greg con
fessed his love and proposed to Camille. She accepted and they had a wonderful
senior year together. After graduation, Camille got a job working in their college
tOWIl. She got an apartment and they moved in together while Greg looked for
work. After about a month oflooking, Greg found the perfect job. It had terrific pay,
flexible houTS, and great benefits. Even better, it was in the same town as the law
school Camille wanted to eventually attend. The only complication was that Greg
had to start right away, and Camille could not move until after the summer. They
would have to spend the next four months two states apart. It was going to be a
challenge, but they were a committed couple and would try to see each other cvery
couple of weeks.

Greg was a little nervous about leaving Camille. It would be the first time ill
three ycars that they would be apart for marc than a few days. He remembered how
Camille definitely was a "party girl" before they met. He still cringed :l little inside at
aU the guys around campus that waved and seemed to know her. Perhaps it was due
to some of his insecurity or perhaps it was some subtle clues he noticed, but Greg
decided to keep an eye on Camille when he was gone, to let him know how she
was doing. It would not be any worse than listening to her talk on the phone, he
justified it to himself.

So Greg left, and on his visits back he would check his little "fnends" that he left
on her computers. Things seemed to be going well so f:1r, so there were no worries.
He sometimes felt a little guilty about snooping 011 his fiancee, but his fears won out
and he kept watching.

While Greg was away Camille was having a f:1irly good time. She worked with
quite a few young, singlc,just-out-o{-college people, so they were always out par
tying. She had been with Greg for so long she had forgotten what it was like to be
out 011 the town young, single (relatively), and wild. Even though she was out
painting the tOWIl red, the thought of straying never crossed her mind, ul1til one
night at a company happy hour where her friend Jackie introduced her to her new
co-worker, Lorcnzo.

Lorenzo was tall, European, and very sexy. He had a great "air" around him;
calm, relaxed and confident. When she spoke, he looked deep in her eyes and
seemed to be paying close attention to every word she said. Who would not be
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attracted to that? Knowlllg that a little harmless flirting would not hurt anybody,
Camille spent most of the happy hour talking to Lorenzo, quite a bit of time
drinking and laughing with him afterwards, and then the rest of the evening making
out with him on the cab ride home.

The ncxt morning, Camille woke with a start, sitting straight up in bed, Shc
immediately grabbed her throbbing head with both hands. "Oh my God I drank
way too much last night," she thought, and then the images of the night started
coming back to her. "Oh 110, I didn't do that!" She looked around quickly;, ok, she
was alone, so at least things did llot go toO far. Her initial feelings of guilt and shock
lasted about as long as her hangover. As the day wore on, Camille started thinking
about all the thinb"S that she had donc. "Well it is not likc I'm marricd. He's a cute
guy; I'm a cute girl. We didn't hurt anybody." He was not the kind of guy she
wanted to marry, not by a long shot. In t:<ct, Greg fit that bill to a tee. But Lorenzo
was fun and cute, oh so cute. Would it really be wrong for her to see him again? Just
to play around a little bit before she left the dating scene for good? By dinnertime,
she deCIded to send Lorenzo an e-mail thanking hUll for the wonderful evenmg and
asking him if he would like to have drinks again.

When Camille grabbed her keyboard, she accidentally dropped it, pulling it from
the back of the computer. "Well, that's weird," she thought, "It should not be that
loose; Greg is always saying how loose it is and reattaching it in the back." So
Camille pulled her computer out and reached around. "Hnunm, what is this?"
Before she could attach her keyboard, Camille saw a small little tan dongle sitting in
the purple keyboard slot on the back of her computer; it looked like it was set up
for the keyboard to plug into. "Wait a second! I know what this is!" It was a small
hardwarc keystroke logger. Greg had showll hcr onc a couple of years ago, that he
had bought for a computcr security class, and had a great time playing pranks on his
roommates with it. "Why is this on my computer?" Camille wondered.

Feeling a little nervous, Camille brought her desktop and laptop into the "com
puter guy" at work. She asked him to check them out and told him she was worried
that someonc was watching her. When she stopped by that afternoon he told her,
"The desktop is clean; it only has the hardware key logger that you pulled, but the
laptop has a neat little software key logger that mails out your keystrokes every SIX

hours to a hotmail e-mail address. Do you want me to take it am" Camille was
shocked. Greg was spying on her, which would explain why they keyboard was
always loose, wouldn't it? "No, go ahead and leave everything exactly like it is." She
could not believe that Greg did not trust her, and even more than that he had the
nerve to spy on her. She would make sure he paid for that.

Before she left home, she decided to write an e-mail to Lorenzo. From now on,
all of the correspondence with him would be from her work computer. She was
~Id not get to that, so she sat down and wrote:

~
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Lorenzo,

I had a great time Saturday night. I'd like to hang out with you some more
if you want. Dinner @ my house on Thursday? 0

Camille

When she got home that evening, she decided it was time to start playing Greg's
games back on him. She sat down and wrote:

Greg

I just wanted to let you know how much I think about you and miss you.
Nothing is the same without you, I don't have a minute when you don't
cross my mind. I can't wait until you visit this weekend.

Love,

Camille

Content in her deception, Camille only communicated with Lorenzo from
work. Occasionally, when she need to 1M or write him from home, she would tem

porarily unplug the keylogger, always remembering to put it back when she was
done. She did not want Greg to know that she was on to him, yet.

That Wednesday, she had dinner with Lorenzo, drinks afterward, and then they
talked and did the things people do after elates. Sometime in the middle of the night,
Camille got out of bed and started typing an e-mail to her friend Jackie.

Jackie,

I can't believe how much in love with Greg I am. He is so amazing, and the
best guy I've ever been with. One of the things I like about him the most
is how he trusts me. Most guys would be uncomfortable with long distance
relationship. He's great and has never doubted me once. Its easy to love a
man like him

Camille

She did not really send that e-mail to Jackie; she just typed into an empty docu
ment. She wamed to make sure that the keystrokes were picked up by Greg's key
logger. The e-mail was not intended for Jackie, but rather for Greg.

As the summer went on, Camille had a great fling with Lorenzo. She also made
sure to turn all the sweetness whenever she talked to Greg, and sent several "decoy"
messages every day professing her love and devotion for her fiancee. Greg, on the

www.syngress.com
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other hand, was havlllg a long guilt-flUed summer. He was feeling worse and worse
about spying on Camille. She was so sweet to him; everything he collected from her
computers confirmed that.

At the end of [he summer when Camille came over [Q Greg's place, he decided
i[ was [imc to fcss up and comc clean with her. "Camille, there's somc[hing I nced to
[ell you. I've becn spying on your computer ovcr [he summer because I was worried
about you being f:1ithful. Uu[ all I evt'f learned was how wonderful you are and how
much you love me."

Upon hearing that, Camille made sure to act angry and disgusted and stormed
out of [he room in complete anger and disbelief. After he caught up with her,
Camille madc Grcg apologize ovcr and over, beg for forgivcncss, and promise ncver
[Q do i[ again. In the end she told him that things would be okay, but it would be a
long time before she trusted him again.

So, [hey continued on as a couple and eventually got married. It took a while
for Camille to get over being "mad" at Greg, and it took Camille's parents a long
time before they trusted Greg agam. They could not believe that anyone could have
so little faith in their daughter. While thelt marriage ended up being a relatively
normal and bappy one, to this day Greg still feels guilty and thinks that spying on his
fiancee was the worst decision he has ever made.

Analysis
Greg was wrong, and will have to pay for it for a long time. Camille cheated, and
got away with it. Most spy stories do not have happy endings. Greg was worried
(and rightly so) about his fiancee's faithfulness. When those fears rose up he had
many choices; with those, hc somchow felt that keeping an elcctronic eye on her
would be the best idea. He carned out IllS plans well and did a faIrly good job of
bugging her computer. Unfortunately, Camille found Greg's spy devices and was able
to succeed at cheating, despite his best efforts. In addition, once she knew she was
being watched, she was able [Q play the victim role to her advantage.

Greg made the decision [Q spy, but he did not think through the outcomes. He
fully expected to find cvidence of cheating, and when he encountercd the apparent
longings of a loving girlfriend, his fedings of guilt led to his confession and the col~

lapse of his spy operation. You cannot blame him; most people would have done the
same thing in that situation. There were many potential ways that Greg could have
come out clean, but emotions and a lot of bad luck ended it.

This Just goes [Q show that the game of spymg on loved ones is dangerous and
not for everyone. I3ehind the sexy mystique lies tedious procedures and emotional
conflict. As you embark on your amateur spy career, keep this and the other case

www.syngress.{om
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studies 111 mmd. Be careful what you do, be careful what you look for, be careful
what you wish for, and most of all just be careful.

Summary
Being an excellent cyber spy means knowing how to observe others in a manner
that cannot be detected. In this chapter, we demonstrated ways to increase the
degree of your stealth while increasing your ability to maintain your own personal
privacy. While there are many points that you should take away from this, the biggest
key to ensuring privacy is to securely delete anything that yOll cannot afford not to

lose; hide what you cannot delete at a location other than your computer, or encrypt
what you cannot hide.

• Whenever possible limit your activity on a computer that yOll suspect may
be monitored. Consider using business centers, hotels, or Internet cafe's for

anonymous access.

• Wireless networks 111 restaurants and coffee shops help yOll avoid smffer and
router logs on your home nenvork; however, the evidence still resides on
the laptop that you used.

• Consider using removable media with a good cover story to hide sensitive
documents. USB drives rhat are also used for finanCial data backups or MP3
music players such as the Apple iPod, are great examples. Not only are these
devices all unlikely location for a spy to look, but they can be easily taken
with you when you leave.

• Virtual RAM drives and bootable CD-ROMs call be used for temporary
activities. When the power IS shut down after Llsing one of these tech
niques, the contents and history of the activities are completely erased.

• Virtual machines such as those offered through commercial applications
such as VMware, can provide an additional layer of obscurity. Anyone
spying on yOIl would need to gain access to the local machine, and then
know to boot and access the Virtual mach me to track your behavIOr.

• PCP freeware is a useful application for securely dt'lecing files, encrypting
files, and encrypting e-mail communications.

• TrueCrypc can be used to encrypt entire volumes for the storage of mul
tiple files and/or applications that are password-protected.

www.syngress.com
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• Sometimes, hiding data through steganography can Improve pnvacy
because your spy will not know that it is there.

• 1M chats are visible for all to see. Make sure you download and configure
your chat clients to use available encryption so (hat your online discussions
stay private.

• When you think you have detected a spy, be certain that you have the cor
rect person identified before you confront them. Many times, spies are not
around you, but are in a distant location across the Internet that compro
mised your computer through other means.

www.syngress.com
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7-Zip tool, 147
420 (nym), 6

A
Abyss Web server, 356-360
access accounts, 207-208
acronyms. Sec nyms
active liS. inactive information, 48
Ad-Aware, 419-420
addiction, Internet, 33-34
address listings, 373-374
Address Resolution Protocol (ARP),

346-348
addresses. Sec IP addresses; MAC (Media

Access Control) addresses
aggregators, 322-324
AIM. See AOL Instant Messerger (AIM)
Amenca Online. Sec also AOL Instant

Messenger (AIM)
browser client, 237,275,27
collecting e-mail account it ormation,

212-214
e-mail client, 296
finding old e-mail message) 224
Open Mail Access feature, J03
viewing browser hislOry, 23
Web-based e-mail, 214

American Encryption Standafd (..,.
13(}-131

AOL Instant Messenger (AI
collecting passwords and bltilJi41fscs,

325
overview, 319, 320, 322
port number, [ 15
problem with instant conn tivity,205
recovering chat logs, 228-2 9
role ofAIM Express, 385
searching for accounts, 226 7
setting up message logging, 30
viewing chats, 220

Apple Computer, 90, 107
AR Soft, 380-382
archive tools, 147-148

Index
archIves, unpacking to folders, 147-148
ARP (Address ResolUlion Protocol),

346-348
ARP poisoning, 348, 349, 352-353
ASL (nym), 6
at sign (@),searching for, 222
attrib.exe command, 150
audio recording, 82
auto completion, Internet Explorer, 246,

247

B
Barry Manilow T-shirt expenment, 52
behavior modification, 49
Best Free Keylogger (I3FK), 165,

255-258
BFK (Best Free Keylogger), 165,

255-258
bits, defined, 93, 117
blogs, 28-29, 371
bookmarks, Web browser, 269-270, 271
boatable operating systems, 383-384
broadband home networks, 121, 123
broadcast regions, 168
browsers. See also Internet Explorer;

Mozilla Firefox
alternative application use, 239
AOL Explorer, 275, 276
bookmarking favorite sites, 269-270,

271
browsing case srudy, 286-288
browsing overview, 266-267
erasing cache, 385-386
exploiting browsing, 277
history of sites visited, 268-269
increasing cache size, 230, 232
typical,269-274
viewing caches, 229-232, 272
viewing cookies, 233-235, 281
viewing histories, 235-237

Brugioni, Dina A., 65
buddy lists, instant messaging

collecting from AOL, 325
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collecting from MSN, 326
collecting from Yahoo, 325
collecting using Gaim, 326-328
collecting using Trilli:m, 328-329
overview, 319-320

bullying, 29-30
l3urgh,john A" 51
bytes, defined, 93, 117

c
c2c Only (nym), 6
cable modems, 121,206
cache, Web browsers

erasing, 385-386
increasing size, 230, 232
overview, 270
viewing, 229-232

Cain & Abel (C&A) tool,348-355
CamStudio, 360, 361
canary traps, defined, 48
Cases, computer, 89, 90
CD drives, 94-95
cell phones, 344, 366-370
Central Intelligence Agency (CIA), 64
CGl (common gateway llHerf:1ce), 358,

360
Chanrand, Tanya, 51
chat logs, 228-229
chat roOIllS. See also instant messaging

capturing chats, 228-229
encrypting messages, 400-405
and sexual predators, 30-33
uncovering identities from names,

206-214
children

as bloggers, 28-29
cheating on homework, 26
as hackers, 28
illegal file sharmg, 26-28
monitormg behavior of, 60-62, 63,

83-85
new dangers, 26-29
old d1ngers, 29-30
online property theft, 26-28
overview, 25-26

and sexual predators, 30-33
spymg on, 25-34
types of dangers, 25-26

CIA (Central Intelligence Agency), 64
ciphers, defined, 49
cmd.exe command, 146
collaboration, online, 16,29
Columbine tragedy, 60
command prontpt, opening, 146-147
contnland.colll command, 146
common gateway interface (CGI), 358,

360
communication, as a ntain lIse of

network technology, 133
computers. See also browsers; e-mail;

hardwate; instant messaging
examining for evidence of being spied

on,408-415,417
exclusion of home network, 384
exclusion of media, 378-384
how to react if targeted, 415-416
limiting evidence by limiting usage,

378-385
limiting evidence with secrecy and

stealth,385-407
total exclusIon, 385

Concealment Device, defined, 49
confronting spies, 4 I6,4 I8-4 I9
connectivity, disconnecting computers

from Internet, 205-206
connectors, computer, 97-10 I
Control Panel

Add or Remove Programs, ISO- I5 I
Classic view, 148- I50
Network and Internet Connections,

206
switching front Category to Classic

view, 148-149
cookies, browser

defined,270
erasing, 385-386
how to view, 233-235, 28 [
overview, 270
viewing by using WinSpy, 28]
viewing in Internet Explorer, 233-234
viewing in Mozilla Firefox, 234-235
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copyright, 27-28
court records, 372-373
covert. defined, 49
co....ert spying

defined. 48,S3,71
.,S. overt spying. -48, 53, 74
overview. 53.71
problems with using, 71-73
revealing your hand, 75-76

cowrt 115. O\'en information, 48
CllUS (central processing units), 90--91
credit reports. 373
cryptography. &e encryption
Cuban missile crisis, 65, 66
culture of mistrust, 18--19,70,79-80
cyber-affairs, 7-13. See also infidelity
cybering (nym), 6

D
data encryption st:mdard (DES), 130
databasL'S. online, 371-375
decrypting c-mail, 394-395
deleted files, recovering, [63-164,

259-261
DES (data encryption standard), 130
desktop movies, 360--361
deterrent, surveilbnce as, 58-64
device drivers. 107, 168-169
dial-up Iletworks, 120
display monitors, 102
Domain Name System, 115-116
downloading. See peer-to-peer file

trading
drug involvement online, 13-16, 29
DSL lines, 121, 206
duplic:ne filL'S, 409
DVD drives, 94-95

E
e-mail

AOL accounts, 212-214, 224, 296
avoiding automatic checking, 211
case srudy, 314-316

Index 429

collecting account information from
Outlook, 21 1-212

collecting account information from
Outlook Express,209-211

collecting by sniffing networks,
306-312

collecting files from t:trget computer,
299-300

collecting from t:trget PCs,298--306
collecting using clients. 300-305
decrypting, 39-4-395
determining usernames. 209
encrypting, 389-395
finding stored mcss,'b>e5, 222-225
history. 293-295
how it is transmitted, 292-293
identifying t:trgets, 298--299
lack of privacy. 60
local client accounts, 208-214
monitoring employees, 81-82
overview. 292-295
popular c1iems, 295-296
searching for @ sign, 222
sumlllary of collection methods,

313-314
ullcovering identities from names, 206,

208-214
uncovering passwords with Protected

Storage Explorer. 213, 214
using shared folders to access remotely,

253-254
viewing access times in Outlook

Express, 413
Web-basl..'d aCCOunts, 208, 214-222,

267-268
Ebay,13
Edonkey.27
Electronic Communications Privacy Act

(ECPA),81
employee polygraph tests, 64
encryption

of chat sessions. 4()()-J05
of e-mail, 389-395
Enib"lna machine, 76--78
of files by using IlGI~ 396
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of files with Windows XP Professional
Edition, 395

of hard disk storage, 396-400
overview, 129-130
I'S. steganography, 405, 406
strength comparison, 130-131

Enigma machine, 76-78
entertainment, as a main use of network

technology, 133
Ethereal

analyzing chat :md instant messages,
332,333

analyzing e-mail messages in, 31 0.311
overview, 128, 169-174
liS. Snort, 310, 332

Ethernet cable, removing, 205
ethics, and spying, 16-20
Enercap, 128
Explorer. See Internet Explorer;

Windows Explorer
extramarital aff:1irs. See infidelity

F
favorites, Web browser, 269-270, 271
FBI (Federal Bureau of Investigation),

73-74,78,79
file sharing, illegal, 26-28
files. Sec alsl) e-mail; hard disks; instant

messagll1g
as operating system concept, 107-108
viewing access times in Windows

Explorer, 412-413
FilterFilesWithUn known Extensions

registry entry, 220
Firefox. Sec Mozilla Firefox
firewalls, 197, 198,359
firewire ports, 99, 100
floppy disk drives, 95, 96
folders

as operating system cOllcept, 108
sharing, 251-254
viewing access times in Windows

Explorer, 412-4 13

420 (nym), 6
Frech, LOlliS, 79
FTP (File Transfer ProtOcol), 115

G
Gaim

collecting buddy lists, 326-328
collecting passwords, 326-328
defined,323
encryption plug in, 402-403
and impersonation, 338-339
overview, 323
setting up message logging, 331-332
liS. Trillian, 403

gigabits, defined, 117
gigabytes, defined, 93
Gilovich, Thomas, 50
Gmail, 214, 297-298
GNU Public License (GPL), 155
Google

cached links, 370
Desktop Search, 161-163,220-222,

229
Gmail, 214, 297-298
hacking to discover mformation, 371
search engme as [Qol for cybcr-spymg,

370-371
gut feeling, trusting, 415,420

H
hacking, 28
Hanssen, Robert, 73-74, 78
hard disks

encrypting storage, 396-400
examining for sLispicioLls software

installations, 409
limiting evidence by limiting usage,

378-379
overview, 91-92
recovering deleted files, 259-261
searching for account information,

218-220
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searching for cookies, 218, 219
searching for Web-based e-mail

accoun~,208,214-222

hardware
cases. 89. 90
connectors, 97-101
CI'Us, 90-91
firewire ports, 99, 100
floppy dri\'es, 95, 96
hard disks (Sre hard disks)
imerface components. 102-10-1
keyboards, 102, 407
laptops, 105
main memory, 91
memory cards, 97
micc.103
microphones. 103
modems, 94, 100
monitors, 102
Illotherboards, 94
nctwork cards, 94
non-interface componel1~,89-97
optical drives, 94-95
overview, 89
paralld pam, 101
ports, 99,100,101
printcrs, 104
PSI2 conncctors, 98
scanncrs, 104
serial ports, 101
sound cards, 93-94
USB connectors, 98-99
USB drives, 96, 379-380
uscful for spying, 97
video cards, 93
Webcams, 103-104

Harris, Eric, 60
hidden attribute, setting, 149-150
hiding

dtosktop icons, 221,250-251,359
files, by storing on removable drives,

379-380
files. using Windows Explorer,

1....-146, 1-19-150
messages. in imagl-"S. 40.5---107

history, Internet Explorer

Index 431

erasing, 385-386. 387
overvie\\~ 235-236. 272
removing media evidence. 380-382
viewing by using WinSpy. 280-281

home computers. Su also browsen; e
mail; hanhvare; instant l11ess3ging

examining for evidence of being spied
on, 408--115, 417

exclusion of home network, 384
exclusion of mcdia, 378-384
how to react if targeted. 415-116
limiting evidence by limjring US3ge,

378-385
limiting evidence with secrecy and

stealth, 385-407
total exclusion. 385

home networks
broadband. 121. 123
cablc modem, 121, 206
dial-up. 120
DSL, 121, 206
overview. 120
typical setups. 125

homework, cheating on, 26
honey tokens. 413-414
Hotlllail.cOlll

defincd.208
Outlook Express example. 211
overview, 297
searching hard disks for account

evidence, 214, 218-220
HTML (Hypertext Markup Language),

266-267
HTTP I'ost requests. 311, 312
hubs, 121-123. 128. 166, 167-168
Hllshmail.com, 214

I
icons. hiding, 221,250-251,359
lCQ (I Seck You). 320. 321
identities. collecting c-mail account

information from Outlook
Express, 209-211

IEEE 1394.99
illegal drug involvement online, 13-16,

29
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432 Index

images, hiding messages m, 405--407
Impersonation, and Instant messagmg,

337-338
IMSmarter, 333-336
inactive V$. active information, 48
infidelity

online, 7-13
overview, 21-23
warning sigtlS, 22

InstallSpy, 382
instant messaging. See also AOL Instant

Messenger (AIM)
case study, 339-34 I
collecting chat and messages, 330-337
collecting messages through logging,

330-332
collecting messages through sniffing,

332-333
encrypting messages, 400-404
and impersonation, 337-338
logging messages by using IMSmarter,

333-336
overview, 318-320
role of aggregators, 322-324
searching for accounts, 226-227
setting up message 10gglllg lIS111g MSN

Messenger, 331
setting up message logging Llsing

TrilIian, 332
setting up message logging using Yahoo

Messenger, 330-331
lllstincts, trusting, 415, 420
Internet

depth of pt'netration into lives,
133-134

as type of network, 117-118
ItHernet addiction, 33-34
ItHernet cafes, 385
Internet Explorer

AutoComplete feature, 246, 247
erasing cookies and Internet fIles, 386
extra cache information, 273
history of sites visited, 235-236, 272,

280-281,380-382,385-386,387
identifying stored passwords, 217-218
increasing cache size, 230

obtailllng copy of Favorites, 271
overview, 271-273
running other programs from, 277
super hidden directOry, 386
viewing cache, 229-230, 272
viewing cookies, 233-234, 272

Internet Relay Chat (IRC), 115,
320-321

Internet service providers (lSPs), 59, 60
interpersonal relatiotlShips. Sec also

children; loved ones; marriage
breaking trust, 18,69,70
creating culture of mistrust, 18-19, 70,

78-80
deciding to spy on loved ones, 17-18

Intrusion Detection Systems (IDSs),
179-182

[P addresses
and Domain Name System, 115-116
Network Address Translation, 113-114
overview, I 12-1 13
:md ports, 114-115
spoofing, 346-348

Ipconfig tool, 197-198,362
iPods, storing files on, 379-380
IRL (nym), 7
ISO (nYIll), 7
ISPs (Internet service providers), 59, 60
iTunes, 27-28
[ZArc tool, 147, [56-158

J
Juno.com, 214

K
Kaboodle, 158-159
Keen, Harold, 77
keyboards. Sce also keystroke loggers

legality of logging keystrokes, 81
onscreen, 407
overview, 102
types of connectors, 102

keyloggers. Sec keystroke loggers
keystroke loggers
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avoiding, 407
Best Free Keylogger, 165, 255-258
for collecting e-mail, 300
defined, 195
illustration, 195
in Internet cafes, 385
legality of USlllg, 81
overview, 254
reason W buy twO, 345
using them on yourself, 410

kilobits, defined, 117
kilobytes, defined, 93
KJebold, Dylan, 60
Knoppi.x, 383-384

L
LANs (local area nctworks)

ARP spoofing, 346-348
illustration, 117
overview, 116

laptops, 105
legal issues

monitoring employee e-mail, 81-82
overview, 80-81
protccting employees, 81
protccting employcrs, 81

legends, defincd, 49
LexisNcxis, 371-372
libraries, Internet access, 385
Linksys routers, 351,359,362-365
Linux operating system, 106-107
listcmng posts (LPs), defincd, 49
local area nctworks (LANs)

ARP spoofing, 346-348
illustration, 117
overview, I16

loggers, keystroke. See keystroke loggers
long distancc telephonc calls, 403-404
loved ones

breaking trust, 18,69,70
creating culture of mistrust, 18-19 70

79-80 ' ,
deciding to spy on, 17-18
moniwrmg children's bchavior, 60-62,

63,83-85

Index 433

spylllg on children, 25-34
spylllg on spouscs, 20-24, 79-80

Lynn, Michael, 47

M
MAC (Media Access Control) addresses,

346-348
Maclllwsh,90, 107
MacOS, 107
main memory. See mcmory
man-in-the-middle (MITM) attacks,

345,347-348,349,350,353,
354-355

marks, defined, 49
marnage

financial issues, 23
infidelity in, 7-13, 21-23
liability issues, 23
multiple identities ltl, 24
spylllg on spouscs, 20-24, 79-80

Mcdia Access Control (MAC) addresses,
346-348

megabits, defined, 1'17
megabytes, defined, 93
memory, computer, 91
mcmory cards, 97
mice, 103
microphoncs, 103
Microsoft .NET Passport, 219
Microsoft Outlook. See Outlook-

Outlook Express '
Microsoft Search

overview, 160
searching hard disks for Web-based e

mail account evidence, 218-220
searching specific time periods,

244-247
Microsoft Windows operating systems.

See Windows operating systems
MITM (man-in-the-middle) attacks

345,347-348,349,350,353, '
354-355

modems, 94, 100
monitors, computer, 102
motherboards, 94
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mouse, 103
Moustakes,john,79
mOVIes, desktop, 360-361
Mozilla Firefox

erasing cookies and Internet files,
385-386

history of sites visited, 236, 237
identifying stored passwords, 216--217
increasing cache size, 232
liS. Netscape Navigator, 216
overview, 274-275
viewing cache, 23(}-232
viewing cookies, 234-235
viewing histories, 236--237

MP3 players, storing files on, 379-380
MPAA {Motion Picture Association of

America),28
MS Search

overview, 160
searching hard disks for Web-based e

mail account evidence, 218-220
searching specific time periods,

244-247
MSN Messenger

collecting passwords and buddy lists,
326

overview, 319, 320, 322
searching for accountS, 227
setting up message logging, 331

multimedia, 269, 271
multiple personalities, 24
musIC players, stonng files on, 379-380

N
nanny cams, 82-83
NAT (Network Address Translation),

113-114,359
.NET Passport, 219
Netscape Navigator, identifying stored

passwords, 215-216
Network Address Translation (NAT),

113-114,359
network cards, 94, 128
network ports, 100
networks. See also hOllle networks;

Internet

common uses, 133--134
disabling connections, 206
and Domalll Name System, IIS-116
home,12(}-125
IP addresses, 11 2-1 16, 346-348
LANs, 116, 117,346-348
overVIew, 112
packet travel, 118, 119
ports, 114-115
sniffing, 128-129
tracking target machines using

Kaboodle, 158-159
traffic on, 125-134
types of traffic, 126-127

new accounts, 409
newly installed software, as indicator of

sllspicious activity, 408-409
Notepad, 413, 414
NSA (nym), 7, 8
NTFS file system, 395
nyms, 6-7

o
One-Way Network Snniffer (OWNS)

collecting targer Information, 282-285
overview, 182-187
sniffing traditional e-mail, 307

online addiction, 33--34
online databases, 371-375
online drug access, 13-16,29
online mfidelity, 7-13
Open Mail Access, AOL, 303
operating systems. See also Linux

operating system; Windows
operating systems

bootable, 383-384
common types, 105-107
concepts, 107-109
determining version, 195-196
overview, 105
virtual, 382-383

optical drives, 94-95
Outlook

collecting e-mail account information,
211-212

decrypting, 394-395
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encrypting e-mail with PCp, 392-395
finding old e-mail messages, 223, 224
overvIew, 295-296
receiving PCP encrypted messages,

394-395
storing e-mail on encrypted drives,

399-400
Outlook Express

collecting e-mail account information,
209-211,301-303

decrypting, 394-395
encrypting e-mail with PC1~ 392-395
finding old e-mail messages, 222-223,

224
overview, 295
receiving PCP encrypted messages,

394-395
storing e-mail on encrypted drives,

399-400
overt, defined, 49
overt monitoring, mlllg as deterrent,

57-70
overt spymg

lJS. covert spying, 48, 53, 74
defined, 48, 53
Impact of bemg "watched," 67-70
probkms with using, 64-70

overt lJS. covert information, 48
OWNS (One-Way Network Snniffer)

collecting t:lrgct information, 282-285
overview, 182-187
sniffing traditional e-mail, 307

p
packets

overview, 118
sniffll1g (See snilfers)
traveling, 119
UDP lJS. TCp, 126--127

Packetyzer, 128, 174-179
parallel ports, 10 [
passive forensics, 411
Passport, Microsoft, 219
password profiling, 199-200
password recovery

Cain & Abel tool, 348-355

Index 435

USltlg keystroke loggers, 195, 197
passwords, (-mail accounts

identifYing in Imernet Explorer,
217-218

identifYing in Mozilla Firefox, 216--217
identifYing in Netscape Navigator,

215-216
uncovering with Protected Storage

Explorer, 213, 214
passwords, instant messaging

collecting from AOL, 325
collecting from MSN, 326
collecting from Yahoo, 325
collecting using Caim, 326--328
collecting using Trillian, 328-329

PC Inspector, 163-164,259-261
PCMCIA card, removing, 205
PCs. See browsers; computers; e-mail;

hardware; instant messaging
PDAs (personal digital assistants), 344
peer-to-peer file trading, 26--28
permissions, as oper:Jting system concept,

109
personal computers. See computers;

hardware; software
PCP (Pretty Cood Privacy)

encrypting e-mail, 392-395
encrypting files, 396
histOry behind, 394
key generation and exchange, 389-391
overview, [32
wipe capability, 387-388

phone listings, 373-374
photographs, hiding messages in,

405-407
pictures, hiding messages in, 405-407
piracy, online, 26--28
pOlsonlllg, ARJ~ 348, 349, 352-353
police cameras, 59--60
polygraph tests, 64
POP3 e-mail.115. 304-305
ports, and IP addresses, 114-115
POS (nym), 7,66
Post Office Protocol (POP), [15,

304-305
Postmark.net, 214



C
op

yr
ig

ht
 ©

 2
00

5.
  S

yn
gr

es
s 

Pu
bl

is
hi

ng
.  

A
ll 

rig
ht

s 
re

se
rv

ed
.  

M
ay

 n
ot

 b
e 

re
pr

od
uc

ed
 in

 a
ny

 fo
rm

 w
ith

ou
t 

pe
rm

is
si

on
 fr

om
 th

e 
pu

bl
is

he
r, 

ex
ce

pt
 fa

ir 
us

es
 p

er
m

itt
ed

 u
nd

er
 U

.S
. o

r a
pp

lic
ab

le
 c

op
yr

ig
ht

 la
w

.

Fair, Ted(Author). Cyber Spying : Tracking Your Family’s (Sometimes) Secret Online Lives.
Rockland, MA, USA: Syngress Publishing, 2005. p 436.
http://site.ebrary.com/lib/drexel/Doc?id=10074965&ppg=461

436 Index

potential spies, identifYing and tracking,
410

predators, sexual, 30-33
prescription drugs online, 13-14
Pretty Good Privacy (PG P)

encrypting e-mail, 392-395
encrypting flies, 396
history behind, 394
key generation and exchange, 389-391
overview, 132
wipe capability, 387-388

printers, 104
privacy,S 1, 52, 60
Process Explorer, 153-154
processes

defined,153
as operating system concept, 108
viewing, 153-154

property theft, online, 26-28
Protected Storage Explorer, 164,213,

214
PS/2 connectors, 98
public records, 371-373

R
R.AM dnvcs

stealthy software installation, 382
storing files on, 380-382

random-access memory (RAM), 91. Sec
(lIsa RAM drives

recent documents list
checking for clues to computer

activity, 410
editing My Recent Documents folder,

241-243
removing evidence, 380-382

recent programs list, 238-240, 409
records, public, 371-373
Recycle Bin, 258-259
R.egedit tool, 151-153,220,239-241
registry, 15 [-153, 220, 239-241
Rejewski, Marian, 76
remote access tools

installing software, 197-198
overview, 187
Ultra VNC, 187-189, 197,247-251

removable dnves
limIting evidence by USlllg, 379-380
stealthy software installation, 382
storing files on, 379-380

repom, credit, 373
reverse direcwries, 374
RIA A (Recording Industry Association

ofAmerica), 28
R.jindall algorithm, 130
root-server directory, 358, 359
routers

broadband, 123
determining def.1ult IP address,

362-363
determining user name and password,

363
gaining access £0,362-364
logging capability, 364-366
reseuing to £1Clory defaults, 363
small, for home networks, 362-366
wireless, 123-124

R.ozycki,Jerry,76

s
S-Tools, 405-407
S2R (nym), 7
Savitsky, Kenneth, 50
scanners, 104
Schmidt, Hans-Tbilo, 76
screenshots, capturing, 407
Secure Socket Layer (SSL), [ 15,

131-132,347
St'rial ports, 10 I
Service Pack 2, Windows XI~ 155, 160,

198
services, defined, 153. See also processes
7-Zip tool, 147
sexual predators, 30-33
shadow clients, 303-304
sharing folders, 251-254
Simple Mail Transfer Prowcol (SMTP),

115,292
skipping school, 29
Skype, 403-404
SLEUTH method, 53-57,191-201
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SMTP (Simple Mail Transfer Protocol),
115,292

sniffers
Cain & Abel tool options, 348-349,

350
capturing incoming and outgoing e

mail,306-312
collecting chat and meS5.1ges through,

332-333
collecting target information, 282-285
Ethereal, 128, 169-174,310,311,332,

333
how they work, 166-168
One-W;1Y Network Sniffer, 182-187,

282-285,307
ovcrview, 128-129, 166-168
Packetyzer, 128, 174-179
sniffing your own network traffic,411
Snort, 179-182,282-285,310,332
tools for sniffing, 168-187
WinPcap, 168-169,348

snooping, defined, 2
Snort tool

collecting chat and meS5.1ges through
sniffing, 332

collecting target Information, 282-285
overView, 179-182,310

social enginCt'ring, 375
social spotlight effect, 50, 52, 57
software. See also operating systems

for collecting information, 163-165
for finding files ofltlterest, 160-163
MS Search, 160,218-220,244-247
overview, 105-109
remote access tools, 187-189
uninstalling, 150-151
unsigned, 155-156
lIseful for online spyIng, 154-189
utilities, 156-159

sound cards, 93-94
spies

avoiding, 415-416
confronting, 416, 418-419
identifymg, 416---419
ignorlllg, 416

spoofing, 346-348

Index 437

spotlight. See SOCIal spotlight effect
Spybot,420
spyware, 419-420
SSL (Secur\: Socket Layer), 115,

131-132,347
Start menu

disabling frequent and recently used
programs list, 239-241

editing My Recent Documents folder,
241-243

steganography
I'S. encryption, 405, 406
hiding information in files, 405-407

storage. See hard disks; removable drives
straying, defined, 2
surveillance, as deterrent, 58-64
Surveillance Camera Players, 68, 69
surveillance cameras, 58, 59-60
switched networks, 121-123, 129, 166,

168, 344-354
system attribute, setting, 150
system files, viewlllg, 143-145

T
Task Manager, 154
TCIl (tr.mSllusslOn control protocol),

126-127
temporary Internet flies, erasing,

385-386
Tlmuderbird,296
"tips" jar, 46---47
Toogood, Madelyne, 58
transactions, as a main use of network

technoloh'Y, 133
transmission control protocol (TCIl),

126-127
traps

setting, 4 12-4 14
watching out for, 244-245

Trillian
and AOL, 401
collecting buddy lists, 328-329
collecting passwords, 328-329
defined,323,400
enabling encryption, 40()-401
encrypting chat sessions, 40D-402
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438 Index

us. Caim, 403
and Illlpersonation, 338-339
overView, 323
SecurelM capability, 401-402
setting up message logging, 332

TrueCrypt, 396-400
trust

breaking, 18,69,70
creating cultuTC of lllistrust, 18-19,70,

79-80
Turing, Alan, 77
Tweak UI, 387

u
UDP (user datagram protocol). 126--127
Ultra V C, 187-189. 197,247-251
Uninstall menu, removing programs

from, 153
umnstalling software. ISO-lSI
unsigned software. 155-1S6
USB connectors, 98-99
USB drives, 96, 379-380
user accounts. !Xt also e-mail

for computer access, 207-208
identifYing, 206-214
new, watching out for, 409
uncovt'ring identities, 206-214

user d1tagram protocol (UDP), 126
users

as operating system concept, 109
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