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PREFACE

This publication describes the processes. procedures. and techniques

used to produce all-source intelligence. It focuses on intelligence
production at echelons at corps and below and amplifies the doctrine
contained in FM 34-1. It provides guidance for intelligence staff
officers, warrant officers. NCOs, and intelligence analysts at all skill
levels. it is designed for use by the active Army and reserve components
(RC).

This publ ication implements international standardization agreement
(STANAG) 2077 and quadripartite agreement 511. it is in compliance with
STANAGS 1059, 2033, 2044, 2149, 6004, and 6010: quadripartite agreements
170, 295, 354, 492, 523, 528, and 593; and air agreement 101/3D. The
proponent of this publication is Headquarters, United States Army Training
and Doctrine Command (HQ TRADOC), Submit changes for improving this
publication on DA Form 2028 (Recommended Changes to Publications and Blank
Forms) and forward it to the Commander, US Army Intelligence Center and
School (USAICS), ATTN: ATSI-TD-PAL, Fort Huachuca, Arizona 85613-7000.



CHAPTER 1
THE INTELLIGENCE MISSION

Intelligence is a key element of combined arms operations. It enables
commanders to use their combat power effectively to win the decisive
battles and it helps them identify and attack high payoff targets (HPTs).
Intelligence is an important part of every combat decision.

The dramatic improvements in intelligence collection systems have
greatly enhanced the availability of battlefield information from many
different sources. Battlefield information, however, is of limited value
until it has been analyzed, Through analysis, this information becomes
intelligence. The intelligence analyst integrates the seemingly
insignificant bits of information from multiple sources to produce an
overall picture of the battlefield. This picture reduces the
uncertainties about the battlefield and the situation. Analysis generates
the intelligence the commander needs to successfully fight on the modern
battlefield.

This chapter describes the commander’s intelligence requirements. It
describes how these requirements are generated and the factors that affect
them. It addresses those elements within the intelligence and electronic
warfare (IEW) system that plan, coordinate, and execute intelligence
analysis operations.

THE AIRLAND BATTLE

Intelligence is a vital part of the AirLand Battle. AirLand Battle is
the current US Army doctrine for fighting in a mid- to high-intensity
conflict. It is an extended, integrated battle involving the use of all
available air and land forces. It is extended because the battle is
fought from the forward edge of the area of operation (AO) to the rear
boundary as a single, continuous battle (deep, close, and rear
operations) . It is integrated in that nuclear and chemical weapons, when
released by the national command authority, are merged with electronic and
conventional weapons in all operations.

AirLand Battle Doctrine is offensively oriented. Its success depends
on the ability of friendly forces to take the initiative from the enemy
and to carry the fight into the enemy’s rear. The simultaneous attack of
forward enemy forces and the deep attack of follow-on echelons is inherent
in the battle. Its objectives include the diversion, delay, destruction,
or attrition of enemy fol low-on echelon forces before they can take part
in the close operation. Figure 1-1 shows a sample deep attack.

The commander orchestrates a combination of offensive and defensive
operations to defeat the enemy and gain the initiative. The commander
uses defensive and offensive operations to destroy enemy first-echelon
forces and deep-attack to simultaneously delay, disrupt, and manipulate
enemy follow-on forces. The commander anticipates, creates, and exploits
windows of opportunity, using flexible battle planning, to gain the
initiative through offensive operations. By effectively employing
maneuver and fire support assets, manipulating the enemy, and expertly
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Figure 1-1. Deep affack.

the weather and the terrain, the friendly commander can successfully

defeat a superior enemy force.

To gain the initiative, the commander must--

0

See the enemy early and determine the capabilities and intentions
of the enemy.

Find and track enemy follow-on echelons.

Identify enemy high-value targets (HVTs), targets which if
successfully attacked, will contribute to the degradation of
important enemy battlefield functions,

Identify, locate, and develop the required targeting data for the
attack of HPTs, which if successfully attacked, will contribute to

the success of friendly plans.

Detect enemy weaknesses and develop the necessary data to support
the exploitation of these weaknesses.
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*Effectively use electronic warfare (EW) to support the AirLand
Battle while protecting friendly use of the electromagnetic
spectrum.

‘Determine the enemy’s capability and guard against that
capability.

°Protect friendly forces and operations from enemy intelligence
collection operations.

‘Use the weather and terrain to friendly advantage.

IEW support is vital to the successful planning and execution of the
AirLand Battle at all echelons. Intelligence support at brigade and
battalion levels focuses primarily on the close operation, while at
division it focuses on both close and deep operations. Corps is the focal
point for intelligence operations that support rear and deep operations.

Intelligence support of close operations supports the commander’s risk
analysis and consideration of mission, enemy, terrain, troops available,
and time (METT-T). As such it must be the first step in planning.
Intelligence operations reduce risk by identifying the enemy’'s most likely
courses of action, and so al low the commander to concentrate or disDerse
forces as appropriate. Intelligence also provides administrative and
logistic personnel, engineers, air detense artillery (ADA) staffs, and
other planners with guidelines about the expected situations and enemy so
they may make the best use of scarce assets.

To conduct deep operations the intelligence system supports the
commander’'s need to look deep, find and follow enemy follow-on forces, and
detarmine their capabilities, vulnerabilities, and intentions. The
commander must designate the HPTs and decide where and when to attack them
to achieve the greatest benefit to the operation. The commander conducts
deep attacks against designated HPTs to ‘“shape’ the battlefield by forcing
the enemy commander to deviate from established plans and to create
favorable conditions for friendly commanders conducting close operations.
To facilitate deep operations, corps-level intelligence planning must
focus its attention on analyzing and estimating enemy capabilities,
intentions, and likely courses of action at least 72 hours in advance. At
division-level, intelligence planners must perform this same function at
least 24 hours in advance.

Intelligence support of rear operations supports the commander's need
to identify enemy capabilities, intentions, and likely courses of action
to interdict friendly combat support (CS) and combat service support (CSS)
functions, and to inhibit the ability of the friendly commander to
flexibly employ the reserves. The intelligence planner must consider all
means and measures available to tha enemy, to include sabotage,
unconventional warfare, airmobile or airborne assaults, nuclear, chemical,
and conventional long-range strikes, deception, and the employment of
maneuver forces in deep exploitation or raiding operations.
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THE BATTLEFIELD AREA

Commanders consider the battlefield in terms of the time and space
necessary to defeat an enemy force or complete an operation before the
enemy can reinforce. They view the battlefield as having two distinct
areas: the AO and the area of interest (Al).

The AO is that portion of an area of conflict necessary for military
operations. The AO is assigned by the next higher commander and
designated by lateral and rear boundaries. It carries with it the
authority and responsibility to conduct operations therein. The commander
must coordinate with adjacent commanders before conducting maneuver and
fire support (FS) activities outside the designated AO.

The Al is that area of concern to the commander which includes the AO
and areas adjacent thereto. It includes areas forward of, and to the
flanks and rear of the AO. It encompasses areas either occupied by enemv
forces that could jeopardize friendly mission accomplishment and/or which
includes the objectives of friendly current or planned operations.

Each commander determines his own Al. The commander generally relies
on higher headquarters and adjacent units to provide information and
intelligence about enemy forces in that area. Figure 1-2 shows the
battlefield areas of division.

Battlefield areas are important to the intelligence analyst because
they help focus the information requirements of commanders concerning the
weather, terrain, and enemy forces from battalion to echelons above corps
(EAC). Specific information requirements are dependent on the mission and
the tactical situation. Usually, in conventional operations, information
requirements (IR) on enemv forces are based on the one-up and two-down
formula. Commanders require detailed information about enemy forces at
their equivalent levels of command as well as at one level above and two
levels below their own. For example, brigade commanders need information
about enemy regiments (equivalent level), enemy divisions (one-up), and
enemy battalions and companies (two-down). Generally, the enemy forces of
concern to each commander are found within the command’s AO and Al.

The IEW mission includes four major tasks: situation development,
target development, EW, and counterintelligence (ClI).

Situation development (discussed in Chapter 6) provides commanders
with the intelligence they need to make sound tactical decisions. It is a
continuing estimate of the situation that projects enemy intentions and
the effects of the weather and terrain. Situation development helps
cormnanders--

0 Find and follow enemv forces.
0 petermine enemy capabilities, vulnerability ies. and intentions.

Y Identify the enemy main effort.

1-4



-
e s
O[] B
' p NS Sm
' gy 3 -~ ~ .
AREA \
OF \
INTEREST \
i | \
4
v O A ~An®
| [ i
! |
Poox e
I \ OPERATIONS II
\ XX /
/
\ ~ - ™ e R Ny gy g s’

Figure 1-2. Battlefield areas.

‘Determine how the weather and terrain will

affect friendly and
enemy operations.

‘Detect opportunities to exploit enemy weaknesses and seize or
retain the initiative.

°Assess the relative value of enemy combat systems, which serves as
a basis for selecting HVTSs.

Target development (discussed in Chapter 7) provides combat
information, targeting data, and correlated target information which
support the commander’s tactical plans. It focuses on HPTs which have
been selected, through the targeting efforts of the G2 or S2, the G3 or
S3, and the fire support element (FSE), and approved by the commander.
Target development identifies, locates, and tracks HPTs until thev are
neutralized. Target development operations must provide sufficiently
accurate targeting data to attack by fire, maneuver, or electronic means.

Situation and target development provide the intelli gencg required to
fight the AirLand Battle. Both are distinct tasks, but are interrelated

and totally integrated to provide an accurate picture of the battlefield.

1-5




EW (discussed in Chapter 8) exploits, disrupts, and deceives the enemy
command and control (C* system while protecting friendly use of
communications and non-communications systems. It is a significant force
multiplier when integrated and employed with fire and maneuver. EW
consists of the following functions:

°EW support measures (ESM), which provide commanders the capability
to intercept, identify, and locate enemy emitters.

°Electronic countermeasures (ECM), which provide commanders the
capability to disrupt enemy use of the electromagnetic spectrum.

°Electronic counter-countermeasures (ECCM), which are used to
protect friendly command, control, and communications (C°) systems
against enemy radioelectronic combat (REC) activities.

Cl (discussed in Chapter 9) includes specific actions which support
the protection of the friendly force. Enemy commanders, to succeed
against friendly forces, must employ all-source intelligence systems to
collect information about friendly forces. Depriving enemy commanders of
vital information about friendly forces is crucial to friendly success on
the battlefield. Cl enhances the operations security (OPSEC) of the
command by supporting the following actions:

° Countering the hostile intelligence threat.

° Safeguarding the command from surprise.

‘Deceiving the enemy commander.

‘Countering enemy sabotage, subversion, and terrorism.

‘Developing essential elements of friendly information (EEFI).

THE INTELLIGENCE ANALYSIS SYSTEM

The intelligence analysis system i1s a single, integrated system that
extends from battalion level to national agencies. Figure 1-3 shows the
all-source intelligence system.

The system includes the directors, coordinators, producers, and
executors. All are linked together both laterally and vertically to
ensure a coordinated and effective effort. Figure 1-4 shows the common
IEW structure.

Analysis elements are the heart of the intelligence system. They
include--

‘Intelligence officers and their staff sections.

‘Echelons above corps intelligence centers (EACICs).
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‘Tactical operations center (TOC) support elements at division and
corps levels.

°Technical control and analysis elements (TCAEs) organic to
military  intelligence  (MI) combat electronic warfare and
intelligence (CEWI) battalions at division-level and Ml CEWI
brigades at corps-level.

‘Battlefield information coordination centers (BICCs) at maneuver
and artillery battalions and brigades.

INTELLIGENCE DIRECTOR, COORDINATORS, AND PRODUCERS

The intelligence director (commander), coordinators (staff), and
producers (such as EACICS, TOC support elements, TCAEs, and BICCs) play
the major roles in intelligence analysis.

Commander

The commander plays a critical role in intelligence analysis. The
commander determines what intelligence is needed to plan and execute an
operation. The commander provides guidance to the staff to ensure that
the analysis effort is integrated with the other functional systems of the
command and that it is focused on critical requirements and priorities.
The commander, with the intelligence and operations staffs, accomplishes
the planning, directing, guiding, and decision making that generate
intelligence analysis and keep it going. The commander approves or
modifies the priority intelligence requirements (PIRs) recommended by the
G2.

Staffs

While the commander approves the PIR for the command, every staff
officer in the command needs intelligence to support the functions under
their staff responsibilities. However, the staff officers that are most
invoived with intelligence requirements are the G2 or S2, the G3 or S3,
and the FS coordinator (FSCOORD).

G2 or S2. The G2 or S2 manages intelligence operations. This officer is
responsible for intelligence production and for determining the enemy’s
intentions. The G2 or S2 recommends PIR, based on the commander’s
guidance and concept of the operation. The officer manages the collection
effort, supervises al i-source analysis, and ensures that combat
information and intelligence are disseminated rapidiy. The G2 or S2
deveiops the intelligence estimate. The officer ensures a team effort in
planning, supervising, and executing iEW operations within the command.

G3 or_S3. Second only to the commander, the G3 or S3 is the primary user
of intelligence. As the principal planner and coordinator of unit
operations, this officer relies heavily on intelligence support. The
operations officer compietes the estimate of the situation and recommends
which friendly courses of action are feasible and which should be
adopted. These estimates are based on the METT-T, of which a major part
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is provided by intelligence. The G3 or S3 IRs are the same as, only more
detailed than, those of the commander. The operations officer plays

a key role, in conjunction with G2 or S2, in developing and recommending
the PIR.

The G3 or S3 also has staff responsibility for EW, OPSEC, and
battlefield deception (BAT-D). This officer relies on intelligence ‘to
plan and coordinate each of these functions.

Fire Support Coordinator. The FSCOORD plans and coordinates FS. This
officer needs intelligence for FS targeting and target development. The
FSCOORD, G2 or S2, and G3 or S3 coordinate very closely in selecting HPTs
and developing targeting data for attacking HPTs.

Tactical Operations Center Support Elements

The TOC support elements provide dedicated intelligence support to the
G2 or S2. TOC support elements, which are assigned to the headquarters
and headquarters company (HHC) of the division, or the operations
battalion of the corps MI brigade, perform intelligence collection
management (CM), analysis, and dissemination functions. The all-source
production section (ASPS) or equivalent element within the TOC support
element performs intelligence analysis. Other TOC support element
sections are collection management and dissemination (CM&D) and ClI
analysis, which support the G2: and the EW and OPSEC staff elements, which
support the G3. There is also an informal targeting team formed in the
DTOCSE and CTOCSE to assist in the targeting effort.

The ASPS works under the staff supervision of the G2 or S2. It

develops and maintains the intelligence data base. It develops
intelligence from unprocessed information and other intelligence
products. It performs IPB, assists the G2 or S2 in developing the

intelligence estimate, and develops the analysis of the battlefield area.
It also develops situation and targeting data to support maneuver, fire,
and other battlefield functions. Each ASPS coordinates with other TOC
support elements to ensure that all available data is evaluated and to
exchange analysis approaches, techniques, and ideas for solving common
intelligence problems.

Technical Control and Analysis Element

The TCAE, in addition to managing the signals intelligence (SIGINT)
collection and EW assets, performs SIGINT analysis for the command. It
maintains the enemy electronic order of battie (EEOB) and technical data
bases. It analyzes and correlates ESM and SIGINT data from all sourcesto
update the EEOB and technical data bases needed to produce SIGINT. It
passes SIGINT data to the ASPS for correlation with information and
intell igence from other sources.

Battlefield Information Coordination Centers

The BICCs are organic to maneuver brigades, battalions, and other
support units. They consist of analysts who operate within their unit
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TOCS as an integral part of the S2 section. They provide an organic
intelligence management, production, and dissemination capability. BICCs
vary in the size and type of support they provide, For example, maneuver
unit BICCs concentrate on both situation and target development, while
artillery unit BICCs are almost exclusively interested in target

acqu isition (1A) and development.

INTERACTION OF ANALYSIS ELEMENTS
Close coordination and interaction between analysis elements make the
system function effectively. Analysis elements at all echelons exchange
requirements, information, and intelligence both laterally and vertically
throughout the system. At the same time they disseminate combat

information and intelligence to maneuver, FS, and other units that need
it.
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CHAPTER 2
THE INTELLIGENCE CYCLE

Intelligence operations follow a four-phase process known as the
intelligence cycle. The intelligence cycle is oriented to the commander’s
mission. Supervising and planning are inherent in all phases of the
cycle. Figure 2-1 shows the intelligence cycle.

DISSEMINATING
AND USING

4
Mn NG and S

Figure 2-1. The intelligence cycle.

The intelligence cycle is continuous. Even though the four phases are
conducted in sequence, all are conducted concurrently. While available
information is processed, additional information is collected, and the
intelligence staff is planning and directing the collection effort to meat
new demands. Previously collected and processed information
(intelligence) is disseminated as soon as it is available or needed.

This chapter describes the procedures outlined above and the
processing phase of the intelligence cycle.

DIRECTING
The intelligence effort begins by determining requirements,
establishing their priorities, and communicating information or

intelligence collection orders (to subordinate elements) and requests (to
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higher and adjacent units). This is accomplished by the commander and the
intelligence and operations staff. Sources of information or intelligence
requirements include the following:

‘Commander’s planning guidance, concept of the operation, and
stated requirements.

*METT-T analysis by intelligence and operations staffs.

°Requests for intelligence information (RIIs) from higher,
adjacent, allied, and subordinate units and elements, and from other
staff elements within the command.

The highest or most important IRs are designated as PIRs. The
commander chooses PIRs based in part on the recommendation of the G2 or
S2. PIRs are those intelligence requirements for which a commander has an

anticipated and stated priority in the task of planning and decision
making. However, an excessive number of PIRs degrades efforts to focus
relatively scarce intelligence collection resources on the most essential
intelligence requirements.

IRs are those items of information regarding the enemy and the
environment needing collection and processing to meet the intelligence
requirements of the commander. |IRs can either support PIRs or be
stand-alone requirements of a lesser priority than PIRs. Both PIRs and
IRs serve as the basis for collection and intelligence efforts.

Intelligence analysts in the ASPS advise the G2 regarding the PIRs and
IRs. They analyze METT-T factors and the commander’'s guidance and concept
of the operation to determine what intelligence and information is
needed. The ASPS reviewa the existing data base to identify information
that is already available and that which must be acquired. They pass
requirements for new information to the CM&D section as additional
collection requirements. Figure 2-2 shows the directing phase from the
commander’s intent to the commander’'s requirements.

COLLECTING

Based on requirements, the CM&D section manages the collection effort.
The CM&D section develops a collection plan that is keyed to the PIRs and
IRs. It continuously updates the collection plan as the situation
changes.

The ASPS assists the CM&D section in planning and supervising the
collection effort. The ASPS helps convart intelligence requirements into
specific information requirements (SIR). SIR are keyed to indicators (see
Appendix C) which when integrated with other indicators and factors
present on the battlefield may provide clues to the enemy’s most probable
course of action. The ASPS monitors incoming reports, advises the CM&D
section when PIR or IR are satisfied, identifies naw requirements, and
determines when previously requested information is no longer needed.



Rils from higher,

METT-T analysis Commander’s adjacent, or sub-
and IPB Concept ordinate unit, and
other staff elements

intelligence and information requirements
are analyzed, consolidated, and prioritized.
Existing data base is checked.

PIRs* Rs

* PiRsrecommended by G2 and approved by the commander

Figure 2-2. Commander’s requirements and guidance.

Collection operations generate information from various sources. This
information is fed into the ASPS. The ASPS--

‘Reports combat information immediately.

‘Processes information to develop the intelligence needed for
tactical decisions and targeting.

PROCESSING

Processing is the phase in the intelligence cycle in which information
becomes intelligence. It consists of three operations:

‘Recording. Recording is the reduction of information to writing
or some other form of graphical representation and the arranging of
this information into groups of related items.




O Evaluation. Evaluation is the determination of the pertinence of
information to the operation. reliability of the source or agency,

and accuracy of the information.

0 Analysis. Analysis is the determination of the significance of
the information. relative to information and intelligence already

known, and drawing deductions about the probable meaning of the
evaluated information.

Processing is a continuous operation. The analyst processes new
information as it is received without waiting for additional information.
Intelligence derived from fragmentary information is essential,
particularly during fast-moving operations or when the information
concerns an HPT. Normally there is a time lag between the time an enemy
target presents itself and the time the information becomes available to
an element that can react to it. Complete information about a target or a
situation is seldom available. The analyst continuously identifies
information gaps and attempts to acquire information to complete, confirm,
or refute fragmentary information. This information must assist the
corrmander to generate and apply combat power. It helps the commander to
strike critical units or areas, and to achieve and retain the initiative.

Figure 2-3 shows information processing.

@ |
USER
NO ACTION FEEDBACK

RECEIVE RECORD
INCOMING |—p IN PERTINENT TO
MESSAGE JOURNAL OPERATION?

18
INFORMATION
NEEDED FOR
INTELLIGENCE?

™~

IS SOURCE
AGENCY
RELIABLE?

[
INFORMATION
CREDIBLE?

1S INFORMATION
NEEDED NOW?

FILE FILE FILE OR DISSEMINATE
DESTROY INFORMATION
RECORD ON PRODUCE
SITMAP ANALYZE
AND OTHER =P  NFORMATION —> INTELLIGENCE L DISSEMINATE
DOCUMENTS PRODUCT(S)

* Should only be done with perishable and critical combat information in which extensive evaluation will | P onit's ti

Figure 2-3. information processing.
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The sequence for processing varies with the nature and urgency of the
information. Information is normally recorded first: however, if it
contributes to the development of urgent intelligence, it is recorded
simultaneously with or after evaluation and analysis. Combat information
or partially developed intelligence that is needed immediately is
disseminated before it is completely processed. Information that is not
of immediate value is processed before it is disseminated.

Evaluation and analysis may occur simultaneously followed by immediate
dissemination. For example, information from a reliable source may
indicate that the enemy is about to launch a major attack, In this case,
recording is of secondary importance, and the intelligence report that an
attack is imminent is disseminated as soon after receipt as possible.

Reporting of information to higher and lower echelons occurs
concurrently with processing, For example, to speed target execution
time of HPTs, a commander orders lower headquarters to report all
information concerning specified enemy units, areas, or activities before

the processing cycle is complete. Lower headquarters make similar
requests of higher headquarters,

A sound collection program that effectively uses collection assets
results in a heavy volume of information. Some information may be of no
use to the collecting unit, but of great value to adjacent, higher, or
lower units. This includes many reports which may appear insignificant
and unrelated to other information. However, when these reports are
analyzed along with other available information, definitive and
predictable patterns of enemy activity often emerge.

Today, most information is processed manually. Emerging automatic
data processing (ADP) systems help the analyst process greater volumes of
information faster and mors accurately. Appendix B describes ADP support
to intelligence analysis. Developing and maintaining an intelligence data
base is essential to processing. The data base is the basis for analyzing
new information neaded for situation and target development as well as CM,
EW, and CI operations. When possible, intelligence data bases are created
for contingency areas during peacetime. |Initially, data base information
and intelligence are collected by researching available literature
pubtished by various agencies and sources, including the following:

‘Central Intelligence Agency (CIA).
‘Defense Intelligence Agency (DIA).
‘National Security Agency (NSA).

‘US Army Intelligence Agency (USAIA),
° Unified and specified commands.

‘Theater commands.
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‘Allies.

‘Open sources.

The analyst identifies gaps in the data base and passes requirements
to the collection manager. As information is received from the various
collection agencies, it is correlated with existing information in the
data base to assess its significance. Combat information, often highly
perishable in nature, is disseminated immediately.

RECORDING

Recording information into the data base makes evaluation and analysis
easier and more accurate and facilitates preparation of intelligence
reports by conveniently drawing together all available information on a
specific subject. The recording means used must be adequate to handle the
volume of information and intelligence received and to serve the needs of
those who must have access to it. Means and techniques of recording must
permit timely dissemination of information and intelligence.

Recording is more complex at higher command echelons. At division
level and above, ADP systems assist in the recording function. Some of
the more common recording devices are listed below. Others are used when
required.

‘Intelligence journal.

‘Intelligence files.

‘Situation map (SITMAP).

*Intelligence workbook.

‘Coordinate register.

‘Order of battle (OB) records.

Intelligence Journal

The journal is an official, permanent, and chronological record of
reports and messages that have been received and transmitted, important
events that have occurred, and actions taken in response. Accuracy and
completeness are essential , since various elements of the headquarters
will refer to it later. It covers a specified time period, usually 24

hours. Journal entries should reflect--

An accurate and concise statement of the message, report, or
event.

°A notation about the sender or individual making the report, to
include unit duty position and section: for example, S3 1/60
Infantry Battalion.
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‘The time of receipt or dispatch and method of transmission.
Action taken as a result, to include dissemination given to

reports, other information received, and other internal G2 recording
(workbook, SITMAP),

Journal entries are concise and record the time and essential facts.
As a minimum the journal entries include--

‘Purpose, subject, and conclusions of conferences.
‘Command decisions and summarizations of plans.

‘Movements of enemy units, one echelon above and two echelons below
your own level,

’Significant messages (radio, radio teletypewriter (RATT),
hard-copy, overlays, photos, and any other verbal or written
reports) transmitted and received.

‘Incidents of enemy activity.

‘Friendly patrol activity.

‘Liaison activities.

‘Changes in personnel within the staff see”tion.
‘Summaries of written messages and orders.

°Summaries of action based on enemy and friendly activity.

Figure 2-4 shows a partially completed intelligence journal
(DA Form 1594).

Intelligence Files

Intelligence files permit ready access to all available information.

The files most commonly maintained are the journal file, reference file,
and OB file.

Journal File. The journal file contains all previously recorded journal
sheets and supporting materials. Supporting material referenced on the
journal sheet is filed in chronological sequence. It includes copies of
orders, periodic reports, messages, memoranda, conference notes, map
overlays, and other material required to support the journal entries. The
journal number is annotated on the supporting document. The unit SOP
normally describes procedures for maintaining a journal. One good method
is to begin the annotation with the letter “J,” followed by the date and
an entry number. The fifth entry on June 23d would read “’'J-23-05."
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p {7 PAGE NO. NO.
PAILY STAEF JOURNAL OB BUTY. OFFICER'S LOG S
4 e of . The Beputy Chief of Staft for Doerations & Plens
ol:‘eAmzrrlou OR INSTALLATION LOCATION PERIOD COVERED
2= BDE BURGEW, GE FROM 70
D [HOUR  |OATE HOUR DATE
52~ MECH DIV (LA567275) 0001 | 07 pEC 80] 2400 07 DEC 80
ITEM TIME
NO. ™ 50T INCIDENTS, MESSAGES, ORDERS, ETC. ACTION TAKEN INL
1 0001 Journal opened 0001 25”#
2 0030 1st BTF: Company team A patrol reported
enemy supply dump vicinity LA888912. Map, S3, Cdr Z?uL
Cdr, Staft, i
3 0055 JALL UNITS: Execute alternate challenge Units o)
password. Primary compromised at 0700045.
4 0200 1st BTF: Follow-up to item 2. Search Cdr, 83 !téza

results: 12XAT mines, 30,000 rounds 7.62

ammunition, 6 rolls barbed wire, all destroy-

ed in place.

65 2400 Journal closed 2400
SUMMARY

No enemy contact during period, but one

enemy ammunition dump destroyed.

TYPED NAME AND GRADE OF OFFICER OR OFFICIAL ON DUTY

SAMUEL A. MORRIS, CPT, MI

SIGNATURE

W

rory 1EQA

ma
R rwove 19 I% PREVIOUS EDITION OF TMIS FONM 13 OBSOLETE.

R UL Government Printing Offien 1984—421-048/17188

Figure 2-4. Intelligence journal sample page.
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Reference File. The reference file includes all information that is not
of immediate interest but may be of future value. Information is
cross-indexed to permit easy retrieval.

OB File. The OB file is discussed in Chapter 3.

Working Situation Map

The working situation map (SITMAP) is the primary analytic tool at all

echelons. It is a temporary graphic display of the current dispositions
and major activities of the enemy. Information about friendly forces on
this map usually is limited to boundaries; locations of command posts
(CPs) of higher, lower, and adjacent units; reconnaissance units; the
forward edge of the battle area (FEBA), and forward line of own troops

(FLOT). The level of detail of the working SITMAP will be proportionate
to the echelon at which it is maintained.

Generally, enemy maneuver units are posted which are two echelons
below that of the friendly unit. Enemy units, regardless of size, in our
rear area are always posted because of the amount of damage they can do to
administrative and logistical nodes.

Enemy headquarters (especially regimental and higher levels) and CS
and CSS asset locations are also posted. The SITMAP reflects enemy unit
identification, disposition, and boundaries; major roads or trails for
movement of personnel, weapons, and equipment; and locations of, for
example--

°*Automatic weapons (battalion SITMAP only).

°Supporting mortars (battal ion SITMAP only).

*Antitank guns (battalion SITMAP only).

“Artillery,

*Air defense artillery.

‘Minefields.

‘Roadblocks.

Entrenchments.

‘Obstacles.

‘Defensive positions.

°Logistics and command facilities.

°Aircraft and helicopter staging areas.

°Nuclear, biological, and chemical (NBC) contaminated areas.
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°Ground surveillance devices.
°Smoke screens.

When plotting enemy activities and dispositions, indicate the latest
time at which the activity was observed or the disposition confirmed. The
S2 ensures that the working SITMAP and supporting overlays are maintained
as simply as possible and that authorized conventional signs, mil itary
symbols and abbreviations are used. See FM 101-5-1 for authorized
abbreviations and map symbols. Explain any deviations from these symbols
in the marginal data on the map or overlay, Necessary classification
markings also must appear in the margins of maps and overlays.

Rather than attempting to plot all entries on a map by means of
conventional or Improvised military symbols, the S2 uses a number or
letter to plot the area where the activity was observed. A corresponding
letter or number then is entered into a space alongside the map and a
notation entered as to the activity observed. Use a number or letter that
is easily cross-indexed to the journal or message file for a complete
report. Ensure that the number or letter indicating an activity in the
journal file matches that on the working SITMAP (see “action taken” column
in Figure 2-4).

Care must be taken to prevent overcrowding the map, One method of
doing this is to group entries by categories on a series of acetate
overlays. Use separate overlays to display separate categories of
information. A typical separate overlay might show fortifications or
potential targets or details of OB. An enlarged sketch map also is
prepared to cover overcrowded areas. This allows the presentation of
additional details.

The working SITMAP (discussed in this chapter) and the OB SITMAP
(discussed in Chapter 3) are two separate items. Although the same types
of information are recorded on each, their functions differ. The G2 or S2
uses the working SITMAP for recording and analyzing. The OB SITMAP
normally is less cluttered than the working SITMAP.

Maintenance of the OB SITMAP at brigade and battalion levels usually
is a joint S2 and S3 action. At higher levels, each section maintains a
separate SITMAP. Plotting the friendly situation is the responsibility of
the S3, while the enemy situation is the responsibility of the S 2. During
operations, personnel from either section map or plot friendly or enemy
entries on the SITMAP and perform other processing functions.

When the intelligence and operations staffs use separate maps, ensure
that acetate overlays are readily interchangeable between these maps.
This permits easy comparison of the current enemy situation (G2 or S2 map)
with the disposition of friendly forces (G3 or S3 map), and easy
comparison of enemy obstacles, barriers, and minefield with planned
routes of march.

Examples of separate SITMAP overlays are--
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‘Enemy fortifications.

*High value targets.
‘Obstacles.

‘OB data.

°Friendly reconnaissance patrols.

°Surveillance activities (include the ground coverage of each
system).

The maintenance of the working SITMAP takes precedence over ail other
recording means during combat operations. In a fast-moving situation,
particularly at the maneuver battalion level, it is the oniy recording
device used.

The working SiTMAP is continually purged of information that is not
current or otherwise no longer needed. Purging keeps it neat and
uncluttered, making it more useful as an analysis tool. Map overlay
tracings or periodic photographs of the SITMAP provide a permanent record
of the situation. These records provide a reference to past enemy
activity and help determine patterns of enemy movement and dispositions.

Use the working SITMAP to make sound tactical decisions; its primary
intelligence uses are to--

‘Display the enemy disposition and situation.
‘Provide a basis for comparison to determine the significance of
newly received data about enemy forces. IPB situation and event

templates provide a basis for comparison.

‘Provide a background and basis for briefings and other required
intelligence reports.

‘Provide the basis for overlays which graphically portray the enemy
situation.

*Assist in the determination of movement patterns of guerrilla or
insurgent forces.

°Show possible intelligence gaps which require redirection of the
collection effort. For example, the need to locate and identify

enemy units reported for the first time.

For secondary intelligence use, post the following information in the
margin of the working SITMAP or on charts or cards nearby:

°Computations of enemy personnel and weapon strengths and
weaknesses.
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°Organization charts of specified enemv units.
‘Summaries of weather and terrain data.

°A listing of PIR and IR.

°Notations about the current patrol plan.
‘Movement computations.

°A listing of friendly attachments.

o

Alisting of unlocated enemy units believed to be in the AO.
‘Probable courses of action.
‘Battle damage assessment (BDA).

Chapter 6 describes how the SITMAP is used in situation development.
Intelligence Workbook

The intelligence workbook contains information arranged by subject
heading. This arrangement helps to sort, evaluate, interpret information,
and prepare intelligence reports. It is not a permanent record and it is
not distributed to an outside agency. The workbook is kept current with
obsolete entries deleted. At higher echelons, analysts maintain separate
workbooks on various subjects.

There is no prescribed format for the workbook. At division and lower
headquarters, use index tabs to label information in the intelligence
summary (INTSUM). At corps and higher levels, use index tabs to label
information in the periodic intelligence report (PERINTREP).

Record incoming messages and reports; for example, information
concerning a newly identified armor unit could be recorded under index tab
3A, NEW UNITS, as well as index tab 2B, ARMOR. A message that furnishes
information on different subjects results in several entries: each entry
contains only that subject information. For example, a message containing
information on the locations of a reserve armor unit and an artillery unit
results in extracts under item 2B, ARMOR and under 2C, ARTILLERY. Base
each entry in the workbook on an incoming message and include a reference
to the journal serial number of that message. For example, J2, 091200
April, from 20th Engr Cbt Bn: “Bridge at LINDEN AB 910246 destroyed by
bombing. Estimated out of action for 30 hours.”’ The J2 refers to the
journal serial number and the date-time group (DTG) entered refers to the
time of occurrence of the event. The intelligence officer makes written
comments on the evaluation of the information and its possible
significance following the appropriate entry.

Figure 2-5 shows a sample intelligence workbook which might be used at
corps and higher levels.
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CLASSIFICATION 2A INFANTAY il
28 ARMOR J
2C ARTILLERY & AIR DEFENSE |
20 AIR ]
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2H ELECTRONIC WARFARS i
INTELLIGENCE (G2) WORKBOOK || 2_OTHER NEW TACTICS & weAPONS |

3A_ORDER OF BATTLE NEWUNITS |
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3E ENEMY EQUIP, DESTROYED, CAPTURED |
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§_TERRAIN }
TA ENEMY CAPABILITIES 1
PLACE: 78 ENEMY VULNERABAITHS |

I 7 CONCLUSIONS ]
b

HEADQUARTERS:

CLASSIFICATION I

P

Figure 2-5. lritelligence workbook.

EVALUAT 10N

Evaluation includes determining the pertinence of information, the
reliability of the source or agency through which the information was
derived, and its credibility. Evaluation of information at the lower
echelon is a simple step compared to the procedures employed at higher
echelons. From the viewpoint of the brigade or battalion S2, information
which relates to the unit’'s AO and Al is pertinent; information relating
to areas outside the area of interest may or may not be pertinent. The
brigade or battalion S2 may not be able to judge the reliability of a
source because the S2 may not have repetitive contact with that source.
This difference between higher and lower echelons is because information
received from higher headquarters normally has been processed, evaluated,
and interpreted and the information collected by organic agencies at lower
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echelons generally is acquired by direct observation or actual contact
with the enemy.

Pertinence

pertinence is the examination of information to determine whether or
not the information is-

‘Pertinent with regard to the enemy or to the battlefield area.
Information that relates to a unit’'s AO or Al normally is pertinent.

‘Needed immediately, and if so, by whom? Of possible present or
future value, and if so, towhom?

Reliability

The source of information and the agency by which it was collected are
both evaluated for reliability. The principal basis for judging the
reliability of a source or an agency, other than troop units, is previous
experience with the source. Criteria for evaluating troop units include a
knowledge of their training, experience, and past performance.

The headquarters closest to the source or agency is ordinarily the
best judge of its reliability. Consequently, a higher headquarters
normally accepts the reliability evaluation performed by a reporting
headquarters. It does, however, consider the reliability of the reporting
headquarters itself.

Credibility

Credibility means the probable truth of the information. Judgment of
credibility is based on the answers to the following questions:

°ls it possible for the reported fact or event to have taken place?
°ls the report consistent within itself?

°ls the report confirmed or corroborated by information from
different sources or agenties'?

‘Does the report agree or disagree in any way with other available
information?

°If the report does not agree with information from other sources
or agencies, which one is more likely to be true?

The most reliable method of judging the accuracy of a report is by
comparing it with similar information which already may be available in an
intelligence  file or workbook. When possible, the intelligence officer

obtains confirming or refuting information through different agencies and
from other sources.
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Marked differences in the evaluation of the accuracy of information
may occur between higher and lower echelons. The reason for this
difference is because higher echelons, which have more sources of
information and intelligence than lower echelons, have a greater
opportunity to confirm, corroborate, or refute the accuracy of reported
data. Regardless of the source, reevaluate the accuracy of incoming
information and intelligence at each echelon. Thus, the role of higher
echelons in evaluating the credibility (or probable truth) of information
differs somewhat from its role in evaluating the reliability of the source
(again, usually done best by the echelon closest to the source),

The evaluation rating of each item of information is indicated by a
standard system. Reliability is shown by a letter; accuracy by a
numeral . The lowest headquarters possible assigns the evaluation ratings.

Indicate the reliability of the source and agency as follows:

A - completely reliable.
B - usually reliable.
c - fairly reliable.

D - not usually reliable.

E unreliable.

F

reliability cannot be judged.

A rating of “A” indicates only the most unusual circumstances. For
example, this evaluation is given when it is known that the source has
long experience and extensive background with the type of information
reported. A rating of “B” indicates a source of known integrity. A
rating of “’'F” indicates there is no basis for estimating the reliability
of the source.

Agencies ordinarily are rated A, B, or C. However, when the source
and the collecting-reporting agency are evaluated differently, only the
lower degree of reliability is indicated.

Indicate the credibility of information as follows:

1- confirmed by other sources.

2

probably true.
3 - possibly true.

4 - doubtfully true.

ol
'

improbable.
6 - truth cannot be judged.
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If it can be stated with certainty that the reportsd information
originates from a source other than that for already existing information
on the same subject, it is classified as “confirmed by other sources” and
is rated “’'I."”

If no proof in the above paragraph can be established, and if no
reason exists to suspect that the reported information comes from the same
source as the information already available, it is classified as “’probably
true” and is rated “2.

If the report is confirmed in essential parts by information already
available, it is classified as “probably true”’ and is rated “2.”

If the investigation reveals that the raported facts, on which no
further information is yet available, are compatible with the previously
observed behavior of the target, or if the known background of a person
leads to the deduction that the person might have acted as reported, the
information raceived is classified as “possibly true”’ and is rated “3.”

Reported but unconfirmed information, which contradicts the estimate
of the development or the known behavior of the target, is classified as
“doubtful” and is rated “’'4' if this information cannot be disproved by
available facts.

Reported information which is not confirmed by available data and
contradicts the experience hitherto assumed to be reliable with regard to
the development of a target or issue is classified as “improbable” and is
rated "5.” The same classification is given to reported information that

contradicts existing data on a subject originally given the rating “’'l” or
“p o

If the investigation of a report reveals that a basis for rating 1 to
5 is not given, the reported information is classified as “truth cannot be
judged”’ and is rated “6.”

The statement “truth cannot be judged” is always preferred ovar the
inaccurate use of ratings 1 to 5. If there is no sound basis for rating
1 to 5 because of the complete absence of other information on the same
target, it must be rated 6.

The scale 1 to 6 does not represent progressive degrees of accuracy.
Recognition must be given to the rating represented by the numeric symbol.

Although both letters and numerals are used to indicate the evaluation
of an item of information, they are independent of each other. A
completely reliable agency may report information obtained from a
completely reliable source which, on the basis of other information, is
judged to be improbable. In such a case, the evaluation of the
information is A-5. A source known to be unreliable may provide raw
information that is accepted as accurate information, when confirmed by
reliable sources. In this case, a report is evaluated E-1. A report
evaluated F-6 may be accurate and should not be arbitrarily discarded.
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A report disseminated to higher, lower, and adjacent units should
contain the evaluation for each item of information; for example, ‘“The

division artillery of the enemy 46th Tk Div can fire nuc lear rounds of
0.5 kt yield (C-3).”

The evaluation and interpretation of information atthe brigade and
battalion is a simplified mental process: thus, the standard evaluation
rating has little if any application. This system assists the G2 or S2 in
processing information received from other headquarters and in evaluating
information disseminated to other headquarters.

ANALYSIS

The processing of information continues with analysis, which consiSts
of three steps: assessment, integration, and deduction. It is during this
phase of the intelligence cycle that information becomes intelligence.

Assessment

Assessment is the sifting and sorting of evaluated information to
update significant elements with respect-to the mission and operations of
the unit. The first and most important step towards proper assessment is
a clear understanding of the unit’'s mission and the commander’s intent.
All information gathered is viewed in relation to what the commander wants
to accomplish. Assessment also requires judgement and a thorough
knowledge of military principles, the characteristics of tha AO, and the
enemy situation, to include enemy doctrine and past practices.

Assessment at headquarters above division level often involves
detailed research with greater difficulty caused by the increased volume
of information. Regardless of the level, individuals who assess
information must relate their efforts to the unit’s mission to avo id
wasted time and effort.

Integration

Integration is the combination of the elements isolated in asse®ssment
with other known information to form a logical picture or hypothesis of
enemy activities or the influence of operational area characteristics on
the mission of the command. In the process, more than one hypothesis may
be formulated based upon existing intelligence.

Integration, particularly the development of hypotheses, requires the
same good judgment and thorough background knowledge essential to making a
good assessment. In formulating hypotheses, the intelligence officer
avoids preconceived opinions and hypotheses based solely on personal
experience or preference. The officer attempts to adopt the role ofthe
enemy commander in the development of these hypotheses.

After they are formulated, all hypotheses are analyzed and tested.

Analysis of an hypothesis includes determining the indications that should
exist if the hypothesis is a valid one. Testing includes verifying the
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existence or nonexistence of these indications within the limitations of
available time and means.

Integration may be a mental process completed in a few moments or it

may be a lengthy process involving the collection of a large volume of
additional information.

Deduction

The last step in the analysis of information is deduction. Meaning is
deduced from the hypotheses developed; these are than tested and
considered valid as a result of integration. Deduction answers the
guestion: “What does this information mean in relation to the area of
operations, the enemy situation, and the friendly commander’s intent?” The
answer provides a useful conclusion which can serve as a basis for
determining future enemy courses of action and for keeping the
intelligence estimate current. Deduction should also answer the question:
“What does this information mean in relation to the enemy’s use of
tactical deception or counterdeception?" ‘The resulting answer reduces
friendly vulnerability to being deceived and the false belief that
battlefield deception operations are being believed by the enemy.

DISSEMINATION

The final step is to disseminate intelligence or information.
Dissemination is not limited to regular reports. Critical Pieces of
information are passed quickly to those who can use them. The G2 or S2
always is aware of this and prepares to use any form of communication,
from RATT to courier, to pass vital reports. Intelligence is of no value
on the battlefield when it becomes history.
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CHAPTER 3
ORDER OF BATTLE

OB intelligence is an integral part of intelligence analysis at all
levels. Intelligence analysts consider OB inteliigence. They integrate
it with other intelligence pertaining to weather, terrain, and other
METT-T factors to determine Threat capabilities, vulnerabilities, and
probable courses of action.

This chapter describes the OB analysis process and the tools used to
develop and integrate OB.

OB is the identification, strength, command structure, and disposition
of the personnel, units, and equipment of any foreign military force.
During counterinsurgency operations, or whenever they become militarily
significant, include guerilla and insurgent forces, associated agent nets,
and the insurgent auxiliary and support structure in the Threat data base,

Data is developed in many fields outeide the scope of 0B, but all
intelligence is related ultimately to it. For example, technical
intelligence (TI) produces intelligence on the capabilities of weapons
systems, but OB intelligence determines the effect of weapon capabilities
and characteristics on enemy tactics, combat effectiveness, and
organization.

ORDER OF BATTLE FACTORS

The OB consists of evaluated information on enemy, allied and neutral
forces, including--

0 Composition.

0 Disposition.

0 Strength.

Tactics.

Training.

Logistics.

Combat effectiveness.
Electronic technical data.
Miscellaneous data.

COMPOSITION

Composition is the identification and organization of units. It
appl ies to specific units or commands as opposed to type units. Unit
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identification often is called the Kkey to OB intelligence because it leads
to the answers to many questions concerning the enemy, Unit

identification consists of the complete designation of a specific unit by
name or number, type, relative size or strength, and (usually)
subordination. Through identification, the OB analyst develops a history
of the composition, training, tactics, and combat effectiveness of an
enemy unit. The identification of a specific unit within an organization
alerts the analyst to the possible presence of other unidentified or
unlocated units of the sama organization.

Organization is the physical structure of a unit and the relationship
of the various elements within the structure. Knowledge of the
organization of a wunit or military force aids in developing accurate
intelligence on current strength, and combat efficiency. Further Threat
capabilities as they relate to tactics, training, and logistics are
difficult to assess accurately without knowledge of the current
organizat ion.

The basic self-sufficient tactical unit (normally a combat division)
is considered when developing intelligence concerning composition. In
some countries, the field army is considered the basic self-sufficient
tactical wunit. In others, it is the regiment. The importance of this
concept | ies in the term “’self-sufficient.”” Units subordinate to
self-sufficient tactical wunits, although capable of limited independent
action, cannot sustain themselves over relatively long periods of time.
Subordinate units seldom are employed independently or separately from the
basic self-sufficient tactical unit. For example, a new Soviet motorized
rifle regiment (MRR) is reported in the AO, Knowing that the division is
the Soviets’ basic self-sufficient tactical unit and the three MRRs of a
motorized rifle division (MRD) seldom are employed independently, the
presence not only of a new regiment but of a new MRD is given tentative
acceptance. When one of these regiments is located, suspect that the
remaining elements of the division also are in the area.

DISPOSITION

Disposition consists of the location of Threat units and the manner in
which these units are deployed tactically (or administratively in times of
peace) . In addition, disposition includes the recent, current, and
projected (or probable) movements of Threat units.

Location refers to a geographical area or position occupied by a unit
or units. Knowledge of the strength and location of a Thraat force
assists the intelligence officer in determining the capabilities of the
force and its effect upon the accomplishment of the friendly mission.
Data of this type is collected during peacetime and form the basis for
assessing capabilities during the initial period of hostilities.

Tactical deployment is the relative position of units with raspect to
one another or to the terrain. Tactical formations are designed for
executing the various tactical maneuvers and usually are based upon
doctrine. If this deployment is predetermined, it leads to an accurate
appraisal of probable Threat courses of action. The knowledge of how
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units are arranged in echelon indicates (if the Threat assumes the
offensive) which units are used in the initial attack and which units are
employed in supporting and reserve roles. Tactical deployment with
respect to terrain also is important. A study of disposition with an
analysis of the terrain leads to conclusions concerning Threat
capabilities, vulnerabilities, and probable courses of action. Accomplish
this through the IPB process detailed in FM 34-130.

Movement of units is part of disposition. Movement is the physical
relocation of a unit from one geographical point to another. Patrol
activity may be an indication of planned movement but, in itself, is not
movement. Movement is significant because it automatically changes the
tactical deployment of the opposing forces. When a Threat unit has moved,
is moving, or possibly will move in the future, it becomes capable of
executing a number of actions which affect the conduct of the battle (or
the current political situation). Such a unit moves into an attack
position, moves to reinforce or to replace a unit, or performs other
missions. In view of these possibilities, movement of a unit becomes
important. The 06 analyst must continually monitor unit movements in
order to provide correct and detailed data on Threat dispositions.

STRENGTH

Strength describes a unit in terms of personnel, weapons, and
equipment. Information concerning strength provides the commander with an
indication of enemy capabilities and helps determine the probable courses
of action or options open to Threat commanders. A lack of strength or a
preponderance of strength has the effect of lowering or raising the
estimate of the capabilities of an opposing force. Likewise, a marked
concentration or buildup of units in an area gives the commander certain
indications of enemy objectives and probable courses of action. During
peacetime, changes in the strength of potential Threat forces are
important factors which may indicate changes in the enemy’s intention.
Appendix D describes enemy strength computations.

TACTICS

Tactics in OB intelligence include tactical doctrine as well as
tactics employed by specific units. Tactical doctrine refers to the
Threat’'s accepted principles of organization and employment of forces for
the conduct of operations. Tactics, on the other hand, describe the
manner in which units conduct an operation. From a knowledge of tactical
doctrine, the OB analyst knows how the Threat may employ forces under
various conditions and in certain type situations or special operations.
Units normally are expected to perform according to certain patterns
within the framework of their tactical doctrine. Ail Armies establish
basic principles and patterns for the employment of infantry, motorized
rifle (MR), tank, and artillery units in the offense and defense. Of a
more specific nature, special ized tactical doctrine a certain unit employs
in given situations during combat or training activities is analyzed,
because it indicates possible changes in Threat doctrine. Doctrinal
templating, as detailed in FM 34-130, is one method of graphically
portraying enemy tactics.
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TRAINING

Individual and wunit training contribute significantly to the combat
effectiveness of any military organization. The thoroughness, degree, and
guality of individual training which the recruit, specialist,
noncommissioned officer (NCO) , and officer receive are major factors in
determining the overall efficiency of an armed force. Unit training,
normally conducted in seasonal cycles from small unit exercises to
large-scale maneuvers, is an essential part of the training necessary for
a unit to operate at its full potential. Each type or phase of training a
unit accomplishes adds to its capabilities and effectiveness.

Specialized training that a unit receives may point to its ability to
undertake certain missions beyond its normal doctrinal capabilities or
responsibilities. Therefore, it is easier to appraise the combat
effectiveness of a unit when the degree and quality of its training are
known, as well @S any specialized training it undertakes.

LOGISTICS

Logistics closely relates to combat effectiveness. The adoption of a
course of action depends on the abil ity of the logistical system to
support that action. With knowledge of the current capabilities of a
unit’s logistical support structure, make a more accurate evaluation of
its capabilities, strengths, and combat effectiveness. Also, the
locations of elements of a unit’'s logistical support structure indicate
the disposition of maneuver formations and CS elements. Categories of
logistical information include--

o

All classes and types of supply.
Supply lines of communication.
Logistical requirements.

Procurement methods.

Distribution priorities and procedures.

Transportation networks and modes.

O Installations and logistical control points.
0 Terminals.
(0]

Evacuation and salvage procedures.

Maintenance.
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COMBAT EFFECTIVENESS

Combat effectiveness describes the abilities and fighting quality of a
unit. Numerous tangible and intangible factors affect it. Combat
effectiveness affects the capabilities of a unit or army and is predicted
by analyzing--

‘Personnel strength.

*Amount and condition of weapons and equipment.

°Status of training.

*Efficiency of the officer and NCO corps.

Quality of leadership.

°Length of time a unit has been committed in combat.

‘Traditions and past performance.

‘Personality traits of the unit commanders.

°Geographical area in which committed.

Morale, esprit, health, discipline, and political reliability (or
belief in the cause for which they fight).

°Status of technical and logistical support of the unit.
°Adequacy of military schooling at all levels.
°National characteristics of the people.

ELECTRONIC ORDER OF BATTLE

Electronic OB information is required to conduct EW. This data
includes communications and noncommunications equipment parameters, such
as emitter type and nomenclature (including encoding equipment),
modulation, multiplex capability, pulse duration, pulse repetition
frequency, bandwidth, associated weapons systems, and other technical
characteristics of electronic emissions. They also include critical
communications nodes such as CPS and logistical control points. They
support Threat electronic order of battle (EOB) templating. With
electronic technical data, a more accurate evaluation of the enemy’s
vulnerability to electronic countermeasures (ECM) and deception is made;
signals intercept and direction finding (DF) for the production of SIGINT
is made easier; and support is given to electronic counter-countermeasures
(ECCM) by assessing the threat EW capabilities.
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MISCELLANEOUS DATA

Miscellaneous data includes supporting information needed by an
analyst to develop other OB elements. Miscellaneous data includes basic
intelligence described as "know your enemy.”

Personality files contain information on certain characteristics and
attributes which describe individual members of a military force. A
knowledge of personalities is important in identifying units and, in some
cases, predicting the course of action the unit will take. Personality
data, therefore, is valuable because the tactics and combat efficiency of
particular units are often closely related to key individuals within its
command structure.

Unit history includes information and intelligence on the elements of
a specific unit; on present and past parent units; personalities who have
commanded the unit; and other details like past performance and activities
which describe, limit, or clarify the capabilities of the unit concerned.
The development of unit history is important in determining the
capabilities and limitations of a unit. Military or paramilitary units,
like individuals, develop characteristics which distinguish them from
other units. Just as they consider the various qualifications and traits
of threat personalities, OB personnel also must consider a Threat unit as
a personality in analyzing its capabilities and limitations. Information
on uniforms and insignias is an important part of “’know your enemy”
intelligence. This information assists in establishing unit
identification and organization and in determining morale and esprit de
corps.

Some foreign armies use systems of code numbers, names or false
tactical markings to conceal true designations (or affiliations) of units,
field post numbers (FPNs) (unit mailing address), and vehicle
identification or side numbers. These systems, when properly analyzed,
are valuable sources of information that are related to unit composition
and disposition.

The OB analyst is able to recognize and appreciate the capabilities
and limitations of foreign weapons and equipment. Although technical
intelligence agencies are primarily concerned with the determination of
weapons and equipment characteristics and capabilities, the analyst uses
this intelligence to analyze the effects of these items on the
organization, disposition, tactics, and combat effectiveness of the
mil itary force.

ORDER OF BATTLE REFERENCES

THIS SECTION IMPLEMENTS STANAG 2077

Standard OB references are published by higher echelons during
peacetime. They form the basis for lower echelon OB efforts.
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ORDER OF BATTLE BOOK

An OB book is a summary of all basic intelligence concerning the

composition, disposition, identification, subordination, and strength of a
foreign nation’s military forces. It includes all units from the var ious
services that function in a ground or ground support role. It normally is

published at EAC by the service departments and by the DIA. Allied
nations, particularly the NATO nations, also publish OB books. The level
or echelon of units shown depends on the level of command for the intended
user. Generally, this is at least one echelon above and two echelons
below that of the intended user. During peacetime, units which form only
on mobilization are identified as such.

The OB book includes the following information for each unit:

‘ldentification, to include:

-- Numerical designator and type of unit.

-- Nationality (if more than one nation’s forces are included in
the OB).

‘FPN.

°Subordination (parent unit)

°Subordinate units.

‘Location, to include:
-- Place name (and country if deployed abroad).
-- Installation number or name (if applicable).
-- Military geographic region (if applicable).

-- Universal transverse mercator (UTM) coordinates (supplement
with geographic coordinates whenever possible).

°Category and effective strength.
The following data also is included:
°Code name or code number (enemy assigns official name or number).
°Nickname (unofficial popular name).
‘Honors or honor titles.
‘Unit insignia.

°Latitude and longitude of subject (in addition to UTM
coordinates)
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°Commander’s name, rank, initials and specialty, and those of other
key personnel.

°Combat effectiveness (including any data on special ized training).
°Signature equipment.

‘Turret numbers, vehicle registration numbers, or other tactical
identification signs.

°Any other data at the discretion of the originator for example,
basic encyclopedia (BE) or target data inventory (TDI) numbers.

The structure of an OB book varies, However, it normally contains
three sections:

Section 1. General

Section | contains the table of contents, explanatory notes and
glossary of terms, acronyms, and abbreviations used in the document,
summary list of major changes since the document was last issued, and
sumrnary chart of current dispositions.

Section Il, Detailed Order of Battle

Section Il contains formations or un ts grouped according to their
subordination and echelon. For example, military district, region, front
level formations, and units follow immediately after the district, region,
and front headquarters to which they are subordinate. While the same
methodology is applied at all other leveels of command within a district,
region, or front formation, the inclusion of units subordinate to
regiments is optional. Units of unknown subordination are included at the
end of each district, region, or front and are identified clearly as such.

Section Ill. Sumneries or Supporting Documentation

Section Ill contains any additional summaries or supporting
documentation, such as maps. The use of orientation maps of the nations
dealt with in the OB book is an important visual aid, especially when the
units being dealt with are superimposed. For a large country like the
USSR, include an orientation map for each military district.

Annually issue or emend OB books. While the timing and degree of
amendment are left to the discretion of the originators, an amendment
normally is published when substantial changes to publ ished OB holdings
are detected. The date of information (DOI) for the contents of the OB
book is taken to be the information cut-off date. Any amendments to the
OB book should indicate their own 001.

ORDER OF BATTLE HANDBOOK

The OB handbook, which is often referred to as a “handbook of military
forces,”” is a summary of basic intelligence on a foreign nation’s
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political or governmental structure and military establishment, including
its tactics and doctrine. It includes more technical data, such as the

logistical system used and the characteristics of weapons and equipment.

Like the OB book, higher US and allied commands publish the handbook.

The OB handbook normally deals with only one country. It deals with
two or more countries in separate parts, especially when these countries
are closely associated with each other by pact, geographically, or in some
other way. As a minimum it contains--

‘History, governmental, and political structure. A short history
of the nation and a comprehensive description of its governmental
and political structure.

‘Armed forces organization. A description of the mnation’s military
establishment  (including paramilitary and an expllanation of how C2
of the ground forces is affected).

°Ground forces organization. A complete explanation of the
organization and composition of all the various types of ground
force units and formations. The organization and composition of a
nonground force unit also is included if that unit is likely to be
placed under command or in support of the ground forces in time of
war .

°Logistical support organization. An explanation of the logistical
system the ground forces employs from ministerial level to the
lowest echelon.

° Strategic and tactical doctrine. An explanation of the nation’s
strategic and tactical military doctrine, especially at combat
levels of command.

°Reserve forces or mobi | ization. A description of reserve forces,
the mobilization system and times required for mobilization.

In addition, the OB handbook includes--

°Military education and training. A description of the military
education and training system and an explanation of the personnel
recruitment and selection process.

Uniforms and insignia. A full description of all armed forces
uniforms, ranks, and insignia.

‘Weapons and equipment. A listing and brief description including
characteristics of the various types of weapons and equipment found
in the ground forces. The list includes weapon and equipment’s
country of origin, availability of technical expertise, and
likelihood of resupply of equipment and spares.
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° Allies. A list of likely military and political allies, and type
o'f support each may render.

The contents of the OB handbook are organized in the sequence shown

above. When included, organizational and tabular data are presented as
follows :

‘Armed forces organization, governmental and political structure.
Organizational charts are to support the narrative description of
these subjects where possible. There is no format for such charts.

‘Organizational structure. Depict organizational structure for
each type of unit, Within NATO, the-symbols depicted in STANAG 2019
rapresent the various units, formations, or installations. Arrange
the organizational diagrams in the following sequence: headquarters,
combat units, CS units, service support units.

‘Tables of personnel , weapons, and equipment. Produce the tables
according to STANAG 2077. Figure 3-1 shows a sample equipment list.

Amend OB handbooks periodically. The timing and degree of amendment
are left to the discretion of the originator. They should, however,
initiate amendment action whenever you detect a substantial change to
intelligence contained in the handbook or whenever you have a number of
minor amendments.

INSTALLATION HANDBOOKS

Ideally, installation handbooks contain complete information
concerning every military installation in every city in the county or Al.
They are useful, particularly during peacetime, for establishing which
forces are already in place. During wartime, the usefulness of
installation handbooks decreases somewhat. However, they still indicate
likely reserve mobilization and training centers. Two particularly useful
handbooks are the Automated Installation Intelligence File (Al1F) and the
Contingency Planning Facilities List (CPFL).

MISCELLANEOUS REFERENCES

Other publications and periodicals prepared at departmentl and area
command levels are of value to the OB analyst. These references may deal
specifically with OB or with any or all phases of tactical, operational,
and strategic intelligence. Specialized technical intelligence agencies
provide detailed evaluations of equipment. The Soviet Battlefield
Development Plan provides current and projected Soviet battlefield
capabilities. The CIA produces studies on general mil itary capabilities,
and economic factors which impact on military capabilities. Civilian
organizations under contract to the Department of Defense (DOD) make
special studies on various subjects concerning foreign and enemy military
forces. These studies usually are detailed, technical in nature, and
provide a wealth of special information not otherwise available.
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NATO Original or
Serial short Description Remarks
No NATO Title

Equipment lists are to conform to the format shown above. The sequence and numbering of

equipment are to be established by Supreme Headquarters Allied Powers Europe (SHAPE)
according to STANAG 2077.

Figure 3-1. Equipment list.

ORDER OF BATTLE RECORDS

The OB analyst uses various

recording aids in organizing and
cataloging OB information.

The OB analyst creates OB records and files

through a compilation of information available in the references discussed
above. Subsequently, they are used continuously to produce current
intelligence and to update other intelligence records, like the

SITMAP and
IPB products. OB files facilitate easy reference and comparison of OB
information collected at various times from various sources. Each
intelligence processing element decides which aids to maintain. The type
used depends on the echelon of command and the local situation. Some
common recording aids are:
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‘Unit workbook.

°0 B workbook.

‘OB SITMAP.

°0 B card file.
‘Personal ity file.

Military installation file.

o

Organizational worksheet.
°Strength worksheet.

Other file systems or forms are developed locally for spec ial
situations.

UNIT WORKBOOK

The format of the unit workbook depends upon the structure of the
foreign army being monitored. Typically, it consists of a collection of
OB cards supplemented by supporting documentation and is arranged by type
of unit or in numerical sequence. Minimally this documentation includes
organization and strength worksheets with the workbook being updated as
new information is received. The enemy parent unit listed on the unit
worksheet should agree with the analyst’'s level of command.

The analyst normally maintains records for enemy units one level above
and two levels below the command’s. In some special purpose units, three
levels or more down are followed as well. Review information from units
three levels down to develop identities on units two levels down. List
personalities on the worksheet as a ready reference to the personalities
of the enemy unit. Note and use unit, postal, and vehicle numbers on the
worksheet to determine OB changes or to confirm current data. Note
details which may reveal any facet of the enemy unit’'s 0B or indicate the
source of information in the remarks column. Enter reports of branch
insignia, number and type of weapons, and statements of local residents in
this column in abbreviated form. Include the data and the source of
information for each entry. The installation column of the worksheet
shows the numerical designation assigned to a particular enemy
installation when plotted on a sketch, map sheet, or town plan attached to
the workbook. For consistency and to facilitate exchange of information
between headquarters, use installation numbers Previously assigned by
theater or MACOM, Figure 3-2 shows a sample unit workbook. Figure 3-3
shows a sample page from the unit workbook.

ORDER OF BATTLE WORKBOOK

The OB workbook aids the analyst in sorting, evaluating, and
interpreting information and in preparing intelligence reports.
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all

CLASSIFICATION

HEADQUARTERS

1

FRONT HQs and TROOPS|

1

1 CAA

|

2 CAA

3 CAA

1

1 TANK ARMY l

107 MRD ]
3 TANK DIVISION |

5 TANKDIVISION |
ARTILLERY BRIGADE |
SAMBRIGADE |

UNIT WORKBOOK
ASPS, X CORPS

SSM BRIGADE |
MISCELLANEOUS |
5 MRD 1

-

CLASSIFICATION ’

Figure 3-2. Sample unit workbook.

There is no prescribed format for the OB workbook. At corps level and
higher, the OB workbook is tabbed to conform with paragraphs of the OB
annex of the PERINTREP (see Appendix A). This makes it easier to extract
needed information for the production of intelligence reports.

Information is entered under the appropriate haading or headings as
either a complete report or a digest of the original report. AIll entries
contain a journal date and number in addition to identification of the
source. Comments added after each entry show the significance of tha
report when compared with the overall tactical situation. Figure 3-4
showa how information is organized in an OB workbook.
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Parent Unit

SUBORDINATE iD OR
UNITS cITY COORDINATES INSTL PERSONALITIES | CODE NO REMARKS
Div Hq Stein PV818147 1and 3 Commander EPW no 26,
COL Crechin Captured
2 Feb 68
96 Mech Rifle Delltach PU8B20934 4 Commander 16181 Document
Regt COL Kursheve Captured
19 Mar 68
145 Mech Rifle Ellenburg PUBS52961 2 LTC Shrenko 16182 Deserter
Regt 21 Mar 68
3d Bn Gladbach PV891024 1 Gladbach
residents rpt
battalion
subordinate
to Hgs in
Eilenburg,
3 Feb 68
43 Med Tk Linburg PVB63106 3 Commander Agent Report
Regt COL Reshvic 26 May 68
358 Trans- Lehrt PV825158 1 16195 OB Bank
Bn
I
Figure 3-3. Sample page from unit workbook.
ORDER OF BATTLE S | TUAT 10N MAP
The 06 SITMAP is a graphic portrayal of current threat OB, either

confirmed or unconfirmed. It
opposing units and any other
the threat 06.

As a general
below the analyst’'s own

appropriate symbols

regiments and battalions;
units to
Analysts at theater

Plot higher

only a guide.

rule,

tha extent

shows

assist

identification and disposition of the

information which will in developing

threat units one echelon above and two echelons
level of command are plotted by using the
in FM 101-5-1.

For example, division plots maneuver

corps plots maneuver
practicable.
level

who are

publication of OB books may plot separata battalions.

unit

organization, th

e tactical

situation,

divisions and

The foregoing
responsible for
Peculiarities of
and time and personnel

regiments.
information is

available within the analysis section determines more precisely what is
plotted and what is omitted on OB maps.

information to the left of each symbol
it may be necessary to plot guerilla or
since,

operations,

however,
units down to the squad

level,
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CLASSIFICATION .
COMPOSITION
IIRRANBSANEERR]
DISPOSITION
IDTUEITIITT
STRENGTH
T
ORDER OF BATTLE TACTICS
WORKBOOK T
TRAINING
ASPS, X CORPS TTITTITIT
LOGISTICS
FROM: TIIITT
(HOUR AND DATE)
COMBAT
EFFECTIVENESS
(HOUR AND DATE) 1
ELECTRONIC
TECHNICAL
DATA
i
MISC
DATA
|l
Il
CLASSIFICATION __H-'

Figure 3-4. Order of battle workbook.

area, there may be no larger units operating against friendly forces.
Figure 3-5 shows the OB SITMAP. The OB SITMAP contains the same types of
information as the working SITMAP (described in Chapter 2), except it is
kept in a less cluttered state so it is better integrated with G3 or S3
operational maps and for briefing purposes. At battalion and brigade
levels, S2 and BICC officers often do not keep separate working and
briefing OB SITMAPS.

Prepare the OB SITMAP as an overlay. Like other overlays, the OB
SITMAP contains titling data. This data includes:

‘Overlay title.
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Figure 3-5. Order of battle situation map with caption box.
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‘Map sheet name.
‘Map sheet number.
‘Map series.

‘Map scale.

° Prepared by .

A caption box on the OB SITMAP is an annotation containing information
which helps to identify and explain the OB situation graphics. Although
any number of caption boxes are used, normally three types are necessary:
strength, unlocated units, and legend.

The entries in the strength caption box usually consist of strength
computations in numbers of personnel, types of units, and weapons and
equipment categorized as committed forces, FS, and available
reinforcements. Reconnaissance elements which are part of an opposing
maneuver unit are considered as reinforcements, if uncommitted.
Assumptions like these are made to portray probable enemy capabilities.

The OB analyst must be aware of what is not known about the enemy.
The unlocated units caption box lists existing unlocated units. These
units pose a threat to the accomplishment of the friendly mission, and
maximum effort must be directed toward establishing the disposition of
unlocated units in the AO.

When it becomes necessary to improvise symbols for enemy units,
include a legend caption box on the OB SITMAP. Within this caption box,
explain the exact meaning of each, improvised symbol.

ORDER OF BATTLE CARD

The analyst uses OB cards to maintain complete and accurate data on
enemy units. The format of the card is standardized within NATO to
facilitate the exchange of information and intelligence among allied
forces. The standard recording system (whether manual or automated) is
based on a card entitled “'Order of Battle Card.”” Such cards are
maintained in wartime, at all levels including division and lower when
directed by higher headquarters or when desired. Normally, keep one card

for each enemy regiment and independent battalion within a friendly unit’s
Al.

Information on the OB card includes--

‘ldentification (numerics! designat ion, type of unit, and
national ity)

‘FPN.

°‘Subordination (parent unit) .
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Subordinate formations or units.

0 Location (place name and UTM coordinates).

0 Table of major equipment (including war establishment and current
effective strength).

0

Combat effectiveness and category (where applicable).
The OB card contains the following optional information:

‘Code name (offical name assigned by the enemy for convenience or
as a cover) .

Honorific title.

O Nickname (unofficial popular name).

0 Insignia.

0 commander.
Unit history.

Signature equipment (including significant quantities).

Turret numbers, vehicle registration numbers or other tactical
identification signs.

‘Miscellaneous.

Record validity dates and source references on the back of the card.

Also record information subject to frequent changes on the back of the
card. This includes--

*
‘Unit locations.

‘Strength.

‘Combat effectiveness.

Figure 3-6 shows the front and back sides of the 08 card.

PERSONALITY FILE

A personality file records personality data on designated categories
of individuals. The development of the personality file is probably one
of the most difficult analytic functions, particularly for the personnel
in Threat units at division level and below.” However, much information is

available through open-source | iterature and intelligence information
reports (IIRs). This file provides reference material used in the
development of other OB intelligence. Information on key military figures
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Figure 3-6. Order of baffle cards (continued).
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is of significant value in the establishment of unit identification,
tactics, and combat effectiveness. Keep the file in alphabetical order.

The card (or sheet) contains information concerning the individual’s
name, rank, current assignment, date and place of birth, civilian
education, political affiliation, nicknames, and physical peculiarities.
The file also contains the individual’'s schools, qualifications, awards,
decorations, chronology of assignments, campaigns, engagements,
demonstrated performance in leadership assignments, and important
activities participated in, as well as character traits | ike morals,
reputation, appearance, and mannerisms, published articles (which may
identify areas of concentration and expertise), and cliques with which the
individual is associated (may indicate influences and upward mobility
prospects). Each entry records the source and date of the information.

The personality file also includes information which aids the friendly
commander, G2, and G3 in deception planning and operations. This includes
habits that make the opposing comrnander and staff vulnerable to deception,
the most likely deception targets, the degree of freedom the cormmander
allows subordinates, how the commander reacts to new situations, and how
the fear of the unknown influences the commander’s actions. Figure 3-7
shows a suggested format for biographies used in personality files
required by STANAG 2077. Similar files may be maintained for key staff
officers and other categories of key personnel.

w »

. Date of Birth.

. Place of Birth.

o 0

Civillan Education.

. Military Education.

m

. Foreign Languages.
G. Medical History.
H

. Personality Traits.

Foreign Travel.

J. Other categories of information as deemed appropriate.

Figure 3-7. Biography.
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MILITARY INSTALLATION FILE

During peace time, higher echelons maintain military installation
files normally to facilitate publication of installation handbooks. A
collation or explanatory sheet contains all information that has bean
collected on each installation to include the number and types of
buildings and their capacities, personnel uniforms and insignia, and major
items of unit equipment. Maps, town plans, or sketches showing the
location of each installation within the city supplement this file.
Figure 3-8 shows a sample military installation file.

ORGANIZATIONAL WORKSHEET

The organizational worksheet provides a convenient method of showing
types of units within an armed force. Organizational worksheets depict
the complete breakdown of all units from the highest type headquarters to
the lowest unit, including personnel and major wsapon strengths. Since
this is rarely possible on a single sheet of paper, prepare a chart
showing the general organization of the major unit and individual charts
for each of its subordinate units. Prepare principal weapons and
equipment charts to supplement organizational charts. Figure 3-9 shows a
sample MRR organizational worksheet.

STRENGTH WORKSHEET

Use the strength worksheet to maintain a running numerical tabulation
of the enemy’s personnel and equipmant strengths. This information is
recorded on committed units, FS units, and reinforcements. Figure 3-10
shows a sample strength worksheet.

COORDINATE REGISTER

When personnel and time are available, the brigade and battalion BICCs
maintain a coordinate register. The coordinate register provides the
lower echelon intelligence officer with a workable counterpart to the
extensive intelligence files and workbooks that are maintained at higher

echelons. It graphically illustrates the situation over a small
geographical area. It is compact enough to be carried with ease for ready
access.

The register is usually a looseleaf notebook. Each page represents a
single grid square on the operational map which covers the geographical AO
and Al. This geographical area should include the enemy area, friendly
area, and areas of concern on both flanks.

The coordinate register contains two types of pages. One type is for
written entries which describe enemy activities, locations, weapons, and
similar items. The DTG and map coordinates precede these entries. The S2
adds personal comments or notations to any entry. Figure 3-11 shows a
coordinate register page with written entries.
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Figure 3-8. Military installation file.
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PERSONNEL ARTILLERY AT iSMALL ARMS
122mm | 120mm atam | ataL bas 17| ve
SP How Mort

Regt HQ 65
3XMRB * 1290 18 18 108
Tk Bn 165
SP How Bn 220 18 18
AA Missile

Artillery Bn 60
AT Missile Btry 40 9
Recon Co 55 3
Engr Co 60
Sig Co 50
Cml Def Co 35
Mtr Tranenort 70
Mtr Transpor 70

Co
Maint Co 70
Medical Co 25
Supply and

Service Plt 20
TOTAL 2225 18 18 9 18 129

* Strength and equipment figures are cumulative.

Figure 3-9. Organization worksheet motorized rifle regiment.
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111th Guards Motorized Rifle Equipment

Remarks

Category Personnel Tanks Artillery APC or IFVs
Type 1-64 122mm 152mm 120mm -
How (2S1) How(281) Mort BMP-1
i. Commiited Full | Losses | Full Losses | Full | Losses | Full Losses | Full | Losses
Forces Str Str Str Str Str
1st MRB(-) 430 50 13 6
2nd MRB(-) aso | 3s 13 i
2. Reinforcements
3rd MRB 430 10 6
4th TB(-) 165 10 14
3. Fire Suppori
Arty Bn or 111 18
GMRR
18
Totals 105 40 1" 18 3 18 0 18 3

Note: Additional columns and rows may be added to encompass additional unit or weapons systems.




enemy S | TMAP.

grid square.

GRID SQUARE 32U NA2815
LOCAL
TEM TIME COORD STATEMENT NOTES
1 082235 28381539 MG fires on recon pit from A Co. Have next pit check this area.
2 092318 ? Veh noise - Tk? - Heard direct N of Ask air OP to look
A Co OP 2 28321507.
3 100600 Special OB report on wpns Div wants more info on
and fortifications. wpns strength.
280215323 to | Trenches and bunkers.
28141527
281415227 to | Wire.
28221529
28611545 to Platoon on line has 2 MG’s. Same MG as yesterday?
28781551 Check this!
28811551 to Extensive trenches and firing PSNS.
29001599
4 102335 28391530 to B Co pit rpts wire and AP mines. New since 081800.
28691541
5 110600 28431588 Res unit (co?) in general area. (From Div PIR).
6 110630 28381557 Med tk spotted by L piane. How many more?
7 111320 28731584 and | Active mortars.
28151564
] 12001 28511554 Fiash froim small cal arly not over AT? AA? Gun? RR oF
L 75. bazooka? Ask higher HQ.
Figure 3-11. Coordinate register with written entries.
The second type schematically represents a single grid square.
Entries are plotted on the square in the same manner used to plot the

This page shows graphically any data applicable to a single
Figure 3-12 shows how an enlarged grid square is drawn and

entries are made.

The coordinate register is used to--

‘Determine enemy dispositions and routes of movement.
‘Predict

enemy intentions and main effort.

‘Plan reconnaissance and surveillance (R&S) operations.
‘Brief and debrief patrols.
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Figure 3-12. Coordinate register with schematic entry.
‘Plans FS.

°Brief the commander and staff.

*Assist in IPB.

‘Reveal enemy perceptions of how the terrain will sup port maneuver
against them.

Data from the coordinate register is plotted on a vert jcal

aerial
photograph that has been annotated with grid lines.

A sca le of 1:25,000
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or larger is desirable. By plotting selected OB information on the photo,
an analysis of the terrain is conducted simultaneously with a correlation
of information on the enemy. The photo provides an excellent means of
briefing commanders down to platoon level on the AO and the enemy
situation. Targeting is accomplished in a more precise manner by using a
photo instead of the traditional 1:50,000 map. While not common in mid-
to high-intentsity conflict these photos are especially useful in LIC.

The coordinate register is reviewed when the unit moves to a new area,
when new data is added, and when obsolete data is deleted. Timely
maintenance of the coordinate register is not practical in fast-moving
high-intensity situations like pursuit, delay, and exploitation. The
coordinate register would, however, be very valuable in a relatively
static situation or in a low-intensity conflict (LIC).

Whenever possible, maintain the register on strong semitransparent
bond paper. The transparency of bond paper is sufficient to allow the use
of a grid scale underneath the schematic page. This allows a more
accurate and rapid plotting of, or reference to, the entries.

The scale of the schematic page normally is a matter of SOP. Such
standardization assists in dissemination of intelligence data from higher
to lower echelons. For security reasons, the friendly situation normally
is not plotted in the coordinate register.

ENEMY COMBAT EFFECTIVENESS

A number of factors, some tangible, others not, determines the combat
effectiveness of enemy units. Of these factors, only the personnel and
equipment strength lend themselves to factual analysis, and only major
items of equipment, like tanks, armored personnel carriers (APCs), and
artillery weapons lend themselves to detailed quantifiable analysis. This
is because personnel strength fluctuations are extremely difficult to
assess accurately. Appendix D describes procedures for computing
personnel and equipment strength. The following states the combat
effectiveness of a unit:

“The 133 MRR is estimated to be at 80 percent effective

strength. Evidence of low morale suggests that the unit is
less combat effective than the estimated effective strength
may indicate.”

ARBITRARY UNIT DESIGNATORS

The identification, by title, of a particular unit or formation on the
battlefield is difficult during war. Although it is argued that such
precise identification is not important and that one enemy division is as
much of a threat as another, this ignhores the problems of collation,
dangers of double counting, and connfusion. To deal with this problem,
NATO and national formations apply a unique arbitrary unit designator
(AUD) to unidentified enemy formatiens.

There are two types of unidentified enemy formations:
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*Formations which are well known except for their actual title.

‘Formations seen on the battlefield whose history, background, and
title are unknown.

SHAPE allocates the AUDs. They appear in NATO and national OB
summaries in peacetime in the columns normally filled by unit title. Use
these AUDs in war also.

The AUDS consist of a prefix, a number, and a suffix.

The prefix consists of a three-digit alphanumeric distinguishing code
that indicates the number and nationality of the corps that originates the
AUD. The following are examples:

°The 1st British Corps uses I|UK.
°The 2d German Corps uses 2GE.

°The 7th US Corps uses 7US.

A two-letter distinguishing code indicating the NATO formation and
allocating the AUD is an optional method of establishing prefixes.
Figure 3-13 shows these AUD prefixes.

Each national corps allocates blocks of numbers between 000 and 999 to
their own headquarters and subordinate formations. Similarly, divisions
may, if they wish, suballocate numbers to their subordinate formations.
Al l formations of a corps and corps headquarters, however, use the same

prefix.

After the prefix and number is a suffix indicating--
°The nationality of the enemy formation.
°The type of formation.

Do not change the actual numbers allocated by a particular national or
NATO formation normally unless an unidentified enemy is recognized
separately by two formations, each of which allocates its own AUD. Under
such circumstances, the relevant superior headquarters, having agreed that
an unidentified enemy formation is present, will either--

°Accept one of the already allotted AUDs, but replace the prefix
with its own.

°Allocate a new AUD.
In either case, inform both of the originating formations.

As an example of an unidentified enemy with two allotted AUDs, a
division of the 2d German Corps and a division of the 1st British Corps
separately detect the presence of an unidentified Soviet MRD in the area
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Figure 3-13. Arbitrary unit designator.

of the intercorps boundary and each gives it an AUD using the block of
numbers al located to them by their own corps (2GE369 UR MRD and 1UK473 UR
MRD, respectively). Each corps adopts the AUD allocated by its division.

The corps HQ knows from which division the AUD originated by the
number appl ied. HQ NORTHAG agrees that an Ul UR MRD is present and
decides to retain the German (GE) number but allocates it a NORTHAG
prefix. From then on, until positively identified or changed by Allied
Forces, Central Europe (AFCENT), or SHAPE, the unidentified formation is
known as NG369 UR MRD. If for some reason it is changed by AFCENT or
SHAPE, apply an AFCENT or SHAPE prefix.
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CHAPTER 4
INTELLIGENCE PREPARATION OF THE BATTLEFIELD

IPB is a tool to aid the commander and staff in determining where and
when to use limited resources to achieve decisive results. IPB applies to
all phases of the AirLand Battlefield; close-in, deep, and rear operations
synchronization are all supported by the IPB process.

For planning the close-in phase of the operations, IPB provides a
guide for the initial allocation and employment of combat power. Through
event templating, it is possible to identify where the enemy probably will
thrust if attacking, or where the enemy will concentrate forces if
defending. Through terrain and weather analysis and templating
techniques, it is possible to determine where friendly forces can best
move, shoot, and communicate, and where to place friendly strength against
enemy weakness. During tactical operations, IPB supports the use of fire
and maneuver to achieve a tactical advantage. Event templating
facilitates following enemy forces and determining their probable course
of action. Decision support templates (DSTs) enable the commander to
apply combat power in a timely manner.

IPB is especially useful as a tool for planning and fighting the deep
operations. Through threat evaluation, enemy critical nodes and HVTS are
identified readily. Event templating determines the optimum time and
place to interdict the enemy to achieve maximum delay, disruption,
destruction, and when and where to achieve decisive exploitation of
identified weakness. it facilitates the identification and location of
deep targets in time to strike them at the optimum time and place in a
manner which constrains and causes the collapse of close-in enemy actions.
AirLand Battle concepts were introduced in Chapter 1 of this manual, and
an application of IPB and collection in deep operations and maneuver plans
is further explained in FM 34-130.

When planning rear operations, IPB allows the commander to efficiently
focus friendly efforts. Capacity and trafficability of supply routes are
identified. Avenues for the commitment of reserves become apparent, as do
the choke points which the enemy will attempt to target. The analyst
studies drop zones (DZs) and landing zones (LZs) and the air approaches to
them, and provides the commander information about the rear area threat.
The most advantageous locations for support areas can also be found. All
of this permits the commander to use friendly forces in the most
economical method possible, which frees assets for the close-in and deep
operations.

IPB is an essential part of staff planning. Initially, the G2 uses it
to develop intelligence about the enemy, weather, and terrain that the
commander and staff need to complete their planning. The analysis of the
AO and the intelligence estimate primarily embody this intelligence.
While IPB does not replace these documents totally, use it as an aid to
their development. It aleo converts much of the written material into
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graphics which are understood easily, analyzed, and appl ied to the
planning process.

The intelligence estimate is a key to the decisionmaking process.
Through IPB, the estimate is presented in a graphic format. This enables
the commander and staff to see, rather than visualize mentally, where both
friendly and enemy forces can move, shoot, and communicate. It provides a
graphic data base for comparing friendly and enemy courses of action.
Weather and terrain overlays tell us not only where the enemy moves,
shoots , and communicates but where friendly units accomplish these
functions as well. Just as the G2 uses templating to determine enemy
courses of action, the G3 uses templating techniques to compare friendly
courses of action.

IPB helps the G2 determine--

‘Where to look.

‘When to look.

‘What to look for.

‘What to look with.

‘What to expect to see.

IPB helps the G3 determine--

‘Where to maneuver, shoot, jam, and communicate.
‘When to maneuver, shoot, jam, and communicate.

‘What friendly resources to maneuver, shoot, jam, and Communicate
with.

‘What enemy assets to maneuver, shoot, and jam.

‘What results to expect.

IPB is vital to the commander’s estimate and tactical decisions
regarding the concept of the operation because it produces an accurate
comparison of friendly and enemy capabilities and courses of action. It
enables the commander to see friendly and enemy vulnerabilities and
opportunities and to determine where, when, and how to support forces to
ensure success.

Successful preparation and application of IPB products depend on the
intelligence analyst’s ability. The intelligence analyst must know both
enemy and friendly maneuver doctrine; must understand what a mission
statement involves; and must focus efforts to support the mission. To
provide the commander with the intelligence required to make a high
quality decision, the analyst must also coordinate extensively with other
staff sections. These include the G3 or S3, the FSE, AD, engineers,
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battlefield deception elements, and USAF weather teams. Other sections,
such as the G5 and G4 or S4 become involved in rear area IPB. Each of
these sections and others have data which are vital to IPB. Each of these
sections also has requirements which are filled by IPB. Use of this
manual and FM 34-130 helps the analyst succeed in supporting the commander
effectively.

IPB influences every stage of an operation and is continuous. It
begins with a staff estimate process, which involves interaction from all
the staff sections.. Because battlefield conditions and tactical
situations change, IPB must be dynamic. The products which result from
IPB are often perishable, and must be updated to remain val id. Figure 4-1
shows how the staff sections interact during the IPB process. Chapter 4
of FM 101-5 describes in detail why IPB is conducted prior to an
operation.

Conducting IPB and knowing how to apply its products, are two
different processes. This chapter explains how the intelligence analyst
utilizes IPB to assist the commander and staff in the successful planning
and execution of AirLand Battle. A more detailed description of the IPB
process is available in FM 34-130.

PURPOSE OF INTELLIGENCE PREPARATION OF THE BATTLEFIELD

The key to effective IPB application centers around the G2 or S2 staff
understanding what can be accomplished with it. Much time and effort is
expended without purpose if IPB is conducted in a vacuum.

The analyst's objective when applying the IPB process is to reduce
battlefield uncertainties as they relate to terrain, weather, and enemy.
During the {PB process, the graphics produced aid the commander and staff
in planning and synchronizing more effective operations. IPB focuses the
S2's intell igence collection effort where it is most effective. IPB also
assists the commander in the decision-making process. For a detailed
description of how IPB assists in decision making read Chapter 4,

FM 101-5. IPB helps the commander control the battle by describing what
the enemy’s most likely course of action is, including when and where it
will occur and how the enemy’s follow-on forces affect the battle.

In situation and target development, the IPB product shows the
commander when to most effectively attack enemy forces by fire and
maneuver and when to seize the initiative. Using the IPB graphics, the
intell igence analyst can identify and prepare the attack of HPTs as they
move onto the battlefield. This reduces the effectiveness of the enemy’s
forces, causing them to be disrupted and delayed, and presenting further
targets for maneuver or FS missions. In threat integration of IPB, the
analyst uses analysis models to forecast events on the battlefield.

The IPB process, if applied properly and with purpose, contributes
immeasurably to mission accomplishment. However, as with any predictive
instrument, IPB will never achieve 100 percent accuracy.
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DEVELOPMENT AND USE OF INTELLIGENCE PREPARATION
OF THE BATTLEFIELD PRODUCTS

Graphics are basic to IPB analysis. Often intelligence is
communicated best with pictures. The analysis of the battlefield and the
intelligence estimate are not replaced, but merely assisted by graphics.
These graphics become the basis for intelligence and operational planning.
Currency is maintained through graphic renewal or update. Right now most
aspects of IPB analysis are prepared manually. Preparing graphics by hand
is slow and time-consuming. Properly prepared, graphics are relatively
simple and inexpensive to maintain. The benefits of graphic analysis and
display of intelligence are worth the initial investment of time and
resources. It is therefore incumbent upon the G2 or S2 to make maximum
use of available time and personnel to produce those graphics which are
most beneficial to the commander. Particularly at brigade and battalion
level, all personnel must be capable of conducting the IPB process.
Additionally G2s or S2s at each echelon should provide subordinate unit
S2s as many IPB products as possible. This saves time and permits the
subordinate level S2 to expand on higher level IPB products or produce
others unique to the unit mission.

The graphics produced during the IPB process have numerous purposes
and functions. A good analyst knows what to accomplish from each.
Terrain and weather factor overlays, for example, help depict the effects
of terrain and weather on potential friendly and enemy courses of action.

Further on in the IPB process, analysts produce four
templates--doctrinal, situation, event. and decision support. Figure 4-2
gives the description and purpose of each template. These templates help
the analyst to deduce and analyze enemy capabilities, predict their most
likely courses of action, identify information gaps, and determine TAls.
In other words, the graphics produced during the IPB process help in
conducting analysis.

APPLICATION OF INTELLIGENCE PREPARATION OF THE BATTLEFIELD

The IPB process begins with the mission. Upon receipt of a mission,
the commander analyzes the situation and has the staff present a situation
update. From this initial information, the commander conducts mission
analysis and restates the mission. The commander then sets the staff

planning process in motion by providing planning guidance and intent. The
commander also determines initial PIRs.

Using the commander’s guidance, the staff begins to prepare their

estimates. The IPB process primarily takes place during the estimate
process.

The intelligence analyst considers the amount of available time and
the number of soldiers on staff who can conduct IPB. Giving due
consideration to resources, the analyst initiates the IPB process with the

intent to produce sufficient graphic products to assist the commander and
staff in their planning.



As a minimum, the analyst prepares a modified combined obstacle
overlay (MCOO), a situation template depicting how the enemy looks at the
most critical moment on the battlefield, an event template from which to
develop the R&S plan, and a DST.

The G2 or S2 applies IPB to assist the analytical process and
accomplish as much of the process as possible to support the commander in
what little time is available. Time is the analyst's greatest enemy as
there is never enough of it. If there is time for only one situation
template, the analyst prepares the one most critical to the commander’s
mission. This is why it is so important for the G2 or S2 staff to
understand the commander’s intent. Time spent initially providing
guidance and establishing specific tasks for each member of the G2 or S2
staff who conducts IPB, goes a long way towards a more complete IPB
product which contributes to the commander’'s successful mission
accomplishment.

TEMPLATE DESCRIPTION I PURPOSE WHEN PREPARED
Doctrinal Enemy doctrinal deployment for Provides the basis for Threat
various types of operations without integrating enemy doc- Evaluation.
constraints imposed by the weather trine with terrain and
and terrain. Composition, tormations, weather data.

frontages, depths, equipment numbers
and ratios, and HVTs are types of
information displayed.

Situation Depicts how the enemy might deploy Used to identity critical Threat
and operate within the constraints enemy activities and Integration
imposed by the weather and terrain. locations. Provides a

basis for situation and
target deveiopment and

HVT analysis.
Event Depicts locations where critical events Used to predict time- Threat
and activities are expected to occur and Jrelated events within criti-} Integration
where critical targets will appear. cal areas. Provides a

basis for collection opera
tions, predicting enemy
intentions, and locating
and tracking HVT.

Decision Depicts decision points and target areas  JUsed to provide a guide | Threat
Support of interest keyed to significant events as to when tactical deci- | Integration
and activities. The intelligence estimate  [sions are required rela-
In graphlc form. tive to battlefield event.

Figure 4-2. Intelligence preparation of the battlefield templates.




BATTLEFIELD AREA EVALUATION

Battlefield area evaluation (BAE) as the first step in the IPB process
sets the stage for the rest of the process.

During the conduct of BAE, the intelligence analyst studies the
battlefield area to focus the IPB effort. The analyst studies the
battlefield to obtain a general feel for how terrain and weather affect
operations. The AO has been provided.

Delineation of the Al is done to direct a portion of the collection
effort (with support from higher headquarters) against enemy forces which
can directly influence the unit’'s mission. The G2 and G3 or S2 and S3
determine the Al based on how much time the commander needs to react to a
threat. For example, if the enemy has the potential to enter the
battalion AO via one of the flanks, and the battalion reserve needs two
hours to move to most areas on the flanks, then based on an enemy
doctrinal advance rate of 6 kilometers per hour (kph), the analyst would
probably extend the Al on the flanks to at least 12 kilometers (kms). The
analyst must understand the mission, the commander’s intent, and both
friendly and enemy capabilities.

METT-T and the commander’s concept of the operation determine the Al.
Once the Al is established, the analyst informs higher command of the area
it covers so they can assist in collection.

During the BAE phase the analyst studies the battlefield to determine
significant areas and considerations to be studied in more depth during
the remaining IPB phases.

Terrain Analysis

The intelligence analyst has one primary objective when conducting
terrain analysis - to reduce the commander’s battlefield uncertainties as
they relate to terrain. Terrain analysis emphasizes the use of graphics
to portray the effects of terrain on operations.

The G2 or S2 depicts via graphic products--

°Terrain which impedes or hinders maneuver and mobility.

°Terrain which does not restrict maneuver and mobility.

°Avenues of approach (AAs) and mobility corridors (MCs).

The lower the level at which the analyst works, the less time the
analyst may have to prepare terrain factor overlays. The analyst must
prepare those overlays which support the commander’s mission and intent.

This requires the G2 or S2 to prioritize and set time lines as to what the
analyst should accomplish.
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Modified Combined Obstacle Overlays

The intelligence analyst prepares a MCOO. This overlay is a
combination of various overlays or if done as one overlay, then simply is
a graphic representation of what should be highlighted about the terrain.
It is based on OCOKA (observation and fields of fire (FofF), concealment
and cover, obstacles, key terrain, and AA and MCs).

Terrain analysis at division level and higher benefits from engineer
terrain teams or detachments attached to G2 staffs assisting in terrain
analysis. Time constraints may not permit receipt of engineer terrain
products by brigade and battalion S2s. The intelligence staff must train
in the conduct of terrain analysis to be capable of producing their own
terrain graphics. Appendix E of this manual, Terrain Analysis in IPB,
provides the analyst basic guidelines for conducting terrain analysis.
For a detailed description of how to conduct terrain analysis refer to
FM 34-130.

Terrain analysis focuses on the military aspects of terrain known as
OCOKA. Chapter 4 of FM 34-130 provides a detailed description of OCOKA.

The following guidelines are important to the analyst when applying
OCOKA .

Observation and Fields of Fire. Observation involves the type of units

(both friendly and enemy) which are on the ground. The analyst asks
guestions such as:

‘To what degree does vegetation or relief obscure tha observation
of friendly or enemy units?

‘How will the ground unit be observed from the air?

The analyst focuses on the time of attack or expected tima of enemy
penetration into the main battle area (MBA). Also the analyst considers
what night observation devices both forces possess. These factors impact
on the conduct of the battle.

Another important factor is how the friendly force looks from the
enemy’s perspective. This principal applies to all other OCOKA factors as
well. The distinction is made clear to the commander by providing details
versus generalities.

Observation also influences the capability for R&S and TA. In the IPB
context, this refers to optical and electronic line of sight (LOS). Many
battlefield systems require LOS to function effectively. These include
radios, radar, intercept and direction finders, jammers, direct fire
weapons, human vision, and binoculars.

Air defense (AD) TA and weapons require LOS from their positions to
air targets. The analyst considers the anticipated flight altitude
relative to the elevation of adjacent terrain.
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The effects of terrain and weather on these systems influence the
commander’'s view of the battlefield. What is important for the analyst to
consider when studying the terrain is to study it based on the battlefield
systems available to the commander and the threat. Again, because time is

limited, the analyst prioritizes those battlefield systems most critical
to the mission.

LOS overlays graphically illustrate the effects of terrain on friendly
and enemy observation and FofF. The horizontal visibility or FofF overlay
combines the LOS effects of vegetation and elevation features. The
relative capabilities of direct fire weapons, communications, and
collection and TA systems become apparent. This overlay assists in
identifying key terrain with greater precision. Figure 4-3 shows
horizontal LOS FofFs. This is the type of overlay that the engineer
terrain team prepares at division or higher. If assigned to brigade or
battalion level, the analyst requests this overlay for the Al.
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Figure 4-3. Horizontal LOS fields of fire.

Concealment and Cover. Concealment is protection from observation or
surveillance. Cover is shelter or protection from fire either natural or
artificial. The analyst discerns the difference between concealment and
cover . The two are not combined when examining the terrain for their

effects. The analyst examines concealment to distinguish it from ground
and aerial observation.




The analyst decides the type forces which concealment may or may not
impact; for example, concealment may be good for soldiers on foot, yet
poor if riding in tracked vehicles.

The analyst addresses cover from direct and indirect fires. The
analyst identifies (particularly important at battalion level) points
within the AO where concealment and cover are critical to successful
mission accomplishment.

Obstacles. Obstacles, whether artificial or natural, are very important
considerations in the conduct of terrain analysis. Obstacles

significantly impact on a force's ability to maneuver or move rapidly
through an area. The analyst should not assume that an obstacle for
friendly force units is an obstacle for threat units also. The wise
analyst examines obstacles separately from the point of view of both enemy
and friendly force units and acknowledges that obstacles are different and
impact differently depending on the type of battlefield operating system
that is used.

Key Terrain. Key terrain is any point or area on the ground whose control
or seizure provides an important tactical advantage. Any terrain which
increases a unit's abil ity to apply combat power or decreases the
opponent’s abil ity to apply theirs is considered key terrain.

Decisive terrain is that terrain which, if not controlled or if
controlled by the opponent, significantly degrades the commander’s ability
to successfully accomplish the mission. For example: The Fulda River in
West Germany, and in particular the crossing sites on it, is considered
decisive terrain for US forces defending against Threat forces approaching
from the east. On the other hand, the Harm River, 6 km east of the Fulda
River, while it is considered key terrain for a unit in the defense,
probably is not considered decisive terrain because--

°The Harm River hinders enemy movement across it (particularly if
covered by fire); but it does not prevent movement because it is
narrower and easier to cross than the Fulda.

°It is not an obstacle to movement because it is narrower and much
easier to cross.

Avenues of Approach and Mobility Corridors. AAs are routes by which a
force reaches key terrain or an objective. AAs are evaluated in the
following terms:

*Maneuver support potential

°Access to key terrain and adjacent AAs.
‘Degree of canalization.

°Concealment and cover.

‘Observation and FofF.
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‘Obstacles.

MCS are subsets of AAs. MCS are areas within the AA which permit
movement and maneuver. They permit friendly and enemy forces to advance
or withdraw in doctrinal configuration, and to capital ize on the
principles of mass, momentum, shock, and speed.

The intelligence officer or analyst should not get caught up on
whether a piece of terrain is an MC. It is important that the analyst
identify, based on knowledge of friendly and enemy assets, routes which
either force will most likely use. Later in IPB, the analyst focuses
collection resources on them.

When determining AAs and MCs, the analyst uses the one-up, two-down
rule. The analyst determines AAs for enemy forces one echelon above and
MCS for forces two echelons below the level of command conducting the
analysis.

In determining AAs and MCS, the analyst keeps in mind the type force
for which they are developed, the unit mission, and the potential enemy
force mission. If an air threat exists the analyst develops air AAs. If
time is short, the analyst seeks assistance from higher commands. The
analyst may even involve the unit air defense artillery (ADA) officer.

The analyst carries the AA through the enemy’s immediate and
subsequent objectives. When on the offense, the analyst identifies
potential enemy counterattack AAs and if possible AAs within the AO for
friendly force units. The analyst also identifies MCS for friendly units.
In determining friendly AAs and MCS the one-down, two-down rule applies;
that is, the analyst identifies potential AAs for subordinate elements one
echelon below the command conducting the analysis and MCS for subordinate
elements two levels below. The battalion S2, for example, identifies

company size AAs and platoon size MCS.
TERRAIN DATA BASE DEVELOPMENT
The analyst compares terrain product requirements with the terrain
data base to identify gaps. In addition to standard topographic maps

covering the Al, the following sources are helpful:

°Current intelligence estimate and analysis of the AO from higher
headquarters.

°Special terrain studies and products prepared by US or
host-country agencies, special maps, charts, and geodetic studies.

°Current photography.
*Actual terrain reconnaissance.
TERRAIN FACTOR MATRIX DEVELOPMENT

The terrain factor matrix provides a guide for terrain analysis. The
matrix develops from an analysis process whereby terrain factors are
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identified and correlated with specific types of combat operations and
battlefield functions. The terrain factor matrix assists the intelligence
analyst in identifying the types of terrain products needed. Figure 4-4
shows the terrain factor matrix.

COMBINED OBSTACLE OVERLAY DEVELOPMENT

When the terrain factor overlays are stacked and registered, the
uncolored portion represents areas in which a force moves unimpeded. Also
highlighted are areas which facilitate a maneuver element’s ability to
shoot and communicate. The overlays show significant terrain features
that are further developed in the analysis process. Through graphic
terrain factor analysis, the terrain team and the S2 section focus on
terrain areas that are significant for further analysis.

FACTORS
Surface Surface Weather
FUNCTIONS | Configuration | Materials| Vegetation Effects | Transportation | Obstacle § Built-up | Drainage—
(Slope) (Soils) On Terrain (Linear) | Areas | (Hydrology
{Observation and|
Fields of Fire X X X X X X
Concealment
and Cover X X X X
Assembly
Areas X X X X X X
Key Terrain X X X X X
(Ground Avenues]
Of Approach X X X X X X X X
Air Avenues
of Approach X X X X X X X
-
Weapon Sites
DZ and LZ
P ——
Maneuver
LOC and MSR
Barriers and
Fortifications

Line of Sight

Communication
Sites

EW Sites

Figure 4-4. Terrain factor matrix.
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The combined obstacle overlay incorporates all pertinent terrain
factors which assist the analyst in identifying mobility areas and
deducing trafficability rates for AA analysis.

Figure 4-5 is an example of a combined obstacle overlay. The overlay
is particularly important because it integrates al 1 obstacles into one

graphic display. This greatly simplifies further analysis of AAs and MCS.
Crosshatching indicates the obstacles and the blank areas indicate freedom
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The effects of weather on mobility should not be ignored Through the
cooperative efforts of terrain and weather teams, weather eff ects are
integrated with the terrain analysis. As a result, the comb ned obstacles
overlay reflects average weather-induced terrain conditions. Excessive
precipitation affects soil density, slope, river stage, and visibility.

Cloud cover (CC) prolongs the drying period. Normal SLOW-GO traffic
conditions may convert to NO-GO conditions which impact on both friendly
and enemy force movements. The intelligence analyst prepares combined
obstacles overlays that reflect at least normal weather effects on
mobility. Based on a review of historic weather patterns, the analyst
associates specific weather factors with specific time periods.

Figures 4-6 through 4-8 show--
‘Obstacles with dry soil.
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‘Obstacles created by wet soil.
‘Combined obstacles w ith wet soil.

The combined obstacles overlay provides a basis for identifying AAs
and MCs. Having determined where the enemy cannot move without
difficulty, the analyst focuses attention on those areas where the
opposing force can move. Figure 4-9 shows normal requirements for

W e
V}

COMBINED OBSTACLES
(Dry Sofl)

Includes:

Bullt-up areas

Slope

Vegetation impeding
movement.

Hydrology (rivers)

SO

L NN

Figure 4-6. Obstacles with dry saoil.

The combined obstacles overlay usually reveals one or more MC. Since
regiments normally advance along separate MCS, each division AA should
contain regimental MCS. The start point of an attack begins at enemy
assembly areas and terminates at their objective.

A convenient technique for identifying AAs is to place a doctrinal
template over a potential AA and visualize the enemy force moving through.
Ask: Is there sufficient maneuver space? How does the enemy look while
approaching critical points on the battlefield, such as the FEBA? How
does the enemy look when considering attrition? An enemy force fighting
through a covering force takes losses. To the attrition add the fact that
the enemy has a narrower front when attempting a breakthrough. The
analyst uses this information to depict a more realistic AA. When
briefing on the AAs, the S2 or analyst must “talk” the commander through a
visualization of the enemy force fighting along the AA. Figure 4-10 shows
what the commander needs to see.
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SOILS
{Wet)

Clayey sand or
clayey, gravelly
sand

Silts, sandy siits,

gravelly silts

Lean clays, sandy
clays, or gravelly
clays

Fat clays

Tratficability
will be difficult

Figure 4-7. Obstacles created by wet soll.

The analyst moves the template along the avenue from projected enemy
assembly areas to the objective. An AA is never completely free of
obstacles. but it provides for relatively free movament. Obstacles
generally parallel the direction of movement.

The analyst selects alternative AAs. If they partially overlap, the
analyst should not be concerned. The most direct route to the objective
normally is a viable option.

LINE OF SIGHT ANALYSIS

In terrain and weather analysis, the terrain team determines LOS for
weapons, communications, TA, intelligence collection, and R&S systems.
Direct fire weapon systems like the antitank guided missile (ATGM), the
self-propel led antiaircraft gun, and the tank need good FofF to
successfully engage the enemy forces at maximum range. EM radio
communications, forward observers, TA and surveillance radar systems, and
SIGINT need optical or electronic LOS to the target. Terrain and weather
factor overlays assist in analyzing LOS limitations. LOS analysis helps
determine where ground forces can best shoot and communicate and the most
likely low altitude air approaches into the AO. In LOS analysis, the
analyst considers the following factors:

‘Terrain elevation.
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COMBINED OBSTACLES
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Includes:

Built-up areas
Slope
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IF YOU ARE AT AVENUES OF APPROACH MOBILITY CORRIDORS
DIVISION RECEIVE ARMY AA FROM PARENT RECEIVE REGT MC FROM
CORPS PARENT CORPS
DEVELOP DIV AA FOR SUBORDINATE DEVELOP BN MC FOR
BDE SUBORDINATE BDE
BRIGADE RECEIVE DIV AA FROM PARENT RECEIVE BN MC FROM
DIV DIV
DEVELOP REGT AA FOR SUBORDINATE DEVELOP CO MC FOR
BNS SUBORDINATE BN
BATTALION RECEIVE REGT AA FROM PARENT RECEIVE CO MC FROM
BDE BDE
DEVELOP PLT MC

Figure 4-9. Avenues of approach and mobility corridors matrix.

°Tree and ve
°Height  of
‘Density of

Terrain fac
of contour

getat ion he ight above elevat ion.

built-up areas.

ground vegetation at full growth.

tors, such as defiles, which are not apparent because

spacing.
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‘Effects of weather,
observation.

such as fog

The effects of seasonal changes on
Winter vegetation compared to summer
The limitations of the standard military
analysis (1A) and ground
specialists are trained

Direct fire weapons systems
rule, 4,000 meters (m)

require

reconnaissance.
in LOS analysis.

is considered the maximum

or precipitation that obscure

LOS should be readily apparent.
full growth alters LOS significantly.
map is overcome through imagery
Imagery analysts and terrain

horizontal or ground LOS.

range for

As a
unaided direct

fire weapons. Horizontal LOS overlays also depict friendly LOS.
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Flgure 24-10. Selecting avenues of approach.
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Figure 4-11 is a horizontal LOS overlay depicting FofF. Are

as of maximum

LOS are color-coded to aid analysis. Other range parameters are colored

for easy identification. Heavily forested areas would not
obscure LOS. Depending on the density of vegetation, LOS m

necessarily
ight penetrate

100 m or might penetrate 100 m or more of the forest. The height of

ground vegetation and the seasonal density (taller than 1 m)
LOS. This illustrates why an analyst must know the terrain
battlefield system that is being analyzed.

might degrade
of each

L& YV
@ AN

Q«f
A

HORIZONTAL
VISIBILITY
(FIELDS OF FIRE)

RANGE (M)

1 0-300
2 300-1000
3 1000-3000
4 > 3000
ELEVATION

A 367

Figure 4-11. Horizontal visibility (fields of fire).

While ground-based systems need horizontal LOS, airborne

systems use

oblique or vertical LOS. An attack helicopter armed with machine guns and
rockets rel ies on LOS from the aircraft to the target. Standoff weapon

systems that pop up from behind masking terrain require accu

rate LOS and

positioning data. Airborne R&S systems, such as the side-looking airborne

radar (SLAR), have similar needs for LOS data. Analysis of
oblique LOS from an enemy AD and target perspective helps
best air avenues of approach (AAAs) into enemy airspace.

vertical and
identify the

Determining how terrain and weather conditions along each AA affects

radio and other means of field communications is probably t

he area least

considered by most analysts because of their general lack of knowledge of

communications systems. The corps or division signal offic

er assists in

determining the advantages and limitations of each AA to enemy
communications systems. The SIGINT analyst also assists in this effort.

Most AAs do not offer unlimited options for the employm

ent of

communications and noncommunications systems. The intelligence analyst
prepares a communication-noncommunication overlay of potential sites for
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each MC.
initial
also

Having done this,

the analyst compares each and makes some
determinations as to which is most favorable.
is essential

LOS information
to electronic deception since this operation
knowledge of where friendly signatures are observed.

requires
Figure 4-12 shows
terrain masking and horizontal LOS.
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Figure 4-12. Horizontal line of sight.
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AVENUES OF APPROACH ANALYSIS

In AA analysis, the intelligence analyst selects the AAs and AAAs that
best support the capabilities to move, shoot, and communicate. The
analyst considers each avenue in relation to each friendly or enemy
capability, and then lists and compares the advantages and disadvantages
of each. This is not merely a matter of counting advantages and
disadvantages, but requires detai lad analysis and sound judgment.

This analysis is not to determine which AAs the enemy selects, but
rather to determine which best supports the capability to move, shoot, and
communicate. Figure 4-13 shows how an analyst depicts AAs on an overlay.

Once the most viable AAs are selected, the analyst prepares an overlay
depicting each AA and MC. MCS are subsets of AAs and both are shown
together. When weather is a consideration, the analyst prepares an
overlay for each season.

OBJECTIVE

Figure 4-13. Avenues of approach.
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APPLICATION OF WEATHER FACTORS OVERLAYS TO ANALYSIS

Similar to terrain analysis, the G2 or S2 produces graphic weather
overlays to help facilitate analysis of weather effects on friendly and
enemy battlefield operations.

The analyst prioritizes which military effects of weather generally
have the greatest impact on the unit and threat force. Time does not
al low the analyst to cover all aspects nor to depend solely on the weather
teams. Prioritizing becomes critical when operating at battalion or
brigade level because there is little time available.

The analyst focuses on each weather factor, examining its effects
separately for both friendly and enemy forces. Using weather factor
analysis, the analyst identifies specific vulnerabil ities and significant
benefits which contribute to the command’s successful accomplishment of
the mission.

The analyst should not generalize weather effects. The analyst should
seek details which are useful . The best way to be successful at this is
to track weather effects on unit operations during training exercises,
catalog these for future reference, and discuss with subordinate
commanders what critical weather effects are needed to operate
successfully. By doing this, the weather analysis supports operations and
the analystt maximizes what little time exists for other IPB requirements.

WEATHER ANALYSIS

Analyzing the cl imate and weather in the AO helps to determine their
effects on friendly and enemy operations. Terrain and weather analysis
are insep aable, because the tactical environment requires that climate.
weather, and terrain information be considered concurrently. The products
of weather analysis are applied in terrain and threat integration.

Weather has a significant impact on both friendly and enemy
operations. The weather is analyzed in detail to determine how it affects
both friendly and enemy capabilities to move, shoot, and commnunicate. A
detailed discussion of weather analysis is found in Chapter 4, FM 34-130.

Weather factor overlays are integrated with the terrain overlays to
predict the battlefield araas where friendly and enemy forces can
maneuver.

The weather team analyzes climatic data to determine the
characteristics of weather in the AO. The terrain team analyzes the
effect of weather on tactical operations and, together, the teams
integrate weather data and overlays with the terrain analysis and
overlays.

The weather analysis team prepares a matrix to define the required
analysis and specific weather requirements and determine which overlays
are required to support the operation. The matrix isolates militarily
significant weather factors and provides the capabi | ity to correlate
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weather effects with specific combat operations. Examples of weather
subfactor overlays produced by the weather analysis team include fog,
cloud coverage (summer or winter), rain and snow, and weather effects on
slopes. The overlays, along with the combined obstacle overlay, identify
where forces maneuver on the battlefield.

At brigade and battalion level the S2 requests those IPB products
which address weather effects for their AO from higher headquarters.

Commanders and staffs must understand and consider weather factors in
tactical planning. They must recognize the tactical significance of
weather effects and the risks or opportunities they present. While
considering the effect of weather on all aspects of a mission, the S2
concentrates on weather impact on mobility and LOS. The effects of
weather are integrated with the enemy and terrain through IPB; this
integration is described in FM 34-81 and FM 34-130. A detailed
description of weather effects is in the Weather Effects and Information
Handbook (Draft) July 88, USAICS.

Low visibility is beneficial to offensive and retrograde operations
and detrimental to defensive operations. In the offense, it conceals the
concentration and maneuver of friendly forces, enhancing the possibility
of achieving surprise. Low visibility hinders the defense because
cohesion and control are difficult to achieve, R&S are impeded, and TA is
less accurate. These disadvantages are offset partially by extensive use
of illuminants, radar, sound detection, and IR devices. In some
instances, using smoke and obscurant aerosols locally reduces visibility.
When examining effects of visibility keep in mind friendly and enemy
capabilities. o

In all operations, restricted visibility prevents or Ilimits the use of
aerial systems. The analyst must explain how visibility affects aerial
systems.

Wind speed and direction, both on the surface and aloft, usually favor
the upwind force. Wind favors the use of either NBC or conventional
weapons by the upwind force. Wind of sufficient speed reduces the combat
effectiveness of the downwind force by blowing dust, smoke, sand, rain, or
snow on personnel and equipment. The upwind force has better visibility
and advances easier and faster. Strong winds limit airborne and aviation
operations.

Strong surface winds and gusts cause injury to personnel (especially
paratroopers in their descent), damage to materiel and structures, false
radar returns, and restrictions on visibility by blowing sand, dust, and
other materials. Generally, winds above 20 knots create such effects.
Smoke operations generally are ineffective at wind speeds greater than 7
knots, As the surface wind increases at low temperatures, either
naturally or enhanced by vehicle movement, windchill becomes a critical
consideration. The windchill factor adversely affects improperly clothed
personnel and impedes activity in unsheltered areas. Wind speed also
affects the distance that sound travels. Winds are beneficial because
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they improve trafficability by helping dry the soil. A windchill index is
available in FM 34-81.

The primary significance of precipitation is its effect on the state
of the ground, visibility, personnel effectiveness, and the functioning of
some equipment. Ground status affects trafficability; heavy rain makes
some unsurfaced roads and off-road areas impassible. Heavy rains make all
roads in low-lying areas impassible. Both rain and snow drastically
reduce personnel effectiveness by Ilimiting visibility (causing discomfort,
increasing fatigue, and creating other physical and psychological
problems) and the persistence of chemical weapons thus creating NBC hot
spots . Precipitation also adversely degrades the quality of some supplies
in storage. Snow accumulation of one inch degrades trafficability and
reduces the effectiveness of mines. Generally, more than one inch (2.54
centimeters (cm)) per hour or 2 inches (5.08 cm) in 12 hours of
precipitation is considered critical for tactical operations. Snow fall
exceeding 2 inches (5.08 cm) in 12 hours, 6 inches (about 15 cm)
accumulated on the ground, or drifts of about 2 feet (.6 m) also have a
significant effect on operations requiring mobility.

The type and amount of CC, as well as the height of cloud bases and
tops, influence both friendly and enemy aviation operations. Extensive CC
reduces the effectiveness of air support. This effect becomes more
pronounced as CC increases, as cloud bases lower, and as conditions that
are frequently associated with clouds, such as icing, turbulence, and poor
visibility aloft increase. |In relatively unstable air, clouds are
associated with strong vertical currents, turbulence, and restricted
visibility aloft. Generally, close air support (CAS) and aerial resupply
operations require a ceiling of 1,000 feet (305 m) or more.

Clouds affect ground operations by limiting illumination and
visibility, They also determine the types, intensities, and amounts of
precipitation. Clouds, since they trap incoming heat from the sun and
rising heat from the earth, tend to make temperatures near the earth more
homogeneous. Temperature and humidity both affect air density. Air
density decreases as the temperature or humidity increases; thus,
efficiency of aircraft propulsion reduces in areas of high temperature or
high humidity. Although temperature and humidity may not directly affect
a particular tactical operation, extremes reduce personnel and equipment
capabilities, and may necessitate a reduction of aircraft payloads.

Tactics that are effective in one climatic zone may be ineffective if
used in another. The high temperatures and humidity found in the tropics
are conducive to the growth of dense fol iage, which drastically affects
operations. In arctic climates, cold weather periods--

O Create an almost constant need for heated shelters.

O cause difficulty in constructing fortifications.
O Increase the dependence on logistic support.
0

Necessitate special clothing, equipment, and combat skills.
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A combination of temperature and wind speed produces a windchill
factor . A windchill factor of -26°F (-32°C) is considered the
critical value for personnel and equipment operating in cold weather, The
opposite extreme, 120°F (49°C), is considered the critical value for
personnel and equipment operating in hot weather, Similar restrictions
occur in the desert where temperature difference of over 50°F (10°C)
occur between night and day in shelters without air conditioning or
heaters.

At division and corps, updating the weather data base is continuous,
particularly during periods of increased tension or combat. During these
periods, the intelligence analyst compares current and forecasted weather
with historic patterns to determine deviations. Updates are forwarded to
subordinate commands.

The analyst uses the weather data base as the foundation for analyzing
the effects of weather on combat operations. This analysis begins with an
evaluation of the mission, threat, Al, and friendly capabilities. While
the analyst considers the effects of the weather on personnel and
equipment, the primary concern is with their impact on mobility and LOS.

WEATHER FACTOR ANALYSIS MATRIX DEVELOPMENT

The weather factor analysis matrix (see Chapter 4, FM 34-130) assists
the analyst in organizing the analysis task, defining Specific weather
requirements, and determining what weather factor overlays are required to
support mission planning. The matrix isolates those weather factors that
are militarily significant and correlates their effects with specific
combat operations and supporting functions.

THREAT EVALUATION

During the threat evaluation phase, the intelligence analyst examines
enemy forces utilizing the nine OB factors.

The objective for the intelligence analyst during this phase is to
determine enemy capabilties, vulnerabilities, and strengths. Also the
analyst determines how the enemy would operate doctrinally If not
restricted by terrain and weather. The G2 or S2 analyzes the enemy based
on known information maintained in the enemy OB file. Information gaps
identified are translated into RIlls and sent up the intelligence chain to
be answered. Maintaining a detailed enemy OB file is a continuous
process. The S2 section maintains one for each of the unit’s contingency
and normal operating areas. The intelligence analyst uses the enemy OB
together with current information and the mission to develop an HVT list.

The S2 and staff develop an HVT list by imagining how the enemy would
fight, relative to the friendly force mission. The S2's or analyst's goal
is to identify enemy assets an enemy commander would consider valuable or
critical for the accomplishment of the mission. In thinking through the

enemy plan an analyst considers how the friendly element’s mission and
intent affects the enemy mission.
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For example, if an analyst is thinking through an enemy attack and
knows that the friendly force is in prepared positions with extensive
obstacles and barriers throughout the perimeter, it is a logical
assumption that the enemy commander will want substantial engineer support
to breach friendly obstacles. The enemy commander may not be aware of the
obstacles, yet engineer assets in fact are critical to the enemy battle
plan. Enemy engineer units therefore become HVTS. The G2 or S2 provides
this and other HVTS in the form of a HVT list to the G3 or S3 and the FSE
so target priorities are established and planned for.

By analyzing probable enemy actions, the analyst enhances the
probability of mission success by determining HVTS which can become enemy
vulnerabilities if acted on by the G3 or S3 and the FSE.

The analyst develops doctrinal templates during the threat evaluation
phase. Before creating doctrinal templates, the analyst determines which
enemy echelon is the focal point for analysis. US commanders are
interested in enemy echelons one level above their own because that is the
enemy echelon that directs a battle against them. Enemy maneuver elements
are templated for units two echelons below that of the US commander,
because those are the ground force units in direct contact with the unit.

Knowledge of enemy doctrine provides a starting point for doctrinal
templates. For example, doctrinal templates may be required to reflect
the sequential order of an enemy unit in the attack from its assembly area
to the ultimate objective. The sequence may be as follows:

°Tactical march formations.

°River crossing (hasty, deliberate)

‘Breakthrough.

‘Envelopment.

‘Exploitation.

‘Pursuit.

One method of determining which operations and units should be
templated is to develop amatrix. The matrix shows which types of
operations and units that are expected to be encountered and provides a

clear record of what has been determined. Figure 4-14 showa an operations
or unit matrix,

It is also important to prepare doctrinal templates of battlefield
functional systems. The functional system templates generally expand
information that is reflected in the primary doctrinal templates. For
example, a template depicting an enemy division in a river crossing is
expanded by a subset depicting the deployment of engineer bridging and
pontoon equipment.

Again, not every possible enemy action and subset is templated.
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Figure 4-147 Operations or unit matrix.

A matrix is an easy way to lay out the information to be analyzed and
recorded, Using a matrix, the analyst looks for those battlefield
functional systems in certain types of operations that tell the most about
how the enemy operates in relation to the mission. Figure 4-15 shows the
types of operations on a battlefield functional systems matrix.

THREAT INTEGRATION

The objective of threat integration is to integrate enemy doctrine
with the terrain and weather analysis done in previous IPB phases. This
further reduces uncertainty as to how the enemy fights. Members of the
staff analyze potential courses of action during this phase to advise the
commander of the best course of action to accomplish the mission.

To assist the staff, the G2 or S2 produces situation, event, and
decision support templates. FM 34-130 provides a detailed description on
how to prepare these templates. This chapter discusses how the analyst
should apply these templates in order to support the staff planning
process.

SITUATION TEMPLATE
The situation template depicts how the enemy adjusts doctrine to
terrain and weather effects throughout the battlefield. Knowledge of
enemy doctrine is critical to developing and using situation templates for

analysis.
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Figure 4-15. Battlefield functional systems matrix.

During this phase the analyst takes doctrinal templates and visualizes

where the enemy force will place assets on a particular point on the
ground. By doing this, MCS within each AA become apparent.

As enemy forces move along AAs and MCs, they do so sequentially. The
analyst follows the enemy by sequentially and situationally templating
their movement.

Because of time constraints, apply situation templating initially to
critical areas on the battlefield. These are based on the friendly force
mission and what the commander feels are critical battlefield points and
areas. By applying situation templates the analyst usually depicts
expected enemy movements along an AA for the commander and staff. This
contributes to the planning process by allowing the commander to get a
“visual feel” for the enemy’s plan.

PRIORITY INTELLIGENCE REQUIREMENTS

PIRs are the expression of the commander’'s information needs. When
recommending PIRs, the intelligence analyst keeps in mind the commander’s
intent. The analyst limits the PIR to a few questions. These PIRsmust
seek answers to questions critical to the successful accomplishment of the
unit’s mission.
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While PIRs are general in nature, they must be specific enough to
identify the critical information required. For example if the brigade is
preparing defensive positions in anticipation of an attack, then a PIR
could be: When will the enemy attack? A more specific PIR would be:
When will the enemy attack and where is the main effort? This PIR, if
answered, helps the commander prepare a more effective defense
particularly if time is short. Knowing where the main effort is helps the
commander prioritize defensive preparations.

EVENT TEMPLATE

Situation templating is the basis for event templating. Event
templating is the identification and analysis of significant battlefield
events which provide indicators of an enemy course of action. It is a
projection of what most likely will occur if the enemy adopts a particular
course of action. By knowing what the enemy can do and comparing it with
what the enemy is doing, it is possible to predict what the enemy will do
next. Because there are normally several courses of action which lead to
the enemy’s objective, each must be identified. Event templates are then
developed for each course of action. This is because the enemy course of
action which the analyst identifies as the most probable may not be
selected for reasons of deception or other factors known only to the
enemy. The analyst must be able to shift attention quickly between
courses of action during the battle.

The event template is a critical analytical tool for determining the
enemy’s posture and movement. Knowledge of when and where enemy activity
is likely to occur on the battlefield provides indicators of enemy
intentions. Indicators may be negative (that is, things that do not
happen may be just as critical as what does happen). The projection of
battlefield events occurs through situation development during the
prehostility or predeployment phase of the IPB process and is verified or
refuted during combat operations.

While visualizing the enemy force moving along an AA or MC, critical
areas become apparent. These areas are significant because they are where
significant events and activities should occur. If the analyst’s
hypothesis is correct, it is within these areas that targete appear. The
intelligence analyst designates these areas as named areas of interest
(NAls) .

An NAI is a point or area, often along an identified MC, where enemy
activity (or inactivity) confirms or denies a particular enemy course of
action. NAls also fall outside of a MC. For example, there may be
activity on key terrain, such as high ground, in support of movement on an
adjacent MC.

The event template and its NAIls are the basis for intelligence
collection, R&S, and analysis because they--

*Focus attention on areas where the enemy force must appear if it
uses a particular MC.
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Frame militarily significant events by time and location within
an NAI.

Compare events in one NAI with events occurring in the NAI of
other MCs to determine enemy intentions.

It is important to develop event templates as quickly as possible.
Refine them further as time permits. Early preparation permits quick
development of an R&S plan. R&S assets are focused on NAls to obtain the
greatest payoff in relation to limited assets. The primary goal of an
analysis is to apply the event template to the collection of information
which supports the mission planning effort.

EVENT ANALYSIS MATRIX

The event analysis matrix (EAM) supports the event template. It
correlates the expected events and activities within each NAI and adds the
dimension of time. Through analysis of enemy doctrinal movement rates and
the effects of the terrain and weather on their mobility, estimate the
time required for the enemy to move between NAls.

The analyst prepares an EAM for the primary AA and each MC within it.
Figure 4-16 shows a sample EAM. Due to time limitations and staff size,
most EAMs are prepared at division level or higher.

Before combat, the EAM and event template illustrate possible enemy
courses of action as a basis for comparing friendly courses of action.
During combat operations, they focus on enemy probable courses of action.

Event templating enables the G2 to develop precise collection
requirements, maximizing the effectiveness of | imited resources over
extended areas against a vast array of enemy targets. It assists the
intelligence analyst in determining where to look, when to look, and what
to look for. Situation and event templates enable the collection manager
to establish collection priorities based on those courses of action the
enemy is most likely to adopt. Framing movers and emitters, the primary
indicators of events and activities, in time and location, allows the
collection manager to determine the optimum mix of collection sensors.

Event templating also serves the G3 by tell ing--

‘Where and when to shoot, jam, and maneuver.

‘What to shoot, jam, and maneuver against.

Event templating is the vital link between the success of the
commander’s tactical concept and intelligence requirements and the
collection, planning, and execution needed to fulfill those requirements.

DECISION SUPPORT TEMPLATE

The DST is a logical extension of event templating; it relates events
of the event template to the commander’s decision raquirements. The DST
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is not the sole responsibility of the G2 or S2.

Production of the DST and
synchronization matrix is a shared

responsibility, involving the entire
staff or their representatives. The G2 or S2 provides information about
the enemy. The G3 or S3 guides the effort and ensures that it supports

the commander’s intent.

A properly prepared DST portrays the enemy’s most likely course of

action and possible target areas of interest (TAls) along with time phase

lines (TPLs). It also depicts decision points (DPs) which relate to the
use of fire, maneuver, and CSS.

COORDINATES

FM: NB 606330-NB 650333

AVENUE OF APPROACH II TO: NB 462181-NB 494132

FM: NB 670300
TO: NB 468158

MOBILITY CORRIDOR A

NAMED AREA | DISTANCE | RATE OF ESTIMATED OBSERVED
OF INTEREST (kms) MOV (kph) TIME EVENT OR ACTIVITY TIME
Il .
A. RECON ELM
NAINO. 1 B. ADV GUARD
NB 649288
RD JUNCTION | 30 km 15 hrs c
NAI NO. 4A A. RECON ELM
NB 647264 B. ADV GUARD
CHOKE POINT || 30 km 15 hrs s
NAI NO. 4 A. RECON ELM
NB 601222 B. ADV GUARD
30 min
RD JUNCTION 9 km S
!
NAI NO. 3 A. RECON ELM
NB 561220 8. ADV GUARD
BRIDGE 40 km 2 hrs o
NAINO. 7 A
NB 480180 B
RD JUNCTION -
ﬁ ——

Figure 4-16. Event analysis matrix.
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Target Areas of Interest

Areas along each AA and MC where the comnander influences the enemy
through fire and maneuver are TAls. The TAIs are normally areas which
were earl ier identified as NAI. They are areas where we delay, disrupt,
destroy, or manipulate the enemy force. They are also areas suitable for
attacking HVTS.

A TAI is an engagement area or point, usually altong an MC, where the
interdiction of enemy forces by maneuver, fires, or jamming deprives or
reduces a particular enemy capability. It also may cause enemy forces to
abandon or require the use of unusual support to continue operations. In
the latter option, TAIls are terrain-dependent to inhibit or deny movement.

Sample TAIs include--
°Key bridges.

‘Road junctions.
°Choke points.

°DZS and LZS.

Known fording sites.

The TAIs are significant because they constitute a basis for
allocation of attack resources. The identification of TAls is a joint
effort of the intelligence, operations, and FSE staffs. The intelligence
staff evaluates enemy forces and the effect of interdiction on their
capabilities. The operations staff and FSE consider the availability of
interdiction resources, the effects of interdiction on the accomplishment
of friendly missions, and priorities for the use of available resources.

Part of determining TAls involves target value analysis (TVA). TVA is
a joint activity of intelligence, operations, and FSE personnel. Through
analysis of enemy doctrine, TVA names and provides the basis for locating
enemy elements which are key to the enemy’s success. These enemy elements
are known HVTS.

A second category of targets is the HPT. Destruction of an HPT is
advantageous to friendly operations. The commander designates the HPTSs.
For example, suppose the enemy must cross a wide, deep river in a friendly
sector as part of a probable attack. Enemy engineer assets are very
important to the enemy commander’'s success. The engineer units and
equipment are HVTs'because without them the river crossing is impossible.
The friendly commander, briefed on this HVT, designates the enemy engineer
assets as HPTs because their destruction is of great value to the friendly
defense plan. This particular HPT is prioritized among other HPTs for
location by intelligence personnel and subsequent attack by lethal and
nonlethal means.
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An analyst must have an in-depth knowledge of enemy doctrine to
determine potential HVTS, CPS, missile units, and logistics points on
situation and event templates. This knowledge helps in cueing collection
assets to possible HVT locations designated as TAIl for the DST.

Decision Points

Following the selection of TAI, the analyst identifies DPs. The
availability and capability of friendly fire and maneuver systems largely
influence the location of DPs; therefore, their selection is primarily a
G3 or S3 function. However, this task requires the efforts of both the G3
or S3, the G2 or S2, and their respective staffs.

DPs identify those battlefield events which may require tactical
decisions and the no-later-than time when these decisions are made for the
commander to retain available options. Decisions are made early enough to
ensure implementation in time to achieve the desired effects; however,
they cannot be made until there are indications that particular
battlefield events will occur and their locations determined with a high
degree of confidence.

DPs associate projected enemy locations with specific points on the
battlefield. Comparing times required to implement decisions, enemy
movement rates, and distances determine DPs. For example, if it requires
two hours to implement a decision, it must be made while the enemy is at
least two hours from the TAIl where the event will occur. These decisions
include more than fire and maneuver; they also include decisions such as
donning mission oriented protective posture (MOPP) gear, and employing
smoke. Enemy doctrinal movement rates that the analyst develops are
adjusted to compensate for the effects of the terrain, weather, and
friendly action on mobility. They provide the basis for computation.

The DST depicts the TAlI and DPs. Figure 4-17 shows a sample offensive
DST with synchronization matrix.

Decision Support Matrix

A decision support matrix supplements the DST. This matrix relates
each DP to the event or associated TAl or NAI requiring a friendly
reaction. Decisions are made by the time enemy forces pass DPs or a set
of options which were available are negated. Other information from the
IPB data base, like enemy composition and probable deployment, supports
the DST.

Intelligence provides a basis for tactical planning and execution.
Detailed planning is accomplished during the static period, as an 8- to
10-day battlefield scenario does not allow time for detailed planning.
Event and decision support templates are the results of detailed
intelligence planning that is accomplished during static conditions. They
are the basis for all tactical planning. These templates are the filters
through which all information and intelligence are directed to the
commander. They are relevant to the commander’'s needs, as expressed in
PIR and IR, because they are keyed to important battlefield events and
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time and space factors known to be of interest to the commander. The DST
is the vital link between the conmmander’s intelligence needs and the
resultant actions the commander and staff require.

The commander is vitally concerned with wresting the initiative from
the enemy commander; that is, forcing the enemy commander to choose a less
desirable course of action through design rather than chance. The DST
frames the commander’'s opportunities and options and ensures timely and
accurate decisions. This provides the means to influence enemy actions
rather than just react to them.

INTELLIGENCE PREPARATION OF THE BATTLEFIELD DURING PEACETIME

This chapter has emphasized the vital role that IPB plays in preparing
for the next battle. During peacetime, IPB builds an extensive data base
for each potential area in which a unit is required to operate. It
analyzes this intelligence data base in detail to determine the impact of
the enemy, weather, and terrain on operations and presents this
information graphically. IPB is initiated any time the commander faces a
new enemy or receives a new mission. It is a continuous process which
supports planning and execution for all operations.
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CHAPTER 5
ANALYSIS IN DEPTH

Analysts do not find intelligence. Analysts develop intelligence
through evaluating, assessing, integrating, and interpreting information.

This intelligence focuses on the commander’s needs. It must support the
commander’s decision to concentrate or disperse forces on the
battlefield. It must provide information to assist the commander in

targeting and defeating the enemy. This chapter addresses some of the
techniques and tools which the intelligence analyst uses to manage
intelligence production.

Analysts face daily problems. These challenges vary from the simple,
such as finding information, to the complex, such as predicting specific
enemy courses of action. The analyst makes decisions regarding what, how,
and when the commander can use information to support the battle. This
information often means the difference between winning and losing on the
battlefield, so it is vital that analysis be both accurate and timely.
This information and analysis influences decision making. Although the
analyst does not make decisions for the commander, the commander cannot
make qual ity decisions without’ the information that analysts provide.

MEETING USER REQUIREMENTS

The ultimate user of intelligence is the commander. The analyst
produces intelligence that the user specifically needs. Through stated
PIRs and IRs, the commander drives intelligence production and focuses
efforts. The commander’'s IRs often pertain to varied areas on the
battlefield. For example, intelligence required to support the rear
battle is different from that required for the deep battle. Different
staff sections require different information, yet all of this supports the
commander’'s needs on the battlefield.

It follows then, that to satisfy user requirements, the analyst must
understand what those needs are. Figure 5-1 lists some of the factors
which an analyst should consider in developing an intelligence product.
If the analyst and the user do not look at information or problems from
the same perspective, the intelligence will not support requirements.

As a simple example, suppose the user asks for a list of locations
where a river may be bridged. The analyst considers the enemy’s tanks,
which weigh about 40 tons, and provides such a list. If the user plans to
cross these bridges with American tanks, which weigh about 60 tons, the
list of locations is useless. Clearly, the analyst has failed to
understand the user’s needs.

In the tactical environment, the analyst and the user see the mission
as fighting the same enemy in a specific geographic area. From the
knowledge each has about the tactical situation, both develop conceptual
mode Is, The analyst and the user create some type of theoretical
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ABOUT THE USER:

¢ What does the user want to know?
® What does the user already know?

* What are the user’s areas of
uncertainty?

* What is the user's time frame for the
requested information?

¢ What does the user need to know to
understand the product?

® What is the user going to do with
the product?

o VAL st AL _ a__a A

& What is the iasi time a product wa
given to the user?

® How did the user react to the
product?

® How should the user react or not
react to this product?

ABOUT THE PRODUCT:

® |s the product directly usable?

® Is the most significant information
up front?

® Are the user's areas of uncertainty
addressed?

¢ Is the product understandable or is
more information needed?

® Are the user's requirements
addressed directly?

 |s there any nonessential informa-

Han in tha neadaiat?
MU T AT prUUuLe s

 Is the product adapted to the means
of communication?

® |s the product at the user’s needed
level of description?

* Has the credibility of this product

* How will uncertainties affect the

been established?
user’s reaction to this product? '

Figure 5-1. Developing an intelligence product.

representation of the tactical situation. These conceptual mode Is have
common factors wh ich both anal yst and user share. These common factors
are termed “a shared conceptual model .“

Without a shared conceptual model, the user and analyst cannot
communicate. Effective communication allows the analyst to understand the
user’'s requirements and to tailor the product to them.

Communication allows analysts to interpret what the user wants and
fill in any missing intelligence pieces. This is easily done through
feedback.

Feedback greatly improves the quality of any intelligence product. If
user and analyst communicate during the development of a product, the
shared conceptual model is refined. This allows the analyst to orient on
those areas important to the user and to eliminate nonessentials.
Refinement of the “model’” sensitizes the analyst to areas of uncertainty
and the criticality of time in a given situation. The analyst, in turn,
al lows the user to understand the risk inherent in any estimate and the
basis for assumptions made.

Face-to-face communication is the best form of feedback. It is also
the best way to develop a shared conceptual model. Ambiguous words or
ideas can be instantly clarified, pictures or sketches can be drawn, and
maps consulted, When face-to-face communication is not possible, the
analyst speaks with staff officers or other representatives of the user.
If a standard of performance has been established or is described in SOP,
the analyst uses this as a measure of current efforts.
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DETERMINING THE RISK FACTOR

Uncertainty is what the job of intelligence is all about. To succeed,
the analyst handles uncertainty from a number of sources. While objective
ground truth is found in the laboratory, it is not part of analysis of the
battlefield. The analyst frequently deals with ambiguous or even
misleading information.

The analyst's greatest concern is uncertainty, the commander’s is
risk. Good analysts translate uncertainty into risk. Figure 5-2 shows a
graph of risk functions to consider. Risk increases as enemy lethality
moves from low to high. When a range of uncertainty is added to the
estimate of lethality, the potential danger becomes even greater. The
degree of risk a commander will accept governs the amount of uncertainty
the analyst reports.

For example, under a very high level of uncertainty, the commander
faces between one and three enemy tank divisions. The analyst admits the
level of uncertainty involved, while collecting and processing information
to reduce the uncertainty. The level of uncertainty that the analyst

HIGH

RISK

unacceptable
with available assets

marginal acceptability
ol L L Z

Low

uncertainty
of lethality

) | ‘
estimated number of tanks
| l acceptable risk /

e eenaseaacnRg

wirwwr vy

LETHALITY
number of opposing tanks

Figure 5-2. Translating uncertainty to risk.
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accepts is driven by the degree of risk the commander accepts. The
commander is unable to properly plan for battle knowing only that friendly
forces face “between one and three enemy tank divisions”. The same
commander is not concerned about facing 10 or 12 enemy tank battal ions;
the commander employs the same plan regardless, in facing 10, 11, or 12
battalions. The analyst does not waste time reducing the level of
uncertainty beyond reporting “10 to 12 tank battalions" because the
commander is satisfied with the given degree of risk.

Risk is a voluntary exposure to danger, however unavoidable it might
be under the circumstances. In combat, there is always risk in not
preparing response to a potential enemy action whether or not that action
has a high possibility of execution. Risk increases in response to

potential danger and decreases when the enemy threat credibility goes
down.

Risk increases when--

‘Enemy force lethality increases.

‘Warning time decreases. (Crises occur when warning time is less
than the required preparation time; the worst-case situation is
when there is total surprise and no warning.)

‘The number of enemy options increases. (If the enemy’s plans
are ambiguous, then friendly forces might not plan effective
responses to all of the enemy opt ions.)

°The number of friendly options decreases. (If fewer options are
available for countering the threat, there is a greater chance

that the available options will not work.)

‘The enemy’s knowledge of the battlefield environment, including
friendly forces increases.

Risk decreases when--

‘The enemy force lethal ity decreases.

‘There is greater warning time.

‘The enemy has fewer options.

‘The number of friendly force options increases.

‘The friendly force knowledge of the battlefield environment,
including enemy forces, increases. Knowing how the environment
affects combat operations allows the commander to exclude

unworkable courses of action and to gain maximum effectiveness
from others.

The analyst’'s uncertainty plays a key role in the evaluation of the
enemy and the amount of risk accepted. Uncertainty may arise for many
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reasons. First, there is uncertainty about the enemy’s intent: “What is
the enemy’s real objective? What are the various means of achieving this
objective?”’ Second, there is uncertainty in evaluating the capabilities
of the enemy force to achieve these objectives. Third, there is
uncertainty in other factors (lethal ity, warning time, enemy and friendly
options, and environmental conditions). Fourth, there is uncertainty that
the method of response will produce the desired outcome.

THE THREAT MODEL

The threat model is a portrayal of the enemy. It allows the analyst
to piece together information, identify information gaps, speculate and
predict, and do problem solving. Most importantly, the threat model
allows some of the risk in a given situation to be quantified. There will
always be inaccuracy in a model, and so there will always be uncertainty.
Still, based on the model, an analyst can look for changes in a real-world
situation to identify patterns, trends, and activity levels. Creating
such a model requires a knowledge of--

‘Physical objects such as weapons, vehicles, and radar.
‘Organizational structures of enemy and friendly forces.

‘Battlefield environment, including terrain, hydrology, and

weather.
Once developed the model is refined and maintained, or it will lose its
validity.

Threat models incorporate white elements (battlefield geography and
environment conditions) , red elements (the enemy force (or threat), and
blue elements (the friendly force). The three elements of white, red, and
blue form an organizational structure from which the analyst can mentally
picture the battlefield. Figure 5-3 illustrates elements of the threat
model .

Thinking white is understanding the elements of the environment as
they affect the battle. In threat modeling, development of the white
framework comes first. It is the white framework that anchors the threat
model to the real world. The white framework is made up of space and
time.

Developing the geographic framework of the battlefield is as simple as
plotting the battlefield on a map. The dimensions of the battlefield
encompass the unit’'s AO and Al.

The map is a model of the real world. The topographic map contains a
wealth of information about the battlefield environment, including
descriptions of terrain, roads, and population centers. The highly
detailed military map contributes more information to the threat model.

Time in the threat model is a sequence of time-period snapshots (or
windows) within which events occur. The analyst compresses threat model
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Figure 5-3. Elements of the threat model.

time to bring events closer together or expand it to make individual
events more distinguishable. Overlaying time windows helps in seeing
patterns of events or distinguishing changes. In the threat model snapshot
sequence, one of the snapshots represents the current time frame. A
sequence of snapshots al lows the analyst to fol low courses of action from
the current time frame to the eventual outcome of the battle. Each
snapshot represents an overlay of information on the battlefield
geography. Figure 5-4 shows this.

Thinking red is seeing the battle from the enemy’s viewpoint. The red
element of the threat model is anchored in the real world. Enemy forces
use the political and military policies of the foreign nations involved.
The enemy combat force is an extension of political policies that are the
source of the conflict that creates the battlefield situation.

Next, in threat model ing, plot the red element, including locations
and likages of the political, military, and combat organizations on the
battlefield. The highest echelon of enemy organization plotted depends on
the echelon of interest to the friendly force commander. For example, the
strategic-level threat model has all aspects of the civil ian and mil itary

5-6




:] snapshot at time 1

snapshot at time 2

snapshot at outcome

Figure 5-4. Seeing the battlefield.

force structure, whereas a division-level threat model shows only the
locations of the red forces up to army level.

The organization of red elements follows some form of hierarchical
structure, connected by lines of communication (LOC). The LOC shows the
relationships between units for command, control, and coordination. The
LOC is overlaid on the geographic structure and relates to physical
communication paths like roads, transmission lines, or electromagnetic
transmission paths. Figure 5-5 shows the three techniques.

Thinking blue refers to seeing the battle from the friendly
commander’s point of view. The threat model takes on its full meaning
when the blue element is introduced along with white and red. The targets

of red threat are blue elements; the components of the friendly force are
blue elements.
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Fill out the RED War Plan with three techniques:

1. Start with enemy doctrine to structure the war plan.

2. Exploit intelligence sources to fill in details.

3. Use analogies to fill in missing information.

Figure 5-5. Red elements three techniques.

The most common failing of analysts is their inability to “think

blue”. Analysts become extremely knowledgeable about the enemy, knowing
nearly exact numbers of equipment, biographies of commanders, and unit
histories, but they cannot see how friendly forces operate. It does

little good to understand enemy aviation without understanding some of the
characteristics of friendly air defense. While there are staff officers
who are experts in friendly systems and tactics, the analyst must still
have a familiarity with blue doctrine and tactics. This returns to the
need for a shared conceptual model.

In plotting the location of units in the white framework, the analyst
is concerned with the location of those combat units that information from
the threat model supports. Figure 5-6 lists some information sources for
developing the blue element of the threat model.

e Operations plan for the friendly force. ¢ Friendly force doctrine.
* Mission plans. ¢ RED view of friendly forces.

¢ Situation reports from operational elements. ¢ Mirror imaging.

Figure 5-5. Information sources for developing the blue element.

Figures 5-7, 5-8, and 5-9 show checkl ists of white, red, and blue
questions that are asked when creating the threat model.
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What is the geography of the battiefield?

What is the culture of the country area?

What is the history of contflicts in this region?

What is the attitude of the local population toward the enemy force? toward the friendly force?
What is the academic, economic, and technological level of the local population?

How is the local population armed?

How is the population distributed in the region?

What local cultural features (airfields, railways) can be exploited for military purposes?

How predictable is the weather in the area?

How does the weather affect operations, personnel, trafficability, equipment, and communications?
During what time frame will hostilities occur?

How much time is available for preparation?

Figure 5-7. Checklist of white questions.

What is the enemy’s doctrfne? What are the enemy’s tactics?
How does the enemy prepare war plans? How does the enemy train?
What are the enemy’s objectives? How is the enemy equipped?
What is the enemy’s strategy? How is the enemy force sustained?
What are the enemy’s operational plans? How is the enemy force structured?

What are the enemy’s courses of actions?

Figure 5-8. Checklist of red questions.
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What are the BLUE principles of war? What resources does the have at his disposal?
What are the friendly objectives? What are the priority Information needs of the commander?
What are the friendly force resources? What are the intformation needs to execute the mission?

What is the commanders mission?

Figure 5-9. Checklist of blue questions.

Given a model of how the battlefield should appear in a certain
situation, the analyst develops and tests hypotheses of how the enemy may
act. An hypothesis is an explanation that accounts for a set of facts and
that can be tested by further investigation. It is a set of logically
related propositions and an outcome. An hypothesis can be proven false
based on evidence, but it can never be proven correct in advance. The
best that the analyst can do is rank order several hypotheses or assign
rough probabilities to them, Whan seeking evidence to support or reject a
hypothesis there are several considerations for the analyst:

© The enemy can be engaged in deception. The course of action
selected by the enemy does not have to be the best, but only
adequate. Deception efforts then can be mounted which support
the most obvious course of action.

Sensors can collect only in the areas where they look. If
targeted at one specific area, they may not collect information
in another. This information not collected may have confirmed or
denied a particular course of action.

Indicators may be redundant to several hypotheses,

Several sensors may collect the same piece of information. This
can give undue weight to a hypothesis.

Some small indicator may be vital to a certain course of action.
Large scale river crossings, for example, require engineer support.
If that support is conclusively absent, a river crossing cannot
occur, no matter what else supports that hypothesis.

The evidence gathered in one area may not be representative of the
whole battlefield. For example, the enemy has 15 battalions of
artillery available. Sensors report 4 battalions in the north and 2
in the south. This does not conclusively indicate a total of 10
battalions in the north and 5 in the south. The true disposition
may be 4 in the north and 11 well camouflaged battalions in the
south .
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When selecting an hypothesis as “most likely” or rejecting it out of
hand, all of the above issues come into play. These errors in thinking
may lead to false alarms or rejecting perfectly good ideas. Other errors
also exist which affect analysis. They are called biases.

BIASES

If a single term best describes the factors that interfere with
successful analytic thinking, it is bias. A bias is a subjective
viewpoint. It indicates a preconceived notion about something or someone.
Analysts must recognize biases and be aware of the potential influence
they can have on judgment.

Biases can have a positive influence on analysis. With a iack of
information, a preconceived notion gives a starting point for thinking
about a situation. However, biases are generally bad because they obscure
the true nature of the information. The analyst must recognize several
categories of biases so as not to be misled or drawn into the wrong
conclusions during the analysis process. Biases are cultural,
organizational , personal, and cognitive (perception).

CULTURAL BIASES

Cultural biases begin forming at an early age and continue throughout
a lifetime. They interfere with the ability to think in the same manner
as the enemy (think red). Analysts need considerable background
information on culture and social mores to perceive a situation In the
same way the enemy perceives it. If analysts do not have this experience
or information and decide to depend upon their own values when looking at
a situation, the analysis is likely to be wrong. The reason for this is
that different cultures tend to view similar situations differently.

ORGANIZATIONAL BIASES

Most organizations have specific policy goals. Any analysis done
within these organizations may not be as objective as the same type of
analysis done outside the organization. Some of the problems that occur
from a subjective internal analysis range from an unconscious altering of
judgment because of exposure to selective information and common
viewpoints held among individuals, to deliberately altering a judgment to
provide what the commander wants to hear. “Best case” analysis is a good
example.

“Best case’ is where an analyst preeents the situation in the most
optimistic light so as not to anger the commander. This frequently
underestimates the enemy’s capability while overestimating friendly
capability.

PERSONAL BIASES

Personal biases come from past experiences. If a thought pattern
previously led to success, analysts may continue to follow this pattern.
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Even if the situations have nothing in common, the tendency to follow the
methods that were successful in the past is very strong.

COGNITIVE BIASES

The all-source analyst evaluates information from a variety of sources
(including HUMINT, SIGINT, IMINT, and open sources). Each source has
strengths and weaknesses. The degree of reliability, completeness, and
consistency varies from source-to-source and even from message-to-message.
This variance often creates doubt about the reliability of some sources.

The cognitive biases that cause analysts the most problems are
vividness, absence of evidence, oversensitivity to consistency,
persistence of impressions based on discredited evidence, and
availability.

Vividness

Clear and concise information has a greater impact on thinking than
abstract and vague information. Even if the vague piece of information
has more value as evidence, the tendency is to disregard faster than you
would eliminate a clear piece of information.

Absence of Evidence

Lack of information is by far the most common problem, especially in a
tactical environment. This does not mean that analysts should be content
with the information on hand; they always want more. Analysts shouldn’t
hold back information because it is not conclusive. It rarely is.

Instead the analyst should--

‘Realize that information sometimes is missing.

‘ldentify areas where information is lacking and consider
alternative hypotheses.

*Adapt and adjust judgments as more information comes in.

°Consider whether a lack of informs”"tion is normal in those areas
or whether the absence of information is itself an indicator.

Oversensit ivity to Consistency

Consistent evidence is a major factor for confidence in the analyst’s
judgment. On the one hand, consistent information is appropriate. On the
other hand, information may be consistent because it's redundant, or it
may come from a small or biased sample. The analyst considers if the
evidence is representative of the total potentially available information.
If it is not, or if it is not known, then the confdence level is low,
regardless of the consistency. The analyst must be receptive to
information that comes in from other sources regard!ess of whether it
supports the hypothesis or not.
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Persistence of Impressions Based on Discredited Evidence

Whenever the analyst receives evidence, there is a tendency to think
of things that explain the evidence. These connections create
impressions. Although the analyst discredits the evidence, the conneCtion
remains, and so do the impressions. An example is a clandestine source
under hostile control. If the source has a record of passing accurate
information, the analyst tends to judge all information that is passed
according to previous accuracy. The analyst may doubt the validity of the
report claiming that the source is under hostile control or may
rational ize the inaccuracy in some other way. Either way, the evidence is
based on previous information and not on current indicators. This is one
way an enemy could launch a deception operation. This is important. An
analyst who “reasons away” information contrary to pet hypotheses does the
commander a disservice. Analysts must be professional and capable of
saying, “l was wrong,” before the situation is lost.

Availability
The ability to recall past events influences judgment concerning
future events. Since memory is more readily available, and is more
acceptable, it is easy to rely upon memory instead of seeking a proper

sample to predict events.

Overcoming bias is a vital step to proper analysis. Any of the above
biasas reduces the quality of analysis performed.
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CHAPTER 6
SITUATION DEVELOPMENT

Situation development enables commanders to see and understand the
battlefield in sufficient time and detail to make sound tactical
decisions. It helps locate and identify enemy forces; determine their
strength, capabilities, and significant activities; and predict their
probable courses of action. Situation development helps the commander to
effectively employ available combat resources where and when the decisive
battles will be fought. Also, it helps prevent the commander from being
surprised.

This chapter describes the analysis phase of situation development.
It also describes how information is converted to intelligence to satisfy
the commander’'s PIR. Analysis in support of situation development
continues the IPB process and portrays significant aspects of the enemy,
weather, and terrain in support of the decision-making process. This
portrayal is baeed on the analysis of information from all sources that
previously has been recorded, cataloged, and evaluated in a manner to
facilitate effective analysis. This intelligence data base is
continuously updated to ensure the information in it is current and
accurate.

Automation increases the capability to manipulate large volumes of
information from many sources and assist in the analysis process.
However, analysis continues to be a human function. Information is
interpreted by an analyst who adds the element of judgment, which is
essential “to effective intelligence analysis.

History provides many examples of intelligence failures that are
directly attributable to faulty analysis by people. In some cases, the
indicators were present, but were either not recognized or were
misinterpreted due to the analyst’'s preconceptions of the situation. In
others, the analysis was correct, but was not presented in such a way that
decision makers would accept it.

The primary product of intelligence analysis is the intelligence
estimate. The estimate provides the best possible answer to the
commander’'s PIR that is available at the time. The estimate is dynamic,
constantly changing with the situation. Thus, analysis is conducted
continuously with the information available. The available information
almost always is incomplete. The analyst uses what is known about the
enemy, weather, and terrain from the IPB to estimate what is not known.
In addition, the analyst determines the enemy’s capabilities, which are
the basis for predicting probable courses of action.

ENEMY CAPABILITIES

Enemy capabilities are courses of action which the enemy can take to
influence the accomplishment of the friendly mission. They indicate--

What the enemy can do.
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‘When the enemy can do it.
‘Where the enemy can do it.
‘In what strength the enemy can do it.

The PIR normally are about enemy capabilities. Estimates of enemy
capabilities and their probability of adoption impact significantly on the
friendly commander’s scheme of fire and maneuver for accomplishing the
mission. By integrating the enemy’s tactical doctrine, characteristics of
the AO, and time and space factors as developed through IPB, the analyst
estimates enemy capabilities with a reasonable degree of confidence.
Enemy actions that would have little effect on friendly operations, would
not benefit the enemy, or are not tactically feasible are not considered
enemy capabilities. For example, an enemy force normally disengages its
troops in an adjacent area to free these for commitment within our sector
or zone. However, in some circumstances, this is not a viable enemy
option. Therefore, in those circumstances this capability normally is not
considered as an option.

Generally, there are four tactical courses of action open to the enemy
in conventional operations: attack, defend, reinforce, or conduct a
retrograde movement. These are divided into a variety of more specific
courses of action. For example, an attack may be a penetration, an
envelopment, or other variations of an attack. A retrograde movement may
be a delaying action, a withdrawal, or a retirement.

Some enemy capabilities refer specifically to the support of combat
forces rather than the capabilities of the combat forces themselves.
Support capabilities include--

‘Use of NBC weapons.

‘EW.

Support capabilities always are considered, especially when enemy
implemental ion of them will significantly affect the accomplishment of the
friendly mission.

The analyst considers when the enemy can implement a capability. Time
is a critical factor in the Air Land Battle; the friendly commander relies
on time to defeat enemy first-echelon forces before follow-on echelon
forces are committed to the battle. The friendly commander needs an
accurate estimate of when enemy forces are employed to decide how to fight
the battle. The analyst considers the following factors in estimating
when an enemy force will be employed:

‘Mobility capabilities.
‘Disposition.

‘Doctrinal rates of movement.

6-2



‘Characteristics of the terrain, LOC, trafficability, and
obstacles.

‘Time required for displacement, assembly, emplacement, and closing
on the battle area.

Integrating information on the enemy and the battlefield environment
determines where the enemy implements a capability. The enemy
composition, disposition, and weapons and equipment dictate how well the
enemy moves, shoots, and communicates--the activities vital to most enemy
courses of action. Analysis of existing and forecasted weather conditions
and military aspects of the terrain reveals how they affect enemy
capabilities in various parts of the AO. AAs and MCS determine where the
enemy moves on the ground. LZS and DZS determine where the enemy employs
airmobile, air assault, or airborne forces. Suitable beaches determine
where the enemy launches an amphibious assault. The location of suitable
assembly areas, firing positions, and targets determines where the enemy
launches NBC weapons. Also, the location of suitable defensive positions
determines where the enemy defends. Terrain factor overlays, which are
developed during IPB, identify specified aspects of the terrain. They
help the analyst determine where the enemy implements various
capabilities.

The strength in which an enemy implements a capability depends
primarily on the composition, disposition, and strength of available
forces. Chapter 3 describes the 06 files which provide the necessary data
for computation. Appendix D describes how to compute enemy strength.

The IPB data base is the key in determining enemy capabilities.
Doctrinal and situation templates assist the analyst in estimating enemy
capabilities. The avent template and EAM help the analyst determine when
and where the enemy can implement a capability. Using the working SITMAP,
the analyst continuously monitors the enemy situation. The analyst
compares the working SITMAP with IPB templates and adjusts the
capabilities accordingly. The analyst also follows the friendly operation
to determine which enemy capabilities have the greatest effect on the
friendly operation.

ENEMY COURSES OF ACTION

The ultimate objective of intelligence analysis is to answer the PIR
with an acceptable degree of confidence. This normally involves a
determination of the enemy’s most likely courses of action and the
probability the enemy adopts those courses of action. Like capabilities,
the analyst determines the enemy’s probable courses of action in terms of
what, when, where, and in what strength. The probable courses of action
provide the basis for predicting enemy intentions. By accurately
estimating the enemy’s intentions, the analyst provides the answers to
critical uncertainties which impact on the commander’'s tactical decisions.

indicators are the basis for situation development. The analyst
integrates information from all sources to confirm indicators of enemy
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activities. As indicators are detected and confirmed, PIRs are answered.
Appendix C lists common indicators.

WORKING SITUATION MAP

The working SITMAP is the basic analytical tool at all levels. | t
provides a graphic presentation of the battlefield for the analyst,
commander, and staff. The working SITMAP integrates significant
information from al | sources in a graphic representation that is easy to
comprehend. All intelligence records are used with the working SITMAP to
develop the enemy situation and intelligence estimate. The analyst posts
all practical information to the working SITMAP. Such information may
include strength, activity, or last known location. An “as of” time must
always accompany map information. This allows outdated intelligence to be
removed and assists in monitoring enemy progress. The analyst maintains
separate records of information that cannot be posted and uses them to
back up and expand the information on the working SITMAP. Other records
normally are more permanent than the working SITMAP. The significant
information about the enemy and the terrain becomes apparent when posted.
The analyst uses the working SITMAP to--

O ldentify critical relationships.

° Evaluate, compare, and integrate information and intelligence from
all sources.

Track enemy forces.

° ldentify indicators.

° Wargame opposing courses of action.
Identify uncertainties.

Critical relationships help to determine the composition of enemy
units, assess their capabilities and probable courses of action, and
identify exploitable weaknesses. The analyst identifies critical
relationships by comparing separate items of information on the working

SITMAP and by comparing the working SITMAP with other intelligence
records.

By comparing known information about an enemy unit (posted on the
working SITMAP) with the appropriate doctrinal template and the OB book,
the analyst identifies unknown elements of an enemy unit. For example, if
two motorized rifle battal ions (MRBs) of an MRR have been identified,
located, and posted on the working SITMAP, the third MRB is most likely
deployed nearby. The doctrinal template helps the analyst determine the
most likely location of the third MRB. This comparison also helps the
analyst identify and locate enemy HVTS | ike CPS and AD weapon sites.
Figure 6-1 shows an example of a doctrinal template. Critical
relationships become more apparent when the doctrinal templates are
compared with known unit locations plotted on the working SITMAP. Further
doctrinal templates of Soviet-style forces are available in GTA 30-1-24.
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The working SITMAP makes it easier to evaluate and compare informat ion
from different sources. The analyst compares incoming information with
the information previously posted to the working SITMAP for compatibility
with existing data. This comparison also helps to integrate new
information with existing information and to determine its significance.

The working SITMAP provides a record of the latest location of enemy
forces. As new information on enemy locations is received, the analyst
compares it with information on the old location. This indicates the
direction and rate of enemy movement. It also helps determine the
accuracy of reports. For example, if the time a unit is observed in a new
location (compared with the location and time the unit was last observed)
indicates unusually rapid movement that significantly exceeds the
doctrinal rates, the analyst is alerted to a problem. Either the old or
the new report is inaccurate, or the two reports may not concern the same
unit. It might alert the analyst to the possibility of an enemy deception
operation. The analyst uses the IPB event template and EAM to project
enemy movement. By comparing these with actual enemy movement as
indicated on the working SITMAP, the analyst predicts the enemy’s probable
course of action and predicts when and where the enemy implements it.

The working SITMAP is vital in recognizing and evaluating indicators.
Most indicators are associated with patterns of enemy activity, which
become apparent on the working SITMAP. For example, an indicator of
attack is the massing of artillery well forward. The working SITMAP
reveals the location, density, and movement of enemy artillery. A careful
analysis of the working SITMAP helps the analyst identify artillery
groups, their composition, disposition, and location in relation to the
FLOT. By comparing the working SITMAP with doctrinal and situation
templates, the analyst better identifies significant patterns of enemy
activity and associates them with specific indicators.

The working SITMAP is well-suited for wargaming opposing courses of
action. Wargaming integrates friendly and enemy capabilities and possible
courses of action with the weather and terrain. It helps both the
operations and the intelligence staffs to analyze opposing courses of
action. This is vital to preparing the estimate of the situation and the
intelligence estimate. It also helps the analyst predict the enemy
reaction to friendly courses of action.

The analyst uses the working SITMAP to clarify uncertainties. For
example, if the analyst identifies two MRBs that are subordinate to a
particular MRR, further knowledge of the enemy’s organization tells the
analyst that there is a third MRB that has not been located.

The IPB templates are important analytical tools when used with the
working SITMAP. Comparison of templates and the working SITMAP
systematizes analysis and increases the accuracy of the estimate.
Situation and event templates depict projected enemy activities while the
working SITMAP depicts the actual observed enemy activities. By comparing
and integrating the two, the analyst predicts future enemy activities with
greater accuracy.
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FACTORS OF ANALYSIS

The analyst must understand the dynamics of the AirLand Battle to

accurately analyze the forces that occupy it and the impact of the
environment on those forces.

The analyst understands the enemy’s tactical doctrine and the other
forces that impact on the execution of that doctrine. The following
suggestions are some techniques for developing enemy capabilities and the
relative probability of their adoption. These techniques help the analyst
use available information effectively to find the right answers to
critical uncertainties.

The analyst considers the enemy’s use of mass and economy of force.
The enemy commander, like the friendly commander, has Ilimited combat
resources. The enemy commander uses mass and economy of force at the
optimum times and places to accomplish the mission. Rather than dissipate
the forces across the entire battlefield, the enemy commander weights the
main effort to ensure combat superiority at the decisive time and place.
Once the analyst determines how the enemy commander uses mass and economy
of force on the battlefield, the enemy’s most probable course of action
becomes more apparent. The enemy uses follow-on echelons to mass combat
power at decisive times and places on the battlefield. In the AirLand
Battle, the analyst locates and tracks these enemy follow-on echelons and
predicts where and when they will be committed. Situation and event
templates used with the working SITMAP help the analyst predict where the
enemy will mass.

On a nuclear battlefield, massing presents new opportunities and
dangers. Nuclear weapons are substituted for massing of other forms of

combat power, yet some concentration of enemy forces is required to
successfully exploit strikes.

Analysts identify the composition of enemy force at least one echelon
above their own. The mass and economy of force problem is resolved at
each enemy echelon. The higher echelon commander’'s decision on a maneuver
scheme and the allocation of combat power and support impacts directly on
enemy capabilities within the analyst’'s unit’'s zone or sector.

Identifying the enemy composition facilitates construction of a
composite picture of the total enemy force structure, including
information on identified and unidentified units, located and unlocated
units, total reinforcements, types and amounts of CS or CSS, and the
availability of special capabilities (river crossing, EW, intelligence
collection). In addition, detailed analysis of enemy composition assists
in quantifying the degree of uncertainty that still exists. This judgment
affects the degree of confidence an analyst has in estimating. Most
intelligence  judgments are inductive generalizations based on fragmentary
evidence. By comparing available information with the composition and
organizat ion of the enemy force, the analyst determines what percentage of
the total picture of the enemy force is known, and what percentage remains
uncertain. For example, agencies report that four enemy artillery
batteries have displaced forward. The analyst generalizes that enemy
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artillery is displacing forward, an indicator of attack. However, if the
composition of the enemy force indicates a total of 40 available
batteries, the analyst must recognize that the judgment is based on only
10 percent of the picture. Ninety percent is still uncertain. It is
vital that analysts be conscious of the degree of uncertainty remaining in
the situation.

Analyze the significance of enemy activity outside your zone or
sector . Consider the big picture when assessing the meaning and
significance of enemy activity in your AO. Enemy boundaries are not
identical to friendly boundaries. Events outside your boundaries may be
part of the enemy commander’'s scheme of maneuver. Analysis of events
outside a unit’'s AO provides indicators or helps focus the collection and
analysis efforts within that unit’s AO. Events that occur within a
friendly unit’s AO require correlation with events outside the AO if they
are to be correctly interpreted. This is related to and facilitated by
the determined composition of the opposing enemy force.

Review enemy tactical doctrine. Enemy commanders are trained to
follow their own tactical doctrine. Though some enemy commanders are more
or less innovative, most consciously or unconsciously apply doctrine when
confronted with a specific mission, threat, and AO.

Enemy tactical doctrine presents many of the indicators of enemy
capabilities and probable courses of action. It relates directly to how
the enemy uses mass and economy of force in operations.

The enemy’s tactical doctrine is depicted on doctrinal templates when
possible. Doctrinal templates depict unit formations; frontages and
depths for attack, defense, and other operations; characteristic
dispositions associated with particular courses of action; allocations of
CS and CSS; and information on specialized military operations like river
crossings and air assault operations. Event templates depict the
doctrinal sequence in which the enemy conducts operations. The IPB
templates and the working SITMAP are the basis for comparing the enemy’s
tactical doctrine with actual events.

Consider how the weather and terrain affect enemy capabilities and the
enemy commander’'s choice of a course of action. Weather and terrain are
physical constraints which facilitate or alleviate the adoption of
specific courses of action. These constraints have a major impact on how
the enemy commander allocates resources. Weather and terrain force enemy
commanders to apply special methods of operations. They may require
changes in weapons and equipment or in the way they are used. The weather
and terrain may give rise to new force structures and organizations.

Paragraph two of the intelligence estimate addresses the effects of
the weather and terrain on friendly and enemy operations (see Appendix A).
Through continuous IPB and analysis, the analyst relates the enemy force
structure and tactical doctrine to the constraints imposed by the weather
and terrain, particularly on the AAs.
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To relate enemy dispositions and physical constraints of the weather
and terrain, there are four specific technigues used to determine how the
enemy appl ies mass and economy of force.

The first technique is to determine the enemy unit boundaries and
relate them to AAs. Boundaries frequently are identified through the
location of enemy reconnaissance and cavalry units (which often have
distinctive, easily identified equipment), terrain and doctrinal analysis
of enemy prisoner of war (EPW) capture locations, and other techniques.
This technique helps determine mass and economy of force and the enemy
commander’s perceptions of AAs.

The second technique is to compute enemy strength in terms of
committed forces, reinforcements, and supporting weapons for the entire
AO, then recompute for each AA. Determine whether enemy combat power and
support are distributed evenly or whether one option is weighted.
Appendix D describes how to compute enemy strength.

The third technique is to analyze enemy allocations of available LOC.
Military forces usually allocate roads to tactical units for logistical
support and tactical movement. If this allocation is determined through
analysis of enemy boundaries and traffic patterns, it indicates the
enemy’s probable course of action and assists in identifying enemy support
priorities.

The final technique is to identify potential enemy objectives and
relate them to enemy dispositions and AAs. Determine which avenue is
weighted by locating unit boundaries, computing unit strength, identifying
allocation of LOC, and identifying the distribution of combat power.

TECHNIQUES OF ANALYSIS

The following techniques of analysis helps the and yst identify the
presence of indicators.

PATTERN ANALYSIS

Pattern analysis helps the analyst identify indicators of enemy
activity. Pattern analysis is based on the premise that the enemy’s
course of action results in certain characteristic patterns that are
identified and correctly interpreted. Ideally, paragraph 3d of the
intelligence estimate (Appendix A) should identify the presence of these
indicators. The analyst is faced with the problem of organizing and
recording incoming information and adding it to existing information so
that meaningful relationships are clarified. The working SITMAP and IPB
templates are the primary tools used to organize information. Indicators
can be ambiguous and incomplete. The analyst identifies the patterns of
activity or tip-offs which characterize the operations of specific enemy
units.
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WEIGHTING INDICATORS

Weighting indicators helps resolve ambiguity. In combat, intelligence
analysts usually are confronted with conflicting indicators. Enemy forces
may portray patterns associated with attack, defense, and delay
simultaneously. Conflicting indicators result from--

O Deliberate deception.

Bad execution.

Temporary indecision.

Transition between missions.

Random activity.

Incomplete or inaccurate information.
° Ambiguity of the indicator itself.

When confronted with ambiguous or conflicting indicators, analysts
weigh some indicators more heavily than others to determine the enemy’s
actual intent. This is not a problem of simple mathematics. The enemy’s
actual course of action may not have the most indicators. Analysts
develop a methodology for identifying those indicators which are most
highly characteristic of a course of action. There are several techniques
which, individually or in combination, assist in this process.

Origin of the Indicator

One technique of determining the enemy’s intent is to consider the
origin of the indicator; that is, the reason why the enemy force presents
a particular pattern or tip-off. In brief, al I indicators stem from
either military logic, doctrinal training, organizational constraints,
bureaucratic constraints, or the personal ity of the enemy commander.

Military Logic. Military logic implies, and military experts agree, that
solutions to many military problems are obvious. For example, all modern
armies employ artil tery forward for attack and echeloned in-depth for
defense. Violation of military logic usually implies the loss of combat
power or support at some critical point during an operation.

Doctrinal Training. A nation’'s tactical doctrine includes military logic
and much more. Most doctrine begins where military logic ends. Military
experts sometimes disagree on the ideal solution to a specific military
problem. For example, US and Soviet doctrine agree on deploying artillery
forward in the attack, while they disagree on using artillery in a direct
fire role. Just as terrain and weather are physical constraints on the
enemy’s adoption of a course of action, enemy doctrine and training are
mental constraints. Soviet emphasis on detailed, repetitive training is
designed to inbreed a sort of reflex action which enhances the value of
doctrinal indicators. Though individual commanders display more or less
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imagination and creativity in its application, indicators based on
doctrine and training are generally reliable.

Organizational Constraints. Organizational structure represents a special
case of doctrine. The ideal composition of a division (size,
organization, weapons, and organic support) is debatable. The military
experts have resolved this issue in radically different ways.

Organization influences include a nation’s strategic commitments, economic
resources, geography, threat perceptions, historical experience,

alliances, personnel and equipment resources, and a myriad of other
factors. The tactical organization resulting from these factors causes
identifiable patterns to develop when employed. A US division generally
has three subordinate maneuver headquarters contrasted with four in a
Soviet division, and differences in the composition and structure of the
division base imposes distinct patterns concerning US and Soviet
operations.

Bureaucratic Constraints. Identifying bureaucratic constraints as a
source of indicators shows that military units are large organizations and
must establish routines and SOPS to function efficiently. This imposes
patterns in planning, execution, logistics support, and other activities,
though there are general similarities in routines and procedures of
comparable units, there are likely to be significant variations which can
be identified and exploited locally.

Personality of the Commander. The enemy commander is the final source of
indicators. Each commander has a unique history of personal training,
experience, success, failure, and idiosyncrasies. Many are creatures of
habit, prone to repeat what has worked in the past; others are creative
and innovative. All are captives of their experience to some degree. It
is the commander who must apply. and mix military logic, doctrine, and
organization to accomplish the mission. The commander’s personality is
one major source of deviation from established doctrinal norms, The
importance of personality is recognized in that biographic intelligence is
a major component of strategic intelligence. US tactical OB doctrine
classifies personality as a subcategory under miscellaneous factors.

In general, indicators are weighed, with the role of the commander
being considered a variable. In the case of a strong, innovative, or
eccentric commander (Patton or Rommel), personality is more important than
doctrine or training; while the personality of a methodical, traditional
commander ranks last.

Principle of Mass Indicators

Another technique is to weigh the indicators which reflect or are
based on the principle of mass. Military units normally conduct deception
operations with the same force constraints in which they accomplish their
actual mission. The enemy commander often conducts deception with the

least outlay of scarce resources. Indicators based on a major confirmed
commitment of combat resources are more likely to reflect the true
situation. In a nuclear environment, massing is not required to achieve a

favorable combat power ratio; thus, mass is not a reliable indicator.
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Analysts identify the enemy’s capability to concentrate fires of potential
nuclear del ivery systems.

Other Indicators

The last technique is to weight those indicators which are most
difficult to fake.

Quantify Probable Relationship. Quantify the probable relationship
between the presence of specific indicators and the enemy’s adoption of a
particular course of action. If the enemy commander intends to adopt a
particular course of action, what is the probability that a specific
indicator is present? The answer is subjective, but it is based on the
analyst’'s knowledge of and experience with the enemy, the analyst’'s
professional judgment, and to some degree, the mathematical probability of
specific indicators associated with enemy courses of action.

Analyze the Time Segquence of Events. It takes time for an enemy force to
prepare, move, and execute an operation. Time, mass, and space

relationships are a major tool in exposing deception. Since deception is
often conducted with the least outlay of combat resources, close analysis
of information from different sources which report on the same location,

at the same time, or concerning the same enemy unit may reveal significant
discrepancies.

Assess the Enemy’s Combat Effectiveness. Such assessments are based on an
analysis of both tangible and intangible factors. Tangible factors
include personnel and equipment strength. Intangible factors include
morale, training, political reliability, and other factors. While combat
effectiveness bears directly on a unit's capabilities and probable courses
of action, there is no scientific method of determining it. It requires

the analyst’'s subjective judgment of the impact of both the tangible and
intangible factors.

WARGAMING FRIENDLY AND ENEMY CAPABILITIES

Consider the enemy G2's perception of the friendly force. Though
enemy capabilities exist independently of their assessment of friendly
forces, the enemy’s choice of alternative courses of action does not.
Determine the enemy’s perception of friendly capabilities through analysis
of the collection capabilities, known collection activities, and
inadvertent disclosures by friendly forces which might have been monitored
by enemy intelligence. Detailed analysis of potential disclosure enables
the analyst to partially reconstruct the enemy G2's working SITMAP.

Mentally wargame advantages and disadvantages of identified enemy
capabilities from the enemy commander’s point of view. This is a valuable

analytical technique, but potentially dangerous if it becomes
mirror-imaging.

Avoid preconcertions. The analyst must remember that the objective is
not to prove a prior judgment. Experience suggests that preconceptions

are the analyst’'s principal nemesis. Even if the techniques recontnended
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above are creatively employed, there is a danger that the analyst who has
reached and expressed a preliminary judgment unconsciously begins to seek
and weigh evidence which confirms the initial estimate and dismisses or
passes over inconsistent or conflicting information. The analyst should
not be concerned about the answer, as long as it is the right answer. The
analyst reserves judgment, maintains objectivity, remains aware of
uncertainties, tolerates dissent, and constantly tests working theory
against available evidence. Where practical, the analyst considers
establishing a “devil’'s advocate” system to test, challenge, and think the
unthinkable.
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CHAPTER 7
TARGET DEVELOPMENT

Targeting is the process of selecting targets and match ing the
appropriate response to them taking into a count operational requiremen ts
and capabilities. An efficient, organized targeting effort is critical to
the success of AirLand Battle operations. A target is a geographical
area, complex, or installation planned for capture or destruction by
military forces. Attacking HPTs that are teast affordable to lose, strips

the enemy of the initiative and forces the enemy to conform to friendly
battle plans.

Targeting has always been a complex effort. Large numbars of sensors
under the control of different agencies are closely coordinated to be
efficient and must rapidly report fleeting or dangerous targets. The wide
variety of attack means and munitions are compared to the particular
vulnerabilities of many different types of targets. Targeting is a
multidisciplined effort, requiring interaction between FS, intelligence,
EW, operations, and plans cells.

The object of targeting is to disrupt, delay, or limit those enemy
capabilities which could interfere with the achievement of friendly
objectives. Do not confuse disrupt, delay, and limit with suppress,
neutral ize, and destroy. The latter relate to the amount of damage
inflicted upon a target. Disrupt, delay, and limit apply to the effect
that the damage has upon the target as it pursues a course of action. A
further clarification of disrupt, delay, and limit is available in Annex A
to FM 6-20-10. The staff recommends how a target is engaged.

Targeting is based on the friendly scheme of maneuver and tactical
plans. It includes an assessment of the weather, terrain, and enemy to
identify those enemy formations, equipment, facilities, and terrain which
are attacked or control led to ensure success. Targeting is an integral
part of the planning process which begins with the receipt of a mission
and continues through the development of the approved plan. The targeting
process includes the development of a prioritized list specifying what
targets are to be attacked, and what is required to defeat the target.
Figure 7-1 shows the staff functions during the targeting process.

This process supports the commander’'s decision on which broad attack
option to use to engage the targets: maneuver, EW, FS, or a combination
thereof; and the determination of the echelons that engage the target. An
assessment of the attack is then conducted to determine the effectiveness
of the targeting process. Although the targeting process is more cornnonly
associated with high and medium intensity conflicts, it also appl ies to
LIC. While spread sheets and target sheets currently do not exist for
LIC, the concept of key personnel meeting together to determine the most
important targets to strike in support of the friendly maneuver commander
HVTS and to detect and attack those targets still applies. The targeting
methodology is characterized by three functions: decide, detect, and
deliver. These three functions are inherently intertwined. Figure 7-2
shows the three functions of the targeting process.
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Receive guidance on:
Commander’s intent.
HPT.
Attack criteria.
Lead time between decision points and TAls.

Develop:
Future MCOO.
Situation and event templates.

Explain enemy courses of action as part of wargaming. Based on friendly courses of
action, refine event template. Assist in development of HPT matrix and target selection
standards.

Based on commander's approval or changes of CoA, HPT, attack guidance:

Publish collection plans and SORs.
Brief ASPS, CM&D, TCAE, as appropriate on CoA, HPT, TSS, attack guidance.
Ensure all analysts and coliectors understand commander’s intent.

Collect information.

Pass HPT related information and intelligence immediately to FS.

Pass other intelligence and target damage assessments per SOP.

Ensure information collection and intelligence production supports any FRAGOs.

Figure 7-1. The targeting process checklist.

7-2




DECIDE

Figure 7-2. Targeting process.

The DECIDE function is the planning associated with a successful

targeting effort. It requires close interaction between the commander,
intelligence and operating staffs, FS personnel, and various other CS
agencies. The staffs must have a clear understanding of the unit’'s

mission, the commander’'s concept of the operation and intent, and the
commander’s initial planning guidance with respect to target priorities.
With this information, the staff officers prepare their respective
estimates. From the standpoint of targeting, the FS, intelligence, and
maneuver estimates are interrelated and require close coordination between
the respective elements. The DECIDE function provides a clear picture of
the targeting priorities applicable to the tasking of TA assets,
information processing, the selection of an attack means, and the
requirement for post attack assessment. Specifically, the DECIDE function
is designed to answer the questions:

© What is it we need to look for?
0 Where and when can it be found?
Who can locate and identify it?

O Which attack option should be used?

o

Will target damage assessment (TDA) be required or possible?

In the DETECT function, the priorities developed in the DECIDE
function are translated into the TA taskings found in the subordinate
unit’'s portion of the OPORD and in intelligence and FS annexes. All TA
assets available to the commander are fully utilized. As the TA assets
gather information, they report their findings back to their controlling
headquarters which in turn pass pertinent information to the tasking
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agency. The information gathered is processed to produce valid targets.
Not all the information reported benefits the targeting effort, but it may
be valuable to the development of the overall situation. The target
priorities developed in the DECIDE function help to expedite the
processing of targets. As these targets are developed, appropriate attack
systems are tasked in accordance with the commander’'s guidance and
requirements of the attack system managers.

The DELIVER function is the execution portion of the targeting
process. It consists of the selection of the appropriate attack means for
a given target, the tasking of that attack system, and the execution of
the attack by the specified means. If TDA reveals that the commander’s
guidance has not been met, then the entire targeting process continues
focusing on this target.

The targeting effort is continuous. The intelligence, operations, and
FS officers comprise the core of the effort at all echelons. Other staff
officers that are involved with planning and controlling of firepower and
TA also participate. The other staff officers that assist in the process
include representatives of the Air Force (AF), the staff weather officer
(SWO), the aviation officer, the chemical officer, the Army airspace
control officer, the EW staff officers, and the engineer.

The rest of this chapter describes, in detail, the functions required

to plan and engage targets successfully using the DECIDE-DETECT-DELIVER
methodology.

DECIDE

Decisions are critical to the targeting process. They create the
guidelines for the acquisition and engagement of targets. Establishing
these guidelines at the beginning of the DECIDE function allows for a
unity of effort and efficiency that would otherwise not be achieved.

The decisions that are made are reflected in visual products. The
decisions made are what targets should be acquired and attacked, where and
when will the targets likely be found and who can locate them, how the
targets should be attacked, and is TDA required. The products are the HPT
matrix (what targets should be acquired and attacked), target selection
standards (TSS) (what assets can produce targets), the collection plan
(where and when should targets be found and who can find them), and the
attack guidance matrix (how targets should be attacked). The collection
plan is a G2 or S2 product that is important to the targeting process but
is not discussed in detail in this chapter. See FM 34-2 for discussion of
collection plans.

The commander and staff plan for future operations by projecting one
or more alternative courses of action based upon a mission analysis, the
current and projected battle situation, and anticipated opportunities. IPB
is an important process that assists the commander and staff in developing
courses of action.
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The process begins with the receipt of a mission, which higher
headquarters assigns or the commander deduces. The mission statement
directs the focus toward a course of action, in a particular area, against
a specific enemy. The commander then, either with or without input from
the staff, performs mission analysis. This analysis considers tasks that
are performed, the purpose behind the tasks, and the constraints on the
unit, resulting in a restated mission.

The restated mission provides the basis from which to start the staff
estimate process. The intelligence estimate provides key support to
target development. Target development is one of the four IEW tasks:
situation development, target development, EW, and CI.

IPB AND TARGET DEVELOPMENT

IPB provides most of the information for the intelligence estimate
which impacts on the target development process. IPB is a continuous,
systematic approach to analyzing the enemy, weather, and terrain in a
specific geographical area. This approach evaluates enemy capabilities

and predicts enemy courses of action with respect to specific battlefield
conditions.

It is important for the analyst to understand the effects of
battlefield conditions, especially obscurants, on targeting. Such
conditions drive the need for remote sensors and redundant systems to
ensure proper coverage. The analyst must “see” the battlefield as it is,
and not just as it appears on a map.

The initial IPB effort produces doctrinal templates which convert
enemy OB into graphics and aids in the initial identification of potential
HVTS. HVTS are those assets that the enemy commander feels are critical
to the successful accomplishment of the mission.

Situation templates assist the refinement of HVTS for specific
battlefield and courses of action. Concurrent with situation template
development is an examination of enemy decision and logic trees associated
with each potential course of action. This identifies likely *“fail paths”
that provide indications of what might happen if the enemy commander’s
plan fails and what actions comprise the enemy commander’s failure
options. The *“fail path” evaluation leads to an identification of
critical enemy functions associated with each enamy course of action and
general HVTS associated with each function. Through BAE, terrain
evaluation, and weather analysis, the enemy course of action is associated
with a specific battlefield. Situation, event, and decision support
templates are developed to identify critical enemy activities and any NAls
where specific enemy activities or events or lack therefore wil 1 help to
confirm or deny the enemy’s adoption of a particular course of action.
Additionally, DPs or decision phase lines, TAls, and HPTs are identified.
HPTs are those HVTS that are acquired and successfully attacked to ensure
the success of the friendly commander’s mission.
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TARGET VALUE ANALYSIS

IPB analysis considers terrain, weather, enemy doctrine, and current

enemy actions to arrive at conclusions of what the enemy wi || do; the
courses of action. Target value analysis (TVA) is a methodology which
identifies potential HVT sets within a given tactical situation. |If

successfully countered, they provide a tactical opportunity. This
methodology provides a relative ranking of worth of target sets. TVA
begins when the analyst adopts the place of the enemy commander. The
analyst, in coordination with the G3 or S3, FSO, and other staff members,
wargames the operation. The purpose of wargaming is to finalize
individual staff estimates and to develop a friendly and enemy DST. A
by-product of this is the determination of the enemy assets that are
critical to the success of the enemy mission--HVTS. Target spread sheets
and target sheets are tools used in identifying HVTS. The information
found on these documents is produced during the IPB and wargaming
process. More information on the development and use of these targeting
tools is available in Annex A of FM 6-20-10.

HVTS and HPTs

An HVT is a target whose loss to the enemy can be expected to
contribute to substantial degradation of an important battlefield
function. HPTs are HVTs which, if successfully attacked, contribute
substantially to the success of friendly plans. The G2 or S2 section,
together with the FSO and other staff, nominate HVTS to be HPTs. The key
to HPTs is that they are based on the friendly concept of the operation
and support the friendly force commander’'s scheme of maneuver. The
development of HPTs from HVTS is done during the wargaming process. As
the different options are fought by the staff, the G2 or S2 identifies
specific HVTS. The staff discusses or wargames different courses of
action to develop the HPTs. The HPTs for a specific phase of a battle are
recorded on the DST as are the means decided on to deliver the attack.
HVTS include enemy C’points, air defense artillery (ADA) assets, and
engineering equipment. If friendly forces were planning an air attack the
enemy C’and ADA might be HPTs, while engineers probably would not.
Discussion on templating and IPB is available in Chapter 4 and FM 34-130.

The process of designating an HVT as an HPT requires careful staff
coordination. The G2 and collection manager evaluate HVTs at different
points in the battle to determine if collection assets are capable of
detecting them and providing the necessary target resolution, for example,
time, location, and so forth, to permit effective action (DELIVER). HPTs.
because of their importance, receive priority in the allocation of
detection systems. This priority is weighed against the same systems for
situation development.

The FSO uses target sheets and the knowledge of friendly weapons
systems to determine if there exists a capability to attack the HVT with
lethal assets. The EW officer and others assist the FSO with regard to
non-lethal systems. Availability of a weapon system should not affect the
attack since HPTs have precedence over other targets. Using the
capabilities of the systems to attack the targets, the G2 or S2 analyzes
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and predicts the enemy’s response to each. This analysis determines if
the attack of the HVT is necessary to ensure the success of friendly
operations. The commander uses it in developing attack guidance. The
HVTs that meet the criteria of being acquirable, attachable, and capable

of ensuring friendly success are designated HPTs. In most instances, the
analyst chooses to target enemy elements that have been designated
“critical nodes.”” A critical node is an element, position, or

corrrnunications entity whose disruption or destruction immediately degrades
the ability of a force to command, control, or effectively conduct combat
operations. HPTs are formatted for easy reference in an HPT matrix. The
G3 or FSO prepares this matrix and gives it to the commander for

approval . The selection of HPTs, which also are critical nodes, are
facilitated by a number of already existing enemy studies. Selection of
these critical nodes, coupled with other TVA efforts, al lows friendly
forces to best determine those enemy elements which are HVTS or HPTs.

TARGET SELECTION STANDARDS

TSS are criteria by which personnel determine which systems produce
valid targets, and which require some form of confirmation before their
targets are considered for attack. The development of TSS is a joint
function of the G2 and G3 sections and requires that the capabilities and
limitations of collection assets be known. The CM section of the G2
provides the majority of these capabilities and limitations.

TSS do not determine that the information that the sensor receives is,
in fact, a target. The analyst determines that. TSS reflect the system’s
capabilities to produce targets. TSS are dynamic. The effects of weather
and terrain on both the Collection assets and enemy equipment are taken
into account. TSS are keyed to the tactical situation. Great care is
taken to deal with potential enemy deception, and to ensure the
reliability of the source or agency that is reporting. TSS are designed
to allow targeting personnel in the TOC to readily distinguish between
targets and suspect reports. TSS are developed for all TA systems
available.

Target location errors (TLEs) are the accuracies to which the assets
can locate various targets. The source’'s TLE and the timeliness of
information are considered. It is an inherent responsibility for the FSE
to decide which systems have acceptable TLEs for targeting purposes in a
specific tactical situation.

ATTACK OPTIONS

Knowing target vulnerabil ities and the effect an attack on them has on
an enemy operation al lows a staff to propose the most efficient available
attack option. A primary decision here is whether to disrupt, delay, or
limit the enemy.

The opportunity to disrupt, delay, or limit is annotated next to the
target sets on the target spread sheet. It is emphasized that these are
guidelines and each target is attacked based on its own merits.
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Once the staff decides whether a target is best disrupted, delayed, or
limited, they select attack options. Utilizing the situation template and
MCOO, the risk to an asset versus its effectiveness is assessed. The
decision on what attack option to use is made at the same time as the
decision when to acquire and attack the target. Coordination is required
when an attack with two different means, for example, EW and CAS, is
decided upon. These decisions are recorded on the DST and are made during
the wargaming process. This requires that the proper coordination be
performed in a timely manner.

ATTACK GUIDANCE

The commander approves the attack guidance, as recommended by the
staff. This guidance details the specific HPTs to attack, when and how
they should be attacked, and any attack restrictions, The staff developed
and defined all this information during wargaming. Figure 7-3, the attack
guidance matrix, shows a format that this information is put in. The
matrix consists of a column for target categories, specific HPTs, how
targets should be attacked, when they should be attacked, any
restrictions. For a detailed explanation on using the attack gu idance
matrix, refer to FM 6-20-10.

DETECT

DETECT is the next critical function in the targeting process. This
function is perhaps the most important area for future planning. The G2
or S2 is the principal figure in directing the CM effort to detect the
targets identified in the DECIDE phase. The G2 or S2 works closely with
the FAIOs and FSOS to determine requirements for accuracy, identification,
and timeliness for collection systems. The intelligence section is
responsible for ensuring that the collection system asset managers
understand these requirements.

TARGET DETECTION MEANS

The detection of targets is accomplished using all available assets.
Key to the detect function is a focus on the HPTs designated during the
DECIDE phase of the targeting process. This is accomplished by the CM

section of the G2. Every targeting asset is aware of what the commander
designates as HPTs.

Field Artillery Target Acquisition Means

Several detection assets are presently organic to the FA at both corps
and division.

Field Artillery Battalions. FA battalions in DS of maneuver brigades
provide each maneuver battalion headquarters with a FSE to help plan,
direct, and coordinate FS operations. The FSE provides fire support teams
(FIST) to each of the maneuver battalion companies. Forward observers
(FOs) from each FIST are deployed at both company and platoon levels and
may accompany reconnaissance patrols or help to man observation posts
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CAT HPT WHEN HOW RESTRICTIONS
(C3) 1 46, 48 I N EW COORD ATK WITH EW
(FS) 2 1,27 A N DNE MRL OLDER THAN 10 MIN.
(ADA) 3 58 P SIG 2 SEAD PROGRAM 120800A
(ENGR) 4 P N COUNTERMOBILITY PROGRAM %
(RSTA) 5 85 P EW
(REC) 6 103, 105 P N
(POL) 7 A D ACCY 0-200 M PER TDA REQ
(AMMO) 8 A D
(MAINT) 8 P 25% NOT HIGH VALUE OR PAYOFF
(LIFT) 10 P N NOT HIGH VALUE OR PAYOFF
(LOC) 1" P N G3 NOT HIGH VALUE OR PAYOFF
CAT = Target Category (from TVA)
HPT = Designated high payoff target; these targets have priority for engagement. Target numbers
from TVA target sheets
How = How target is attacked
—S: Suppress
—N: Neutrafize
-—D: Destroy
—EW: Jamming or other offensive EW means
—X%: Specified percentage of casuaities or damage
-—G2: Coordinate attack with G2 (any other person or element could be indicated)
When = When the target should be attacked
—k Immediately. Interrupt other nonimmediate attacks if necessary
—-—A: As acquired. Ailtack as assets are avallable
—P: Plan. Include target in a program of fires or file for later attack when the situation changes
Restrictions = Any constraint on the attack of targets. Such constraints could be accuracy, time since
acquisition, required coordination, or munition restrictions by amount or type. Other notes
such as “TDA requires” or “Missile target only” could be included.
DNE: Do not engage
- Other abbreviations couid be used as required by unit nussion or SOP.

Figure 7-3. Sample attack guidance matrix.

(OPs) . They are the grass roots of the FA's TA effort. They observe the
battlefield to detect, identify, locate, and laser designate targets for
suppression, neutralization, or destruction. They report both target ing
data and combat in formation to the maneuver battalion FSO and S2 using
either organic or supporting communications means. The capability of the
F1ST to provide real time combat information cannot be emphasized enough.
The battalion FSO receives in formation from and passes information to the
FIST. The FSO continually exchanges targeting data and combat information
with the brigade FSO and elements from the DS FA battalion. The FSO
coordinates with the battalion S2 and S3 to identify and verify targeting
data and combat information derived from the overall collection effort.
The FSO is both a producer and a consumer of combat information.
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Radar Assets. FA TA assets are the principle means for locating active
indirect fire weapons.

Moving target-locating radar (MTLR) detects, locates, and identifies
wheeled vehicles (light or heavy), tracked vehicles, and dismounted
personnel . MTLR is used for surveillance of critical areas such as AAs.
Mortar locating radar detects and locates enemy mortars and artillery
quickly and accurately enough for immediate engagement.

The DS FA battalion S2 has staff supervision responsibility for the
radar. This officer coordinates with the division artillery (DIVARTY)
targeting officer, the DS FA battalion S3, and the FSO at the maneuver
brigade to ensure that both FS and maneuver coverage requirements are
met. Cueing instructions are required. MI| sources provide specific
guidance to orient radar assets before the enemy fires.

Combat Observation Laser Teams (COLTS). COLTS organic to each heavy and
light division provide a TA capability previously not available on the
battlefield. They are equipped to direct the engagement of targets.

Aerial Fire Support Officers. Aerial FSOS and TA aircraft are organic to
the division and the corps. These assets are highly mobile and cover a
much larger area than ground observers. Assuch, they are particularly
good target detection assets. Targeting data and combat information are
reported to the FSO at the maneuver brigade or battalion, the DIVARTY TOC,
or the fire direction center of the DS artillery battalion.

Air Defense Artillery TA Assets

The forward area alerting radar (FAAR) of the AD units provides a deep
look capability that can detect the location and movement of enemy air
assets. The integration of corps and theater AD efforts enable friendly
forces to obtain an air picture that can potentially cover the entire area
of interest for the echelon in question. Future concepts allow input
directly from theater AD assets into division air situation updates.
Collation of this AD information with other combat information enables us
to locate major enemy air assets, airfields, and refuel ing and rearming
points. Many of these become HPTs in support of the friendly scheme of
maneuver.

DETECTION PROCEDURES

The collection of combat information is integral to the entire DETECT
process. It is essential that all TA assets be used in the most effective
and efficient manner possible. Avoid duplication of effort among the
various assets unless such duplication is desired to confirm the location
or nature of a target. At corps and division, the CM&D section develops
and actively manages the collection plan to avoid such duplication. At
the same time, the CM&D section ensures that no gaps in planning
collection exist. This allows timely combat information to be col | ected
to answer the commander’'s intelligence and TA requirements. Thisi combat
information enables analysts to develop the enemy situation as well as
conduct target development.
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To detect the desired HPTs in a timely, accurate manner, clear and
concise taskings are given to those TA systems capable of detecting a
given target. The FS personnel provide the G2 or S2 with the degree of
accuracy that the targets must be located with to be eligible for attack.
The G2 or S2 matches accuracy requirements to the TLEs of the collection
systems. This matching allows the G2 or S2 to develop a more detailed set
of TSS based not only on the acquisition system but also upon the HPTSs’
acceptable TLEs that the G2 or S2 gives. These acceptable TLEs cannot be
placed in an SOP as they depend on the situation. Collection efforts
focus on those NAI and TAI that the IPB process identifies during the
DECIDE phase. Knowledge of the target type and its associated signatures
(electronic, visual, thermal) enable friendly forces to direct the most
capable collection asset to be tasked for collection against a given
target. The asset is positioned in the most advantageous location based
on friendly estimates of when and where the enemy target is located.

The decision to limit, disrupt, or delay a given HPT results in a
requirement to detect that target. Information needs, to support the
detection of the target, are expressed as PIR and IR. Their relative
priority is dependent on the importance of the target to the friendly
scheme of maneuver coupled with the commander’s intent. The PIR and IR
that support detection of a target are incorporated into the unit's
overall collection plan. The collection manager translates the PIR and IR
into SIRS. The collection manager considers the availability and
capabilities of all collection assets within their echelon as well as
those assets available to subordinate, higher, and adjacent units (to
include joint or combined force assets).

As various assets collect the combat information to support target
development, this information is forwarded through the IEW system to the
intelligence analyst at the G2 or S2 staff. The analyst uses this combat
information to perform both situation and target development. When the
analyst detects a target, the target is passed immediately to the FS
element to determine if the target is an HPT, its priority, and if it
meets the TSS. Close coordination among the intelligence staff and the
FSCOORD is essential to ensure that these targets are passed to an attack
system which engages the target. To ensure that this occurs in a timely
manner the FAIO must have access to the ASPS. One technique is for the
FAIO to be physically located in the ASPS or CM&D. Procedures are
establ ished for cueing the FAIO as the predesignated HPTs are identified.
ASPS personnel are aware of HPT. When an HPT is discovered it is passed
without delay to FSE personnel . Usually, a member of the ASPS
hand-carries the intelligence. This allows for consultation at a map and
for intelligence to be placed into context with the overall situation.
The FAIOs coordinate with their respective G2s and FSES to paes the
targets directly to the fire control element at the DIVARTY TOC or, if the
commander approves, directly to a firing unit. This results in the most
efficient and timely engagement of those targets which the FS has
designated in advance for engagement.
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The passing of targets and suspect targets to the staff is
accomplished by a number of means. It is important that essential.
Information that is passed for proper analysis and attack takes place. As
a minimum, the target report includes:

‘Date-time group (DTG) of acquisition by the sensor.
‘Description of the target.

°Size of the target.

‘Target location.

‘TLE.

The specific forms and formats for passing target informat jon are
specified in the unit SOP.

The DTG is important as the target’'s perishability or vuleerability
window is analyzed. This impacts on the urgency of the attack or the
denial of attack based upon the likelihood of the target having moved.

The target description and target size are required to determine
attack means, intensity of attack, number of assets to be corrrnitted, plus
other technical considerations. They are used to compare with the attack
guidance matrix. The target’'s location is given as accurately as possible
within the confines of timeliness.

DELIVER

The DELIVER portion of the targeting process executes the target
attack guidance and supports the commander’s battle plan once the HPTs
have been located and identified. This portion of the process has two key
elements--the attack of targets and the TDA of those targets.

ATTACK OF THE TARGETS

The attack of the targets satisfies the attack guidance that was
developed in the DECIDE portion of the targeting process. The attack of
targets requires a number of decisions and actions. The decisions are
described as a set of tactical and technical decisions. Determining the
time for the attack, the attack system, and the required effects on the
target are the tactical decisions to make. Based upon these tactical
decisions, the technical decisions describe the precise attack means, the
unit to conduct the attack, the time of the attack, and in the case of FS
assets, the number and type of munition. The actions in the attack of the
targets are the actual physical attack of the targets by lethal or
non-lethal means. The time of attack of the target is planned or by
opportunity.

Planned Targets
Planned targets are evaluated initially to determine if the DF has

been reached or a trigger event has occurred. If either of these has
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occurred and the resources that were identified to be used against the

target are available, the target is attacked. If the decision is to
attack now, a check is made to determine if the attack system, that we
earlier allocated for the attack of that target, is available. If so, the
attack is conducted with that system. If the allocated attack system is

not available, a decision is made on which other attack asset to use. If
the decision is made to defer the attack, the staff identifies the new DP
to the intelligence or acquisition system.

Targets of Opportunity

Targets of opportunity are evaluated initially as to when they should
be attacked. This decision is based on a numler of factors such as the
activity of the target, how long the target can be expected to stay in its
current location (target perishability) and the target’'s payoff, relative
to the payoff of the other targets currently being processed for

engagement. If the decision is made to attack now, the target is
processed further. If required, additional information is requested from
the intell igence or acquisition systems. If the decision is made to defer

the attack, then a DP is determined and described to intelligence or
acquisitions systems. Additionally, an assessment of the avai lability and
capabilities of attack systems to engage the target is made. If the
target exceeds either availability or capability of the unit's attack
systems, then the target should be nominated to a higher headquarters for
attack.

DESIRED EFFECTS

The desired effects on the target are determined. As mentioned
earlier, we either delay, disrupt, or limit the target, based either on
time or terrain, This determination was made earlier in the case of
planned targets. For targets of opportunity, the staff makes the
determination. This decision is made based on the payoff of the target
and the constraints on availability of attack systems and munitions. The
determination of the desired effects is required before selecting an
attack system.

TARGET DAMAGE ASSESSMENT

Assessment of the effects of an attack always is desirable and is
required for certain important targets. The same assets that acquire
targets often provide data on the effectiveness of the attack. The
decision on which targets require assessment is made in the DECIDE
function of the targeting process. Assessment may take many forms besides
the determination of the number of casualties or equipment destroyed.
Other information of use includes whether the targets are moving or
hardening in response to the attack, changes in deception efforts and
techniques, increased communications efforts as the result of jamming, and
whether the damage achieved is having the expected effect on the enemy’s
combat effectiveness.

Assessments also are made passively through the compilation of
information regarding a particular target or area. An example is the
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cessation of fires from an area. If an assessment is to be made of an
attack, the key personnel ensure that the intelligence or acquisition
systems must receive adequate warning so the necessary sensors are
directed at the target at the appropriate time. The assessment results
cause battle plans and earl ier decisions to be changed. If necessary, the
decisions made during the DECIDE portion of the process are reexamined.
IPB products, the HPT matrix, the TSS, the attack guidance matrix, and the
entire battle plan are updated. Assessment allows friendly forces to tune

our efforts to achieve the greatest result with the least amount of
expenditure or risk.
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CHAPTER 8
INTELLIGENCE SUPPORT OF ELECTRONIC WARFARE OPERATIONS

EW is an IEW function that plays a critical role in the AirLand
Battle. Intelligence support is essential to maximize the effectiveness
of EW operations. This chapter describes how intelligence supports EW
operations.

There is a special relationship between EW operations and
intel | igence. EW, situation development, target development, and CIl are
the four major tasks of the IEW mission. ESM, one of the three EW
functions, supports both situation and target development. EW operations
are not unique, however, because they require intelligence to be
successful and also result in the acquisition of additional intelligence.
Both maneuver and FS operations share this characteristic. EW is most
effective when integrated and employed with FS and maneuver. Planning
this integrated employment requires information that permits a comparison
of the courses of action open to the commander. Sources of intelligence
that provide support to EW operations and describe the intelligence used
for specific EW functions are outlined below.

EW requires careful staff coordination to be effective. This includes
coordination within the staff as well as coordination with the MI unit
executing the plan. The interactions involved are very similar to those
seen in target development. The G3, in coordination with the G2 and the
MI unit, is responsible for the integration of ECM into the fire and
maneuver scheme. The synchronized use of ECM and lethal attack requires
the electronic warfare section of the G3 to coordinate closely and
constantly with the FSE. To do this, the EWS and the FSO will often be
collocated. ESM are also carefully coordinated between the G2 and the MI
battalion. The G2 ensures the ESM efforts are matched to the commander’s
PIR and targeting requirements. As these requirements change, the G2
coordinates with the MI unit to update collection efforts.

INTELLIGENCE COLLECTION TO SUPPORT ELECTRONIC WARFARE

The collection of intelligence to support EW is a multidiscipline
effort. HUMINT, IMINT, and SIGINT all contribute to the support of EW
operations. HUMINT provides invaluable information, such as captured
enemy communications-electron ics (C-E) operation instructions or an
agent’s photograph of an enemy code book contents.

IMINT provides location information important to jamming or intercept
attempts and accurate data on the probable frequency ranges of enemy
emitters. The size and shape of emitter antennas obtained from imagery
provide indications concerning frequency data and other technical
characteristics. A picture of an enemy CP or operational weapons site
provides information about which types of emitter signals, both
communications and noncommunications emissions, are associated with each
other and with specific enemy deployments or weapon systems employment.
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This information permits complex node analysis and parametric analysis of

intercepted signals. This type analysis contributes to SIGINT support of
EW.

Since SIGINT deals directly with information obtained from intercepted
enemy signals, it provides the greatest volume of intelligence support to
EW operations. SIGINT include the same functions as ESM. The Drimary
difference between ESM and SIGINT is how the information is used’,
Generally, ESM produces combat information that can be used for target
development (jamming and FS), maneuver, or threat avoidance with little
systematic analysis or processing. SIGINT requires more extensive
processing to produce intelligence. ESM and SIGINT are mutually
supporting. Information collected through ESM is processed to produce
SIGINT, which is essential to support EW. See FM 34-40, Electronic
Warfare Operations, for a complete discussion on conducting EW operations.

THE EFFECTS OF TERRAIN AND WEATHER ON ELECTRONIC WARFARE

Signal propagation is affected significantly by terrain and
atmospheric conditions. An analysis of these effects is included in any
successful EW planning. The IPB techniques described in Chapter 4 of
this manual and further discussed in FM 34-130, Annex F, provide a useful
tool for evaluating and graphically displaying the effects of the terrain
on EW operations. The analyst creates templates to depict possible enemy
deployment of electronic systems for C° reconnaissance, TA, and REC.
The analyst then compares the effects of the terrain on the employment of
these assets based on a knowledge of signal propagation principles.
Templates depicting locations of friendly ECM and ESM assets and knowledge
of their capabilities also are used to help select friendly EW assets for
employment against specific targets and indicate potential future
deployment sites.

INTELLIGENCE REQUIRED FOR ELECTRONIC WARFARE SUPPORT MEASURES

The requirement to intercept, identify, and locate the sources of
Threat electromagnetic emissions demands an extensive Threat electronic OB
data base. Intercept operations require detailed intelligence on enemy
frequency allocation and signal operating procedures. Identification is
assisted by a knowledge of operating procedures; language recognition, to
include special ized jargon, dialects, and code words; technical parameters
of signals associated with specific functions or echelons; and the
collocation of several types of emitters in a recognizable pattern which
can be associated with a type of function or deployment. DF provides
location data for ESM. As information is collected through ESM and used
to support ECM, it also is compared with and integrated into data base
information to be used for future ESM collection.

INTELLIGENCE REQUIRED FOR ELECTRONIC COUNTERMEASURES

Jamrning and electronic deception operations depend on current ESM data
and all the intelligence required for successful ESM operations. Target
receivers are jammed if LOS considerations permit it and the known
frequency on which it is operating is capable of being jammed by friendly
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ECM assets. However, indiscriminate jamming of target receivers is not
the most efficient use of ECM assets. The most effective jamming

requires information on the enemy’s C° system so that the effects of
disrupting a particular communications link is anticipated. This expected
effect then is integrated into the commander’'s scheme of fire and
maneuver.

Electronic deception operations depend heavily on intelligence. Both
manipulative and simulative electronic deception require intelligence on
the Threat SIGINT and ESM capabilities and a knowledge of friendly
emission patterns and profiles. It would serve no purpose to simulate a
friendly C®’net or radar surveillance system if the opposing force
cannot intercept or recognize these transmissions. Even the most simple
imitative communications deception attempt, one designed to fool the
operator of a clear voice net for only a few minutes, requires some
knowledge of the target station’s identity and the purpose of the net. A
more sophisticated effort, one designed to confuse an enemy decision
maker, requires not only detai led knowledge of the enemy communications
system but also intelligence concerning the enemy decision-making process.
If the deception effort involves intrusion into or imitation of an
encrypted signal, the intelligence support may require an extensive
multidiscipline effort. See FM 90-2A (C), Electronic Deception, for
detailed discussion on electronic deception operations.

INTELLIGENCE REQUIRED ELECTRONIC COUNTER-COUNTERMEASURES

ECCM is divided into those measures designed to counter both ESM and
ECM. The anti-ESM effort requires much of the same intelligence support
required by manipulative and simulative electronic deception. The primary
intelligence required concerns the enemy SIGINT and ESM capability
evaluated in terms of the assessed vulnerabilities of friendly systems to
such efforts. The counter-SIGINT effort requires technical information
on the capabilities of enemy jammers and any intelligence on the
capability of opposing forces to accomplish electronic deception.

FM 34-60 provides detailed doctrine on counter-SIGINT operations. Threat
doctrine on deception and information on the availability of the equipment
necessary for Threat forces to implement deception activities is
important. Multidiscipline intelligence efforts to obtain information on
enemy ECM equipment before it is deployed is necessary if effective
counter-countermeasures are to be established.
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CHAPTER I3
COUNTERINTELLIGENCE ANALYSIS

Because the hostile intelligence collection threat arraved against US
Forces and agencies is multidiscipline, Countering tnat threat aiso must
be multidiscipline. Such an approach recognizes the need for a single
program which counters all Foreign Intelligence Services collection as
well as an analysis capability to bring it all together. The
multidiscipline counter intelligence (MDCI) analytical effort is dependent
upon information provided by the all-source intelligence system. It s
found at various echelons of command. Specifically--

°The Cl analysis section (CIAS) at division and corps,
°The Cl analysts within EACIC at theater Armv commands.
‘The intelligence and threat analysis center (ITAC) at DA.

MDCI analysis is by no means exclusive to Army agencies, but is a
crucial activity of DOD. MDCI analysis operates through the DIA, and
other federal agencies such as the CIA and the FBI. Highly trained,
experienced, and skilled specialists perform MDCI analysis using the
latest technology and modern methods of directing, processing, and
disseminating.

The Cl analyst uses the tools and skills identified in this chapter
and Chapter 4, and as described in detail in FM 34-60. The intelligence
analyst focuses on “how we see the enemy”; the Cl| analyst focuses on this
and “how the enemy sees us.” The Cl analyst must also focus on how to
counter the enemy’s collection efforts. Where the intelligence analyst s
a subject matter expert on the enemy, the Cl analyst, in addition to
having an in-depth understanding and expertise on foreign intelligence
collection capabilities, must have a good working knowledge of the
friendly force.

The CIAS must be collocated to integrate information fully with the
ASPS. It must have access to all-source data that can be screened for CI
use.

The CIAS is under the staff supervision of the Assistant Chief of
Staff G2 and is found in the table of organization and equipment (TOE) of
the EACIC at theater level; the corps tactical operations center support
element (CTOCSE) at corps level; and the division tactical operations
center support element (DTOCSE) at division level . An all-source mix of
special ists is assigned to the CIAS to integrate their various skills and
produce the MDCI analytical products required by the commander at each
echelon. CIAS products are critical to the function of the G3 OPSEC and
deception cells,

The CIAS mission is a diverse and all-encompassing MDCI analytical
effort. The CIAS:
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*Analyzes the multidiscipline intelligence collection threat
targeted against friendly forces.

°Assesses enemy intelligence collection threat vulnerabilities and
susceptibility to friendly deception efforts.

‘Supports friendly vulnerability assessment.
°Along with the G3 OPSEC staff element, develops, evaluates, and
recommends countermeasures to the commander. These countermeasures

reduce. eliminate, or take advantage of friendly force
vulnerabilties.

‘Supports rear operations by identifying collection threats to rear
area units and installations, to include low level agents

responsible for sabotage and subversion.

Nominates targets for exploitation, neutralization, or
destruct ion.

‘Develops and maintains a comprehensive and current MDCI data base.

‘Tasks friendly intelligence collection resources through the CM&D
section.

The CIAS focuses on hostile HUMINT, SIGINT, and IMINT collection.

COUNTER HUMAN INTELLIGENCE COLLECTION

Working in a concerted MDCI environment, counter human intelligence

(C-HUMINT) analysts incorporate their efforts into the overall CIAS MDCI
analysis product. C-HUMINT analysis includes:

O Analyzing and assessing the espionage, terrorism, subversion,

treason, sedition, and sabotage threat.

Analyzing enemy HUMINT collection capabilities and activities, and
further analyzing how those collection capabilities can affect the
friendly command.

Analyzing level | (enemy controlled agents or partisan collection)
and level Il (diversionary and sabotage operations conducted by
unconventional forces) threats.

Recommending countermeasures and deception.

Nominating targets for exploitation, neutralization, or
elimination.
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COUNTER SIGNALS INTELLIGENCE COLLECTION

Working in a concerted MDCI environment, counter signals intelligence
(C-SIGINT) analysts incorporate their efforts into the overall CIAS MDCI
analysis product. C-SIGINT analysis includes:

°Analyzing and assessing enemy SIGINT col lection capabilities and
activities.

°Comparing enemy collection systems capabillites against friendly
targets.

‘ldentifying, analtyzing, and assessi ng friendly electronic patterns
and signatures.

‘Analyzing friendty vulnerabilities against enemy SIGINT collection
efforts.

‘Subsequently recommending countermeasures and deception.

‘Nominating enemy SIGINT targets for exploitation, neutral ization,
or destruction.

COUNTER IMAGERY INTELLIGENCE COLLECTION

Working in a concerted MDCI environment, counter imagery intelligence
(C-IMINT) analysts incorporate their efforts into the overall CIAS MDCI
product. C-IMINT analysis includes:

‘Analyzing and assessing enemy imagery collection capabilities and
activities, to include-groumdr, and space threat systems.
Threat systems include anything from hand-held cameras, to satellite
platforms or fixed- or rotary-wing aircraft and unmanned aerial
vehicles (UAV).

‘Measuring enemy co | lection systems against friendly targets.
‘ldentifying, analyzing, and assessing friendly patterns,
signatures, and vulnerabilities for subsequent development and

recommendation of countermeasures and deception.

‘Nominating enemy IMINT systems for exploitation, neutralization,
or destruction.

OTHER INTELLIGENCE SUPPORT TO CI ANALYSIS.

MDCI cannot be conducted without the support of all three intelligence
discipl ines--SIGINT, HUMINT, and IMINT. These disciplines are used to
collect critical information on enemy collection, analysis, and
dissemination systems. Analysts extract the information from the
al I-source data base within the CIAS to determine enemy collection
capabilities and operations. These systems, coincidentally, collect a
great deal of intelligence on friendly forces. This intelligence is vital
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in evaluating friendly profiles and thereby determining their
vulnerabilities. If the situation warrants, Cl analysts can task friendly
collection systems to specifically collect intelligence on friendly forces
for the CIAS through the CM section.

The Cl mission mandates a wide range of functions and tasks that are
accomplished in peace and at all intensities of conflict. Cl operational
activities perform such functions as investigations, operations, and
collection. Their products are of great value to the MDCI analyst. To
get the CI operational reports, the CIAS closely interfaces with the CM&D
section to identify those items of Cl interest coming into the CM&Dfrom
operational Cl personnel . The CIAS must task and receive answers to those
taskings through the CM&D section.

ANALYTICAL PRODUCTS

Each of the specialties assigned to the CIAS has individual
responsibilities and skills which enable the production of
single-discipline analysis products. When these products are combined
into a comprehensive product, an MDCI product emerges. The CIAS then uses
the MDCI product to nominate targets for exploitation, neutralization,
destruction, or elimination. The MDCI products also provide OPSEC or
deception planners with critical information required for their
operations. Various specialists within the CIAS create the products
discussed in the following paragraphs.

Counter Human Intell igence Products

C-HUMINT analysts maintain the C-HUMINT data base. Usj ng this data
base, they produce:

‘Association matrixes.

Activities matrixes.

‘Time event charting.

‘HUMINT communication diagrams.

L inkdiagrams.

‘"HUMINT situation overlays.

‘HUMINT-related portions of the threat assessment.

‘Black, gray, and white lists.

The analytical techniques used in HUMINT analysis enable the analyst
to visualize large amounts of data in graphic form. These analytical
techniques, however, are only tools used to arrive at a logical and

correct solution to a complex problem; the techniques themselves are not
the solution.
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There are three basic techniques (tools.) used as aids in analyzing
HUMINT-re fated problems. They are time event charting, matrix
manipulat ion, and link diagraming. Used together, these techniques are
criticalto the process of transforming diverse and incomplete bits of
seemingly unrelated data into an understandable overview of an exceedingly
complex situation. See FM 34-60 for detailed discussion on these
techniques.

Counter Signals Intel | igence Products

C-SIGINT analysts maintain the C-SIGINT data base. Using this data
base, they produce:

‘Threat fixed-base SIGINT matrixes. These are developed from the
enemy collector characteristics data base and the threat fixed
station data record.

°Mobile SIGINT matrixes. These are developed from enemy collector
characteristics data base and threat OB and location data records.

°A system quick-reference matrix, providing a quick-reference of
capabilities and limitations of those SIGINT systems which will most
likely threaten that portion of the friendly command for which the
analyst is responsible. This matrix is developed through
manipulation of the data base to gain quick access to information
concerning those systems which are the most likely threats to the
corrrnand.

°SIGINT direction charts, portraying areas or targets of threat
SIGINT concentrations. This is accomplished through integrating the
EEOB overlay with the friendly electromagnetic overlay to determine
areas susceptible to collection.

°SIGINT situation overlays. These are a continuous graphic update
of the EEOB which depicts known or suspected threat SIGINT or REC
positions. These overlays are continuously compared with the
friendly electromagnetic overlay to identify susceptibility to
collection.

°SIGINT-related portions of the threat assessment.
Counter Imagery Intelligence Products

C-IMINT analysts maintain the C-IMINT data base. Using this data base
they produce:

‘Threat SATRAN matrixes. (The definition for SATRAN is classified.
See FM 34-60A for explanation.) These are designed to identify when
and where a system is active and also show the collection
characteristics of the system.
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*Threat intelligence collection flight matrixes. These are similar
to the SATRAN matrix, but are concerned “with other platforms used by
the threat. Tracking these collection systems continuously allows
the analyst to analyze threat IMINT collection patterns.

°System component quick-reference matrixes, including threat
system’s capabilities and processing times. This file is a part of
the data base which equates to an OB file on threat IMINT systems.

‘IMINT situation overlays. These overlays are the paths from the
SATRAN and threat intelligence collection flight matrixes depicted
on the friendly operations graphics. This identifies areas
susceptible to collection.

‘IMINT-related portions of the threat assessment.
COLLECTIVE CIAS PRODUCTS
The CIAS collectively prepares MDCI analytical products, jncjudjng:
‘Rear operations IPB (ROIPB) products.
‘MDCI graphic summaries (MDCISUM).
‘MDCI threat assessments.
‘MDCI situation overlays.
‘MDCI estimate.

Chapter 3 of FM 34-60 includes a detailed description on how a CIAS
functions and details how to prepare single discipline and MDCI products.

The individual products of C-HUMINT, C-SIGINT, and C-IMINT analysts
become the analytical tools used to produce the MDCI collective products.
A brief description of each collective product follows.

Rear Operations Intelligence Preparation of the Battlefield

IPB is an analytical tool used throughout the MI community. When a
greater need for intelligence support to rear operations surfaced, the IPB
process evolved into a new dimension and ROIPB surfaced. However, ROIPB
is not confined to the geographical boundaries of the rear area alone. In
addition to analyzing information of the enemy collection threat located
above and beyond the FLOT, it looks at the total friendly AO from the FLOT
back. It does not dupl icate the IPB efforts of the ASPS, but rather
complements their efforts. To avoid duplication, the CIAS must closely
interface with the ASPS.

Like IPB, ROIPB is key in preparing for the next battle. Dur ing
peacetime, ROI PB builds an extensive data base for each potential area in
which threat i ntelligence collectors or battalion size or smaller units
might operate, It analyzes this intelligence base in detail to determine
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the impact of enemy, weather, and terrain on operations and presents it in
graphic form. It has the added ingredient of assisting in the assessment

of friendly courses of action from the enemy’s perspective.

Like IPB, ROIPB graphics can assist the commander in identifying
targets as they enter the battle area. ROIPB and IPB threat evaluation
and integration use the same analytical technique: templating. ROIPB
templates are similar to IPB templates in the MBA. ROIPB templates
provide a comparative intelligence data base that enables the CIl analyst

to graphically portray enemy intelligence collection and small unit
capabilities; depict probable courses of action before and during the

battle; and confirm or refute predictions. Like IPB templates, ROIPB
templates are dynamic and require continual review. For additional
details concerning RIOPB see FMs 34-130 and 34-60.

Multidiscipline Counterintelligence Summary

The MDCISUM is a graphic portrayal of the current enemy situation from

a Cl point of view. It graphically displays known enemy collection units,
as well as level | and Il threats within the friendly area. TheMDCISUM
ordinarily covers events within a 12-hour period. It portrays friendly

targets which have been identified as potential enemy objective during the
specified time frame. A clear and concise legend appears on each MDCISUM
which contains: time period covered by the MDCISUM, map reference
information, and symbols clearly identifying friendly and enemy
information. Figure 9-1 shows a sample MDCISUM.

The use of-colors enhances an MDCISUM: but once reproduced, the
disseminated product is black and white. Therefore, use dots, dashes, and
slashes to ensure consumer understanding; explain these symbols in the
legend. Subsequent MDCISUMs will not repeat information contained on
previous MDCISUMs unless that information is critical to the current
MDCISUM.

Multidiscipline Counterintelligence Threat Assessment

The MDCI threat assessment is a four-paragraph statement which is
publ ished as often as necessary and when significantly changed, depending
on the situation and the needs of the commander. As a general rule, the
MDCI threat assessment is disseminated through CM&D with every third or
fourth MDCISUM. The MDCI threat assessment provides justification for
MDCI target nominations, a primary goal of MDCI analysis. Figure 9-2
shows an example of the format and substance of an MDCI threat assessment.

Multidiscipline Counterintelligence Situation Overlay

The MDCI situation overlay is a composite of the functional area
overlays prepared by the subject matter experts assigned to the CIAS. The
MDCI situation overlay incorporates the most important information from
each of the other overlays. The functional area overlays serve as
‘<working” overlays, while the MDCI overlay is the master overlay and
serves as the briefing overlay. It should be ready for briefings at all
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Partisan sabotage attack from _to
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SPETZNAZ, from __ fo

O Suspected landing zone
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=
(\Jj\) Unit receiving jamming from to Espionage agent, from ___to

’

Figure 9-1. Sample graphic MDCISUM.
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1. ENEMY ACTIVITY DURING PERICD TO (Li8T D7Gs)

A. HUMINT: Summarize al! known HUMINT activity during report:ng
period in one paragraph. Compiie data from HUMINT situation over:ay,
matrixes, link diagrams, anrd MDC!SUMs.

B. IMINT: Sunmmarize ai! known IMINT activity during the report:ng
period in one paragraph. Compiie data from IMINT situation overiav,
matr ixes, pattern and anaiysis charts, and MDCiSUMs.

C. SIGINT: Summarize all known SIGINT activity during the reporting
period in one paragraph. Compiie data from SiGINT situation overiay,
matrixes, direction charts, and MDC:iSUMs.

D. OTHER: Summarize all other enemy activity that :s not aiready
addressed using the same analvtical toocis.

2. INTELLIGENCE DAMAGE ASSESSMENT FOR TkE PERIGD 70 (LiST
TGs)

Briefiy assess the inte!ligence damage to the friendiy units for which
the assessment is being prepared. Assesesment is based on eremy collection
activities that were traced, anaiyzed, anc reported in MDCISUMs and were
measurec against the friendiy force operations orofiie and countermeasures
impiemented by the frienagiy force. Coercination with G3 OPSEC staff
eiement is essential in preparing this paragraph.

3. PROJECTED ENEMY ACTIVITY ASSESSMENT FOR THE PERIOD T0
{(L1ST DTGs)

A. HUMINT: Using the same analyticai tools :dentivied in paragraph
1A, above, plus [PB, project or assess enemy HUMINT activity for the next
reporting period.

B. IMINT: Using the same analyticai tools identified in
paragraph 1B, above, pius IPB, project or assess enemy IMINT act:vity for
the next reporting period.

C. SIGINT: Using the same analytica! toois identified in paragrach
1C, above, plus IPB, project or assess enemy SIGINT activity for the next
reporting period.

D. OTHER: Using the same analytical tool!s identified in paragraph
1C, above, pius IPB, project or assess alil other enemy activity for the
next reporting period that is not otherwise addressed in the HUMINT,
IMINT, or SIGINT assessments.

4. TARGET NOMINATIONS:

A. EXPLOITATION: Using aforementioned information ana all other MDCi
analytica! toois, identify any targets worthy of expioitation. Provide

Figure 9-2. MDCI threat assessment.
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reccrmended time frames, iocaticns, methode of exnicitation,
sustification, and ‘any other pertinent data.

8 NEUTRALIZATION Using afcrementioned information and a!! other
MOC: ansiyticai toois, identify any targets worthy of neutrai:zat:on
Frovice recommzrided time frames, methods of neutratization, locations,
Jjustification, and-any cther pertinent data. .

C. DESTRUCTICON OR EXPLOITATICGN: Using aforementionecd information anc

a!i other MDC! aralytica: teco's, identrfy any targete wortny of
destruct:on or eiimination. Provice recommendec metnods for engagement.
time frames, iccations, justification, and any other pertinent data.

NOTE: A:i target nominations must have GZ or G3 aobrova! before
dissemination or presentation to the commander or designatec
reoresentative for decision. Coordination with EDD:OD"’atE eiemen
consistent with type nomination, is essentiail.

(2
(7]

__ --—- R e __a #_

Figure 9-2. MDCi threat assessment (

ll . Y

Or

CLASS IFICATION
Headqyartérs
Place i
Date, Time, and Zone
MDC! Estimate Number
References: Maps, charts, or other documents.
Mission: The r
2. The Area of operaticns: Summarizes the analysis of the AQ.
a. Weatner: |
(1) Factors. Inciude light dats and either a weather forecast or

climatic information, as appropr.ate. Use appendixes for graphic
representation or weather factors ana other detailed 1ﬂformat on.

{(2) Effect on enemy courses of action. Discuss the effects of
weather on possib.e -enemy courses of action (for example, sabotage,
subversion, raids, air operations) in terms of mob.lltv, conceaiment, and

iogistic =ustain=b !:t". Disguss in terms of level | or !! threat, and
enemy all-source elligence coilection operations.

b. Terrain:

(1) Existing situation. Use graphic representatives where
possibie especiaily in regard to cover, conceaiment, anc iogistic

Figure 9-3. MDCI estimate.
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sustainabiiity. Usg annexes for detailed- information. information
cover ing observation, fieids of fire, obstacies, key terrain, and
sporcaches to the prchable target aid in determining insurgent terrain.
Aiso, consider graphics for crit:cai facilities and buildings.

hﬁ Ui eMeny COUrses or BCLi0n. UIiSCUSS (N Che sanme
manner as for effects of weather in-a(2) above. UDiscuss in detai! those
areas favorable and unfavorable to the levels of threat | or !| enemy
aif-source inteiiigence co!lection opportunities.

(3) Effect on own courses of action. Discuss in the same manner
as for effects of weather in a(2) above. Note the positive or detrimental
effects on response forces and defensive measures.

c. QOther characteristics. Inciude in subparagraphs any of the
foilowing factors or characteristics which are pertinent to friendly area
activity (emphasis on rear area): population, ethnicity, religious makeup,
iiteracy rate, medica! considerations, economic stabiiity, transportation,
mass media, public services, and current.poiitica! situation.

3. Enemy situation. Information on the enemy which will permit later
cevelopment of enemy capabilities and vuinerabilities and refinement of
these capabiiities into specjfic course .of action and their adoption.

) a. Dispogition. Reference may'be'made to overliays, enemy situation
maps, or previously published documents. Location of potential threat

forces may be difficuit to pinpoint, but the greater the detai!, the more
thcrough the analysis. Separate by level and type of threat (that is,
combat (ievei i and il threats) or intelligence).

b. Comoosition. Summary of the OB of conventional level | and |}

threats, inteiligence collection units and elements, and the structure or
organization of paramilitary and/or terrorist groups. Separate by levei..
and type of threat.

c. Stirength. The purpose of this I:strng is to assist in developing
enemy capabi! utles and vulnerabilities. Conventional and intelligence
threats are discussed as in a regular nntelllgenceﬂestlmate. Terrorist,
paramilitary and other threats need to be assessed based on support from
populace, monetary base, supplies, armament, personnel, and any other
pertinent considerations. Subparagraphs should be used to address the
different threats. Separate by leve! and type. of threat..

d. Recent and present significant activities. Jtems of information
are listed to provide bases for analysis to determine relative probability
of adoption of specific courses of action and enemy vulinerabilities.

Enemy failures to take expected: actions are listed as well as positive
information. Such a discussion shouid include recent all-source
collection activities, terrorist actions, and other indications.

e. Pecul iarities and weaknesses. For conventional and intelligence
coliection threats, discuss as in an intelligence estimate. For

Figure 9-3. MDCI estimate (continued).

9-11




terrorist, paramilitary, or other unconventional threats, discuss such
pertinent information as leadership (key personalities), equipment,
finances, and relations with the local populace

a. Enumeration. State what, when, where, in what strength, and by
what method for each enumerated threat.

b. Analysis and discussion. Each enumerated threat is discussed in
terms of indicators of adoption or rejection. The intent is to assess the
likelihood of a given threat taking a given action. This paragraph must
consider all information previously recorded in the estimate. Some
threats may not have any indicators of rejection |isted due to
insufficient data.

5. Potential enemy targets. Based on all previous information and
analysis, develop, to the extent possible, a listing of potential enemy
targets. Identify, at a minimum: target identity, capability, location or
projected location, and projected intentions. Ascertain if targets can be
exploited, neutralized, destroyed, or eliminated. Use subparagraphs
and/or annexes as needed.

6. Conclusions.

a. Effects of AO on own courses of action. Indicate weaknesses in
ability of response forces to react and in defensive measures.

b. HVT analysis based on the CARVE format (criticality,
accessibility, recuperability, vulnerability, and effect). Such targets
range from bridges to friendly units, public services, and key
facilities. Complete for both friendly and enemy targets.

c. Probable enemy courses of action. Courses of action are listed in
order of relative probability of action. However, insufficient data may
only permit the probable level of threat for a given target.

d. Enemy vulnerabilities. List the effects of peculiarities and
weaknesses that result in vulnerabilities that are exploitable.

Annexes (as required): Annexes may include graphic analysis products
which support the estimate such as link diagrams, association matrixes,
ROIPB products, or black, white, and gray lists distributed to units
requiring them.

CLASSIFICATION

Figure 9-3. MDCI estimate (continued).
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times. Ordinarily, the C!AS operations NCO is responsible for maintaining
the overlay; however, its preparation is a collective effort of all
members of the CIAS.

MULTIDISCIPLINE COUNTERINTELLIGENCE

The CIAS identifies the multitude of intelligence collection
capabilities of adversaries on the battlefield. it then narrows the
capabilities as accurately as possible to the actual collectors within an
area, their targets, and the collectors technical characteristics. The
CIAS also provides information to the battlefield deception (BAT-D) staff
on the characteristics of friendly equipment so that an “as close as
possible”’ replication of a friendly force is displayed to enemy
collectors. This is done during the development of the deception story in

the planning process.

On today’s technical battlefield, the friendly force assumes that
hostile collectors are analyzing friendly patterns of C°to find HVTS.
In friendly communications, mostly secure, the enemy must locate the
communications externals that identify specific units or nodes. In
electronic deception, these communications externals are replicated down
to and including specific anomalies in friendly transmissions. Currently,
analysis of such signals parameters is extremely difficult. C-SIGINT
analysts research technical bulletins, coordinate with C-E staff members
and maintenance personnel to collect this information as accurately as
possible for the deception staff. As friendly deception equipment evolves
into the future and becomes more sophisticated, friendly capability to
provide the needed detail of support also must expand.

BAT-D elements become one of the main consumers of the integrated MDCI
products. They use the MDCI estimate and graphic summary to determine
where best to execute deception based on the collection effort.

Specific needs and requirements for BAT-D are passed through G3
channels to the CM&D at each echelon. The CIAS researches its data base
to satisfy these needs with existing intelligence information. If the
CIAS cannot satisfy the requirement immediately, it is validated and
returned to the CM&D for appropriate tasking and requirements management.
When the information is finally collected, it is passed through the CM&D
to the CIAS for analysis and product development. It is then passed to
deception planners so they can develop deception plans or execute the
deception mission.

Since adversaries change the focus of intelligence collection as often
as necessary, the CIAS analyzes its efforts continuously and passes the
changes to the deception cell rapidly. This enables deception personnel
to change focus and evaluate their effectiveness.

INTELLIGENCE SUPPORT TO COMBATTING TERRORISM

Terrorist activities are an ever-increasing threat to Army units.
personnel, equipment, and operations, in peacetime and during conflict.
Cl personnel play a major role in supporting the force protection mission
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through investigation, operation, and intelligence collection directed at
terrorist groups and activities. The CIAS has an additional analytical
role, using C-HUMINT techniques in this manual and fully explained in

FM 34-60.

The MDCI threat assessment is an effective product for providing
information to support the command force protection mission. The process
includes educating the force on the threat, evaluating past activities of
terrorists, maintaining a current data base, using pattern analysis, and
predicting future activities and incidents. The CIAS also recommends
offensive and defensive measures that may be effective in combatting

terrorism.

Combatting terrorism is a shared mission among all members of the
Army. The relationships between the operations staff, intelligence staff,
and military police must be “locked in” completely to be effective. There
are many other players who provide information to the process and to the
intelligence analysis mission. Using the techniques of C-HUMINT analysis,
the friendly goal is to track activities and associations, to predict the
next terrorism act, to determine who is performing the act, when and
where, and to get the information to decision makers who can do something
about it.
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CHAPTER 10
INTELLIGENCE SUPPORT TO COUNTERINSURGENCY

Recent history is characterized by the occurrence of numerous
insurgences in developing nations. The US government has taken the
responsibility to assist, upon request, selected emerging nations in
developing political stability, economic strength, and social progress.
Thus, the US may become involved in a LIC, either in an advisory and
assistance capacity or as a combatant. The analyst plays an important
role in all LIC operations including foreign internal defense and peace
keeping. The focus in operations such as these is different than in
counterinsurgency. Here the analyst is concerned with political questions
such as, “How can the people be made to support tha government?” and 'Who
is the enemy?”’

This chapter describes how information from all sources is analyzed to
produce intelligence to support counterinsurgency. LIC includes
counterinsurgency, but also foreign internal defense, peacetime
contingence ies, and terrorism counteraction. These last three areas are
beyond the scope of this FM.

When the level of US participation with a host nation is sufficient to
be considered a combined activity, a combined intelligence operation is
carried out. Combined intelligence operations facilitate more effective
collection and production capabilities. The host country provides
detailed knowledge and access to the populace, while the US Army provides
technical expertise, management, and advice. There are often varying
degrees of US and host nation cooperation.

The primary responsibility of intelligence personnel engaged in LIC is
to produce intelligence to support the prevention or defeat of an
insurgency. To defeat an insurgency, information is collected and
intelligence produced on virtually all aspects of the internal defense
environment. When insurgents are known to be receiving aid from an
external power, it is necessary to obtain information on the role of the
external power in the insurgency.

The target of the intelligence collection cycle (described in Chapters
1 and 2) for LIC differs from mid- to high-intensity conflicts only in its
application to the production of specific intelligence required for

counterinsurgency operations. In planning, for example, information is
not only needed on the armed insurgents but also on their underground
organization and their relations with the populace as well. In collecting
information, the local population represents one of the most lucrative
sources of information. In processing information into intelligence,
sociological, economical, and political requirements have equal or even
higher priority than conventional military needs. In addition to military

users, US, host nation, and allied governmental, law enforcement, and
intelligence agencies are valid users of intelligence products.
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SUPPORT OF COUNTERINSURGENCY OPERATIONS

A sound collection program and proper use of the various collection
agencies and information sources result in a very heavy volume of
information which flows into the intelligence production element. The
insurgent environment and its base area system and political and military
tactics dictate that intelligence requirements can only be met by
reporting minute detai Is on a great variety of subject areas. Each one of
these details appear unrelated to others and insignificant by itself; but
when mapped and chronologically recorded over long periods of time and
analyzed with other details reported, they lead to definitive and
predictable patterns of insurgent activity.

For example, as in a conventional conflict, IPB is conducted before
and continues throughout a LIC. IPB not only helps identify patterns of
insurgent activity, but helps use these patterns to predict future
actions. Appendix E, FM 34-130 fully addresses IPB in support of LIC.

Insurgents usually recognize their shortcomings in military posture.
The insurgent makes maximum use of the weather, the terrain, and the
population, employing secrecy, surprise, and simplicity. Combat plans and
orders are usually simple, comprehensive, and repetitive in order to be
executed by widely separated forces. Therefore, the insurgent’'s solution
to a problem is composed of a system or systems which together are
complex, but apart are independent, having simple, logical, and uniform
characteristics. In developing a pattern analysis or IPB products, it is
important to chart insurgent and friendly tactical actions. As actions of
friendly forces disturb the ’'environment and patterns of insurgent
activities, it forces the insurgent into unanticipated and unrehearsed
situations which can be exploited tactically. Comrnunications intelligence
(COMINT) is used to obtain direct insights into insurgent operations and
plans. IPB helps the intelligence analyst answer two basic questions:

*Where can we expect to find the enemy?
*Where can we expect not to find the enemy?

The data to be developed and compiled by subject matter varies
considerably with the intensity of the insurgent’'s operations. The types
of overlays and categories of subjects plotted, therefore, vary
extensively according to the needs. Using a graphic keying system and
color schemes on large-scale maps greatly facilitate data analysis when
superimposing transparent overlays.

INTELLIGENCE ESTIMATE

IPB provides a basis for the intelligence estimate. As with mid- and
high-intensity operations, IPB products are used extensively in the
estimate. There are, however, some significant differences from these to
estimates that support LIC in general and counterinsurgency specifically:
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‘Emphasis is placed on different parts of the estimate. The
mission statement, for example, may be more difficult to compose
because of the wide scope of low-intensity operations and their
relationships with the internal defense program.

‘Emphasis is accorded nontactical considerations, such as
psychological, political, sociological, and economic factors.

‘Factors are to be compared during the deliberative process.
Advantages and disadvantages of various courses of action may be
more complicated than when terrain, weather, and a visible, tangible
enemy are the chief factors to be considered.

The intelligence estimate for a LIC operation, as in any situation, is
based on all available intelligence and considers everything of
operational significance. See Appendix A for an example of a LIC
intelligence estimate.

The initial intelligence estimate helps to point out gaps in the
intelligence data base. These gaps are a basis for determining
requirements.

A basic requirement in low-intensity operations is a thorough
understanding of the target area. Knowledge of the target society
requires a complete understanding of the internal and external forces at
work, those supporting the integrity of the society, and those engaged in
subverting it. Only when these factors are thoroughly understood can
actions be effected. All available assets are used to provide this
intelligence.

Commanders, intelligence staffs, and analysts recognize the impact
that political, economic, and sociological factors have on tactical
operations of the insurgent and friendly forces. This applies even to a
very narrow, confined, and localized situation. Therefore, an intense and
continuing study of local history and developments, contemporary
personal ities, aspirations, and motivations is made. Because political,
sociological, and economic factors are overlapping and interdependent,
collation and interpretation of this data are extremely intricate and
seldom are reduced to a formula similar to OB for mid- and high-intensity
conflicts.

PROCESSING INFORMATION

Processing is the step in the intelligence cycle whereby information
becomes intelligence. It consists of recording, evaluating, integrating,
and interpreting. Chapter 2 describes information processing. Certain
considerations are unique to the internal defense environment. To
determine insurgent capabilities and courses of action and to provide the
intelligence needed for all facets of LIC, the intelligence analyst is
guided by an awareness of these considerations.
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RECORDING

As in mid- and high-intens ity situations, LIC requires large amounts
of information on a continuous basis which are promptly compared with
existing information and intel ligence to determine their significance. To
a large-degree, the extent of the recording effort depends upon the
insurgent activity in the area and the analysts available to maintain and
analyze the recorded information. All of the recording aids mentioned
below, however, serve a unique and useful purpose in the overall
intelligence production effort. Chapter 2 provides a detailed description
of the journal, journal file, intelligence files, and intelligence
workbook. Variations in recording devices which are unique to LIC occur
in the use of annotated overlays and working files.

Annotated Maps

Depending on the echelon of responsibility, the state of insurgent
activity in the area, and the degree of knowledge of the enemy, the
intelligence analyst requires at least two annotated maps: the incident
map and the insurgent SITMAP. Each of these recording devices normally is
a transparent overlay covering a large-scale topographic map of the area.
Unlike the workbook, which is maintained for individual use, the incident
and insurgent SITMAPS provide a ready guide for briefing the commander,
the civil authorities, or other interested parties. If activity in a
particular area is limited, consideration is given to the combination of
the two maps. Other annotated maps are valuable aids for recording
information, depending on the needs in a particular headquarters’ tactical
area of responsibility. These special purpose overlays include records
of--

°Mining and booby trap incidents.

‘Insurgent names or codes for local terrain features, such as
villages, areas, and trails.

‘Insurgent assassination or resource collection attempts.
°Other significant activity.

It may be necessary to enlarge, with significant detail, certa in Als,
either by drawing portions of the map to a larger scale, or by making a
mosaic from aerial photos. Past, present, and potential insurgent
activity must be visible with a detailed alnd thorough understandingd of the
environment. Comparison of the several annotated maps maintained often
assist the intelligence officer in estimating the enemy’s intentions and
capabilities or to establish trends.

Incident Map. The incident map or overlay provides historical cumulative
information on trends and patterns of insurgent activity. Properly
maintained, the entries enable the intelligence officer to make judgments
about the natuure and location of insurgent targets, the relative intensity
of insurgent interest in specific areas, insurgent control over or support
from the population, and potential areas of insurgent operations.
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Judgments concerning insurgent operations also require knowledge of
terrain factors and insurgent limitations.

insurgent Situation MaQ. The SITMAP or overlay is prepared as part of the
IPB process, and is modified as necessary by information from the incident
map. It is difficult to pinpoint insurgent installations and dispositions
with the same degree of confidence as in a conventional tactical
situation. The insurgents can displace on short notice, making a report
outdated before it is confirmed. While the SITMAP presents an uncertain
and hypothetical picture, composed less of firm information than of
reports of fleeting targets, estimates, and abstractions, it graphically
substantiates the trends or patterns derived from the incident map. The
analyst can then improve the economy and effectiveness of the R&S effort.

Trap Map. The trap map or overlay is used if the insurgent has a
capability for sabotage or terrorist action. Data is directly annotated
on the map on which the situation overlay is placed, or it can be kept
separately. This map portrays particularly attractive target locations
for insurgent sabotage or terrorism, such as road and railroad bridges,
communications centers, theaters and assembly halls, and places where the
terrain favors ambushes and raids. Such areas are identified and analyzed
as part of the area study. They are plainly marked on this map with
attention directed to possible insurgent access and escape routes.
Photographs which are keyed to the map also supplement this effort.

Population Status Map. This consists simply of an overlay to the SITMAP.
Essentially, this map portrays the attitudes of the population, whether
disaffected, loyal, or doubtful. Colors are used effectively to designate
these conditions.

Personalities and Contacts Map. What is known initially about the
insurgent situation primarily is information concerning locations and
activities of individual agents of espionage, agitation, organization, and
liaison. The appearances, movements, meetings, and disappearances of
these agents are recorded on a personalities and contacts map or overlay.
A large-scale map is required (a city street map or town plan if an urban
area is involved). Deviations from regular patterns of movement are
detected in this manner. Depending upon the number of personalities under
surveillance, the regularity of their habits, and the variety of reports
received on them, it is necessary to maintain a separate overlay for each
subject. OId overlays are filed for comparison. Each agent’'s route is
portrayed in a different color, and regularly traveled routes
distinguished from new routes. Observations are dated and incidents noted
by symbol. Depending upon the amount of insurgent activity, this map is
combined with the incident map.

Working Files

The intelligence worksheet and the annotated maps serve to isolate
problem areas and formulate relationships between items of information and
intelligence collected. Extensive research material is required, however,
to analyze these problem areas. in the early phase of an insurgency, the
insurgent leader is building an organization. The leader’'s organizational
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procedures and tactics, therefore, are unique, and familiarization
requires the intelligence officer to study personal ities and incident
analysis. Extensive working files, such as the insurgency analysis
worksheet, hot files, current propaganda and psychological operations
(PSYOP) file, personality and organization files, area study files,
civil-military operations file, and resource reference files are
established and maintained. Figure 10-1 shows an insurgency analysis
worksheet.

1. US objective (immediate, short-term, long-term).
2. Nature of society.

a. Social, economic, political, and security conditions.

b. Causes of discontent.

c. issues.

d. Groups (segments of the population) and forces (groups trying to influence the action of the others).

e. Variables likely to influence the level of violence (coercive potential, institutionatization, facilitation, legitimacy of
the regime).

3. Nature of insurgency.

a. Leadership,

b. Objectives.

¢. Organization.

d. Target groups.

e. External support.

f. Timing.

g. Mass support.

h. Relationship to legitimate political process.
1. Use of violence.

J. Urban or rural base.

~»
by

Nature of government.

a. Objectives.
b. Description of counterinsurgency.
¢. Evaluation of counterinsurgency.

(1) Balanced development, neutralization, and mobilization programs.

(2) Preemptive and reinforcing aspects of counterinsurgency strategy.

(3) Adherence to operational guidelines.

(4) Evalustion of each counterinsurgency program In terms of likely iImpact on each segment of the population.

US response.

a. Possibie courses of action.
b. Evaluation of each course of action.
¢. Recommendation.

Figure 10-l. insurgency analysis worksheet.
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Insurgency Analysis Worksheet. The insurgency analysis worksheet helps
identify information and intelligence needed to satisfy the PIR and IR. It
also provides a guide for analysis of a LIC environment.

Hot File. The hot file is the most important working file. It includes
all available material pertaining to an incident or groups of possibly
related incidents that are of current interest. This file contains
material on persons or places likely to be involved in insurgent activity,
together with material on agents or suspects who may be involved. A
reported sabotage plot, for example, could initiate a hot file. The hot
file remains active until the report is refuted, the incident occurs, the
attention of the insurgent is diverted elsewhere, or friendly interest
priorities change.

Current Propaganda and PSYOP File. If propaganda constitutes a major part
of the insurgent effort in the area, a current propaganda and PSYOP file
should contain all pertinent literature, background material, and analyses,
to include copies of propaganda speeches and analyses of local grievances
being exploited or subject to exploitation by the insurgents.

Personality and Organization Files. A local file is maintained on each
insurgent personality. If surveillance is carried out by the local police,
basic identifying and biographical information can be transferredfrom
police dossiers to a card file. This card file helps train friendly
surveillant to recognize key personal ities on sight. The organiziation
section of this file includes information on the history and activities of
the insurgent organization’s fronts, other subversive or suspected groups,
and their officers, overlapping directorates, memberships, and liaison
among these organizations. Figure 10-2 shows the format for a personality
card file.

Area Study Files. Area study files contain up-to-date and pertinent data
in the geographic, political, sociological, economic, and cultural fields.
In low-intensity operations, even the lower echelon tactical commander,
particularly when operating in the same general operational

area over extended periods of time, has a definite requirement for such
information. The intelligence staff officer should, therefore, have ready
access to such data. The topical breakdown of such files concerns events
and activities of continuing significance. Thus, for example, if rice is
the basic staple in an economy, the topical breakdown includes files on
rice production, distribution and marketing, price levels, and black
marketeering and pilferage activities. Since this key economic indicator
has continuing influence on friendly military operations as well as on the
insurgent forces who depend on this staple for survival, careful analysis
of this data over a period of time provides patterns based on which
insurgent actions are anticipated and their capabilities predicted.

Resource File. A resource file includes all material which is of

importance but are not of immediate value. It includes inactive incident
files, inactive personality and organization files, and photography. The
latter material is particularly useful. Air or ground photographs of

places of interest are arranged chronologically by location and made
readily available for use with hot files, incident maps, and trap maps.
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COLOR
CODE

PF
NO.—

SURNAME: FORENAME: SEX:

ALIAS(ES): NATIONALITY, RACE OR TRIBE: DOB:
RELIGION: NATIONAL IDENTITY REFERENCE:
PERSONAL DETAILS DESCRIPTION ORGANIZATION
ADDRESS(ES): HEIGHT: (USE PENCIL ONLY)
POLITICAL ORG:
WEIGHT:
FAMILY: HAIR:
EYES: MILITARY ORG:
OCCUPATION: ACCENT:
DIST CHAR: POSITION OR RANK:
VEHICLE(S): ADDITIONAL INFORMATION SKILLS:
WEAPONS: ASSOCIATES:
ADDITIONAL INFORMATION ASSOCIATES (CONT)
(CONT)
PHOTO

DATE IFIELD OR PAGE NO|BRIEF DESCRIPTION|DATE | FILE OR PAGE NO | BRIEF DESCRIPTION

Figure 10-2. Personality card file format.
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Reference Material. A library is maintained of reference publications,
such as manuals on doctrine, tactics, and methods; books on the area and
on the insurgent threat; files of newspaper and magazine clippings; and
any other material which is of use. This material is kept at a central

library serving the entire staff or located at an area coordination
center.

Coordinate Register. The coordinate register is a valuable analytical
tool , and method to store information during LIC situations. It
illustrates activity in a particular area over a period of time, and s
compact enough to be carried with ease. Each page represents a specific
geographic area or town that the S2 determined. The coordinate register
has two types of pages. One has written entries to record insurgent
activity with space for the S2 to add comments. Figure 10-3 shows a
sample written-entry coordinate register, applicable to a LIC.

ITEM TIME COORDINATE ACTWITY NOTES
1. 150930 XK345678 MG harasses site position patrol south
of site

2. 152230 XK348672 farmer reports 10
guerrillas moving
south

3. 200140 XK348678 1 individual with increase friendly
binoculars seen surveillance vic. of site
observing site

. Y e o Bemn - aba memiapas
Figure 10-3. Written-enitiy” coordinate register.

The second type of coordinate register is visual. Entries are plotted
on the overlay square as they appear on the incident map.

The coordinate register assists in trend and pattern analysis and is a
good way to store data, in an easily retrievable manner, for long periods
of time. The written register allows easy evaluation of enemy activity by

type action while the visual one allows rapid comparisons of activity
between several time periods.

Civil-Military Operations File. A civil-military operations file includes
all material and information concerning civil-military operations, their
results, effectiveness, and any countermeasures the insurgents take.
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EVALUATION

Evaluation is the determination of the pertinence of information to
the operation, reliability of the source or agency, and accuracy of the
information. In evaluating information, the knowledge and judgment of the
intelligence analyst plays a major role. In determining the validity of a
fact or whether a reported activity is at all possible, it must be
realized that certain events are possible despite the fact that they did
not previously occur and have been deemed by past analysis as unlikely to
occur. Confirmation of information by other sources and agencies is
always desirable, but it is not always possible to obtain. Initially,
intelligence analysis commences with unconfirmed information which is
subsequently supported, confirmed, or denied by the collection of
additional and related information. As more information is obtained, the
insurgent situation, capabilities, and probable courses of action become
increasingly clear. As the body of intelligence expands, information that
is not compatible with the current insurgent situation and is not
consistent with the recent pattern of insurgent activity is suspect.
Chapter 2 describes evaluation in detail. Procedures governing the
assignment of evaluation ratings to sources and agencies have equal
application in the internal ‘defense environment.

INTEGRATION

Evaluated information becomes intelligence only after it has been
integrated with other information and interpreted to determine its

significance. Integration involves the combining of selected data to form
a pattern which will have meaning and establish a basis for
interpretation. It is important that the intelligence analyst is

sufficiently alert to recognize all the possible patterns that may be
formed. The following example illustrates the mental process of
integration: The intelligence section of the area coordination center
receives information that a prominent labor leader has been murdered. In
a search for related information, the intelligence analyst checks the
incident file, the friendly and suspect personality files, and the
organization file.

The incident file reveals a series of murders that have been linked
with the insurgent, with the primary victims being government officials,

prosperous merchants, and large landholders who opposed insurgent
objectives.

The suspect personality file reveals the labor leader’'s controlling
position within a union that has recently intensified its criticism of the
government. The personality file also reveals the labor leader’'s close
association with several government officials and recent extensive travel
throughout the nation.

The organization file indicates that the union has recently begun to
disseminate antigovernment leaflets and has threatened to call a strike
if demands for representation in the current government are not met. The

other primary contender for union leadership is a relatively unknown
newcomer.
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Once all related items of information from the intelligence files are
obtained, the intelligence analyst begins to assemble the available
information to form as many logical pictures or hypotheses as possible.

Alternative methods of assembly are an essential prerequisite to any valid
interpretation.

Assembly of information to develop logical hypotheses requires good

judgment and considerable background knowledge. In formulating
hypotheses, the intelligence analyst avoids the limitations which result
from preconceived opinions. In the example of the murdered union leader,

the new information is integrated with existing intelligence in several
different ways. By combining the murder with one set of facts, the labor
leader is pictured as a loyal supporter of the government who became the
victim of a campaign of selective terror undertaken by the insurgents. On
the other hand, by combining the murder with another set of acts, the
labor leader is portrayed as a member of the insurgent organization who
was murdered for reasons not connected with the insurgency. As a third
possibility, the labor leader may have been a member of the insurgent
organization who was eliminated by the insurgents. Finally, there is a
fourth possibility that the labor leader and the murder are not connected
with the insurgency.

INTERPRETATION

Interpretation is the result of making deductions as to the probable
meaning of new information and determining its implications with respect
to future insurgent activity. The meaning of the information is

determined in relation to the insurgent situation and the insurgents’
probable courses of action.

For example, in the case mentioned above, if the labor leader was
loyal to the government and was murdered for opposing insurgent control of
the union, it reasonably is expected that further consolidation of
insurgent control over the union, increased antigovernment agitation by

the union, and possibly, an extension of insurgent terrorist activities
will take place.

However, if the labor leader was a member of the insurgent
organization and was murdered by the insurgents, it is conjectured that
the elimination was due to considerable unreliability or slow progression
toward the achievement of insurgent objectives. In this case, the prompt
emergence of another insurgent union leader who ensures more rapid
progress toward insurgent objectives is expected. It also is inferred,
however, that the labor leader was murdered as a result of a struggle for
power within the insurgent organization. In this case, weaker insurgent
control of the union is expected due to the dissension among the
insurgents.

Finally, if the labor leader had no connection with the insurgent

organization and was murdered for reasons unconnected with the insurgency,
this event has no significance from an intelligence standpoint.
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DISSEMINATION

One of the more critical aspects of intelligence is the rapid
dissemination of the information to personnel and units that nead
information. Each information report is looked at immediately to see if
it is of immediate concern. If so, it needs to be disseminated to
affected units or personnel without delay. Successful intelligence
reporting communicates the results of analysis and combat information to
the right people, at the right time, and in the right format. It provides
the commander with tha information and intelligence needed to raduce risk
and uncertainty. The dissemination channel in a LIC varies Ilttle from
the conventional environment but often there are more agencies and
individuals to consider: police, potential terrorist targets, and other
civilian agencies operating in the AO. Also, intelligence is disseminated
to host nation military units.

Local SOP and guidance from higher headquarters dictate the amount and
type of information that is given to civilian agencies and host
national military forces. This question of releasability is resolved
before effective dissemination can exist.

ORDER OF BATTLE

Chapter 3 describes the production of OB intelligence. There are
certain OB considerations, however, which are unique to the insurgent
enemy. OB intelligence is equally as important in an insurgency as in
conventional combat operations. However, some differences in nomenclature
and approach must be recognized. The applicability of the various OB
factors differs in an insurgency from conventional operations, and there
also are differences in applicability between phase | and phase Il
insurgency situations,

The elements of OB intelligence (OB factors) are not independent of
each other; they are closely related and are considered as a whole,
Information on one of the elements often leads to a reevaluation or
alteration of information previously received on another element.
Furthermore, the general rule, whereby OB intelligence is
developed and maintained down to and including two echelons below the
analyst’'s own level of command, does not apply to low-intensity
operations. Due to the nature of the insurgency and the phased
development of the insurgent forces, OB intelligence is produced in much
greater detail and pertains to much lower echelons (even down to squad)
than in conventional combat operations.

During phase | of an insurgency, subversive activities range from
being only a potential threat to frequently occurring activities along an
organized pattern. No major outbreak of violence or uncontrolled
insurgent activity exists. The insurgent is primarily concerned with
organizing infrastructure during this phase, along with conducting PSYOP
and terrorist attacks.
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Phase Il of an insurgency begins when the insurgent has gained

sufficient local or external support to initiate organized guerrilla
warfare against the government.

A phase Il insurgency occurs when the insurgent has transitioned from
a guerrilla-oriented force to a primarily conventional-oriented force.
FM 100-20 describes, in detail, the goals and activities of insurgent
forces during all three phases. An important point to remember is that
the insurgent may be operating from areas outside the host country during
all three phases. Therefore, geographic boundaries cannot limit
intelligence collection and analysis.

A listing of the OB factors follows, together with a brief explanation
of their applicability and means in the context of insurgency situations.

COMPOSITION

In some insurgent movements, military force is only one of several
instruments through which the insurgent movement seeks power. Development
of a military force often has the lowest priority during the early stages
of an insurgency. As long as the party core and civil organizations are
establ ished and move effectively toward the goal of the insurgency, the
military arm either lies dormant or simply exists in cadre form until
needed as a supporting force. Even after military organizations are
fielded, the infrastructure never loses its importance. A

counterinsurgency operation is never over until the infrastructure is
neutralized.

Phase | Considerations

Rather than collecting information on the identification and
organization of specific enemy units, we are concerned with the internal
workings of insurgent activity groups. Knowledge of the composition of
insurgent groups is a key to the entire planned course of the insurgency.
Details of composition include the appearance of new organizations, the
relative amount of enemy effort expended in rural and urban operations,
the internal chain of C?, and the manner in which insurgent groups are
organized for operations.

Phase 1l Considerations

The intel | igence analyst is concerned here with determining the
composition of insurgent combat units, including their organization and
chain of command. The degree of sophistication encountered indicates
other factors, such as training, logistics, and strength. Armed platoons
or small terrorist cells indicate that the overt military portion of the
insurgents’ plan is just beginning, and armed battalions and large urban

terrorist groups indicate that there is a serious menace to the current
government.
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POLITICAL STRUCTURE

A tightly disciplined party organization, formally structured to
parallel the existing government hierarchy in the country, is found at the
center of some insurgent movements. In most instances, this
organizational structure consists of comrnitted organizations at the
village, district, province, interprovincial, and national levels. Within
major divisions and sections of an insurgent military headquarters,
totally distinct, but parallel, command channels exist. These are the
military chain of command and the political channels of control. Whether
it is through a political division of an insurgent military headquarters,
a party cell or group in an insurgent military unit, or a unit political
officer, the party ensures complete domination over the military structure
by use of its own parallel organization. These party organizations fuel
mil itary action. Should the military arm be eliminated, and the party
left intact, only short-term security is achieved. The party begins
construction of a new military organization. The population only is safe
when the insurgent’s political structure is rendered ineffective.

COMBAT FORCES

The organization of insurgent combat forces is dependent upon the
need, the tactics to be employed, and the availability of personnel and
equipment. Frequently, subordinate elements of insurgent units are
employed independently. The intelligence analyst who receives a confirmed
report of a subordinate element of an insurgent unit operating in the area
cannot, therefore, assume that the parent unit is also present.

Identification of insurgent units are by--

‘Number.

‘Commander’'s name.

°Nickname.

‘Code designation.

‘Name of the area in which it operates.

Unit designations are frequently changed and multiple designations are
often used to confuse friendly intelligence. It follows that the
intelligence analyst is not able to determine the size and strength of an
insurgent unit merely by obtaining a unit identification.

DISPOSITION

Determination of the disposition of the insurgent involves the
location of operational training and supply bases, LOC, and areas of
political control. The intelligence analyst arrives at potential
dispositions of the insurgent combat forces by developing patterns of
activity based upon map study and knowledge of insurgent tactics.

Insurgent base areas, for instance, normally are located near areas that
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the insurgents politically control, thereby providing an early warning
system. By plotting insurgent sightings and combining this information
with weather conditions, time factors, detailed investigation of insurgent
incidents, and after action reports, the analyst best selects possible
enemy dispositions as well as possible areas of tactical deployment.
Consideration should also be given to areas where no insurgent activity is
reported. These areas, while appearing to be under the control of
internal defense forces, may be under the political control of the
insurgents.

Phase | Considerations

The location, deployment within this location, and any movements of
insurgent organizations or personnel are of concern here. The enemy’s
strength and tactics are revealed, to some extent, by discovering whether
this effort is concentrated in a few places or dispersed throughout the
target country and neighboring nations. If the enemy’s effort is
initially concentrated in one city or in one rural area, then the extent
and spread of the insurgent organizations are a key to how long the enemy
has been operational and how successful the enemy has been, and is an
indication of the enemy’s appraisal of friendly strength. In a nation
considered a relatively easy conquest, the enemy begins with many
operations, rather than a few. By studying the other available elements
of 06 intelligence, the intelligence analyst determines such things as
whether the movement of an enemy cadre or group is an advance toward new
goals or a retreat from an unprofitable operation.

Phase Il Considerations

How the insurgent forces are deployed indicates whether the enemy is
making a widespread show of strength, with units scattered about the
country, or is concentrating forces around a few key targets. It also
shows whether the enemy is going to concentrate on such activities as
interdicting transportation or actively seeking battle with government
forces.

STRENGTH

The strength of the insurgent forces is thought of in terms of the
combat forces, political cadres, and popular support. Conventional
methods of strength computation are appl ied in determining insurgent
combat forces strength. The analyst should be aware, however, that the
insurgent will attempt to have strengths overestimated by low-intensity
operations forces. To give this false impression, the insurgent employs
rapid unit movement and uses multiple designations for a single element.
Reports from the populace concerning the strength of the insurgent forces
should be viewed with caution and the importance of actual counts of enemy
personnel stressed. Certain insurgent-initiated incidents provide useful
indicators of the strength of the insurgents in a particular area. An
example of these is an increase in raids with subsequent loss of weapons
by friendly forces. The determination of popular support for the
insurgents is a more difficult task and is stated best in terms of the
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percentage of an area under government control, as opposed to the
percentage under insurgent control, with both viewed together in terms of
population density. A useful indicator of the extent of insurgent
political control is the willingness of the populace to report information
concerning the insurgents.

Phase | Considerations

The cadre who organize and activate the movement usually are highly
trained, aggressive professionals who exercise an influence
disproportionate to their actual numbers. The analyst also is concerned
with the number of enemy units in existence, which in phase | means
identifying and evaluating new groups and organizations which have either
appeared in the host nation or in neighboring countries and any changes in
the size of existent groups. Other types of equipment, besides weapons,
are of paramount interest. A printing press in phase | is a deadlier
weapon than a battalion of artillery in phase IIIl.

Phase Il Considerations

The actual number of personnel available to the insurgent now assumes
the importance it lacked, to some degree, in phase 1. By knowing also the
amount of weapons and equipment available, estimates of capabilities
against friendly forces are formulated. The degree of popular support for
the insurgent manifests itself in such areas as recruiting for forces, tax

or resource collection, and degree of population support for friendly
forces.

TACTICS

Tactics include both enemy doctrine and the conduct of operations
according to that doctrine. Insurgent forces are more flexible in their
application [pf doctrine than regular military organizations. The doctrine
which guides the insurgent must be known and understood by friendly forces
if they are to effectively counter insurgent efforts. The careful
examination of the tactics, or actual operational techniques, reveals
changes in doctrine as well as indications of the personality and
competence of the insurgent leader. Again, the choice and application of
tactics is a reflection of insurgent appraisal of friendly strength as
well as of personnel strength. A continuing estimate of relative
strengths is a very basic part of insurgent operational planning and has
an immediate effect on tactics. Tactics of the insurgent involve
political, military, psychological, and economic considerations, all
closely integrated. They vary with the phase of the insurgency. The
political goal of the insurgents is to undermine and discredit the
established government.

Phase | Considerations
Phase | insurgency is characterized by a relative absence of strictly

military operations and an emphasis on subversion and organizational
development. Although instances of terrorism begin to occur in the later
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stages of phase 1, military activity is usually limited to recruiting and
establishment of military cadres.

Phase Il Considerations

An increased emphasis on the study and evaluation of insurgent
military tactics is required. Tactics during phase Il are generally
limited to ambushes, raids, sabotage, and terrorism. These activities
provide the insurgent with supplies, experience, and self-confidence,
while at the same time they erode friendly morale and reduce friendly
economic and military capabilities.

TRAINING

Insurgent training is closely related to the tactics being employed
and includes vigorous indoctrination in political affairs. Both the
combat forces and the people within an area under the political domination
of the insurgents receive training. Insurgents carefully plan and train
for individual operations and phases of movement. A careful analysis of
an area with respect to the type of training taking place provides a
useful indicator of the probable courses of action that are employed
against friendly forces.

Phase | Considerations

During phase I, the insurgent trains and indoctrinates existing cadre
as well as newly accepted or recruited indigenous personnel. Training
consists of a great deal of political indoctrination along with techniques
of propaganda, communications, and intelligence collection. Training and
effectiveness go hand in hand; the type, amount, and val idity of training
received by the insurgents is determined, to some degree, by any observed
increase in the effectiveness or size of the insurgent movement. Some
training normally is conducted in another country and is indicated by a
change in number and type of personnel travel ing to that country.

Phase Il Considerations

Much attention now is devoted to locating training camps and areas,
identifying training cadres, and interdicting the movement of insurgents
to and from out-of-country training areas. Some insurgent units are
identifiable as having been trained for special missions, such as
reconnaissance, demolition, or even suicide attack missions.

LOGISTICS

In an insurgency, as in a conventional warfare situation, the
effectiveness of the insurgent is very much dependent on the logistical
support. In the early stages of an insurgency, the requirements for
military equipment and supplies are less than in the later stages.
Accurate intelligence on the insurgent’s sources and availability of
supplies and equipment is essential to determine the capabil ity to
maintain and expand the insurgency.
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Phase | Considerations

Two particular items always are essential to the phase |
insurgent--money and a printing press. If highly successful in the
establishment and motivation of the power base, the insurgent never really
has a requirement for the usual items of military supply. Money is often
supplied from abroad, but such occurrences as bank robberies, unusual or
excessive fund drives, payroll deduction requests, or sudden affluence
among suspect government officials are cause for suspicion. Equipment for
the production and dissemination of propaganda, like printing presses and
radio sets, is of a special nature, and its acquisition by insurgent
forces indicates an increasing level of sophistication in propaganda
efforts.

Phase 1l Considerations

Logistics is now a larger and more elaborate requirement for the
insurgent, who must now procure, store, transport, and maintain weapons,
ammunition, explosives, signal equipment, and medical supplies. A much
larger number of people are required to operate the logistical system.
Insurgent supply caches or supply lines become items of critical concern
to friendly forces. Borders and coastlines are controlled and aerial
surveillance of remote areas or areas known to be used by the insurgents
must be instituted to detect or deter the movement of supplies.

EFFECTIVENESS

Effectiveness describes the qualitative ability of the insurgent to
achieve pol itical or military purposes.

Phase | Considerations

In phase I, the term “combat effectiveness’ is usually not
applicable. While the insurgent uses words like “struggle’” and “front,”’
they do not connote the use of armed force. The overall effectiveness of
the insurgent effort is sometimes made very obvious by spectacular
successes (antigovernment victory in an important election) or failures
(collapse of a new factory-worker organization known to have been backed
by the insurgent), A continuing decline of governmental influence in a
certain area or among a certain group of people may well indicate a
corresponding increase in insurgent influence. The leaders forbid overt
or easily detectable actions until they feel that their movement is in
position to make a serious bid for power. In this case, the insurgent’s
real effectiveness remains unknown until it is too late for anything but a
historical account of it. There usually is overt indication of the
effectiveness of the insurgent operation, and information on it is
gathered by careful observation of organizations, movements, and elections
at all levels. Penetration of these activities by government agents is
very desirable and makes a significant contribution to the OB picture.
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Phase 1l Considerations

The factor of effectiveness now expands to include combat efficiency
of insurgent military forces. By carefully evaluating the other OB
factors, and taking note of actual combat experience, we evaluate the
insurgent’s combat effectiveness or lack thereof. We determine the
insurgent’s strengths and weaknesses and, from this, calculate the
capability to follow various courses of action.

PERSONALITIES

Personalities are not listed as a separate OB factor in Chapter 3. In
an insurgency, personal ities often assume a greater importance than in
mid- and high-intensity conflicts.

Phase | Considerations

In phase I, personalities are an extremely important factor. During
this phase, when the insurgency is just beginning to organize, function,
and attempt to spread its influence, the loss of a comparatively small
number of personnel practically destroys it or at least sets back its
progress. Unfavorable publicity attached to the movement, as a result of
exposure, renders its success less likely. The apprehension, compromise,
or exposure of its leaders destroy the insurgency completely. Knowing who
the insurgent leaders are also furnishes a valuable indication of how
tactics and training are conducted and how effective the overall effort
is.

Phase 1l Considerations

As in phase |, personalities remain a critical concern. Many
insurgent units are cat led by their commander’'s name, rather than having a
conventional designation.

ELECTRONIC TECHNICAL DATA

In the early stages, there is often a lack of uniform communications
procedures, preventing the development of an extensive enemy electronic
order of battle (EEOB) and electronic technical data base. There is very
little use of noncommunications equipment, such as radar. The insurgents
often use HF shortwave or ham radio sets to serve the initial “Committee
of Correspondence’ function. VHF citizen band sets play a role in early
terrorist operations. Equipment available to the insurgent ranges from
the most primitive to the most modern. Even equipment not generally
available in the armed forces of major world powers, | ike spread spectrum
and frequency hoppers, is easily obtained.

Phase | Considerations
The propaganda requirements result in insurgent-sponsored medium
frequency or commercial radio AM broadcasts. Transmitters are located
outside the national boundaries or in remote, inaccessible areas. These

broadcasts frequently use code words to control and coordinate insurgent
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operations. Later, there is some increased use of VHF transmissions and
more organized communications procedures. The standardization of
communications practices reflects the level of communications training
expertise.

Phase Il Considerations

Much more extensive use of communications equipment characterizes this
phase. Equipment is captured from government sources, purchased or stolen
from commercial sources, provided by external sponsors, or locally
manufactured. Communications procedures reflect doctrine and training
practices of an external sponsor. Insurgents use repeater transmitters,
set to receive and rebroadcast on the same frequency, to degrade VHF DF
efforts against them.

MISCELLANEOUS

Any other items which contribute to knowledge of the insurgent, such
as goals and methods, are considered here.

Phase | Considerations

This category includes such items as historical studies of people and
parties involved in the insurgency, code names or numbers, and any’ other
information which does not fit under the other eight categories. “This
type of information should not be siighted, as seem ngly superfluous items
may wel | become useful and important.

Phase Il Considerations

Several miscellaneous items now become vital adjuncts to the other
factors. Weapons, insignia, code names and numbers, types and colors of
uniforms and flags--all these things aid in the identification of
insurgent units, the source of outside aid, the source of weapons and
equipment smuggled into or purchased in the target nations, and the morale
and effectiveness of the insurgent armed forces,

OB FACTORS SUMMARY

There are three points to remember in the application of OB factors to
an insurgency:

‘The nine OB factors previously discussed are iclosely interrelated
and cannot be analyzed separately.

‘When an insurgency escalates from a phase | to a phase Il
situation, the OB effort is expanded considerably. The enemy combat
units must now be considered in addition to the various
phase | organizations and activities, which still are active.

‘When ah insurgency escalates from a phase Il to aphase Ill

situation, the application of the OB factors to the insurgent’s
combat units is the same as for other conventional forces.
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APPENDIX A
REPORT FORMATS

The report formats described are standard formats used to report
intelligence or information to task assets, or to receive information,
intelligence orders, or instructions. These formats are echelon-specific,
like the patrol report usually prepared at battalion level, or are general
reports used at all echelons, like spot reports.

This appendix provides a brief description of the most common

intelligence-related formats, including those formats used to pass
information of immediate potential intelligence value from one echelon to
another. It also identifies the echelon or echelons where each format is

most used and the element or individual responsible for preparing it. An
example of each format is also provided. Additional information about
report formats is in Chapter 8.

SPOT REPORT
The SALUTE mnemonic requires users to report enemy size, activity,

location, unit (or uniform), time, and equipment. Figure A-1 shows a spot
report using a SALUTE message format.

FROM: S2-» b?TH INF. 3D BDE
T¢: G2 20TH INF DIV

COMBAT OUTPOST NO 2hb:--A/a/b?7 PATROL REPORTS SIGHTING FOUR ENEMY
TANKS MOVING WEST ALONG SECONDARY ROAD AT GRID COORD NBbL13I397 AT
241730Z HR. TANKS TRAVELLING AT APPROX 5 KPH. HATCHES WERE
OPEN AND VISIBLE ENEMY PERSONNEL WERE WEARING PROTECTIVE MASKS.
UNIT MARKINGS WERE NOT VISIBLE BECAUSE THEY WERE COVERED WITH
MUD AND SANDBAGS.

Figure A-I. SALUTE messageformat.
INTELLIGENCE ESTIMATE

The intelligence estimate consists of five paragraphs. The first
paragraph is a restatement of the mission. The remaining paragraphs
outline an analysis of the battlefield area based on IPB; an estimate of
enemy strengths, capabilities, and limitations; and the intelligence
officer’s conclusions about the total effects of the AO on friendly
courses of action, the courses of action meet likely to be adopted by the
enemy, and the effects of exploitable enemy vulnerabil ities. The five
paragraphs are--

Mission.

*Area of operations.
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Enemy situation.
Enemy capabilities.
‘Conclusions.
MISSION

Paragraph 1. Describe the mission in a short, clear, and concise
restatement of the assigned or assumed mission of the command.

AREA OF OPERATIONS

Paragraph 2. Discuss what influence the AO has on probable enemy
courses of action, based on facts and conclusions derived from IPB and an
analysis of the AO if one has been prepared. A previously prepared
analysis of the AO also is referenced. However, if previously prepared
or other reference material is not contained in this paragraph, it must
contain enough information to support the conclusions.

Weather and terrain analysis derived from IPB are always included in
the characteristics of the AO. Other characteristics are included if they
are important to either force in selecting courses of action to carry out
their assigned or assumed mission. These other characteristics are of
greater importance In AOs which have large civilian populations and to
commands with extensive territorial or CSS responsibilities. Detailed or
supporting terrain and weather information is included in an appendix to
the intelligence estimate. .

Weather or terrain effects on the use of nuclear weapons and chemical
and biological agents are discussed when either combatant has the
capability to wuse them. Each description of enemy courses of action
includes the possible enemy or friendly use of these weapons, including
the impact that weather or terrain conditions has on weapons systems and
delivery means.

Weather

Weather conditions are those factors that impact on current and
planned operations. This includes appropriate light data and either a
weather forecast or climatic information. When operations cover a long
period or are programed for a future operation, climatic information
replaces weather data forecasts. Light data, in tabular form, includes
the beginning of morning nautical twilight (BMNT) and beginning of morning
civil twilight (BMCT), ending of evening civil twilight (EECT), and the
ending of evening nautical twilight (EENT), moonrise, moonset, phases of
the moon, and other information as required.

Terrain
The existing terrain situation includes the tactical aspects of the
area: observation and fire, concealment and cover, obstacles, key terra in

features, and AAs. Each of these aspects is oriented based on its
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influence on selected courses of action by either force. For example, in
a CSS unit, the discussion of concealment and cover is oriented toward
influence on CSS courses of action, including installation locations
required to accomplish the CSS mission and on enemy forces which

interfere with the accomplishment of the mission. In CSS unit
intelligence estimates, key terrain features are omitted unless the enemy
has the capability to seize or control terrain features which materially
affect the accomplishment of the mission.

Other Considerations

Other characteristics which are considered pertinent are sociology,
politics, economics, and psychology, science, materiel, transportation,
manpower, and hydrography.

The effects of each characteristic of the AO on possible enemy courses
of action normally include consideration of weather, terrain, and NBC
capabilities, the effects of these on other possible enemy courses of

action, and the possible use of particular weapons, methods, techniques,
or forces.

The extent of consideration for the factors is limited by the mission.
For example, when the mission is offensive, the discussion does not
include defensive courses of action. It does, however, include security
considerations.

ENEMY SITUATION
Paragraph 3. Provide information on the enemy which permits later
development of enemy capabilities and vulnerabilities. Establish the
basis for refining these capabilities into a specific course of action and

for determining the probability that the enemy will adopt this course of
action.

Paragraph 3 provides the following data on the enemy:

‘Disposition,

‘Composition.

°Strength.

‘Recent and present significant activities.

°Peculiarities and weaknesses.

Disposition

Enemy dispositions are the known or estimated locations and sizes of
enemy units. References are made to overlays, enemy SITMAPS, or
previously published documents when discussing enemy dispositiens.
However, if these references are not readily available, they {or a copy of

them) are attached as appendixes to the intelligence estimate-
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Composition

Composition 1s 06 data that is used to determine the strength the
enemy uses to prevent the accomplishment of the mission. List all the
units, inctuding insurgent and guerrilla-type forces that contribute to
this. Include such supporting units as air, nuclear delivery, and REC
units that also affect the accomplishment of the mission. In determining
which enemy units affect mission accomplishment, time and space factors
are also considered.

Strength

Strength is all opposing enemy forces which are logically employed
against the command in time to affect the accomplishment of the mission.
The total forces listed cannot exceed, but is equal to or less than the
total forces listed under composition.

Enemy strength includes committed forces, reinforcements, air assets,
and NBC operations. Air or NBC operations units are omitted when the
enemy lacks such capabilitles.

Committed Forces, Committed forces are those enemy ground maneuver units
currently in contact and those ground maneuver units with which imminent
contact is expected, regardless of the specific friendly course of action
implemented. Designation of enemy forces as committed forces depends on
disposition, location, controlling headquarters, and doctrine. For more
information on computing enemy strength, see Appendix D.

Reinforcements. Reinforcements are those enemy maneuver units that are
not committed in or out of the friendly sector, but react to the friendly
course of action in time to influence the accomplishment of the mission.
Contact with these units is not expected. Disposition, location, level of

control , or other factors are considered in determining which enemy forces
are reinforcements.

Enemy Air Capability. The enemy air capability is based upon numbers of
enemy aircraft within operational radius, maintenance facilities, expected
attrition, ground tactical situation, and other factors. The supporting
tactical air force furnishes intelligence on the number of sorties, by
type, which the enemy is expected to make within the field army or
comparable areas. The estimate is not usually prorated below the

field army level. Also, no attempt is made to calculate the number of
sorties the enemy can or may make against a subordinate command of the
field army or the communications zone (COMMZ). Corps, division, and COMMZ
command intelligence officers usually quote the estimate furnished by the
higher headquarters in stating enemy air capabilities. For example, a
corps or division G2 might state: “30th Army estimates that the enemy can
be expected to attack within the army area with as many as 150 fighter,
100 attack, and 75 bomber sorties daily. By massing all aircraft within
operational radius, the enemy can make a maximum of 250 fighter, 300
attack, and 250 bomber sorties daily.”



Nuclear Weapons and Chemical and Biological Agents. Estimates of enemy
NBC capabilities usually are prepared at field army and hlglner
headquarters. Units below field army level usually lack the means to
gather the information to make such estimates. They use the estimates of
the higher headquarters and modify them with available information.

The determination of enemy NBC operation capabilities is based
primarily on estimates of numbers and types of weapons and amount and
types of agents available, knowledge of enemy doctrine, past experience,
and estimates of enemy capabilities involving the employment of ground
troops. As with the enemy air capability, it is rarely feasible to
estimate what portion of the available enemy NBC effort is used against a
division or corps within a field army or a command in the COMMZ. It is
also rarely feasible to estimate the number of nuclear weapons the enemy
is capable of using within a period as short as one day. The period
selected is a month or other period depending on the available information
and past experience.

The statement of the enemy’s capability to use chemical and biological
agents includes the amount, typa, and delivery means of avai lable chemical
and biological agents.

Recent and Present Significant Activities

This is a summary of recent and current enemy activities which serve
as indicators of future enemy actions. Significant enemy failures to take
action also are listed. For example, if the enemy is apparently defending
behind a river obstacle but has failed to destroy certain bridges, the
omission is listed as a significant activity. Any basis for a belief that
the enemy has specific knowledge of the friendly situation or intentions
also is listed. For example, a capture by the enemy of an OPORD or a
compromise of current signal operating instructions would be noted. For
more information on enemy indicators, see Appendix C.

Peculiarities and Weaknesses

Briefly discuss each enemy peculiarity and weakness, indicating the
extent to which it is a vulnerability and how it affects the selection of
broad friendly courses of action. For example, if the enemy has an open
flank, the fact is stated under operations. Discuss the extent to which

the open flank constitutes an exploitable vulnerability. If enemy
reserves are small and poorly positioned to extend the flank, the
vulnerability may be great. |If the enemy reserves are large and in

position to extend the flank or counterattack an enveloping force, the
vulnerability is probably insignificant. The G2 might state it as: “The
enemy north flank is open. Available reserves are adequate to extend this
flank a distance of only about 3,000 m. poSit ions to extend the flank
have not been prepared. The enemy is vulnerable to a flank attack,”
Conversely, it might be stated as: “The enemy north flank is open.
However, available reserves are adequate either to extend this flank
beyond our zone, or to counterattack an enveloping force. Positions
suitable to block an attempted envelopment have been prepared as shown on
‘the enemy situation map.” In the first statement, the enemy’s
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vulnerability to a flank attack is carried forward to conclusions of the
intelligence estimate. In the second statement, the open flank apparently
is not a vulnerability and is not carried any further. Another example:
If the guerrilla forces are poorly equipped with antitank means of all
types, the fact is stated under logistics, and the extent ‘to which this is
an exploitable vulnerability is discussed briefly. The intelligence
officer might state: “The guerrilla forces in our area are poorly equipped
with antitank means. They cannot effectively defend against armored
vehicles” The inability to defend against armored vehicles is carried
forward as a vulnerability to conclusions of the intelligence estimate.
Figure A-2 shows some examples of enemy peculiarities and weaknesses.

PERSONNEL

-- Replacement situation (shortages or overages, particularly in
specialists)

-- Morale less than excellent, or exceptionally high.

-- Disproportionate number of very young or very old men.

-- High rate of sickness.

-- Percentage of authorized strength, if less than 80 percent.
INTELLIGENCE

-- Susceptibility to deception or neutralization of certain enemy
information collection agencies.

-- Overdependence on one or more categories of information sources.
-- Ineffectiveness of enemy intelligence.
OPERATIONS

-- Habitual repetition of certain schemes of maneuver, or
unconventional patterns of operations.

-- Faulty organization of the terrain.
-- Faulty disposition of reserves.
-- Susceptibility to electronic countermeasures.

-- Inadequate troop training, especially in defense against nuclear
weapons or chemical agents.

-- Lack of adequate mobility.

Figure A-2. Example sof typical enemy peculiarities and weaknesses.
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-- Inadequate air or artillery support, or nuclear weapon del ivery
systems.

-- Pronounced failure to disperse and dig in.
-- Habitual failure to attack certain types of targets.
LOGISTICS

-- Shortages or inadequacies of particular supplies and materiel,
including nuclear weapons.

-- Status of equipment, if less than 80 percent.
-- Large concentrations of supplies.

-- Location of vulnerable points and bottlenecks in the logistics
system or lines of communications.

-- Inability to resupply during action.

-- Failure to equip troops with protective masks or protective
clothing.

CIVIL-MILITARY OPERATIONS

-- Hostile attitude toward the civil populace, or of the civil
populace toward the enemy.

-- Inadequacies in the control of civil communications, to include
movement of civilians.

PERSONALITIES

-- Peculiarities or weaknesses of the enemy commander, major
subordinate commanders, or principal staff officers as disclosed by
or deduced from their past performance, education, politics,
experience, or other basis.

Figure A-2. Examples of typical enemy peculiarities and weaknesses (continued).

ENEMY CAPABILITIES

Paragraph 4. List the enemy courses of action which tha enemy adopts
and which influences the accomplishment of the friendly mission, either
favorably or unfavorably. A properly stated enemy capability indicates
what the enemy can do, when and where the enemy can do it, and in what
strength. For example, “Attack (what) now (when) along our front (where)
with five motorized battalions supported by all available nuclear weapons,
artillery and air (strength). » Another example: “Conduct harassing
operations (what) at any time (when) in our area (where) with about 200
guerrillas equipped only with small arms (strength).”’




The evidence considered in the analysis and discussion of enemy
capabilities includes characteristics of the AO and positive or negative
evidence of enemy activity, listed under recent and present significant
activities. A major obstacle across part of the friendly area is evidence
that attack elsewhere is more likely. Low ceilings and low visibility are
evidence that the enemy is not using all available aircraft. Open, flat
areas without any appreciable cover are evidence that the enemy does not
use guerrilla or infiltration forces.

In analyzing and discussing each enemy capability or appropriate
combination, the intelligence officer judges from the enemy point of view
the advantage or disadvantage of adopting the capability. In making this
judgment, the G2 or S2 also considers enemy doctrine and practices and the
ultimate results of adopting or rejecting the particular capability. For
example: “Employment of the unidentified tank division at TNOMYEH
deprives the enemy of the reserves needed to counterattack a penetration
by either of the two friendly divisions to our south. Commitment of this
tank division too early will result in the later defeat of the enemy.”

If there is no evidence of the enemy’s possible adoption of a
particular capability and the capability does not represent a major threat
to the accomplishment of the mission, the intelligence officer does not
judge it. For example, the enemy usually withdraws beyond our objective.
Ordinarily, such withdrawal is not a threat to the accomplishment of the
mission. If there is no evidence that the enemy withdraws, a statement
of conclusions is omitted. The intelligence officer states: “There is no
indication of withdrawal. ”

CONCLUSIONS
Paragraph 5. State the intelligence officer’'s estimate of the--
‘Total effects of the AO on friendly courses of action.

°Courses of action most likely to be adopted by the enemy,
including their relative probability of adoption.

‘Effects of enemy vulnerabil ities that can be exploited.

For a defensive mission, conclusions identify the best defense areas
and the best AAs into the defense sector. For an offensive mission, the
conclusion describes the best AA to the objectives.

Determine the enemy probable courses of action by the previous
analysis and discussion of enemy capabilities. Consider how the enemy
views the vulnerabilities as indicated by doctrine, past experiences, and
the personality of the enemy commander. Consider previous enemy courses
of action selected under similar circumstances. The determination is
objective and not an unsubstantiated guess at what the enemy will do.

In determining the relative probability of adoption of enemy courses
of action, the intelligence officer avoids conclusions based on friendly
doctrine and practices. The officer considers the available evidence, to
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include the enemy doctrine and practices, as well as positive or negative
enemy activity, If enemy activity is not definitive enough to justify
selection of the enemy’s most probable course of action, the officer
determines the most probable one based on the characteristics of the AO,
enemy doctrine, practices, and previous experiences.

In the statement of the courses of action most likely to be adopted by
the enemy, several capabilities are combined for brevity and clarity.
However, all of the enemy capabilities combined in one statement are
capable of being implemented at the same time. For example, the most
probable enemy course of action is to: “Attack to envelop our northern
flank, reinforced by corps reserve and using all available nuclear
weapons, artillery, and air support; and conduct harassing operations in
our rear areas with guerrillas and infiltrating forces. ”

If more than one enemy course of action is stated, they are listed in
the order of their probability of adoption.

An enemy vulnerability is any condition or circumstance of the enemy
situation or the AO which makes the enemy especially liable to damage,
deception, or defeat. Only those enemy weaknesses which are exploited are
considered. In studying the enemy peculiarities and weaknesses to
determine such vulnerabilities, the characteristics of the AO, all aspects
of the enemy situation, and the enemy’s doctrine and practices are
considered. Only actual vulnerabilities are presented. An open northern
flank which the enemy cannot, with available forces, extend or defend, is
a vulnerability. If, however, the enemy has reserves which readily extend
the flank to an impassable obstacle or counterattack to pin enveloping
troops against that obstacle, the open flank is mentioned as a possible
vulnerability, although the vulnerability may be eliminated by commitment
of the enemy reserves. However, the commitment of reserves creates
another vulnerability.

Each exploitable enemy vulnerability is listed as a brief statement of
the effect of the vulnerability rather than a repetition of the
peculiarity or weakness. For example: “Shortage of antitank means” is not

stated. Instead, the effect of that weakness is given by stating:
“Limited capability to oppose armored vehicles. ” If the enemy’s north
flank is vulnerable, it could be stated as: “’Enemy northern flank open to

envelopment subject to destruction of enemy reserves at . . . .“

In determining enemy vulnerabilities, the G2 or S2 considers the
feasibility of their exploitation and makes appropriate recommendations to
the G3 or S3. All enemy vulnerabilities are not exploited at the same
time. The exploitation of one vulnerability precludes the exploitation of
another vulnerability.

For example, the enemy is vulnerable to both a night penetration and a
daytime flank envelopment. The G3 or S3, in coordination with the G2 or
S2, recommends to the commander the priority of vulnerabilities to be
exploited. Based on the information in this appendix and in Chapter B,
Figures A-3 through A-5 show the formats for the annotated intelligence
estimate, sample intelligence estimate for a division, and an annotated
intelligence estimate for stability operations.
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(Classification)

Headquar ters

Place

Date, time, and zone
Msg Ref No

INTELLIGENCE ESTIMATE NO

References: Maps, charts, or other documents.
Time Zone Used Throughout the Estimate:

(Short titie identification)

1. MISSION. The restated mission determined by the commander.

2. AREA OF OPERATIONS. This paragraph discusses influence of the

batt!efield environment in arriving at conclusions. It is based on the
facts and conclusions of IPB and the analysis of the battlefield area, if
one has been prepared. |t may be a reference to an analysis of the

battliefield, if adequate coverage and discussion are contained therein.

a. Weather.

(1) Existing situation. Include light data and either a weather
forecast or climatic information, as appropriate. Use appendixes for
detailed information.

(2) Effect on enemy courses of action. Describe the effects of
weather on each broad course of action (such as attack or defend). Each
description concludes with a statement of whether the weather favors the
course of action. Among the courses of action, include use of chemical
agents, nuclear weapons, and special methods, techniques, equipment,
procedures, or forces.

(3) Effect on own courses of action. Describe in the same manner as
for (2) above, except that the estimate excludes the use of biologica
agents.

b. Terrain.

(1) Existing situation. Use graphic representations, such as IPB
templates, where possible. Use annexes for detailed material. Include as
much information as necessary for an understanding of observation and fire
concealment and cover, obstacles, key terrain features, and AAs. Include
effects of nuclear fires, enemy biological and chemical agents, and any
other pertinent considerations on each of these factors as appropriate

(Classification)

Figure A-3. Annotated intelligence estimate.
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(Classification)
(Short title identification)

(2) Effect on enemy courses of action. Describe in the same manner
as for the effects of weather in a(2) above. For defensive courses of
action, state the best defense area and the best AAs leading to it. For
attack courses of action, state the best AAs.

(3) Effect on own courses of action. Describe in the same manner
as for effects of weather in a(3) above.

c. Other Characteristics. The following additional characteristics
considered pertinent are included in separate subparagraphs: sociology,
politics, economics, psychology, and other factors. Other factors may
include such items as science and technology, materiel, transportation,
manpower , and hydrography. These factors are analyzed using the same
subheadings as weather and terrain.

3. ENEMY SITUATION. This paragraph gives information on the enemy which
will permit later development of enemy capabilities and vulnerabilities and
refire ment of these capabilities into a specific ¢ urse of action and its
relat ve probability of adoption.

a Disposition. Reference may be made to over ays, enemy situation
maps, or previously publ ished documents.

b Composition. Summarize enemy OB that can influence accomplishment
of the mission. Reference may be made to previously published documents.
Special mention is made of units capable of EW, low-intensity operations,
and other special operations, as appropriate.

c. Strength. Enemy strength is listed as committed forces,
reinforcements, air assets, nuclear weapons, and chemical and biological
agents. The purpose of this listing is to assist in developing enemy
capabilities and vulnerabilities for use by the commander and staff in
selecting courses of action. The unit mission, location of the enemy,
enemy doctrine, and the level of command at which the estimate is being
prepared are factors to be considered.

(Classification)

Figure A-3. Annotated intelligence estimate (continued).




(Classification)
(Short title identification)

(1) Committed forces. List those enemy ground maneuver units
currently in contact and those ground maneuver units with which imminent
contact can be expected, regardless of the specific friendly course of
action implemented. Designation of enemy forces as committed forces
depends on disposition, location, controlling headquarters and doctrine.
The intelligence officer usually accounts for committed forces based on
the size unit doctrinally used to oppose the friendly unit. Generally,
enemy units are counted in terms of units two echelons below the friendly
unit’s size (for example, a brigade S2 normally considers committed forces
in terms of companies; a division G2, in terms of battalions; and a corps
G2, in terms of regiments). |If there is doubt whether a unit is a
committed force or a reinforcement, it is considered a reinforcement.

This attributes to the enemy the maximum capability to reinforce forces to
oppose a given friendly course of action.

(2) Reinforcements. Include designation and location.
Reinforcements are those enemy maneuver units that may or may not be
employed against us, depending on our choice of a specific course of
action and enemy plans. Reinforcements are enemy units not committed in
or out of the friendly sector, but which can react to the friendly course
of action, subject to time and distance considerations, in time to
influence the accomplishment of the mission. Imminent contact is not
expected. Disposition, location, level of control, or other factors at

the time of the estimate are considered in determining which enemy forces
are reinforcements.

(3) Air. List the number of enemy aircraft by type within
operational radius. Include the number of possible sorties per day by
type of aircraft, if known.

(4) Nuclear weapons and chemical and biological agents.
Estimate, as appropriate, the number, type, yield, and delivery means of
enemy nuclear weapons and chemical and biological munitions or agents
available to the enemy.

d. Recent and Present Significant Activities. List selected items of
information to provide bases for analyses to determine relative
probability of adoption of specific courses of action and enemy
vulnerabil ities. Enemy failures to take expected actions are listed, as
well as positive information.

(Classification)
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(Short title identification)

e. Peculiarities and Weaknesses. Based on knowledge of enemy
tactical doctrine, practices, the principles of war, the AO, and the enemy
situation previously described and discussed, list peculiarities and
weaknesses, and briefly describe each, indicating the extent to which they
may be vulnerable and how they influence possible friendly courses of
action. The items listed are grouped under the headings indicated below.
Only pertinent headings are used.

(1) Personnel. An estimate of strength usually is included if less
than 80 percent of authorized strength. Status of morale is included, if
known.

2) Intelligence. An estimate of enemy intell igence success,
ineffectiveness, and susceptibility to deception and detection is usual ly
included.

(3) Operations. An estimate of combat effecti veness is usually
included if less than excellent.

(4) Logistics. An estimate of the enemy’s capability to support
their forces logistically is included if there are apparent weaknesses.

(5) Civil-military operations. An estimate of the attitudes of the
enemy and the civilian populace and the status of food supply, medical
facilities, communications, and other critical resources is usually
included.

(6) Personalities. An estimate of the capabilities and or
weaknesses of the enemy commander and principal staff officers usually is
included.

4. ENEMY CAPABILITIES. Based on all the previous information and
analyses, develop and list enemy capabilities. The listing provides a
basis for analyzing the available information to arrive at those
capabilities the enemy can adopt as specific courses of action and their
relative probability of adoption.

a. Enumeration. State what, when, where, and in what strength for
each capability.

(Classification)
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(Short title identification)

b. Analysis and Discussion. To provide a basis for conclusions of
enemy capabilities and their relative probability of adoption, each
capability, or appropriate combination thereof, is discussed in a separate
subparagraph. Consideration of enemy deception measures is included. All
the pertinent previous information and conclusions are tabulated as either
supporting or rejecting the adoption of the capability. After listing all
the evidence, each capability is judged from the enemy point of view of
whether the adoption of the capability is advantageous to the enemy. Such
judgments need not be made if the conclusion is obvious or if there is no
evidence that the enemy will adopt the capability, except when the
capability is one that will make the accomplishment of the friendly
mission highly doubtful or impossible. This exception is to focus
attention on dangerous threats.

5. CONCLUSIONS. Based on all the previous information and analyses,
conclusions are stated concerning the total effects of the AO on friendly
courses of action; the courses of action most likely to be adopted by the
enemy, including their relative probability of adoption; and the effects
of enemy vulnerabilities that can be exploited. These conditions assist
in the selection of a friendly course of action.

a. Effects of Intelligence Consideration on Operations. Indicate
whether the mission set forth in paragraph 1, above, can be supported from
the intelligence standpoint. Indicate which courses of action can best be
supported.

b. Effects of the AO on Own Courses of Action. For attack courses of
action, indicate the best AAs. For defensive courses of action, indicate
the best defense areas and the best AAs leading to and into the defense
areas. (This subparagraph is omitted if the discussion of the effects of
the area on own courses of action in paragraph 2 has been omitted because
of the availability of a current analysis of the AO.)

c. Probable Enemy Courses of Action. List courses of action in order
of relative probability of adoption. A listed course of action may
include several subordinate courses of action that can be executed
concurrently. Usually, no more than two or three courses of action, in
order of probability of adoption, can be justified by the available
evidence.

(Classification)
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d. Enemy Vulnerabil ities. List the effects of peculiarities and
weaknesses that result in vulnerabilities that are exploitable at own,
higher, or lower levels of command. The order in listing these
vulnerabil ities has no significance.

/s/ (Designation of staff officer)

OFFICIAL:
G2's Signature Block

Annexes (as required)
Distribution:

(Classification)
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Copy --- of --- Copies

G2 Section, 52d Division (Mech)
GLENVILLE (NF3277), EASTLAND
2308302 June 19

Msg Ref No. -

INTELLIGENCE EST MATE NO 20

Reference: Map, series East and, sheets Delta through Kilo, edition 2,
1:50,000 Time Zon e Used Throu ghout the Estimate: Zulu.

1. MISSION. 52d Div defends along Dry Creek and prepares to attack on
order.

2.  AREA OF OPERATIONS.
a. Weather.

(1) Existing situation. Weather for the period 23 to 28 June
#ill be rainy and cool, gradually warming and clearing as a high pressure
system moves through the AO from the south. Temperatures from 40 to
65°F . Visibility will range from 16 to 25 kilometers, except during

precipitation and in morning fog in low drainage areas. Surface winds
from the south at 8 to 10 knots.

BM- BM- EE- EE- Moon- Moon-
Date NT CT CT NT rise set
23 June 0331 0419 2029 2130 1746 0125
25 June 0339 0422 2025 2124 1907 0214
27 June 0344 0425 2022 2118 2001 0518
28 June 0349 0428 2018 2112 2022 0820

(2) Effects on enemy courses of action:

(a) Precipitation will not hinder cross country movement
except in the low drainage areas of Minertown.

(b) Southerly winds will not affect enemy employment of NBC.

(c) Low visibility during precipitation and morning fog will
favor enemy attack.

(3) Effects on friendly courses of action:

(Classification)

Figure A-4. Sample division intelligence estimate.
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(a) Precipitation will not hinder cross country movement
except in the low drainage areas of Minertown.

(b) Southerly wind direction will not affect friendly use of
chemical or nuclear weapons.

(c) Low visibility during precipitation and morning fog will
not favor friendly defense.

b. Terrain.
(1) Existing si tuation.

(a) Cover and concealment. Wooded areas around Midway offer
good concealment. Numer ous ravines in drainage areas of Minertown offer
limited cover and concealment.

(b) Observation and fire. There are good observation points
along bluffs above Gringo River. Fields of fire are excellent throughout
plains areas north of Mud Creek but limited moderately in populated and

vegetated areas near Glenville.

(c) Obstacles.

=

Swift River (fordable 1 km east of Glenville).

N

Bluffs above Gringo River.

3 City of Glenville. Routes around city are passable;
routes through city impassable.

(d) Key terrain. Hill mass Jackson and Hill 333.
(e) AAs.
1 Available to the enemy into our sector:

a AA 1 is from Largo through gap around the

northeast end of HILL 702, 34 km southwest to Minertown and south to Dry
Creek.

b AA 2 is from Largo southeast through Midway to
river crossing east of Glenville.

(Classification)

Figure A-4. Sample division intelligence estimate (continued).
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2 AA available for US movament into the enemy’'s area is
generally the same as those | isted for enemy into our sector.

(2) Effect on enemy courses of action. Terrain favors the enemy
attack using AA 1.

(3) Effect on friendly courses of action. Terrain favors our
defense of the srea around Dry Creek.

c. Other Characteristics.
(1) Existing situation. Local nationals throughout the area
favor friendly military operations. Large numbers of refugees can be

expected to pass through friendly lines.

(2) Effect on enemy courses of action. The enemy can be
expected to insert infiltrators as  refugees.

(3) Effect on friendly courses of action. Refugees can be
expected to provide valuable inteliigence.

3. ENEMY SITUATION.
a. Disposition. Annex A, Situation Overlay.

b. Composition. Enemy forces opposing 52d Div consist of elements of
the 4th Combined Arms Army.

(1) Identified units are--
(a) 10th MRD consisting of--
--27th  MRR.
--30th MRR.
--31st MRR.
--121st Tk Regt (unlocated).
(b) 19th Mech Div consisting of--

--23d MRR.
--37th Tk Regt.

(2) Unidentified units are: 2 x U/l MRR of 19th MRD.

(Classification)

Eigure A-4. Sample division intzei'ilgence estimate (Continued).

A-18




(Classification)

c. Strength.

(1) Committed forces. 52d Div (Mech) is opposed immediately by
four mechanized battalions and one tank battalion. These units are
supported by normal divisional and regimental artillery groups.

(2) Reinforcements. Reinforcements available to the enemy for
commitment in our zone are a total of five MRB and four tank battalions
from the 27th MRR, 121st Tk Regt, and the second-echelon battalions of the
30th and 31st MRRs and the 37th Tk Regt. Also, the 23d MRR can totally
reinforce within 8 hours from start of movement.

(3) Air. Enemy is supported by the 3d Air Army consisting of
unidentified numbers of fighter-bomber aircraft, ground attack aircraft,
and reconnaissance aircraft. Air parity currently exists with either
force capable of obtaining air superiority for limited periods of time.

Up to now enemy has used a maximum of 60 fighter-bomber sorties in a
12-hour period.

(4) Nuclear. No estimate of the enemy’s nuclear support for the
next 30 days is available. Enemy currently has 152mm Gun-Hows with
nuclear rounds and SSMS which can del iver rounds of 10-50 kt yield within
range of our division.

d. Recent and Present Significant Activities.

(1) Air reconnaissance and photo reports indicate increased enemy
movement along axis Bravo to Limo. Movement indicates reinforcement of
forward element of 4th CAA.

(2) Enemy’s aerial recon and tactical air flights have increased
in the last 36 hours, particularly along the | ine of contact.

(3) For the past 36 hours, volume of vehicular traffic has
increased in southerly direction.

(4) Artillery fire from the enemy has become more intensive in
the last 24 hours.

(5) Reliable source reports large tracked, amphibious vehicles
mov ng into area vicinity Hill 805.

(Classification)
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(6) Enemy has begun to employ smoke along the forward slope of
Hill 702.

e. Peculiarities and Weaknesses.

(1) Personnel. Enemy units are currently estimated to be at 85
to 90 percent authorized strength. Morale is high, although replacements
may not be highly trained.

(2) Intelligence. Enemy stresses communications security and
subordinate units of the 4th CAA have recently initiated intensive radio
security and procedures training.

(3) Operations.

(a) Enemy is susceptible to mine warfare and antitank
weapons.

(b) Enemy has trained heavily on attack formations and has
been told offensive action is the only way to victory.

(c) Enemy is vulnerable to nuclear weapons due to massed
forces and canalization by further advancement.

(4) Logistics. Supplies are adequate for the enemy’s conduct of
either the offense or defense. The enemy had previously stockpiled
supplies wel | forward in division areas.

(5) Personal ities. GD Masonski, CG of the 10th MRD, is an
advocate of penetration type offense on a narrow front with subsequent
widening of the gaps to split enemy forces.

4. ENEMY CAPABILITIES.

a. Enumeration:

(1) Attack at any time along AA 1 with four MRBs and one tank
battalion supported by normal d visional and regimental artillery groups.

(2) Attack at any time along AA 2 with four MRBs and one tank
battalion supported by normal divisional and regimental artillery groups.

(Classification)
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available divisional

(@)
()
(c)

(d)

(e)

(f)

(9)

(Classification)

(3) Defend at any time with forces
and regimental

in contact supported by all
artillery groups.

(4) Reinforce the attack or defense with all or part of the
following units at the places and times indicated:
UNIT PLACE TIME
30th MRR(-) AA2 immediately
31st MRR(-) AA 1 immediately
37th Tk Regt AA 1 immediately
(-)
27th MRR AA'1l 2 hr after
or 2 start of
movement
23d MRR vic Little 8 hr after
start of
movement
121st Tk Unlocated Unknown
Regt
U/l MRR of vic Bravo 9 hr after
19th MRD start of
movement
(5) Delay in successive positions to the east of Little.
(6) Employ chemical agents within our sector at any time.

artillery or

communication with

fighter,

daily sorties mounted

(7) Employ nuclear weapons of a 0.5-50 kt yield with delivery by

SSM.

(8) Employ guerrilla forces in our rear area either

the capabilities enumerated below.

alone or in

(9) The enemy can attack our area with an undetermined number of
ground attack, and bomb sorties daily. The maximum number of
in our area has been 60.

(Classification)
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Analysis and Discussion.
(1) Attack along AA 1.
(a) The following indicate adoption of this capability:
1 Uses a good AA.

2 The enemy is massing mechanized elements, tanks,

artillery and logistic support along this avenue.

front.

factor

o

Forward elements disposed on a relatively narrow

4 Extensive  artillery  preparation along  approach.

(b) The scant cover presented along this AA is a limiting
but does not preclude adoption of this capability.

(2) Attack along AA 2.
(a) The following indicate adoption of this capability:

1 The enemy is massing mechanized elements, tanks,

artillery and logistic support along this avenue.

front.

offers

N

Forward elements disposed on a relatively narrow

o

Extensive artillery  preparation along this avenue.
(b) The following indicate rejection of this capability:

1 This AA accommodates only one deployed regiment and
limited cover and concealment.

2 The limited obstacle presented by Glenville.
(3) Defend. The following indicate rejection of this capability:
(a) The enemy is massing forces along the line of contact.

(b) Enemy has followed known doctrine for attack.

(Classification)
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(c) Terrain favors attack.

(4) Reinforce. The following indicates adoption of this
capability:

(a) Movement of additional troops toward the front.
(b) New units identified in the combat zone.
(c) Forward logistical buildup.

(5) Delay. There are no indications of the enemy’s adoption of
this capability.

(6) Employ chemical agents. There is no indication the enemy
will employ chemical agents other than smoke.

(7) Employ nuclear weapons. There is no indication the enemy
will employ nuclear weapons.

(8) Employ guerrilla forces. The following indicates adoption of
this capability:

(a) Doctrine calls for use of guerrilla force.

(b) Use would enhance enemy advance by creating panic and
confusion.

(9) Air attack. Indications are that enemy will continue to
employ this capability as referenced in paragraph (9) above.

5. CONCLUSIONS.

a. Intelligence. Available intelligence indicates that the division
can accomplish its mission. Intelligence supports adoption of the
division course of action.

b. Weather and Terrain. The weather and terrain favors our defense.
The beat defensive area is the high ground east of Dry Creek. The best AA

into our defensive sector is AA 1.

c. Probable Enemy Courses of Action.

(Classification)

Figure A-4. Sample division intelligence estimate (continued).
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(1) Attack with forces in contact supported by air and artillery

with the main attack of one mechanized regiment along AA 1. Will
reinforce w th elements as indicated in para 4a(4).

(2) Conduct secondary attack with forces in contact supported by
air and arti llery with one mechanized regiment along AA 2.

(3) Employ guerrilla or special forces in our rear areas in
conjunction with the above courses of action.

d. Enemy Vulnerabilities.

(1) The enemy is vulnerable to counterattack due to slowness to
exploit potential penetrations.

(2) Vulnerable to nuclear attack due to massing of troops and
concentrated logistics depots.

(3) Mine warfare will be effective against mechanized elements.

KROOK

BG

OFFICIAL:

/s/ Bagger
BAGGER
GS

Annex: A--Situati on Overlay (omitted)
Distribution: A

(Classification)
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Copy --- of --- Copies
Preparing Staff Element
Organization

Location

Date-Time Group

Msg Ref No

INTELLIGENCE ESTIMATE NO _
References: maps, charts, or other documents.
Time Zone Used Throughout the Estimate: Zulu

1. MISSION. (States the current or proposed mission of the force
designated for stability operations.)

2. THE AREA OF OPERATIONS. (This paragraph discusses characteristics of
the host country, the area, and their probable effect upon both insurgent

and government courses of act ion.)
a. Geography. (Includes climate and topography.)
(1) Existing situation.
(2) Effect on insurgent courses of action.
(3) Effect on government courses of action.

b. Politics. (Includes governmental organization, political
and interest groups.)

(1) Existing situation.
(2) Effect on insurgent courses of action.

(3) Effect on government courses of action.

parties,

c. Economy. (Includes private enterprise and publ ic facilities.)

(1) Existing situation.
(2) Effect on insurgent courses of action.

(3) Effect on government courses of action.

(Classification)

Figure A-5. Annotated intelligence estimate for stability operations.
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d. Sociology (Includes minority groups and social programs.)
(1) Existing situation.
(2) Effect on insurgent courses of action.
(3) Effect on government courses of action.
e. Psychology. (Includes behavior patterns and motivating factors.)

(1) Existing situation.
(2) Effect on insurgent courses of action.
(3) Effect on government courses of action.

3. THE INSURGENT SITUATION. (This paragraph discusses the insurgent
organization and its activities.)

a. Organization and Leadership. (Includes composition.)
(1) Nonmilitary. (Includes the underground.)

(2) Military. (Includes all insurgent armed elements.)

b. Strength and Disposition.
(1) Nonmilitary.
(2) Military.
c. Recent and Present Significant Activities.

(1) Nonviolent action. (Includes political, economic,
sociological, and psychological action.)

(2) Terrorist action. (Includes murder, torture, extortion,
kidnapp ing, and sabotage.)
(3) Guerrilla operations. (Includes harassment, destruction,

i nterdi ction, and dispersion.)

(Classification)
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(4) Conventional tactical operations. (Includes attack, defense,
clay, and withdrawal.)

d. Strengths and Weaknesses.
(1) Recruitment and retention.
(2) Intelligence and security.
(3) Organization and training.
(4) Finance and logistics.
(5) Communications.

4, INSURGENT CAPABILITIES. (This paragraph lists current insurgent
capabilities and discusses them in regard to probability of adoption.)

a. Enumeration. (Includes what, where, when, and how for each
capability.)

(1) Basic capabilities.

(a) Nonviolent action.

(b) Terrorist action.

(c) Guerrilla operations.

(d) Conventional tactical operations.

(e) Employment of chemical, biological, or nuclear weapons.
(2 Supporting capabilities.

(a) Intelligence and security.

(b) Recruitment and retention.

(c) Organization and training.

(d) Finance and logistics.

(Classification)
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(e) Reinforcement capabilities.

b. Analysis and Discussion. (Includes all evidence supporting or
rejecting the adoption of each capability.)

5. CONCLUSIONS. (This paragraph draws conclusions from the content of
:he preceding paragraphs and furnishes a basis for selection of courses of
action to accomplish the assigned miss ion.)

a. Effects of the Operational Environment. (States the total effect
of the AO upon courses of action.)

b. Probable Insurgent Courses of Action. (Lists probable insurgent
courses of action in order of relative probability of adoption.)

C. Insurgent Vulnerabilities, (Lists exploitable insurgent
vulnerabilities.)

/s

G2 or S2
(Commander if distributed
outside headquarters)

ANNEXES:
Distribution: (If distributed only.)
Authentication: (G2 or S2 authenticates if commander signs estimate.)

(Classification)
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INTELLIGENCE ANNEX TO THE OPORD OR OPLAN

The intelligence annex disseminates information about enemy forces
which is essential to the conduct of the operation and to give any other
necessary intelligence orders or guidance for the operation(s) in
question. It also serves as a medium for instructing subordinate
commanders to acquire information necessary for the conduct of the
operation but which can only be obtained immediately before or when the
operation itself has begun. The intelligence annex is not a substitute
for an intelligence collection plan; rather it is a way to communicate the
taskings and requests of the collection plan.

The intelligence annex is a formal intelligence tasking document that
accompanies an OPLAN or OPORD. It should be as brief as possible
consistent with clarity. Its first paragraph is a summary of the enemy
situation required to understand the OPLAN or OPORD and refers to
annotated maps, enemy situation overlays, or current intelligence reports.
Subsequent paragraphs contain specific collection requirements and
instructions. SOP information should not be repeated in the intelligence
annex. Figures A-6 and A-7 show a general intelligence annex format and
division intelligence annex example.

(Classification)
(Change from oral orders, if any)

Copy no __ of __Copies
Issuing headquarters

Place of issue (may be in code)
Date-time group of signature
Message reference number

ANNEX (INTELLIGENCE) to OPERATION ORDER NO _
References: Maps, charts, and other relevant documents.
Time Zone Used Throughout the Order: Zulu

1. SUMMARY OF ENEMY SITUATION. Information about enemy forces essential
in implementing the operation plan. When the amount of detail makes it
appropriate, a brief summary and reference to the appropriate intelligence
document, or appendix to the annex, may be used. Reference to documents

not included in the annex should not be made when they ara not available
to all recipients of the annex.

(Classification)

Figure A-6. Intelligence annex format.
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2. INTELLIGENCE REQUIREMENTS. List each PIR in a separate subparagraph.
If a priority has been assigned to the PIR list in order, so state. In a
final subparagraph, list IRs, if any. If an intelligence annex is not
prepared or is distributed separately from the basic order, PIR should be
listed in the coordinating instructions subparagraph of the OPORD.

3. INTELLIGENCE ACQUISITION TASKS.

a. Orders to Subordinate and Attached Units. List, by unit, in
separate numbered subparagraph, detailed instructions for reports required
by the issuing headquarters. Units are listed in the same order as they
are | isted in the OPORD.

b. Requests to Higher, Adjacent, and Cooperating Units. List in a
separate numbered subparagraph requests for information from units not
organic or attached.

4., MEASURES FOR HANDLING PERSONNEL, DOCUMENTS, AND MATERIEL. This
paragraph contains instructions about the operation that are not contained

in SOP or that modify or amplify SOP for the current operation. Examples
include--

a. EPWs, Deserters, Repatriates, Inhabitants, and Other Persons,
Special handling and segregation instructions. Location of EPW collection
point as provided by the provost marshal.

b. Captured Documents. Instructions for handling and processing of
captured documents from time of capture to receipt by specified
intelligence  personnel

c. Captured Materiel. Designation of items or categories of enemy
materiel for examination, and specific instructions for their processing
and disposition.

5. DOCUMENTS OR EQUIPMENT REQUIRED. This paragraph lists, in each
category, the conditions under which certain documents or equipment

required by or allocated to units can be obtained or requested. Items may
include air photographs and maps.

6. COUNTERINTELLIGENCE.

a. This paragraph is covered largely by SOP. Many special
operational instructions having Cl aspects are | isted in the OPORD or in
other annexes.

(Classification)
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b. Certain instructions and procedures on the conduct of special
personnel in the operation may require limited dissemination on a
need-to-know basis; therefore, a special Cl| measures appendix may be
prepared for a limited and specified number of addresses.

7. REPORTS AND DISTRIBUTION. This paragraph may be covered largely by
SOP . It stipulates the conditions (for example, dates, number of copies,
issue) regulating the issue of intelligence reports to the originating
command for the duration of the operation. Any or all of the following
items may be covered in this paragraph:

a. Period to be covered by routine reports and distribution.

b. Routine and special reports that differ from SOP required from
subordinate units.

c. Periodic or special conferences of inte lligence officers.

d. Distribution of special intelligence studies, such as defense
overprints, photointelligence reports, and OB overlays.

em Special intelligence liaison, when indicated.
8. MISCELLANEOUS INSTRUCTIONS (if required). List here, under separate

subparagraphs, necessary items that are not covered above or in SOPS, or
which require action different from that detailed in SOPS.

Acknowledge

Last name of commander
Rank

Authentication:
Appendixes:
Distribution:

(Classification)
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(Change from oral orders, if any)

Copy 4 of 5 Copies
20th Inf Div

Zelle (4671), Buttano
101900Z Sep 45

BQ 13

Annex A (Intelligence) to Operations Order 24
Reference: Map, Buttano, Edition 2, 1:50,000 sheets 204 (Zelle-Pagt).
Zulu Time

1, SUMMARY OF ENEMY SITUATION. See INTSUM, this HQ, 101800z
September, and Appendix 1, Situation Overlay.

2. INTELLIGENCE REQUIREMENTS.

a. PIR.

(1) Will enemy reinforce the forces along the Flood River before
the time of attack? If so, when, where, and with what forces? Special
attention to the mechanized regiment and the medium tank regiment in
vicinity of Burg.

(2) Will enemy employ nuclear weapons against us? If so, when,
where, how many, of what yields, and by what delivery means?

b. IR.

(1) Will enemy continue to defend in the present position? if
so, how will forces on the ground be organized, and with what troops?
Special attention to locations and activities of reserves and
vulnerability to nuclear attack.

(2) Will enemy attack prior to 110500Z September? If so, when,
where, and in what strength? Special attention to the axis Hill 536--Hill
524--CR9841.

(3) Will enemy use CB agents? If so, what agents, when, how, and
where?

(Classification)

Figure A-7. Sample of a division intelligence annex.
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(CLASSIFICATION)
- INTELLIGENCE ACQUISITION TASKS.
a. Orders to Attached and Subordinate Units.
(1) Ist Bale.
(2) 2d Bale.
(a) Report as obtained.

1 Status of construction of defensive positions and
minef ields on and to the east of the Flood River.

2 Location and size of ammunition storage sites and
| ocat ion. size, and content of engineer equipment parks.

3 Clearing of lanes through obstacles within enemy
position n division zone.

4 Number, size, and composition of enemy patrols, and
time they were observed.

o

Activity and size of units blocking our patrolling in
forward areas.

1o

The interception of enemy patrols equipped for CB
activity.

7 The presence of enemy troops carrying protective masks
or wearing protective clothing.

(b) Report as obtained. Negative reports by 110400Z
September.

1 Activity in medium tank regiment (-) and tank battalion
assembly area in vicinity of Burg.

2 Location and activity of mechanized regiment in
vicinity of Burg.

(3) 3d Bale.

(a) Report as obtained--

(Classification)

Figure A-7. Sample of a division intelligence annex (continued)
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(Classification)

=

Activity of mechanized battalion north and east of
CR9847.

[hS]

Activity of mechanized battalion on Hill 503.

3 Status of construction of defensive positions and
ninefields on and to the east of Flood River.

4 Location and size of ammunition storage sites and
location, size, and content of engineer equipment parks.

5 Clearing of lanes through obstacles within enemy
position in division zone.

6 Number, size, and composition of enemy patrols and i me
they were observed or contacted.

7 Activity and size of units blocking our patrolling n
forward areas.

|oo

The interception of enemy patrols equipped for CB
activity.

9 The presence of enemy troops carrying protective masks
or wearing protective clothing.

(b) Report as obtained--Negative reports by 110400z
September.

1 Activity in medium tank regiment (-) and tank battalion
assembly area in vicinity of Burg.

2 Location and activity of mechanized regiment in
vicinity of Burg.

(4) 1/21 Cav report as obtained--
(a) Activity of mechanized battalion on Hill 503.

(b) Status of construction of defensive positions and
minefield on and to the east of the Flood River.

(c) Location and size of ammunition storage sites and
location, size, and content of engineer equipment parks.

(Classification)

Figure A-7. Sample of a division intelligence annex (continued).
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(Classification)

(d) Clearing of lanes through obstacles within enemy
position in division zone.

(e) Number, size, and composition of enemy patrols, and time
they were observed.

(f) Activity and size of units blocking our patrolling in
forward areas.

(g) The interception of enemy patrols equipped for CB
activity.

(h) The presence of enemy troops carrying protective masks or
wearing protective clothing.

(5) Div Arty.
(a) Report as obtained--

1 Status of construction of defensive positions and
minefield on and to the east of Flood River.

2 Clearing of lanes through obstacles within enemy
position in division zone.

3 Number, size, and composition of enemy patrols, and
time they were observed or contacted.

4 Activity and size of units blocking our patrolling in
forward areas.

5 The interception of enemy patrols equipped for CB
activity.

(b) Report as obtained--Negative reports by 1104002
September. Locations of artillery positions, including number of weapons,
caliber, and state of preparation of position.
(6) 20 Avn.

(a) Report as obtained--

1 Activity of mechanized battalion north and east of
CR9847 .

Classification

Figure A-7. Sample of a division Intelligence annex (continued).
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(Classification)

N

Activity of mechanized battalion on Hill 503.

3 Location, size, and type of unit in vicinity of Hill
536 (north of Burg) .

4 Status of construction of defensive positions and
ninefields on and to the east of Flood River.

5 Location and size of ammunition sites, location, size,
and content of engineer equipment parks.

6 Preparation of emplacements suitable for, and presence
of equipment appropriate to, atomic demolition munitions (ADM).

7 The interception of enemy patrols equipped for CB
activity.

(b) Report as obtained--Negative reports by 1104002z
September.

=

Movement on the following roads:

a North on Highway 25.
b West on Highway 2.
c West on Highway 4.

2 Activity in medium tank regiment (-) and tank battalion
assembly area in vicinity of Burg.

3 Location and activity of mechanized regiment in
vicinity of Burg.

4  Location of artillery positions, including number of
weapons, ca iber, and state of preparation of positions.

(7) 20 Engr report as obtained--

(a) Status of construction of defensive positions and
minefi elds on and to the east of Flood River.

(b) The interception of enemy patrols equipped for CB
activ ty.

(Classification)

Figure A-7. Sample of a division intelligence annex (continued).
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(Classification)
b. Requests to Higher, Adjacent, and Cooperating Units.
(1) Ist Corps is requested to provide:

(a) As obtained--

1 Location, size, and type of unit in vicinity of Hill
536 (north of Burg).

2 Number, types, direction of movement, and time of
movement of air or surface vehicular traffic within the division zone,

with special attention to Highway 2.

3 Troop concentrations, including types of vehicles, east
of Highway 25 within the divisional area of interest.

4 Evidence of field fortifications and troop
concentrations along the following lines:

a Hill 503--CR9847.
b Hill 518--Hill 536--Hill 499.

5 Location and size of ammunition storage sites and
locations, size, and content of engineer equipment parks.

6 Instances of heavily guarded vehicular movement.
Special attention to Highway 2 from Zilch to Burg.

7 Areas under unusual security restrictions in the
divisional area of interest.

8 Presence of special security troop units in any area
east of Highway 25.

9 Any location in the divisional area of interest  from
which civilians have been evacuated.

10 Launcher sites for guided missiles or rockets within
divisional area of interest.

11 Preparation of emplacements suitable for, and presence
of equipment appropriate to, ADM.

(Classification)

Figure A-7. Sample of a division intelligence annex (continued).
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(Classification)

12 The interception of enemy patrols equipped for CB
activity.

13 All CB supply movement and dumping in zone.

14 The presence of enemy troops carrying protective masks
or wearing protective clothing.

(b) As obtained--Negative reports by 110400Z September.

1 Movement on the following roads:

a North on Highway 25.
b West on Highway 2.
c West on Highway 4.

2 Activity in medium tank regiment (-) and tank battalion
assembly area in vicinity of Burg.

3 Location and activity of mechanized regiment in
vicinity of Burg.

4, Location and activity of mechanized regiment southwest
of CR9944.

5 Locations of artillery positions, including number of
weapons, caliber and state of preparation of positions.

6 Command posts, supply points, and medical facilities
east of Highway 25.

(2) 18 Inf Div is requested to provide--
(a) As obtained--

1 Troop concentrations, including types of vehicles, east
of Highway 25 within the divisional area of interest.

2 Instances of heavily guarded vehicular movement;
special attention to Highway 2 from Zilch to Burg.

(Classification)

Figure A-7. Sample of a division intelligence annex (continued).
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(Classification)

3 Areas under unusual security restrictions in the
divisional area of interest.

4 Presence of special security troop units in any area
east of Highway 25.

5 Any location in the divisional area of interest from
which civilians have been evacuated.

6 Launcher sites for guided missiles or rockets within
divisional area of interest.

7 Locations of heavy artillery positions, including
number of weapons, caliber, and state of preparation of positions.

8 Preparation of emplacements suitable for, and presence
of equipment appropriate to, atomic demolition munitions (ADM).

9 The interception of enemy patrols equipped for chemical
biological (CB) activity.

10 All CB supply movement and dumping in zone.

11 The presence of enemy troops carrying protective masks
or wearing protective clothing.

(b) As obtained--Negative reports by 110400Z September.

1 Movement on the following roads:

a North on Highway 25.
b West on Highway 2.
c West on Highway 4.

[LIS]

Location and activity of mechanized regiment in
vicinity of Burg.

(3) 52 Mech Inf Div is requested to provide as obtained--

(a) Troop concentrations, including types of vehicles, east
of Highway 25 within the divisional area of interest.

(Classification)

Figure A-7. Sample of a division intelligence annex (continued).
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(Classification)

(b) Instances of heavily guarded vehicular movement, special
attention to Highway 2 from Zilch to Burg.

(c) Areas under unusual security restrictions in the
divisional area of interest.

(d) Presence of special security troop units in any area east
of Highway 25.

(e) Any location in the divisional area of interest from
which civilians have been evacuated.

(f) Launcher sites for guided missiles or rockets within
divisional area of interest.

(g) Locations of heavy artillery positions, including number
of weapons, caliber, and state of preparation of positions.

(h) Preparation of emplacements suitable for, and presence of
equipment appropriate to, ADM.

(i) The interception of enemy patrols equipped for CB
activity.

(j) All CB supply movement and dumping in zone.

(k) The presence of enemy troops carrying protective masks or
wearing protective clothing.

(4) Supporting MI units provide information obtainable from
SIGINT and ESM and will respond to specific tasking as described in
separate instructions.

4. MEASURES FOR HANDLING PERSONNEL, DOCUMENTS, AND MATERIEL (see division
SOP) .

5. DOCUMENTS AND EQUIPMENT REQUIRED.
a. Maps. SOP distribution of map, Buttano, 1:50,000, Zelle-Pagt.

b. Photographic. Following aerial photographs will be furnished:

(Classification)

Figure A-7. Sample of a division intelligence annex (continued).
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(Classification)

(1) Basic cover of division zone (1:10,000 approximate), six
copies of each brigade and division artillery; one copy each tank
battalion, mechanized infantry battalion, 1/21 Cav, division engineer,
aviation battalion or group, and division signal officer.

(2) Annotated air photographs distributed automatically, as
available.

6. COUNTERINTELLIGENCE .

a. Appendix 2, CI.

b. All units coordinate use of Army aircraft through division
tactical operations center (DTOC) to minimize number of aircraft in air
over division zone prior to attack.

7. REPORTS AND DISTRIBUTION. Effective 110800Z September units will
submit INTSUM at 0800, 1200, 1600, 2000, 2400, and 0400 hours daily in
lieu of times prescribed in division SOP.
8. MISCELLANEOUS INSTRUCTIONS (as required),
None.
Acknowledge.

POWERS

MG

Append xes: 1--S ituation Overlay
2--c

Distribution: Same as OPORD
OFFICIAL:
/sIAUSTIN

AUSTIN

G2

NOTE: This format may also be used in Joint Service Operations.

(Classification)

Figure A-7. Sample of a division intelligence annex (continued).
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SITUATION REPORT

Preparation and submission of the SITREP is a staff responsibility of
the S3; however, the S2 prepares paragraph 1, Enemy, of the SITREP and
furnishes it to the S3 in usable form. Figure A-8 shows the prescribed
format for preparing a SITREP.

ENEMY .

Committed forces (overlay).
Forces committed against TF 2-80 are--

(1) Four mechanized platoons.

(2) Two medium tank platoons.

(3) Normal regimental artillery.

(4) Six 160mm mortars.

(5) Ten 122mm howitzers.

(6) Four 100mm artillery guns self-propelled (SP).
(7) Two 122mm multiple rocket launchers.

(8) One 152mm gun SP.

(9) Air and nuclear weapons.

Reinforcements (overlay). Reinforcements currently capable of being”
employed in sector now total: U/l Medium tk plt vic BD4156, MRC of 281st
MRR vic BD4867, MRC of 282d MRR vic BD4873, MRC of 281st MRR vic AB4673,
MRB (-) of 281st MRR vic AB4650, MRB of 282d MRR vic CD5060, U/l tk co vic
DE5265 .

Enemy Activity During Period 1006002Z-101800Z.

(1) Occupation of previously unoccupied positions vic BG3531, NT3633,
MT3734, DT4239 .

(2) Movement of combat units fwd vic MN4036.

(3) Dispersal of tanks to fwd units vic CG3136.

(4) Movement of assault boats into vic GM3338.

(5) Two 100mm AT guns (SP) vic MT3737, two 120mm AT guns (SP) vic
ER3833 .

(6) Six additional 122mm how vic DT3731.

(7) Increased enemy counterbattery fire in bde sector.

(8) Clearing lanes through minefield BC2937.

(9) Mech regimental aid station vic CD3339.

I o) Increased enemy air activity vic FN2836, RB2437.

(11) Suspected jamming of VHF communications (intel net) at 100745z
and 013252.

Concl usions. Enemy’s most probable courses of action--

(1) Continue defense now.
(2) Attack along our front within 8 hours.

Figure A-8. Sample situation report.
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INTELLIGENCE REPORT

The INTREP is a standardized report which, based on its importance, is
disseminated without regard to a specific schedule. It is prepared at all
echelons when facts influencing the enemy capabilities have been observed,
or when a change in enemy capabilities has taken place. It is passed to
higher, lower, and adjacent units at the discretion of the commander
producing the report. It is sent as quickly as possible following receipt
of the information. Whenever time permits, the INTREP includes the
originating office’'s interpretation of the information or intelligence
being reported. The first word of the report is INTREP. Otherwise, there
is no prescribed format for this report. It is not used in lieu of the
critical INTREP. Figure A-9 shows a message format for INTREPs that has
been developed for joint operations.

C110: Message Identification Number.
INTREP: The first word of the report must be “INTREP.”
HEADING: Addressee information and meg ctr data.

TEXT : Intelligence or information to be reported. Should answer
Who, What, Where, When and How Questions.

CONCLUSIONS: Whenever possible the INTREP should include the

originating office’'s interpretation of the information
intelligence being reported.

Figure A-9. Sample INTREP message format.

Figure A-10 shows the Joint Chiefs of Staff (JCS) INTREP format.

MESSAGE HEADING

ORIGINATING AGENCY

ACTION ADDRESSEES

INFORMATION ADDRESSEES

SECURITY CLASSIFICATION AND CODE WORD OR NICKNAME

INTREP (number) AS OF DATE-TIME GROUP (GMT)/MO/YR

BODY Installation, Event, and Sighting Format
Reference to previous message, if any.
Source reliability evaluation.
Concise narrative description.

REMARKS: Any other information not covered in

the body of the report.

Figure A-I0. Sample JCS INTREP message format.
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INTELLIGENCE SUMMRY

The INTSUM provides a summary of the intelligence situation covering a

specific period of time dictated by the commander.
There is no specified format for the INTSUM, except

show INTSUM formats.

Figures A-Il and A-12

for joint service operations (see the format in Figure A-12).

Format of an INTSUM

NOTE: Omit items not applicable

unless otherwise indicated.

1. Issuing unit (always
included) .

2. Time and date of issue
(aiways included).

3. Summary of enemy activity
for period.
a. Ground activity.
b. Trace of forward elements.
c. Potential targets for

nlaar waanAane

wioar wwupun:.

Nuclear activity.

CB activity.

. Air activity.

. Other (new tactics,

counter intel |l igence).

4. Enemy personne! and

equipment |osses.

a. Personnel Killed in
Action (KIA).

b. EPW.

c. Equipment destroyed or
captured.

. New obstacies and barriers.

. Administrative activities.

New identifications.

a. Units.

b. Personalities.

. Enemy movements.

. Estimates number an

of vehiciles.

10. Weather and terrain
conditions,

11. Brief discussion of
capabilities and
vulnerabilities
{always included).

o -»0 Q

-~ O

< o

[« 1
-
~
T
a
[

IMMEDIATE

TO C6 2D CORPS

INTSUM NUMBER 1l44 ENDING 04OLOODZ
PARA 3 ALFA ENEMY CONTINUED DEFENSE
IN ZONE EXCEPT FOR LOCAL ATTACK AT
04L5 VICINITY R3376759 WITH
ESTIMATED 90 MEN CMM 3 MEDIUM TANKS
(MM AND LIGHT ARTILLERY SUPPORT PD
ATTACK REPULSED PD PARA 3 DELTA
ATTACK PRECEDED AT 040 BY VERY HIGH
AIR BURST NUCLEAR WEAPON CMM GROUND
ZERO RS3747b) CMM DELIVERY MEANS

UNDETERMINED CMM YIELD ESTIMATED AT
0 PD S KT PD PARA 3 FOXTROT ATTACK
SUPPORTED BY 2 JET ATTACK AIRPLANES
BOMBING AND STRAFING VICINITY
RS396756 FOR 5 MINUTES STARTING AT
0u25 PD PARA 4 ALFA CONFIRMED 20 KIA
CMM ESTIMATED 5 KIA PD PARA 4 BRAVO
10 INCLUDING 2 WIA PD PARA 4 CHARLIE
€ MEDIUM TANKS DESTROYED (MM 1

DAMAGED (MM 1 JET

ATTACK AIRCRAFT SHOT DOWN PD PARA b
PRISONER STATES AMMUNITION SUPPLY IN
FORWARD UNITS RUNNING LOW PAREN
CHARLIE DASH 3 PAREN PD PARA 7 ALFA
PATROL REPORTS BATTERY 152MM GUN
HOWITZERS AT RS303292 PD PRIIONERS
CONFIRM LOCATION 2D BATTALION (MM
37F MRR VICINITY RS375758 PAREN
BRAVO DASH 1L PAREN PARA 6 AIRBOR
RADAR RECONNAISSANCE DETECTED 10
TRUCKS MOVING SOUTH ON ROAD AT

RTIINIAN AT N3uc DD DARA 9 DDADA

NUu JIJWLUW N WJITD F ¥ T ANNR i rawvo

ROUTINE SUPPLY VEHICLES PD PARA
SNOW STARTED AT O40S4SZ AND
CONTINUING PD GROUND FROZEN HARD AND
SUPPORTS ALL TYPES OF VEHICLES PD

AlF

NC

\'s

BLY
1

i
[N
0

NOTE: In joint service operations, use the format in Figure A-12.

Flgure A-11. Format" and” sampfle of an ‘intelligence summary.
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12. Conclusions (aiways PARA 11 LOCAL ATTACK REPORTED
included) . PROBABLY WAS TO SEIZE HILL 405 P)
ENEMY IS CAPABLE OF CONTINUING
DEFENSE IN PRESENT POSITION (MM
Examples of a Division INTSUM MAKING LOCAL ATTACKS TO IMPROVE

(full distribution not HIS DEFENSIVE POSITION (MM DELAYING
indicated) FM CG 520 inf Div TO STRONGER POSITION ALONG LAURIEX
(Mech) RIVER PD PARA 12 CONTINUED DEFENSE

IN PRESENT POSITION MOST PROBABLE.

NOTE: In joint service operations, use the format in Figure A-12.

Figure A-Il. Format and sample of an intelligence summary (continued).

HEAD I NG

PRECEDENCE

ORIGINATING AGENCY

ACTION ADDRESSEES

INFORMATION ADDRESSEES

SECURITY CLASSIFICATION, CODE WORD, OR NICKNAME

INTSUM (Number) FOR PERIOD ENDING DATE-TIME GROUP-MONTH-YEAR

BODY

1. SUMMARY OF ENEMY ACTIVITY FOR THE PERIOD. Is a summary of those that
occurred during the period of the report. It contains but not be limited
to the following:

a. GROUND ACTIVITY. Summarize major movements and activities of
enemy ground forces. Indicate estimated strength, composition,
disposition, and any other items of significance.

b. TRACE OF FORWARD ELEMENTS. The most forward location or main
location of the enemy force will be shown as a pinpoint position, area
boundary, or a series of connected points, as applicable. The following

methods for reporting locations is used and stated in the intelligence
annex.

Figure A-12. Intelligence summary for joint service operations.
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(1) Operations Involving Ground Forces. For unified or joint
operations in which ground forces are directly participating, not
specifically provided for in the subparagraph below, the UTM system
prescribed for the area concerned is used to the maximum extent
practicable in communications between ground forces and other forces

jointly engaged. When the use of the UTM system is impractical, latitude
and longitude is used.

(2) Operations Not Involving Ground Forces, The World Geographic
Reference System (GEOREF) is used in joint operations which do not
directly involve ground forces.

(3) For Close Air Support of Ground Forces. When air forces
(including naval aviation) are acting in close air support of ground

forces, the UTM system prescribed for use by ground forces in the area
concerned is used.

(4) For Joint Amphibious Operations. The UTM system prescribed
for use by landing forces within the amphibious objective area is used for
support of landing force operations by all supporting forces.

(5) For Joint Air Defense Operations. GEOREF is used in joint
air defense operations. When there is a possibility of confusing which
system to use in reporting positions, the reference system should be
indicated in the report. GEOREF is not used by air forces (including
naval aviation) when reporting positions to ground forces, except in air
defense operations. GEOREF is used by ground forces when reporting
positions to air forces in air defense operations.

(6) in joint operations not using procedures specified in the
above paragraphs, latitude and longitude is used.

c. POTENTIAL TARGETS FOR NUCLEAR WEAPONS. List all potential nuclear
targets, such as concentrations of troops or equipment observed during
period. Include location, date, and time (Zulu) of observation.

d. NUCLEAR ACTIVITY. Enemy nuclear capability observed during the
period is reported. Include any changes to previously reported

capabilities. Indicate location, date, and time (Zulu) of observation of
artillery, missile, or air nuclear capability.

e. NUCLEAR, BIOLOGICAL, AND CHEMICAL ACTIVITY. Indicate NBC weapons

(agents) employed or capability by type, location, date, and time (Zulu)
of occurrence.

f. AIR_ACTIVITY. All enemy air activity that has occurred during the
period (CAS, air interdiction, AD, and reconnaissance affecting the

Figure A-12. Intelligence summary for joint service operations (continued).
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operation is summarized, including location, date and time (Zulu), and
type of aircraft involved.

g. NAVAL ACTIVITY. Summarize all enemy naval activity that has
occurred during the period. include location, date and time (Zulu), and
types of ships and craft.

h. OTHER. New tactics observed are summarized. CI measures of
significance, including active and passive measures, are listed. Any item
not properly reported in any other paragraph also may be included.

2. ENEMY PERSONNEL AND EQUIPMENT LOSSES.

a. PERSONNEL. List in separate categories confirmed Kl A (body
count) , estimated KIA, estimated wounded in act on (WIA), and captured.

b. EQUIPMENT AND MATERIEL. List by number and type the enemy

equipment and materiel losses during the period. Include damaged enemy
equipment separately.

3. NEW OBSTACLES AND BARRIERS. List those identified during the period
by type and location.

4. ADMINISTRATIVE ACTIVITIES. Summarize enemy activities pertaining to
personnel replacements, supply buildup, or other unusual logistic activity
but not information or intelligence reported elsewhere in the INTSUM.

5. NEW_IDENTIFICATIONS.

a. UNITS. List new units identified during the period. Include
location, date and time (Zulu), and unit making the identification.

b. PERSONALITIES. List significant individuals identified during the
period by name, rank or title, and organization.

6. ENEMY MOVEMENTS. Summarize significant enemy movements by type,
activity, location, and unit designation, if known.

7. ESTIMATED NUMBER AND TYPES OF VEHICLES, SHIPS, AIRCRAFT. Summarize by
type the estimated number of vehicles, ships, and aircraft available to
the enemy.

8. WEATHER AND TERRAIN CONDITIONS. A summary of the weather and terrain
conditions during the period that would have an effect on subsequent
operations.

Figure A-12. Intelligence summary for joint service operations (continued).
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9. BRIEF_DESCRIPTION OF GAPABILITIES AND VULNERABILITIES. (Always

included.) State courses of action which the enemy most probably will
adopt.

NOTE: Paragraphs and subparagraphs for which no information has been
obtained are omitted in the preparation of the INTSUM. Each topic

reported upon retains the numerical (and letter) designation outl ined
above.

Figure A-12. Intelligence summary for joint service operations (continued).

PERIODIC INTELLIGENCE REPORT

The PERINTREP is a summary of the intelligence situation covering a
longer period than the INTSUM. It is a means of disseminating detailed
information and intelligence. Other intelligence documents like  technical
intelligence summaries, EPW interrogation reports, translations of captured
documents, and weather and climate summaries are disseminated as appendixes
to the PERINTREP. The PERINTREP is concise--but complete--and makes
maximum use of sketches, overlays, marked maps, and annexes.

Although not normally prepared by intelligence officers at division
and lower levels, PERINTREPs provide detailed information and intelligence.
Therefore, intelligence officers at these levels should be familiar with
the format and content of PERINTREPSs.

The PERINTREP is normally published every 24 hours. The beginning and
end of the period is selected to permit dissemination of the PERINTREP in
time for its use in daily planning. It is disseminated by the most

suitable means consistent with its volume and urgency. Figure A-13 shows
the PERINTREP format.

The Supplementary Intelligence Report (SUPINTREP) is a comprehensive
analysis of one or more specific subjects. This report is formatted like a
PERINTREP and usually contains selected intelligence data collected over an
extended period of time. It includes additional details on items contained
in other reports. The report is disseminated based on the intell igence
contained in the report and the desires of the commander. It
is normally produced as the result of a request or in support of a
particular operation.
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(Classification)

copy No
Unit
Location

Date-time group
Message reference number

PERINTREP NO

Period Covered: (date and time to date and time).
References: Maps or charts.
Disposal instructions: (if any).

1. GENERAL ENEMY SITUATION. This paragraph contains a brief summary of
enemy operations during the period. Amplifying details are furnished in
the paragraphs that follow and in appropriate annexes, or both. This
paragraph provides brief highlights of the anemy situation and the
significance of the enemy’s major activities, to include marked changes in
morale, strengths, dispositions, tactics, combat effectiveness, and
equipment. Data that is langthy or can conveniently be shown graphically
are presented in annexes.

2. ENEMY ACTIVITIES. This paragraph, in conjunction with those following,
providas the details of the situation summarized in paragraph 1. Detailed

intelligence provided in this paragraph covers all operational activities.
Information may be presented graphically by overlays, printed maps, sketch
maps, and annexes. Subparagraphs are omitted when appropriate intelligence:
is not available or is adequately covered by othar portions of this report,

a. Ground. (Primarily includes activities of combat arms, raserves,
and reinforcements; also includes enemy defensas, minefield,
fortifications, barriers, obstacles, and other defensive works.)

b. Air. (Includes Air Force activities, such as bombing, close air
support, tactical aerial reconnaissance, air surveillance, and
air-supported operations.)

c. Airborne.

d. lIrregular.

e. NBC operations.

f.  EW.

(Classification)

Figure A-13. Sample format for a periodic intelligence report.
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g. Other. (Normally includes other than combat arms; includes
appropriate comments not covered in other subparagraphs on reserves,
reinforcements, new tactics, weapons and equipment, administrative
installations, combat service support, and technical intelligence.)

3. ORDER OF BATTLE, Frequently, this paragraph will consist only of
references to the enemy SITMAP (or overlay) and to the OB annex, which is
developed using the format shown below. When desired by the commander,
particularly significant 06 changes may be summarized in addition to being
discussed in detail in the 06 annex.

a. Composition and Disposition.

b. Strength. (Personnel and major weapons and items of equipment.)

(1) Losses.
(2) Current strength.

c. Tactics,

d. Training.

e. Css.

f. Combat Effectiveness.

g. Miscellaneous Data.

4. COUNTERINTELLIGENCE. This paragraph, or parts thereof, should be
issued as an annex if a limited distribution is required.

a. General. (A short summary of the CIl situation during the period.)
b. Espionage.

c. Sabotage.

d. Subversion.

e. Communication and Noncommunication Security.

f. Miscellaneous.

5. WEATHER. This paragraph gives a summary of the effect of weather on
operations during the period.

(Classification)

Figure A-13. Sample format for a period intelligence report (continued).
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(Classification)

6. TERRAIN. Use an annex, special maps, and overlays, when possible.
Include impact on future operations, if appropriate.

7. ANALYSIS AND DISCUSSION. This paragraph lists and discusses briefly
enemy capabilities and vulnerabilities. The conclusions present the
commander’s assessment of the most probable courses of action available to
the enemy, probability of their adoption, and vulnerabilities that are
exploitable by own, higher, or lower levels of command.

a. Enemy Capabilities.

b. Enemy Vulnerabilities.

c. Conclusions.

Authentication:

Annexes: (Any intelligence document may be distributed as an annex to a
PERINTREP. Although annexes are a means of distributing detailed
intelligence and information, care is exercised to avoid unnecessary bulk

and duplication.)

DISTRIBUTION:

(Classification)

Figure A-13. Sample format for a periodic intelligence report (continued).

PERIODIC INTELLIGENCE SUMMARY

The periodic intelligence summary (PERINTSUM) is a detailed hard copy
summary of the intelligence situation covering a period of time specified
by the force commander (normally 24 hours or more). The PERINTSUM is a
means of disseminating concise and complete detailed information and
intelligence and makes maximum use of sketches, overlays, annotated maps,
and annexes. Normally, this report is prepared at corps level and higher.
It is disseminated two echelons higher, two echelons lower, and to
adjacent units; however, subordinate units also may be tasked to prepare a
PERINTSUM. Figure A-14 shows a JCS message format for the PERINTSUM,
structured to facilitate updating the intelligence estimate.
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HEAD I NG

PRECEDENCE

ORIGINATING AGENCY

ACTION ADDRESSEES

INFORMATION ADDRESSEES

SECURI TY CLASSIFICATION, CODE WORD, OR NICKNAME

PERINT SUM (Number) FOR PERIOD ENDING DATE-TIME GROUP-MONTH-YEAR

BODY

1. AREA OF OPERATIONS. State conditions which exist and indicate the
effect of these conditions on enemy capabilities and the assigned

mission. The characteristics of the area are based on the facts and
conclusions of an analysis of the AO, as follows:

a. TOPOGRAPHY. Include information available on observation and
fields of fire, concealment and cover, obstacles, key terrain features,
AAs, nuclear fires, biological and chemical agents, and so forth. Graphic
representation may be included, if necessary.

b. HYDROGRAPHY. Include general relief of beaches and beach
approaches, surf conditions, tides and currents, navigational aids,
identifying features, channels, water depths, rocks and shoals, obstacles,
anchorages, beach trafficability, coastline, contiguous islands, and
compartmentation, as each affects operations.

c. CLIMATE AND WEATHER. Discuss weather during the period which will
affect operations.

d. TRANSPORTATION . Include status of beaches, beach airways,
pipelines, and inland waterways. The following should be included:
capacities, surface conditions, bridges, amount and condition of rolling
stock, motor and air transport, barges, freighters, and other inland
waterways craft. Vulnerabilities are reported in as much detail as
possible.

e. ELECTRONICS AND TELECOMMUNICATIONS, Report existing electronic
telecommunications systems and equipment, both military and civil.

f. POLITICS, The extent of civil control of the region, the
amenability of the civilian population to political control, the political
organizations, and the key political figures.

Figure A-14. Sample periodic intelligence summary.
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g. ECONOMICS. Include only that specific economic information which
may be necessary for conduct of the current operation.

h. SOCIOLOGY. The sociological factors dealing with customs,
characterist its, religions, the minority or dissident groups, and the
allegiance of the population.

i. SCIENCE AND TECHNOLOGY. Scientific and technical information on
enemy weapons, equipment, and techniques as wel | as the employment of new
capabilities during the course of the operations.

2.  ENEMY OPERATIONS DURING THE PERIOD.

a. GROUND FORCES.

(1) Strength and Dispositions. (By overlay, if possible.)
Summary of enemy units and locations.

(2) Committed Forces. Report those enemy ground units, including

guerrillas, together with their supporting ground fire units which are
within the AO.

(3) Reinforcements. Include the designation and location of
reinforcements which may or may not be employed.

(4) Activity. (Discuss by arm of service.) Include a description
of all significant enemy movements which may affect the friendly mission.

(5) Other Order of Battle Factors. Reference may be made to
overlays, enemy SITMAPS, or previously published documents.

(6) New_ Tactics, Weapons, and Equipment. List new tactics and
equipment which may affect the mission and enemy capabilities.

(7) Nuclear-Capable Artillery and Launchers. Describe the
operational capability to launch missiles by numbers and types of
missiles; guidance systems; ranges; types of warheads; type of launching
sites (if fixed, whether hardened or not); and for mobile launchers state
mobility, rate of fire, and readiness.

(8) Nuclear, Biological, and Nuclear Activity. These weapons
should be reported by type, yield, number, method of delivery or
application, and enemy doctrine’ concerning their use.

b. AIR FORCES.

(1) Strength and Dispositions. Summary of enemy units and
locations.

(2) Qrder of Battle. Summary of opposing forces and other enemy
forces that can affect accomplishment of mission.

Figure A-14. Sample periodic intelligence summary (continued).
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(3) New Tactics, Weapons, and Equipment. List new tactics,

weapons, and equipment which may affect the mission and enemy

capabilities.

c. NAVAL FORCES (Including amphibious forces).

(1) Strength and Dispositions. Summary of enemy units and

locations.

(2) Order of Battle. Summary of opposing forces and other enemy

forces that can affect accomplishment of mission.

List new tactics,

(3) New_Tactics, Weapons, and Equipment.
weapons, and equipment which may affect the mission and enemy

capabilities.

d. MISSILE FORCES (Excluding SAMSs).

(1) Strength and Dispositions. Summary of enemy units and

locations.

(2) Order of Battle. Summary of opposing forces and other enemy

forces that can affect accomplishment of mission.

(3) New_ Tactics, Weapons, and Egquipment. List new tactics,

weapons, and equipment which may affect the mission and enemy

capabilities.

e. ANTIAIRCRAFT DEFENSES (including SAM).

(1) Strength and Dispositions. Summary of enemy units and

locations.

(2) Order of Battle. Summary of opposing forces and other enemy

forces that can affect accomplishment of mission.

List new tactics,

(3) New Tactics, Weapons, and Equipment.
weapons, and equipment which may affect the mission and enemy

capabilities.

f. AIRBORNE UNITS.

(1) Strength and Dispositions. Summary of enemy units and

locations.

(2) Qrder of Battle. Summary of opposing forces and other enemy

forces that can affect accomplishment of mission.

Figure A-14. Sample periodic intelligence summary (continued).
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(3) New Tactics Weapons, and Equipment. List new tactics,

weapons, and equipment which may affect the mission and enemy
capabilities.

3. ENEMY MILITARY SITUATION.

a. IDENTIFICATION OF COMMITTED GROUND FORCES.

(1) Movement and Locations. Report disposition, location, and
echelon of control of enemy ground forces.

(2) Reinforcements. Report disposition, location, and echelon of
control of enemy ground force reinforcements.

(3) Logistics. Report the following elements of the enemy’s

logistic system: transportation, storage distribution, levels of supply,
critical shortages.

(4) Equipment. Report weapons systems and equipment used by
committed enemy ground forces.

(5) Personalities. Report significant individuals operating for
the enemy ground forces.

(6) Morale. Report any significant breakdown or buildup of enemy
norale.

(7) Personnel and Materiel Losses.

(a) KIA.

1 Body count.

N>

Estimates.

(b) WIA (estimated).
(c) Captured.

(d) Materiel losses.

(8) Analysis of Capabilities. Analyze each capability of

enemy-committed ground forces, considering all applicable factors in item
3a above.

Figure A-14. Sample periodic intelligence summary (continued).
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b. IDENTIFICATION OF AIR FORCES.

(1) Operational Capability (aircraft and airfields). Report
observed aircraft operational capability, including numbers of aircraft,
fuel status, weapons, and status of the airfield.

(2) Movements and Locations. Report movements and locations of
al | observed aircraft and airfields,

(3) Materiel and Personnel Losses,

(a) Aircraft.

1 Confirmed destroyed in the air.

2 Confirmed destroyed on the ground,
3 Confirmed damaged in the air.

4 Confirmed damaged on the ground.
5 Probable destroyed.

6 Probable damaged.

(b) Ground equipment.

1 Destroyed.

[LS]

Damaged.
(c) Personnel.
1 KIA.
a Confirmed.
b Estimated.
2 WIA (estimated).
3 Captured.

(4) Morale. Report any significant breakdown or buildup of enemy
morale.

(5) Electronic Warfare Capability. Report enemy ECM, ECCM, and
ESM capabilities and activities.

Figure A-14. Sample periodic intelligence summary (continued).
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(6) Nuclear Capability. Report nuclear weapons observed,

including type, yield, numbers, method of del ivery, and enemy doctrine
concerning their use.

(7) Analysis of Capabilities. Analyze each capability of enemy

air forces, considering all applicable factors in item 3b above.

c.

IDENTIFICATION OF NAVAL FORCES.

(1) Operational Capability. Report observed naval forces’

operational capability, including numbers of ships, operational weapons,
and problems which could affect their successful employment.

(2) Movements and Locations. Report movement and location of all

observed naval forces.

morale.

(3) Ships, Materiel, and Personnel Losses.

(a) Ships (identification by name, class, type).

1 Confirmed sunk.
2 Probable sunk.
3 Damaged.

(b) Shore-based equipment and facilities.

=

Destroyed.

N

Damaged.

(c) Personnel .

1 KIA.

a Confirmed.

b Estimated.
2 WIA (estimated).
3 Captured.

(4) Morale. Report any significant breakdown or buildup of enemy

(5) Electronic Warfare Capability. Report enemy ECM, ECCM, and

ESM capabilities and activities.

Figure A-14. Sample periodic intelligence summary (continued).
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(6) Analysis of Capabilities. Analyze each capability of enemy
naval forces, considering all applicable factors in item 3cabove,

4. ENEMY UNCONVENTIONAL AND PSYCHOLOGICAL WARFARE.

a. IDENTIFICATION OF GUERRILLA FORCES. Identify guerrilla forces
being used in friendly areas or areas newly seized from the enemy.

b. PSYCHOLOGICAL WARFARE. Discuss psychological warfare, including
enemy methods and facilities observed for the conduct of propaganda, the
susceptibility of the population of the target area, and the major or main
focus of the enemy’s psychological warfare efforts.

5. COUNTERINTELLIGENCE.

a. SABOTAGE. Report enemy sabotage effects observed, including
information concerning his methods, targets, sensitive targets in the AO,
and successes or fai lures.

b. ESPIONAGE. Report enemy efforts to collect information by types
of espionage: designation (trained agents) or saturation (mass use of
citizenry) and include methods of pressure, coercion, and enforcing the
saturation-type espionage.

6. CONCLUSIONS. State conclusions derived from item 3 above, and
include, when possible, a concise statement of the effects of each enemy

capability on the accomplishment of the assigned mission. Cite enemy
vulnerabilities, where possible.

Figure A-14. Sample periodic intelligence summary (continued).

RECONNAISSANCE EXPLOITATION REPORT

The RECCEXREP disseminates results obtained from the first rapid
interpretation of imagery and debriefing of the aircrew. The report
addresses those targets requested in the original tasking with each target
addressed separately. The RECCEXREP is submitted as rapidly as possible,
but not later than 45 minutes after engine shutdown. If review of the
imagery results in information contradictory to that in an earl ier
RECCEXREP, the new information is to be reported promptly in another
RECCEXREP. Table A-1 shows an annotated format for the RECCEXREP.
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Table A-1. Sample reconnassance exploitation report annotated format.

Standard Message Heading Standard Message Heading

RECCEXREP RECCEXREP

Air Reconnaissance Mission

Number: 2/R/501

A. Location identifier: A. PB088195

B. Time on target; time B. 241610z

of sighting.

C. Results: C. CAT 06
1. Type: Motor rifle
and tank.

2. Status: Moving northwest
on road from Rotterode to
Asbach.

3. Activity: 24xT-62, 9xBMP.
4. Defenses: 2xZSU-23-4 moving
with and defending target.

D. Other information D. None.

1. TARWI: 1. TARWI 1234X
2. Imagery confirmed: 2. Yes

E. *Type sensor, exposures: E. Good, large
F. *Percentage of coverage: F. 100 percent.

* To be completed if significant or requested.

NOTE: Target category codes are found in STANAG 3596. Standard
message headings are noted in AR 105-31. The RECCEXREP replaces
the hot (high priority) photographic report (HOTPHOTOREP) and
mission report (MISREP) (except that the MISREP is used for
negative mission results) in USAREUR. It may soon be accepted
for use by US forces worldwide.

INITIAL AND SUPPLEMENTAL PROGRAMMED INTERPRETATION REPORT

The initial programed interpretation report (IPIR) and the
supplemental programmed interpretation report (SUPIR) are used to report
intelligence obtained from imagery which has not been reported through
previous reports. The format for both reports is the same and should be
used to report data acquired from a systematic review of imagery or to
report more detailed information than is provided in other reports. These
reports are prepared in either manual or ADP formats.

The IPIR is not completed on all missions and must be requested. It
is disseminated w thin four hours of engine shut-down. The IPIR reports
on programed miss on objectives or other vital intelligence information
which is readily dentified in reasonable proximity to these objectives
and which has not been reported in earlier reports.
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The SUPIR reports on all
and not included
required.
decide it is necessary.

Table A-2 shows the format used for both the IPIR and the SUPIR. This
is used for joint service operations.

format also

significant targets covered by the mission
in other reports or when supplemental
The SUPIR is completed at higher headquarters only if they

information is

Table A-2. Initiai and supplemental programmed interpretation reports.

Standard Message Heading
IPIR (or SUPIR)

Air Task or Mission Number:
PART |I: Mission highlights:
PART Il: Significant results:
A. Perishable items:

B. Change and OB items:
Target 3: CAT 01/PB4056

241644Z/P0O027.

3. Update: AOB: 6 Flagons
21 Fishbed
4 Hook

C. Bonus items:

D. Damage assessment:

PART Ill: Other results:
A. Additional items:

B. Identification only items:
PART IV: Mission collection
results:

A. Collector’s objectives
satisfied:

B. Collector’'s objectives
not satisfied:

Standard Message Heading

IPIR

2/R/501

PART I: One new SA-2 site observed
PART II:

A. Target 1: CAT 06/PB088195/
241610Z/L0OO0II-0113

1. Motorized rifle and tanks

2. Moving northwest on

Road Rotterrode-Asbach.

3. 24xT-62, 9xn intelligence annex.
4. Two occupied air warning

(AW) positions approx 200m

west of site.

5. One FAN SONG E radar in

center of site.

6. Six transporters; two van
trucks, four cargo trucks.

B. Air order of battle (AOB)

D. (Not used.)

E. (Not used.)

PART Ill: (Not used.)

A. NTR (nothing to report.)
B. NTR

PART IV:

A. NTR

B. CAT 4/PB1437/241653Z/
camera malfunction.

(When issued separately from an OPORD)
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INTERROGATION AND TRANSLATION REPORTS

Interrogation reports summarize the results of interrogations of EPW,

civil ian detainees, or refugees, and the translations of summaries of
enemy documents. Information of immediate value is disseminated in spot
reports.

The initial interrogation report serves as a written summary of the
initial interrogation of each prisoner. Figure A-15 shows the format of
this report. Emphasis is placed on completing as much of the tactical
interrogation as possible at the lowest level and supplementing this with
further interrogation at higher echelons. The primary purpose of this
report is to preclude duplication of effort in subsequent interrogations.

The detailed interrogation report is used to record information
obtained in the course of subsequent interrogations of selected
interrogees. Figure A-16 shows its format. A more detailed interrogation
and screening report format is available in FM 34-52.

During joint service operations, interrogation information of
immediate tactical interest (obtained at the brigade or regimental level)
is generally reported in the INTREP. Follow-on interrogation reports, the
initial interrogation report, and the detailed interrogation report
disseminate more complete and comprehensive information. It is essential
that these follow-on reports reference the INTREP where the information
first appeared to ensure that the information contained in these reports
is not used to confirm the preliminary information contained in the
I NTREP .

Joint services use the document translation report to report
information gained through the translation of documents which contain
information of tactical value. Figures A-17 and A-18 show the format and
sample of a translation report. Full or extract translations are
accomplished as the intelligence officer directs. All translations are
prepared in triplicate, unless otherwise directed, and each translation is
conspicuously annotated with the word “Draft.””

The original of the translation is appended to the document when it is
forwarded to the next higher headquarters. Copies of the original
document are provided to the intelligence officers at echelons which
contain translation sections to support their journal entries. The
document translation report format also is used for joint service
operations. Figures A-19 and A-20 show sample screening reports. Figures
A-21 and A-22 show sample tactical interrogation reports. These reports
are used to record information on interrogees.
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(Classification)

REPORT NO CY NO _ DATE-TIME(Zulu)
(Numbered sequentially)
SOURCE INTG UNIT
(last name only) (attached to interrogator)
CATEGORY ABCD MAPS USED
(see detailed report) (1 ist sheet name, number, and scale of maps)

LANGUAGE USED

PART | INTELLIGENCE POTENTIAL OF ENEMY PRISONERS OF WAR

(rank) (last name, first name) (MI) (service or serial number)
DOB BIRTHPLACE
(day, mo, yr) (city, county, or country)
NATIONALITY RACE
LANGUAGES UNIT
(list and include (interrogees’ parent unit listed
proficiency) completely to highest headquarters)

CIVILIAN CAREER

(summarize prisoner’s premilitary career)

MILITARY CAREER

(summarize)

ASSESSMENT

(intelligence, experience, cooperation, and reliability of the
interrogee, NOT the information)

SPECIALIST KNOWLEDGE

(knowledge of technical subjects or equipment)

DOCUMENTS

(carried at time of capture; include money or valuables)
EQUIPMENT

(of intelligence interest) (personal equipment or weapons)
PART Il - INFORMATION OBTAINED

(sumrnarize)

(Classification)

Figure A-15. Initial interrogation report.
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(CLASSIFICATION)

INTG TEAM

UNIT

(place and coordinates)

DATE AND TIME

(Zulu)

Detailed Interrogation Report No

(number reports sequentially)

Maps

(list all maps used and indicate sheet name, number, and scale)
PART |
1. RANK NAME SER NO

(last name, first name, MI)

(interrogees’ parent unit listed completely; for example, 1st
Pit, A company, 103 Recon Bn, 3d Rifle Div)

CIRCUMSTANCES OF CAPTURE

(summary of details of capture, including
date and time, location or coordinates, and
capturing unit)

ASSESSMENT

(intelligence, experience, reliability) (Concise statement
of the interrogator’'s assessment of the prisoner--not of
the information acquired)

CATEGORY: A B C D

(circle one to describe prisoner’s intelligence potential, as
indicated)

A High-level prisoner whose broad and specific knowledge of the war
effort makes interrogation necessary without delay by specially
gualified interrogators at the highest level; that is general

officers, scientists, political and intelligence officers, and so
forth.

(CLASSIFICATION)

Figure A-16. Detailed interrgation report.
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(CLASSIFICATION)
B Prisoner who has enough information about the enemy or any subject of
value to intelligence, in addition to information of tactical value,
to warrant a second interrogation.

c Prisoner with information of immediate tactical value who will not
warrant further interrogation.

D Prisoner of no intelligence value.

DOCU MENTS

(list documents of intelligence value taken from the prisoner)
EQUI PMENT

(list equipment of intelligence value taken from the prisoner)
PART 1l

2.  ORGAN!ZATI ON, STRENGTH, AND DISPOSITION.

(summarize the enemy organization as stated by the
prisoner, including equipment authorized and on hand)

i). Strength

(personnel strength, officer and enlisted, authorized and
assigned!

c. Disposition

(location of enemy units known to the prisoner)

3. MISSION

(statement of enemy missions, beginning with the lowest unit)

4. OTHER ENEMY FORCES

(information of enemy forces other than the
prisoner’'s own immediate organization; include and
annotate fact and rumor)

5. SUPPLY, LOSSES, REPLACEMENT.

a. supply

(information concerning status of SUPPI ies, known shortages
and deficiencies)

(CLASSIFICATION)

Figure A-16. Detailed interrogation report (continued).
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(CLASSIFICATION)
b. Losses

(statement of personnel and equipment losses knhown to

prisoner)

c. Replacements

(number and date received, sufficiency, and so forth)

PERSONALITIES

(list by name, rank, organization, duties, and
characteristics)

MISCELLANEOUS .

a. Morale

b. Tactics

(new or unusual tactics)

c. Obstacles

(location, coordinates, type)

d. Other Information

(other information of intelligence value
covered above)

REMARKS

NAME

not

(of Interrogator)

GRADE

TRANSLATOR

(if used)

Figure A-16 Detailed interrogation report (continued).
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(CLASSIFICATION)

DATE:

‘ROM : REPORT NUMBER:

1.  CONTROL DATA.
1. DOCUMENT NUMBER,

2. DOCUMENT DESCRIPTION: (type of document, originating headquarters,
language, and number of pages),

3. DOCUMENTS ORIGINAL LANGUAGE.
4. DATE AND TIME RECEIVED.

5. DATE AND TIME OF CAPTURE: (date and time (Zulu) and place,
including coordinates; if obtained from an individual, identify)

6, PLACE OF CAPTURE.

7. CAPTURING UNIT: (unit initially obtaining document).
8. CIRCUMSTANCES OF CAPTURE.

9. TRANSLATOR.

10. TYPE OF TRANSLATION: (state whether extract or complete
translation)

TEXT OF TRANSLATION (Translation typed in here, using the format of
the document. Use continuation sheets as needed).

(CLASSIFICATION)

Figure A-17. Documen translation report.
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(CLASSIFICATION)

DATE: 231500ZAug88

TO: G2, X Corps

FROM: Team 1, IPW Section REPORT NUMBER: 08-0356
441st Ml Bn, 23 Div (Armd)
X Corps

PART 1: CONTROL DATA

1. DOCUMENT NUMBER: US-WAIBVC-03093

2. DOCUMENT DESCRIPTION: Personal letter, 1 page, handwritten,
mentions a tank factory disguised as a sugar processing plant, and school
teachers and elderly people working in factories.

3. DOCUMENT'S ORIGINAL LANGUAGE: Russian

4. DATE AND TIME RECEIVED: 240847ZAug88

5. DATE AND TIME OF CAPTURE: 230923ZAug88

6. PLACE OF CAPTURE: NB640320

7. CAPTURING UNIT: A/1-41/23 AD

8. CIRCUMSTANCES OF CAPTURE: Found in an abandoned enerny CP,
9. TRANSLATOR: SSG Bennett

10. TYPE OF TRANSLATION: Full

PART 2. TEXT OF TRANSLATION
My dear Serzhen’ka:

It has been a long time since | received a letter from you. How are
and where are you? The last time you wrote that fighting was going on
around you all the time, and this worries me a lot. Take care of
yourself. There have been many changes at home. Your mother, despite her
age, had to go to work in the factory. They make tanks there, but the

sign over the entrance says this is a sugar plant. I don't know why they
do this. At the school where | work, we were also told to go and work at
the same plant. They are going to close the school. Everyone has either
to go to the front or work in the war industry. This is necessary in

order to speed up the victory over the enemy of our country. I would be
more at ease if | knew that you are alive and well. Please write as soon

as you can.

Your KATHY.

(CLASSIFICATION)

Figure A-18. Sample translation report.
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(CLASSIFICATION)
WORKING PAPERS

DEPARTMENT OF THE ARMY
1st Brigade IPW Team, 123d Ml
APO New York, New York 09166

IPW TEAM REPORT NUMBER: DATE-T IME:
SCREENING REPORT

PART I . INFORMATION CONCERNING CAPTIVE:

A. PREVIOUS SCREENING OR INTERROGATION REPORTS (Unit or Report No!

B. CAPTURE INFORMATION:

1. CAPTIVE TAG NUMBER:
2. CAPTURING UNIT:

3. DATE-TIME OF CAPTURE:
4. PLACE OF CAPTURE:

5. Documents Captured (Disposition):

6. Equipment Captured (Disposition):

7. Circumstances of Capture:

c. BIOGRAPHICAL INFORMATION:

1. Full Name, Rank, Service Number:

2. Date, Place of Birth:

3. Sex, Marital Status, Religion:

4. Full Unit Designation or Unit Code:

(CLASSIFICATION)
WORKING PAPERS

Figure A-19. Sample blank screening report.
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(CLASSIFICATION;
WORKING PAPERS

5. Duty Position:

6. Military Education and Experience:

7. Civilian Education and Experience:

8. Languages Spoken (Proficiency) :

D. OBSERVATIONS

. Physical Condition of Captive:

1. Uniform, !Insignia (type and condition):

3. Assessment of Attitude and Behavior:

4. Assessment of Knowledgeability:

PARTIL SCREENING RECOMMENDAT!ONS

A. SCREENER'S RECOMMENDATIONS:

! Screener’s and Interpreter’'s Names:

o Place of Screening:

3. Screening Code:

9. SENIOR INTERROGATOR'S RECOMMENDATIONS:

l. Senior interrogator’'s Name:

2. Interrogate:

3. Action:

(CLASSIFICATION)
WORKING PAPERS

Figure A-19. Sample blank screening report (continued).
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(CLASSIFICATION)
WORKING PAPERS

DEPARTMENT OF THE ARMY
Ist Brigade IPW Team, 123d Ml
APO New York, New York 09166

IPW TEAM REPORT NUMBER: 007 DATE-TIME: 181530 AUG 99
SCREENING REPORT

IPART I . INFORMATION CONCERNING CAPTIVE:

A. PREVIOUS SCREENING OR INTERROGATION REPORTS (Unit or Report No)

3. CAPTURE INFORMATION:

1. CAPTIVE TAG NUMBER: P-4A

2. CAPTURING UNIT: C Trp, Ist Sqdn, 8 ACR

3. DATE-TIME OF CAPTURE: 181300 AUG 99

4. PLACE OF CAPTURE: NB621108

5. Documents Captured (Disposition): Ix ID card no 1350412 (retained
by EPW); Ix personal letter (evac with EPW); Ix map section (evac
with EPW).

6. Equipment Captured (Disposition): IXx ShM protective mask (retained
by EPW); Ix standard web gear, Ix individual first aid kit (both
destroyed in place). Ix 5.45rnn AK-74 w/4x mag (129x rds)
(evacuated through supply channels).

7. Circumstances of Capture: Surrendered to US Patrol

C. BIOGRAPHICAL INFORMATION:

1. Full Name, Rank, Service Number: Boris Petrovich BARONOV, JrSGT,
No 0951046

2. Date, Place of Birth: 16 JAN 78, BRYANSK, BySSR, USSR

3. Sex, Marital Status, Religion: Male, Single, None

(CLASSIFICATION)
WORKING PAPERS

Figure A-20. Sample completed screening report.
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(CLASSIFICATION)
WORKING PA